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Alan P. Petrofsky
Pro Se

3618 Alameda Apt 5
Menlo Park CA 94025
(650}520-0626
al@epetrefsky.org

IN THE UNITED STATES DISTRICT COURT

DISTRICT OF UTAH, CENTRAL DIVISION

JEFFREY VERNON MERKEY,

Plaintiff,

ve.

YAHOO SCOX members atuléés
and saltydogmm,

PAMELA JONES a.k.a. GROKLAW.COM
a.k.a. OSRM and GROKLAW.NET,
GRENDEL a.k.a. PAGANSAVAGE.COM,

MATT MERKEY a.k.a MERKEY.NET,
BRANDON SUIT a.k.a. MERKEY.NBT,

JOHN SAGE a.k.a. FINCHHAVEN.CCM,

MRBUTTLE a.k.a. IB-WARS.NET,
JEFF CAUSEY a.k.a. IP-WARS.NET,

AL PETROFSKY a.k.a. SCOFACTS.ORG,

and DOES 1 through 200,

Defendants.

2:05CV0521DAK

UNSERVED DEFENDANT ALAN P.
PETROFSKY'S MEMOCRANDUM IN
OPPOSITION TO PLAINTIFF JEFFREY
VERNON MERKEY'S EX-PARTE MOTION
TO CONDUCT EXPEDITED DISCOVERY

Magistrate Judge Samuel Alba

befendant Alan P. Petrofsky, who has not been served any complaint,

gummons, motion, or memorandum in this case, nor has he waived any

service, nevertheless submits this wmemorandum in oppositicon to

Plaintiff Jeffrey Vernon Merkey's Ex-parte Motion to Conduct Expedited

Discovery.
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PRELIMINARY STATEMENT

Let us begin with the cbvious overarching issue: it is surely evident
to the Court, and to anyone else who reads the papers filed by
plaintiff Jeffrey Vernon Merkey ("Merkey"), that the overall
impression he makes -- whether it is on account of his true nature or

of an affectation -- is that of a raving lunatic.

This disconnect between Merkey and reality has been seen in court
before. In the Novell suit against Merkey that figqures prominently in
the amended complaint (pages 26-32), the court's January 30, 1998
ruling included the following findings of fact {Novell v. Timpanogas
Research Group, 46 USPQ.2d at 1204 (Utah 19%98), 97-0400339 in Utah
County, attached as Exhibit 1):

124. 1In fact, however, Merkey is not just prone to exaggeration,
he also is and can be deceptive, not only to his adversaries, but
also to his own partners, his busginess associates and to the court.
He deliberately describes his own, separate reality.

129. In a letter from Merkey to Albert on September 12, 1997,
Merkey asserted that the "Utah Judicial Commission contacted me
Thursday, and relayed that they had reviewed Judge Schofield in
Court over video camera, and have initiated an investigation
relative to the Court session of September 8, 1997." (Ex. 107).

130. While it may be possible that the Utah Judicial Commission
(Conduct Commission?) contacted Merkey, that commission has not
obtained a copy of any video of the court session of September 8,
1997. That hearing was court-reported and the only video made was
made in accord with Rule 4-201(2) (C), Utah Code of Judicial
Administration, for the purpose of the judge's private notes. No
copy of that sole copy has been viewed by anyone other than the
court. 1In short, this statement is another example of Merkey's
penchant for self-serving, separate reality, dishonesty.
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131. While it is human nature for each of us to put our own spin
on events which we observe -- indeed the heart of most auto
accident cases is the different perceptions of eye-witnesses --
Merkey nonetheless regqularly exaggerates or lies in his comments to
others about events happening around him. It is as though he is
creating his own separate reality.

In the instant action, we have guch gems as the assertion that I have
"conspired with individuals in communist countries", specifically,
"the counrty of Checkoslovakia" [sic] (plaintiff's supporting brief,
Exhibit 3). Communist Czechoslovakia arises in connection with my
redistribution, allegedly in violation of this court's June 22 order,
of the old settlement agreement that was attached as Exhibit 2 to the
complaint. (For more context, including an email from one of the
Court's law clerks and my June 23 email announcing that I had ceased
guch distribution, see the emails attached as Exhibit 2 to this
brief.) The amended complaint attempts to cast the incident as
treason:
30. Al Petrofsky and SCOFACTS.ORG is an Internet news website that
that distributes and posts both public and sealed court documents
and is used to transport sensitive court documents in pending
litigations outside of the United States in violation of Federal
Court Orders and into the hands of foreign nationals and the
enemies of the United States.
No reason is given for why this 1998 settlement agreement would be of
any interest to our alleged Communist Czechoslovakian Enemies, nor is

it explained how they have managed to survive more than a decade since

the fall of Buropean Communism and the breakup of Czechoslovakia. [1]

1. For the record: I am not now, nor have I ever been, a member of
any Communist Party, foreign or domestic. May God bless America.
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As explained later in this brief, there is no apparent reason for
Merkey's failure to serve me or most of the other defendants he has
named. He has failed to exhibit any genuine effort either to effect
service or even to make a proper request for waiver of service. It is
not clear whether he ever intends to do so, or if the whole purpose of
this case is to appropriate the court and its files as theater and

gallery for the exhibition of his unusual art form.

Nevertheless, I have already incurred costs in responding to this
ridiculous litigation. These costs will increase substantially if a
summong ever is served on me and I then go to the trouble of engaging
Utah counsel, filing a response to this wholly meritless complaint,
seeking reimbursement of all my costs and fees, and generally being
forcedgto stop viewing the plaintiff as an amusing crackpot and start

viewing him as a malicious and dangerous serial perjurer. [2]

2. I should perhaps already view Merkey's ravings as a danger to
people's freedom. It is with some alarm that I notice that the
minutes of a hearing before this Magistrate Court on June 28 in an
unrelated action, USA v. Mooney et al, 2:05-cr-410-TS-5A, indicate
that Mdrkey was called to testify in support of a bid te keep a man
imprisgned. I do not know what importance, if any, Merkey's testimony
may haﬂe had in the Magistrate Court's decision to keep James Mconey
in custiody for seven more days, but it is disconcerting that a
prosecytor could see fit to present to a court any testimony by
Merkey. There is clearly no reliable correlation between the words he
gpeaks 'and the reality in which the rest of us live.
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i
I
FACTS LAND ARGUMENT
!
|

The aanded complaint names as a defendant "AL PETROFSKY a.k.a.

SCOFAC&S.ORG“. Al Petrofsky" is an abbreviation of my name that I
|

often Pse. Although I am not known as "Scofacts.org", it is the

intern%t domain name of a website that I control.

i
i
Merkey| asserts that my address and location are "unknown" (amended

compla#nt, paragraph 30), and that "the named defendants are evading

|
servic#" (supporting brief, page 8).

|

i
Howevef, as is required for any subdomain of the Com, Net, or Org

domain%, Scofacts.org has a listed mailing address in the publicly
access*ble database of domain registration records, which is known as
the "W*ols" database [3]. In other words, as people have long said
about %elephone directories: "I'm in the book".

\

\

Merkey claims to be “one of Utah's preeminent computer scientists"

(amend%d complaint, paragraph 9}, and as such he should not have
diffic‘lty locking up registered website owners in the public

directories of such records. However, I see no evidence that he has

3. 8eeg section 3.3.1.6 of the Internet Corporation for Assigned Names
and Numbers {ICANN) Registrar Accreditation Agreement, May 17, 2001,
That section and related provisions are included and explained in
ICANN'Sg May 10, 2002 Registrar Advisory Concerning Whois Data
Accurady, which is attached as Exhibit 3. BAn easy way to access the
registration records is through the CompleteWhols.com website. See
Exhibiq 4.

|

| 5
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attempted, in the 46 days since the action commenced, to send any
correspondence whatsoever to the listed mailing addresses of any of
the internet sites he has named as defendants. (Of all the sites he
names,| the only one that does not have a U.S. mailing address listed
in the|l current database is Pagansavage.com, a site that no longer

exists).)

CONCLUSION

Merkey|'s motion seeks "Leave to conduct Expedited Digcovery for the
purpose of identifying and locating the named parties for service of
this aftion". The exact order desired is not clear, but teo the extent
that the motion seeks information about my location, it should
certainly be denied, because my location is publicly known and is also

disclosed on the first page of this brief.

To the| extent that the motion seeks information from non-parties abcut
defendants other than me, I do not have an interest in the matter.
However, Merkey has not submitted any evidence that he has exhausted
simple methods of locating defendants, and I therefore suggest that no

extracordinary discovery order is required.

I have | no desire to travel to Utah to argue this motion. I have no
objection if the Court wishes to allow Merkey and any other parties an

opportﬁnity to present oral argument on this motion without me
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present. If the Court and other parties should need to confer about a

rescheduling of a hearing on this motion, I need not be consulted.

Respedtfully submitted this Sixth day of August, 2005,

U/ oo
Alan B Petrofzky

3618 ARlameda Apt 5
Menlo Park CA 94025
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CERTIFICATE OF SERVICE

I hereby certify that on the Sixth day of August, 2005,

Filed 08/09/2605 Page 8 of 48

I personally

mailed |a correct and true copy of the foregoing Memorandum in
Opposifion to Plaintiff Jeffrey Vernon Merkey's EX-parte Motion to

Conduct

Expedited Discovery, to the following:

Jeffrey Vernon Merkey

1058

E 50 5

Lindon UT 84042

Wy,

P bty

Alan P

Petrofsky
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Exhibit 1
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Action by Novell Inc. against Timpanogos
Reseafch Group Inc., Darren Major, Larry.
Angus, and Jeff Merkey, for breach of con-
tractual and fiduciary obligations and mis-
appropriation of trade secrets. On plaintiff’s
mation for preliminary injunction. Granted.

Gordon L. Roberts, Michael L. Larsen, Eli-
sabeth R. Blattner, and David. M. Ben-
nion, of Parsons, Behle & Latimer; Salt
Lake City, Utah, for plaintiff. S

Ronald S.| Kdtz and Gary L. Benton, of
Coudert|Brothers, San Jose, Calif.; Wen-
dy L. Addiss, of Coudert Brothers, Wash-

“ington, D.C.; W. Andrew McCullongh
and Rapdy M. Lish, of McCullough,
Jones Ivins, ~ Orem, Utah, - for
defendants. : -

Jef V. M rkey, pro se.

This matter is before the court on plain-
tifi"s’ motion for a preliminary injunction:
Evidence |was taken in several sessions
spread.over many months, with heatings on
May 5, 1997, July 9, 1997, October 6-9,
1997, November 3-5, 1997 and Deceinber
15-16, 1997. In addition, the ¢ourt received
numerous affidavits and received certain tes-
timony by|deposition. : o

Gordon| Roberts, Michael Larson, Eliza-
beth Blattner and David Benhnion of Parsons,
Behle and Latimer have rc{Jrcscntcd Novell.
In the beginning Alan. Sullivan and Bryan
Beneventg of VanCott, Bagley, Cornwall &
McCarthy represented Timpanogos Re-
search Grpup, Inc. formerly known as Wolf

-out this. ruling,

Mountain Group, Inc. (for clarity through-

will refer. to the defendant
corporation as *“TRG”) and all of the indi-
vidual defendants. Subsequently :Ronald
Katz, Gary Benton and Wendy Addiss of
Coudert Brothers-appeared.as co-wounsel for
all .of the defendants.- Thereafter VanCott

-withdrew. Following that withdrawal, Cou-

dert Brothers, and W. Andrew MeCullough
and Randy Lish of McCullough, Jones &
Iving - have represented. TRG; Andrew
McCullough and Randy Lish have repre-
sented defendants Darren Major and Larry
Angus; and defendant Jeff Merey has ap-
peared prose.t . -

Having. considered the evidence intro-
duced- in the evidentiary hearing and the
arguments of counsel, I now issue this ruling
granting to Novell a preliminary injunction.

FINDINGS OF FACT

- Ffind that the following facts have been

proven by a preponderance of the evidence:
1. Novell is a corparation engaged in com-

puter software development and sales. -

2. For a long time prior to March 1997,
defendants Merkey, Major and Angus were
employees of Novell: S :

. 3. Major- was employed by Nevell from
1984 through 1995. In 1995 he kft Novell
and went to work at Chéyenne, Inc.

4, While employed by -Cheyenne, for much
of 1996 Major worked at Novell i the: Wolf
Mountain group through a parnering ar-
rangement between Cheyenne amd Novell.

5. On January 1, 1997, Major left Chey-
enn¢ and returned to full-time employment

at Novell, working on thg Wolf Mountain

project. .- - .. ol
-6, Immediately prior té the ‘h;g}l[ppning of
the events of March and April 1997, Mérkey

was a chief scientist at Novell apd was the
software engineer in charge of Novell's Wolf
Mountain project; which was engaged in the
development of a clystering initmative.

7. linmediately prior to the happening of
the events.of March and April 1897, Major
was a software engincer working for Merkey
in: Novell’s Wolf Mountain project. -

8. Immediately prior-to the happening of
the events of March and April 1997, Angus
was working for Merkey in Neowell’'s Wolf
Mountain project. Ct _

'] express sipcere appreciation to able counsel
in this case who exemplified in their skill and.
demednor in court what is right and good about
the legal profession. Their diligemce and even
their occasional . humor “and samcasm were
remarkable. - :

Page 11 of 48
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. B, At the time of his initial hire by Navell
jn 1993, Merkey signed an Agreement Re-
specting Trade Secrets, Inventions, Copy-
rights and Patents (Ex. 101).

10. The agreement provided that during
his employment he would have possession or
access to materials which contained trade
secréts, confidential technical or business in-
formation of Novell and that he agreed not
to us¢ any|such information for himself or
others and not to disclose any such informa-
tion at any time during or after employment
by Novell:

11. Major s1gned a similar agreement con-
taining the same terms on February 9, 1988
(Ex. 80}.

12. Angus signed a similar agreement con-

taining the same terms on December 4, 1987
(Ex. 181). . ‘
13. In consequence of his decision to be-

come reemployed by Novell on January 1,
1997, Major signed an Intellectual Property
Ag)reement dated December 30, 1996 (Ex.
83

i4. In the agrcement Major agreed that
any breac by him of the agrecment will
result in “variable, and continuing damage
to [Novell], for which there is no adequate
remedy at Jaw, and- [Novcll] will be entitled
to injunctivie rellcf

15. This agrecmznt contained provisions
preventing his use or disclosure to others of
Noveil's proprietary information. a

16. On January 3, 1997, Major signed an
Individual Confirmation Form (Novell) by
which he agreed that Novell had classified
the Wolf Mountain project as top secret and
that he would not disclose-any Wolf Moun-
tain information to any other person, party,
or agency within Novell or cutside Novell
without the express written consent of a
Novell Authorized Business Development
Authority (Ex. 84).

17. On June 26, 1996, Angus also signed
?gzl)fndmd al Confirmation Form (Ex 17,

18. Novell’'s Wolf Mountain project was
engaged in developing computér clustering.

19, Clustering is the ability to physically
connect multiple, independent computers
(“nodes™) tpgether and for the multiple com-
puters to work together as if one giant com-
puter. The| effect is to create a computer
system which may have the computing. ca-
pacity and|power of a largc main frame
Computer but to asscmble it with off-the-
shelf PC computers. It is expected this would
provide significant computer power at a
greatly reduced cost and with readily re-
placeable and upgradeable PC computers.

20. Because Novell is or has been the
leader in computer networking, where many
computers are hooked together to a common
server, able to. communicate together and
share common application systems; cluster-
ing seemed to many at Novell as a logical
next step for it to take.

. 21. Novell began its Wolf Mountain clus-
tering project in March 1995.

22. The goal of the Wolf Mountain group
was to develop a clustering software package
either as a stand alone product for sale by
Novell or to be.incorporated by it into its
NetWare network operating syster product.

23. From the inception of the Wolf Moun-
tain project, Merkey was the chief scientist
and the head engineer working on thls
project.

24, From its birth until October 1996, the
Woif Mountain project was under the direc-
tion of Dr. Glen Ricart, the Chief Technol-
ogy Officer at Novell. In October 1996, it
was placed in a newly formed division, the
Stalable Server Division, under the d1r¢ctlon
of Vic Langford. '

25. Throughout all of this time Mcrkcy
remained the chief scientist on the project.

26. By late fall 1996, Merkey envisioned
Wolf Mountain as a stand alone operating
system to replace the operating system used
by Novell in its NetWare and IntranctWare
products :

27. From its inception the Wolf Mountain
project had been housed at the Orem campus
of Novell while the long established group
which developed Novell's NetWare product
(hereafter- the “core operating group™) was
housed at the Provo campus.

28. During all of this time, Merkey felt
that the Wolf Mountain group was treated
much like a stepchild by the core operating
group. He endured this because he felt that
Wolf Mountain constituted the first signifi-
cant innovation at Novell in a long time and
constituted a potential product which would
return Novell to major importance in the
computer jindustry,

29. Part of Merkey's ability to deal with
what he felt to be second class treatment of
the Wolf Mountain group by Novell was the
personal support be felt directly from No-
vell's presidents. -

30. At the time that thc Wolf Mountam
project was begun, Bob Frankenburg was
president of Novell. Then, for a time, Joseph
Marengi served as president of Novell.

31. While Marengi was president he had
close contact with Merkey and assured Mer-
key of continued support by Novell of the
Wolf Mountain project.
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32. In December 1996, Novell did an in-
ternal roll-gut of its Wolf Mountain technol-
ogy. This folf-out was for the purpose of
disclosing within Novell the nature of the
proposed technology so that it could be eval-
uated by other computer engincers at Novell,

33. While Merkey and his team felt the

roli-out went generally well, they received-

criticism from the core operating group at
Novell, N

34, This griticism was as much evidence of
the infighting between the Wolf Mountain
group and the core operating group as it was
a bona fide critiquc of the Wolf Mountain
project.

35. After the internal roll-out the level of
internal criticism.of Wolf Mountain increa-
sed.

36. In ¢arly 1997, the Scalable Server
Division was placed under the management
of Denise Gibson, who also managed the core
operating group.

37. Merkey felt that placing Wolf Moun-
tain under common management with the
core operating group was a significant blow,
if not tbe death knell for Wolf Mountain as a
separate, distinguishable product to be off-
ered by Novell. He doubted that with both
the core operating group and Wolf Mountain

under the direction of Gibson, Novell would -

ever be able to regain its position in the
computer industry.

38. In carly 1997, when Merkey realized
that Novell was not going to proceed with the
Wolf Moyntain project in the manner which
he-wished,| he began to devise a plan to fake
the Wolf Mountain project out of Novell.

39. Initialty, Merke sought to take Wolf
Mountain from Novell in an amicable fash-
ion, by agreement with Novell that a new
mpany would be formed.

40. He did this by lobbying Marengl fora
spin out of the Wolf Mountain group into a
separate, stand alone corporation, owned by
Novell. :

41, Marengi entertained these suggestions
because he claimed to still believe in the
Wolf Mountain technolc\gws and the Wolf
Mountai pro;cct

42, Marengi discussed with Novell § coun-

sel the possibility of creating a spin out-

company|for Wolf Mountain:

43, There is a kernel of truth in Merkey's
claim that he discussed the Wolf Mountain
spin out with senior Novell executives.

44, What is missing is Novell’s agreement.
Though both discussed the issue with Mer-
key, neither Marengi, who was president of

Schmidt, who was president thereafter. ap-
* proved the spin out.

45. Major had no independent knowledge
of Merkey's discussions with Navell execu-
tives concerning the spin out. Rather, he
relied on Merkey for any understandmg
which he had of those discussions. = -

46. By March 7, 1997, Merkey was so
frustrated with Gibson’s supervision that he
and Major each tendered resignations from
Novell.

47. Major believed that the Wolf Moun-
tain project wag an industry leading process-
ing system and he did not understand why
Navell did not openly and vigorously em-
brace the new technology. Rather, he be-
lieved that Novell was s ooting arrows at
them rather than encouraging the new
technology.

48. When he resigned, Merkey told Ste.
venson he felt his dreams of building an
industry leading information processing sys-
tem could be best accomplished outside of
Novell.

49. Each year in the spring Novell hosts a
gathering of computcr scientists, experts and
inmbusiry analysts in a symposium called
Brainshare.

~50. The purpose of Brainshare is to advise
Novell’s partners, other software engineers
who want their programs to work in harmony
with Novell's Net Ware operating system
and anyone else interested in Novell’s busi-
ness: what products it anticipates developing -
and shipping in the immediate future.

51. Although Gibson initially scotched the
idea of featuring Wolf Mountain at Brain-
share, Merkey lobbied hard for Novell ta
prominently display its Wolf. Mountam tech—
nologies at Brainshare. ‘

52. Novell accepted Merkey s urgmgs As
be had been the chief scientist on Wolf
Mountain, Novell persuaded him to return to
th92917p081t10n, which he dld around March 10,
1 .

53. Upon his return to the Wolf Mountain
project, Merkey told the Wolf Moyntain
team that he returned, that the status of
Wolf Mountain as a scparatc division was
undecided until after Brainshare, that Major
was pumumg an outside venture, and that it
was time Tor the Wolf Mountain group to
perform (“For now, let’s get a kick-ass demo
for Bramsharc and show the world that No-
vell isn’t Braindead anymore.” Ex. 99)

54. Brainshare was held during the week
of March 24, 1997, at which time Merkey
made a number of presentations in which he
touted the Wolf Mountain technology. Also
at Brainshare MNovell deémonstrated a
12-node computer cluster, giving clear credi-
bility to the claim that Wolf Mountain wasa
weli-developed, functioning set: of
technologies. ' ‘
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ajor, however, never returned to

espite Merkey’s desires, a spin out
- corpordtion never was created by Novell..
57. When a spin out was not forthcoming,
in midtMarch Merkey asked Novell if he
could form a new company to engage in
various software development interests.’
ovell agreed that he could form such‘

‘new corporation for the purpose of
engaging in software devetopment (Ex, 8).
60. One condition of the March 18 agree-

oveil's intellectual property rights.
n the March 18 agreement Merkey
ajor abso agreed that if the new corpo-
ration| developed products which compete
with Novell products, thcy would obtain re-

he still was an cmployee of Novell, he would

after | this sction was hegun,‘ it c_hangcd its
name to Timpanogos Research Group, Inc.

66 Merkey, Major and Stevenson were
the original investors in TRG.

67, Prior to April 17, 1997, Merkey trans-
mitted to Jehn Balcsunas, via. e-mail, a capy
of a| document entitled Tapestry for NT
Architecture Overview (Ex. 26), This docu-
ment origimally was preparcd by Merkey on
a Naovell camputer server.

68. Alsa,in a draft press release issued by
TRG on or about March 31, 1997, at a time
that Merkey still was an employee of Novell,
TRG announced plans to develop a product'
named Tapestry with the feature set de-

scribed in the Wolf Mountain Architectural:

Overview (Ex. 49).
69. The Tapestry document is virtually

identical to a document prepared by Merkey
while at Novell entitled Scalable Server Di-

comply with the cxxstmg Novell cmployee_

vision Wolf Mountain Architecture Over-
view (Ex. 10). ‘

70. A close comparison of the two decu-
ments reveals that virtually the eatire text of
the Tapestry document has been lifted verba-
tim {rom the Novell Wolf Mountain Archi-
tecture Overview document. A few names
and acronyms have been changed, but noth-
ing else..

71. The Tapestry document is not the
work of Merkey at TRG, but is the work of
Novel! which Merkey ooplcd whole cloth.

72.-In an internal ¢-mail at Microsoft
Balciunas noted on April 4, 1997, that it
would take a couple of weeks for Microsoft
to work dut positioning of the Wolf Moun-
tain software. From the face of the e-mail it
is obvious hc was in contact with Merkey
(Ex. 51).

73. On Apnl 7, 1997, Merkey sent Jim
Allchin at Microsoft an e-majl concerning
the creation of Wolf Mduntain Group, Inc.,
indicating that Marengi had approved a pat-
ent cross license betwcch Novell and Wolf
buy a 30% ownership interest in Wolf Moun-
tain Group, Inc.

74. In an internal e-mail at Microsoft,
Balciunas noted that Merkey was scheduled
to meet with him on April 17, 1997, and that
Baiciunas had 4 copy of Merkeys architec-
tural overview of his product {(Ex. 54).

75. On April 16, 1997, Merkey met with
Schmidt in a lcngthy meeting in Schmidt’s
office. At Merkey’s request, Major joined
part of that meeting.

76. During this meeting Merkey advised
Schmidt that he was proceeding forward
with his company and that he planned to
mect with Microsoft officjals the next day to
discuss areas where Micrasoft and TRG
could work together.

77..As Merkey was still an employee of
Novell, Schmidt told Merkey that he would.
prefer that the meeting with Microsoft not
take place, that if he went he did not go with
Novell's approval or authorization, and that
he should respect Novell's proprietary and
confidential information.

78. At the conclusion of the meeting be-
tween Merkey, Major and Schmidt, Schmidt

asked that Merkey and Major take no fur-

ther action with respect to TRG for two

weeks. Major committed that they would

not. '

79. With Schmidt’s admonition still ring-

ing in their ears, on April 17, 1997, Merkey.

and Major met with John Balciunas and

other employees of Microsoft at Microsoft’s

offices in Redmond, Washington.
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80. Merkey told Balciunas that he had
created the Tapestry document after he was
authorized by Novell to form a new com-
pany. Balciunas understood this to be March
18, 1997,

. 81, Merkey told Balciunas that the Tapes-
try document had been prepared “starting
from ‘a clean piece of paper’ ™. .

82. Merkey advised Microsoft that he and
Major were filing for 14 patents and that he
was negotiating a patent cross-license agree-
ment with Novell.
imilarly, in a letter dated April 3,
Major to David Bradford, No-
vell's gengral counsel, Major urged Novell to
enter intg patent cross-license agreements
with TRG (Ex. 86).

84. Duriing their meetings with Microsoft,
Merkey spent two hours describing the Tap-
estry technology and he explained how No-
vell had ipvested $15 million in their new
company. | All aspects of this presentation
were essentially dishonest as the technology
was Novell's Wolf Mountain technology not
TRG's and Novell had not invested any
money in the new company..

85. Though Major is portrayed in this
litigation as an honest individual who has an
eccentric and exaggerating partner, in fact,

by his quiet during the Microsoft meeting, .

Major was a direct participant in the dishon-
esty. o
86. In their meetings with Marty Albert
the very next day, directly contrary to what
they told Microsoft the day before, Merkey
and ‘Major told Albert that Novell had not
made any investment in the new company.
They looked to Albert to be their firancier.
87. While Merkey asserts that the April
18-19, 1997 meeting was his first with Al-
bért on the subject, that seems highly unlike-
ly as, by the end of a meeting which Merkey
asserts was brief and no téchnical informa-
tion was disclosed, "Albert had agreed to
invest several million dollars in the new ven-
ture, hardly the prudénce which waould be
expected from a successful businessman,
88. Following Merkey’s meeting with Bal-
ciunas on April 17, 1997, Merkey sent Bal-
ciunas an|e-mail dated April 19, 1997, in
which he advised that TRG was focusing on
Tapestry and would have a product available
for Microsoft to review in its laboratory by
late July and would be-shipping by Decem-

Balciunas had a copy of the Tapestry archi-
erview, it is clear Merkey was
saying that he was going to build essentially
the same product he had been developing
while at Novell.

90. Prior to leaving Novell Merkey told
several Novell employees that he had inten-
tionally under documented his work so that it
would be in his bead and not Novell’s. Some
quote him as also saying that when he left
Novell he would take with him “the crown
jewels”, which they interpret to be the most
sensitive technologies developed in Wolf
Mountain. : o

91. Having spent considerable time in trial
and error experimentation at Novell, Mer-
key and Major acquired negative knowledge
while becoming intimate with what worked
and did not work in the process of developing
technology. From their experience at Novell,
Merkey and Major knew where their start-
ing point was and could thereby avoid “false’
paths™ and “blind alleys” in developing any
products for TRG. :

92. This negative knowledge learned at
Novell allowed Merkey and Major to cut
corners in designing the Tapestry product for
TRG. Because as Merkey stated, rauch of
the information about Wolf Mountain was in
his head, Merkey was able to save consider-
able time in testing and design research that -
was required at Novell. '

03. Because Merkey and Major an-
nounced the Tapestry for' Microsoft Win-
dows NT prodiict s soon after their resigna-
tion from Novell, it is clear they used the
negative knowledge learned at Novell.

94, Merkey-also told Balciunas that *all of
the information was ‘in his head' ** and that
he hadn’t written anything down in years.

95, In an interview published in Lantimes
magazine on May 12, 1997, less than a
month after he Yeft Novell, Merkey stated
that TRG’s product, Tapestry for Microsoft
Windows NT, was “fairly far along.”

96. [n that same intérview he stated that:

One of the biggest problems is, when we
were doing Wolf Mountain at Novell, we
were running real quick and just cranking
code out. None of the intellectual property
is documented. None of the patents have
been filed. The only place the knowledge
exists is inside {my head] and [Major's]. -
-None of it has been written down. In terms
-of Novell attempting to sue us for intellec- -
tual property, I'm not sure they know what
to sue us for., ‘

"87. This interview was given at a time that
Merkey was technically still an employee of
Novell as he resigned by a letter dated April
20, 1997, but to be effective two weeks later,
on May 4, 1997, :

98. On Aprilt 20, 1997, the date of his -
second resignation from Novell, Merkey sent
an e-mail to the members of the Scalabie
Server Division/Wolf Mountain team at No-
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vell in which he advised them that he and
Major had acgquired funding for TRG and
that the new company was hiring. -

-99.|0n April 23, 1997, Merkey told Bal-

ciunas in an e-mail that he was on track for.
delivery of the Tapestry product by Decem-
ber 1997 (Ex. 59). . -

10Q. In the April 23, 1997 e-mail Merkey.
told Balciunas that 70 senior architects. and
developers -at Novell had resigned to join
TRG| While TRG did -hire some former
Novell emplayees, it-only hired a handful,
not the 70 to which he alluded (Ex, 59). .
. In that same e-mail Merkey. told
inas that TRG had *“captured cluster-
indshare, and shifted it to WolfPack
indows NT.” . S ‘

102. This only could have meant that he

was ¢laiming to have taken the clustering
initialive from Novell’'s Wolf Mountain
group to TRG for use by Microseft which
had a clustering initiative -called “Wolf-
pack,” .
service entitled Info World Electric News
dated April 28, 1997, Merkey. is quoted as
clainting to have taken 70 Novell employees.
with him when he left Novell (Ex. 142).
. In that story Merkey describes his
Tap stry product as software which works in
conjunction with Microsoft's Wolfpack to
strengthen scalability and would enable the
formation of heterogeneous clusters of Intel-
-based servers running Windows NT, In-
tranet Ware, and Unix {(Ex. [42).

105. For a company in which Merkey had
bc&l: employed for only a week and Major
onl
had any product other than the alleged Tap-
estry product which Merkey described to
Microsoft by peddling it a slightly edited
copy of the Wolf Mountain architectural
overyiew which he prepared while at Novell.

-106. On April 29, 1997, the court issued a
writ|of replevin authorizing the constable to
search the residences of Merkey, Major and
Angus, to retrieve Novell documientation and
computer equipment located at the residenc-
€s. ‘ ‘

107. At the time that the constables
searched his home, Major had a copy of the
following confidential Wolf Mountain docu-
Mments at his home: (I) Clustered Network
Operating System (this is the body of the
Patent application filed with the U.S. Gov-

ernment); (ii) Product Proposal for Wolf -

Mountain; (iii) Novell Corporate Architec-
turg—Wolf Mountain Summit - Summary
Review; (iv) Wolf Mountain NDA briefing
with META Group; and {(v) Wolf Mountain:
An Invited Analysis/Report. (Ex, 47). Other

than item (1), each of these documents bore a -

103. In.a news story on the internet in a

a month, it is inconceivable that TRG

legend that it was confidential. Each con-
tained extended analysis and detailed infor-
mation about the Wolf Mountain .technolo- -
gies ‘ >

108. While the search was on at Major’s
home, Major contacted Merkey by cell
phone and advised him of the search. At that
time-Merkey was at Angus’ garage working:
on computer equipment for TRG.

109. Though he has complained bitterly
about the trauma inflicted upon his children
by the search, Merkey was not present at his
home when his home was searched and has
no first hand knowledge of what happened’
then.

110, Merkey was awarc that he was being
looked for and that the Novell computers in
his possession were being sought pursuant to
the writ of replevin. B

111. At the time that the constables
searched his home, Merkey had a copy of the -
following confidential Wolf Mountain docu-
ments at his home: (I) Wolf Mountain: An
Invited . Analysis/Report; (ii) Wolf Moun-
tain Architecture Overview=Draft-; (iii) IDC
Commercial Systems & Servers—Short Re-
port for Novell—Beyond Netware; (iv) No-
vell Corporate Architecture—Wolf Moun-
tain Summit Summary Review; (iv) Novell
Project 2000 Hand-Outs; (v) Novell Project
2000 Technical Information; (vi) IDC Sys-
tems Research—Proprietary Novell Report:
Strategic Assessment of Wolf Mountain’s
Market Space; and (vii)) Wolf Mountain
Architecture Overview. Othier than items (iii
and vi), each of these documents bore a
legend that it -was confidential or a Novell
campany sccret. Bach contained extended
analysis and detailed information about the
Wolf Mountain technologies ‘

112. Merkey explained at hearing that
after learning that the constables had
searched his home, he did not return to his
home until he had returned the laptop com-
puter (which later was.discovered to have a
smashed hard drive). This contradicts other
testimony where he said the laptop was at his
home by the docking station when the con-
stables searched his home.

113. Late in the evening of April 29, 1997,
Merkey returned a laptop computer to No-
vell. Upon inspection Novell discovered that
the hard drive in the computer was smashed.
That same computer and hard drive were
offered as an exhibit and the court has per-
sonally inspected the computer.

114. The hard drive of the laptop is a
modular unit, easily removable from the
computer. _

115. At trial the hard drive was removed
and inspected by the court. It had the ap-
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pearance of having been smashed with sever-
al blows from a hard object like a hammer.
116. Merkey has offered no less than four
different explanations of how the hard drive
came to be smashied, pointing most of the
blame to his children.
117. One of his explanations is that he was

so angry at the replevin that he threw the -

computer at Novell’s door when he returned
it. This explanation does not fly (like the
computer allegedly did) for neither the com-
puter carrying case nor the laptop bear any
evidence of physical abuse or damage,
though the hard drive, which ordinarily is
mounted within the plastic shell of the com-
putér, clearly has been smashed.

118. Even if documents are deleted from a
hard drive, experts often can retrieve materi-
al which has been deleted from a bard drive.
As an expert in cornputcr science, Merkey
knew this.

119. The only sure way to prevent recovery
of deleted i
physically damage the hard drwe That is
what happened here.

120. The fact that he returned the hard
drive damaged while the rest of the computer
appears in| good shape demonstrates that
Merkey infended to prevent the retrieval of
any information from the hard drive.

121. That he would tell different and con-
flicting storlies of how the hard drive came to
be damaged demonstrates Merkey did not
want the tr uth of how it came to be damagcd
known.

122, In 1he1r operatlon of TRG Merkey
and Major lact much as partners. -

123. Major testified that even though he
has such a| close business relationship with
Merkey, he has to faiter what Merkey says to
find the truth, he is unable to. control Mer-
key, Merkey is able to create his own reality
which may have no basis in fact, and Mcrkcy
is prone to lexaggeration.

124. In fact, however, Mcrkey is ot just
prone to exaggeration, ht also is and can be
deceptive, [not only to his adversaries, but
also to his pwn partners, his business associ-
ates and tp the court, He dellbcrate!y de-
scribes his own, séparate reality. -

125. Major ‘acknowledges that Merkey
does not gee Boundaries; that if he feels
strongly or wants to do something, he does it.

126. Major has tried to distance his con-
cept of _w?crc TRG is gomg from public
statements| and other actions taken by Mer-
key which demonstrate a contrary direction.
. 127. Alljthe while that Major made these

attempts he was president of TRG.

128, For example, Major disavowed the
business plan which Merkey prepared in
September 1997.

129. In a lester from Merkey to Albert on
September 12, 1997, Merkey asserted that
the “Utah Judicial Commissien contacted
me Thursday, and relayed that they had
reviewed Judge Schofield in Coert over video
camera, and have initiated an investigation
relative to the Court session of Scptembcr 8,
1997.” (Ex. 107). -

130. While it may be possible that the
Utah Judicial Commission (CQenduct Com-
mission?). contacted Merkey, that commis-
sion has not obtained a copy of any video of
the court $ession of September 8, 1997 That
hearing was court-reported and the only vid-
eo made was made in accord with Rule
4-201(2)(C), Utah Code of Judicial Admin-
istration, for the purpose of the judge's pri-
vate notes. No copy of that stle copy has
been viewed by anyone other than the court.
In short, this statement is.another example of
Merkey s penchant for self-sérmng, scparatc
reality, dishonesty.

131. While it is hunan nature for éach of
us to put our own spin on events which we
observe — indeed the heart of most auto
accident casés is thie different pcrccpttons of

eye-witnesses — Merkey nonctheless regu-

larty exaggerates or lies in his commients to
others about events happening around him.
1t is as though he is creating hisown separate

reality. For exampie, his ¢-thail message to

Balciunas of June 12, 1997, contains several
clear misstatements or fabncmons of what
trans glred in court (Ex. 72)

Merkey also was dishonest irf a nui-
ber of the e-mail méssages which he sent to
Balciunas, either exaggerating or deliberate-
ly falmfyuig factual ‘assertions which" he
made in those e-mails.

'133. There is an acknowledged tendency

in ‘the industiy for software development.

companies to float deliberately false or exag-

gerated statemnents of prospwl;wc ~product.

offerings, a practice called *‘vaporware,” .
134. Merkey now alleges that all of his
early commitments to Microsoft, which un-
questionably were based upon p&rated Novell
technologies and. informatiom, were just
vaporware.
135. Given his pcnchant for creatmg a

separate reality and for deliberate misrepre--
sentation, I find Merkey’s claim that he was.
simply floating vaporware unreliable, Rath--

er, he wanted to have the benefit of both
worlds — his world actually working on a

clustering. model based upon the Novell ar- |

chitecture — but also a world in which he
could claim that he was not using or misap-
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propriating Novell confidential technical

information.

138. Major also is not always truthful,

137. Major resigned on March 7, 1997

and ot processed on March 20, 1997. At the

time that he resigned he knew that at out
processing he would be required to return to

Noveil alt of the Novell documents he had in

his possession. ‘ .

138, Notwithstanding this understanding,
during the two weeks after he resigned and
before out processing, Major received a copy
of the Wolf Mountain product proposal
which was last edited on March 16, 1997, As
such it only cou}d bave been obtained by him
on or after March 16, 1997,

.. 13P. Even though he had received a copy
of the product proposal within four days of
his out processing, Major did not return it to
Novell at out processing. He claimed at court
to have forgotten that he received it. This
explanation does not wash. He is too bright
-to have forgotten receipt of such an impor-
tant|document just four days prior to out
processing,

intent to hide from Novell his real purpose
with respect to the document. He had no
intent to return it. Nor did he even return it
when the constables searched his home.

thropgh counsel a week or two later,

141. On April 23, 1997, Angus out pro-
cessed after terminating his employment
with Novell. At that time he certified that he
had no Novell property at his home or in his
possession (Ex. 184). -

142, This certification was inaccurate as
he had a notebook in which he recorded,

encountered by the Wolf Mountain team in
its development and implementation of the
Wolf Mountain technology (Ex. 183).

143, 1 do not accept Angus’ assertion that
ke simply had forgotten that he had his
notebook at home. It was far too sensitive a
document and the times were far too charged
to accept his claim of forgetfulness.

144, While I find that Merkey and Major
are) not fully trustworthy, they claim that
neither is Novell. They assert that Novell
acted out of improper motivations.

145, The decision by Novell to put the
Scalable Server Division under the direction
of Denise Gibson is a management decision
which does not reflect any bias or antipathy
toward Merkey, Major or the Wolf Moun-
tain team. .

146. Merkey asserts that he did not fit in

or |religious background than most of the

140, This action by Major evidences an’

Rather, his copy was returned by him

amang other things, notes of problem areas

at Novell because he had a different ethnic -

Novell workers. This claim was not support-
ed by any meaningful evidence. ‘

147. Merkey asserts that Gibson had a -
vendetta against him. - -

148. The record supports a conclusion that
Gibson and Merkey did not get along and
that Merkey chaffed while under Gibson's
supervision as he felt that being placed under
her supervision was the death knell for Wol
Mountain as a project. : ‘ :

149. ‘During the hearing Novell intro-
duced' Exhibit 13 which purports to be a:
memo to ‘Merkey from Vic Langford, the
supervisor of the Scalable Server Division.
Novell acknowledges that the memo was
prepared for Langford's signature but that
Langford declined to sign it. Defendants
assert this demonstrates dishonesty on the
part of Novell. Though each of our business
practices sometimes are subject to question,
Novell was generally forthright in how it
reacted to Merkey and Major and their ac-
tions. Certainly Novell was angered at Mer-
key and spent tremendous sums of money
pursuing this litigation against him. But I do
not accept the wrongful motives which de-
fendants attribute to Novell. -

150. At a court hearing on May 6, 1997,
TRG was criticized for using the name Tap-
estry, which Novell claimed it had used in-
ternally in its Wolf Mountain project. As a
result Merkey gave the TRG product a hew
name: “Replevin” which the press release
noted was Latin for “to search”. In fact,
however, with the pew name selected and
announced just a week after a writ of replev-
in had been served upon him and Major, the
only fair conclusion is that he chose this new
name as a direct affront to Novell.

151. In a press release dated May 8, 1997,
TRG announced that it was developing “a
32/64 bit, massively scalable,. clustered,
fault tolerant, journaled meta-directory stor-
age and access technology for Windows NT,
Unix and other industry platforms.” (Ex.
63). :
152. Primary among the other platforms
spoken of by TRG is Novell's NetWare and
IntranetWare products.

153. This press release was issued only two
weeks or so after Merkey left Novell and
contains the same feature set which he de-
signed and described in both the Novell Wolf
Mountain Architectural Overview and his
pirated Tapestry for Windows NT Architec-
tural Overview. Given the extremely short
time since he left Novell and the fact he had
already pirated the Novell architectural
overview, it is clear Merkey was building
upon information, designs, and architecture
which he developed at Novell and which
belonged to Novell.
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154. In |an e-mail from Merkey to. Bal-
ciunas dated May 10. 1997, Merkey asserted
that the “court stufl™ has only delayed their
development of a product by a couple -of
weeks. He asserted they were still on track to
deploy a product by the ﬁrst or second quar-
ter of 1998 (Ex. 64).

155. On| May 15, 1997, Merkey sent ani

e-mail t¢ Sharon Flshcr a journalist cover-
ing the computer mdustry, asking that she
provide a ¢opy of the “technical document”
which he gave to her and-other press folks at
Bramshar. He told her he had been given
permission by the court to use anything that
was in the public domain and wanted to
obtain a capy to prove that it was given to the
prcs)s and ow was in the public domain (Ex.
164
156. In|an interpal e-mail at Microsoft,

Microsoft [noted -that- Merkey- was going to.

provide a draft press release which differen-
tiated between TRG’s Tapestry product and
the Wolf Mountain technology. developed by
Novell (Ex. 56).

157. Mrkcy never provided such a. differ-

entiation to Microsoft (not, so far as the
court is aware, to anyone else):

158. The depth of Merkey’s shift: in fccl—
ings — an antipathy for Novell and a com-
mitment to Microsoft — s reflected in.a
variety of e-mail messages to Microsoft sent
shortly after he Iéft Novell i in which he signs
off as “Your Loyal Servant.”

'159. A computer operating system is the
computer programwhich directs and con-
trols the interface between computer hard-
ware and any application programs such as
word processors;. accounting. and spread
sheet programs and internet browsers. Oper-
atmg systems also are known. gcncrxcally as

“platforms™,

160. Ndvell's NetWare program is an op-
erating system as is Microsoft’s Windows
NT and the Unix operating system,

161. Ope of the design goals of Wo]f'

Mountain|was to create a single system im-
age, with fault tolerance.

.162. In the development of the. Wolf
Mountain| technologies at. Novell, Merkey
and Major intended platform mdcpendence
or neutrality, meaning thiat in the design of
the . Wolf| Mountain technologies, Merkey
and Major intended that the Wolf Mountain
clustering| program run on or be compatible
with any pf the three major operatmg 8ys-
tems just described.

163. The architecture of the Wolf Moun-
tain project includes platform independence.
-164. Al the time Merkey and Major left
Novell they had not completed the intended
_ platform independence. No source code had
been written which would allow the Wolf

Mountain program to run on the Microsoft
NT or Unix platforms. Rather, the only
source code which had been written was for
the Wolf Mountain program on. thc Novc[l‘
NetWare platform.

165. At the time that. Mcrkey and Major
left Novell the source code for the Wolf
Mountain project was not complete, though,
as Dr. Head noted, the Novell Wolf Moun-
tain code consisted of over 20,000 files con-
taining 600 million bytes, or the equivalent
of 150,000 singly-spaced typewritten sheets,
the he_ight of a five-story building. :

166. There are three primary computer
languages; machine language which usually
consists of O’s and 1’s and is machine reada-
ble; assembly language which is specific to a
particular machine or computer processor;
and a high level language, which is the lan-
guage most appllcatlon programs are writtca
in, including Algol, Fortran, Basic, C and
C++.

167.C and C++ are not fully compatlblc.

168. All of the TRG code was ‘written in
C+-+, which is the most advanced of the
current high-level languages. .

169. Novell's NetWare program is wrltten
in an assembly language whllc the . Novcll
Wolf Mountain code is written in C.

170., Because TRG's code is written in
C++ while Novell's Wolf Mountain code is
written in C and the two are not fully com-
patibie, Dr. Head asserts that TRG could
not have copied or used any of Novell's Wolf
Mbountain confidential information. o

171. This conclusion is not correct. Even
though TRG appears not to have actually
used any Wolf Mountain code, it has used.
the Wolf Mountain archltccturc structure
and design. _

172. The Wolf Mountain pro;cct consists
of the combination of many dlsparate tech-
nologies, the majority of which ar¢ in the .
public domain or are derivatives of well-k-
nown, public domain concepts. :

173. Even though the Wolf Mountain pro-
ject was built primarily of known; public.
domain concepts, the manner in which No-
vell assembled and oombined those technol-
ogies is unique.

174, The Wolf Mountain technologla
have independent value. First, Novell spent
enormous sums of money developing. these
technologies and second, the technologies are
sufficiently developed that significant parts
are relatively portable, such as the UFOD
and the CICP. .

175, Novell always took reasonable steps
to protect its trade secrets and confidential -
technical information.
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76. First, it required each employee to
sigh a coafidentiality and non-disclosure
agreement, agree¢ing that the trade secrets
are confidential and belonged to Novell.

77. Second, Novell required that its tech-
nologies merally be kept on campus in a
secure environment. Defendants make much
of /the fact that Novell allowed members of
the Wolf Mountain team to take back up
cipies of the Wolf Mountain source code and
documentation home for safekeepitg, there

jedpardized the security and conﬁdent:ahty
of| those documents. There is no credible
evidence that Novell did not take reasonable
steps to preserve its trade secrets,

1178, Taird, Novell established rules and
ptocedurss concerning the public disclosure
of its trade secrets. For example, Novell

be publicly disclased at Brajnshare.

uted a capy of the Wolf Mountain architec-
turai overview, his superiors including Dave
evenson attempted to retrieve any such
copies and reprimanded Merkey for making
unauthorized disclosures. Mcrkcy acknowl-
ged his action was inappropriate. '
180. Merkey cannot claim information is
the pablic domain if he made unauthor-
ized disdosure, of that information. = ..

the Wolf Monntain project was the unified

rincipal author of this technology.

182, The function of the UFOD is. to
rovide a system of directory services and
le' management, routing and data storage
ervices.

183. UFOD largely is built upon known
echnolagies,

184, Any computer program demgned to
ccomplish what the UFOD was designed to
ccomplish would have common parts and
cchnologies, including memory caching,
isk cacking and a hierarchical storage man-
ager amd would use well known techniques
such as disk mirroring, segmenting, scatter-
~gather and mini-volumes as the prlmary

distribtion.

185. Though these are public domain tech-
nofogies and concepts, how Novell used and
combined these well known component parts

is unique.
186. Major conceded that the UFOD was

187.The UFOD technology has independ-

ent value because to a large extent it is
portable,

is no evidence that any of these actions ever -

decided im advance what mform,ation could

179. At Brainshare, when Merkey distrib- |

181. One of the pnmary components. of |
{e object directory (UFOD), Major was the

unit of data storage, cachlng, replication and -

largely unique and likely was a trade secret.

188. Another key component of the Wolf
Mountain technology is the cluster intercon-
nect protocol (CICP). -~

189. The function of the CICP is to pro-
vide a communications subsystem so that the
various computers in the cluster can commu-
nicate and function together.

190. The CICP also is based upon well
known, public domain technologies,

191. How Novell used, combined and ap-
plied these well known concepts is unique.

192. Before he left Novell, Merkey fre-
quently asserted that the Wollf Mountain
technologies were unique and needed protec-
tion. For example, he told Erit Gardanier, a
patént attorney hired by ‘Novell to help it
patent the Wolf Mountain technologies, that .
Microsaft would have to et its hands on the
Wolf Mountain technology.

193, In an e-mail dated June 25, 1997,
from Merkey to Balciunas, Merkey said that
at that time he was de,vclopmg a_ program
like the CICP, which would have “identical
functionality, and multi-fabric clustering ca-
pability.” ( Ex 7).

194. It is clear that from the time he left
Novell until at least the date.of this e-mail
that Merkey was bulldmg upon the Tapestry
architecture, ¢laiming it as his own, even
though he had pu-ated that architecture from
Novell. :

195, Merkey repeatedly told Baiciunas
that he was “working on the stuff-that they
said they were going to be working on since
the beginning of April.” Again this can only
have been ‘the Tapestry based document,
which is based upon the pirated technology.

196. These actions by Merkey and Major
are in violation of the terms of the temporary -
restraining ordér previously issued by the
court.

{97. The basic structure of thc Wolf
Mauntain technology and of the UFOD and
CICP cach are unique and of great value to
Novell. They represent a significant invest-
ment by it in the developmcm of a new
technology.

198. Because the manner in which the
technologies were assembled and combined
is unique, because:they have independent
value and because they have been protected
by reasonable efforts to maintain their confi-
dential status, the manner of combination is
a trade secret.

199. Major concedes that the implementa-
tion of the CICP protocol is a Novell trade
secret. ' '

200. Major agreed that the method of
jowrnaling which he implemented in UFOD
is a Novell trade secret,
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201. Major| agreed that the process of
containing the history of an object within
itself (self journaling) is unique to Novell.

202. Major agreed that the format of how
information is|stored that is the object de-
scription used|in UFOD is a Novell trade
secret.

203. Major jagreed that the message for-
mat that UFQD used to communicate be-
tween nodes i5 a Novell trade secret.

204. Ma4jor agreed. that the implementa-
tion of the ceJche system in UFOD was a
Novell trade sgeret,

205. Major|agreed that there are aspects
of the kerne!l developed by Merkey at Wolf
Mountain at Novell which are trade secrets.

. 206. Major|agreed that the implémenta-
tion of the memory management system at
Wolf Mountain is proprietary to Novell.

207. Major|agreed that some of the mar-

keting strategies which Novell had for the

Wolf Mountajn project are trade secrets,
208. Under examination by Merkey, Ma-
jor agreed that the CICP wire protocol and

the UFOD message protocol each were No-

vell trade secrets.

209. Novell has a trade secret claim to its
Wolf Mounta n architecture, the UF OD and
CICP.:

210 I believe Novell may have trade se-
crets in its Wplf Mountain technology other
than the grand scheme, the UFOD and the
CICP. In this hearing, howevér, other than
the secrets set forth above, it did not carry its
burden of proving just what those othcr tcch-
nologies are. -

211. As a result it is not entitled to protec-
tion by preli inary . mjunctlon of any other
trade secrets.

212. Novell has long been a ‘major player
in-the compuler communications industry.

213, In order to preserve a leading role in
any aspect of the computer. software indus-
try, a company such as Novell must remaln
forward thinking and innovative.

214, In the/development of its Wolf Moun-
tain technoldgies, Novell was both forward:

thinking and innovative. What it now wishes
is. to protect and preserve that effort.

215, At the outset of this litigation it
appeared that the Wolf: Mountain technol- -

ogy had the|potential to be the'next para-
digm in the computer communications field.
Merkey said|as much in his in-fighting while
at Novel and|he said as much in his presenta-
tions at Brainshare, .

216. Certainly Novell has not proeeeded to
Mountain in that way.

217, In an article in PCWEEK Magazmc
dated July 7| 1997, Denise Gibson is quoted
as saying: “You will never sec Wolf Moun-

tain as Woif Mountain. It will be rolled into
other products.” (Ex. 152). .

218. While Novel! has not chosen to use
the Wolf Mountain technologies in the fash-
ion which Merkey and Major anticipated
and desired, it is using aspects of these tech-
nologies in other areas.

-219. Merkey repeatedly asserted while at
Novell that Novell had a two year head start '
over the competition in developing clustering
technology. .

220. Even though Novell has chosen not to
develop a stand alone Wolf Mountain prod-
uct, it nonetheless is using Wolf Mountain
technologles and is entitled to protect those
technologics which it developed.

221. Novell's business is to develop and
market computer software in the highly com-
petitive field described above.

222. One of the principal assets which
Novell has is its trade secrets and confiden-
tial technical inféormation.

223. Novell protects this asset by requir-
ing all of its employees to sign confidentiality
and non-disclosure agreements as set forth
above. :

224, In this case two senior scientists left
Novell, taking with them some of Novell's
trade secrets and othcr confidential
informatijon, -

225, If these employees are permitted to
take these secrets with impuitity, Novell will*
be at the mercy of its other employees who
may wish to take other of Noveil's trade
secrets and confidential technical informa-
tion and enter imto-competing businesses.
Such z result is ‘wholly unacceptable to No-
vell and places it at tremendous risk in the
marketplace, a risk which money damages
cannot remedy. :

226. Defendants assert that they will be
harmed if Novell is entitled to an injunction
protecting its trade secrets and confidential
technical information. In fact, however, they
have no legal claim to any of this informa-
tion. Not having a legal claim to.such infor-
mation, they cannot demonstrate a greater .
harm than Novell will suffer if the requestcd
injunction is not granted.

227. TRG is developing three products
Repievin 4.0, Replevin 5.0 and MAN 1.0,

228. Each of these three products is based
upon and naturally flows from the Tapestry
architecture which Merkey - plratcd from
Novell.

229. The Wolf Mountain group at Novcll
was building products that perform many of
the same functions and operate much like the
TRG products. .

230, Novell had not developed a product
quite like MAN 1.0, but the Wolf Mountain
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architectural overview contemplated just
such a product. -
231| Having observed the actions and re-
actions of the parties from the date this case
was filed through months of hearings, having
observed them testify in court and secing
what it is that they told Microsoft they would
do and what they now claim to be doing, and
having received extensive evidence in this

Repelvin and MAN products. ‘
232, At no time has TRG had any authori-
ztion from Novell to use any of the Novell

further convinced that but for

would be well on the way to a product even
more closely resembling the Wolf Mountain
product which Novell demonstrated at
Brainshare. ‘ ' :
. 'While TRG’s Replevin and MAN
products, at least in part, are based upon the
Novell Wolf Mountain architecture, the ac-
ding of these products was done inde-
gendent of Novell. The structure is Noveil’s
but the coding and full implementation were
doné by TRG, : E
“235. TRG's Replevin and MAN products
igned to work in harmony with Micro-
NT platform. .
~236. As a result, many of the'component
parts included in the UFOD and the CICP
are redundant as Microsoft has several anal-
ogous technologies. ‘
_ 237. Further, Novell is not now even build-
ing 4 product directly based upon this same
technology. ‘ '
238. As a result, Novell will not neced a
long|lasting preliminary injunction.

industry, because Novell is not even using
the technologies in a stand alone preduct and
becquse TRG’s Replevin and MAN prod-
ucts| do not require many of the component
technologies which were contained in the
UFOD and in CICP, Novell will be ade-
Quaiely protected if defendants are re-
strained from any use of the Novell technol-
ogies for a period of piné months from the
entry of this ruling.

240. The existing temporary restraining
order has prevented TRG from moving vi-
gorously forward because other companies
are| reluctant to enter into partnering or
other relationships until the litigation is
complete. -

1. Because of the existing temporary

have been significantly distracted from the
work of TRG as they have had to deal with

239. Because of the great fluidity in the

festraining order both Merkey and Major -

the existing litigation. TRG’s business lias
been slowed by this mental resource drain.

ANALYSIS AND RULING

. Based upon the foregoing findings, [ now
enter this ruling.
Having first obtained a temporary re~
straining order, which order has been in
place during the evidentiary hearing on the
motion for preliminary injunction, Novell
now seeks a preliminary injunction. It asserts
a persisting harm if defendants are allowed
to continue in the business of clustering soft.
ware development. |
Rule 65A (e} sets the standard for issuance
of a preliminary injunction: :

A restraining order or preliminary in-
junction may issue only upon a showing by
the applicant that:

- (1) The applicant will suffer irreparable
- harm unless the order or injunction issues;

(2) The threatened injury to the appli-
cant outweighs whatever damage the pro-
posed order or injunction may caase the
party restrained or enjoined;

(3) The order or injunction, if issued,
wo&nld not be adverse to the public interest;
an . , Lo

(4) There is a substantial likelihood. that
the applicant will prevail on the merits of
the underlying claim, or the case presents
serious issues on the merits which should
be the subject of further litigation.

As to'each of these issues, Novell has the
burden of proof. Said ancther way, unless’
Novell provides proof by a preponderance of
the evidence.on each of these four require-
ments, it may not receive the preliminary
injunction which it seeks. I treat each of
these issues separately.

Irfeparabic harm.

1. Merkey, Major and Angus breached
their contractual obligations to Novell.

At the time that Merkey, Major and An-
gus left Novell, each was subject to certain
contractual covenants of confidentiality. By
way of. illustration, Merkey signed an
“Agreement Respecting Trade Secrets, In-
ventions, Copyrights, and Patents” which
provides that as a Novell employee he may
have access to “material embodying trade
secrets or confidential technical or business
information of” Novell, With respect to any -
such information, he agreed that as an em-
ployee or former employee, he wili not “use
any such information or material for himself
or others” or “'disclose or publish any trade
secret or confidential technical or business
information or material” of Novell.
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‘Not only are Merkey, Major and Angus
subject t¢ contractual obligations preventing
their use| or disclosure of Novell’s trade se-
crets, when Novell agreed to allow Merkey
and Major to form a new software develop-
ment company, Merkey and Major coven-
anted that they would not compete with
Novell, or if they did so they would first enter
into an agreement  with Novell concerning
the use of Novell’s intellectual property.

Notwithstanding these duties not to use
for themselves nor to disclose to others No-
vell’s confidential technical information, the
record establishes that Merkey and Major
each have violated their agreements with
Novell. : B

By late 1996 Merkey was excited with the
significant progress in the development of a
new product for Novell, a product that he
believed would help Novell retain its position
as an industry leader in the computer com-
municatipns software business and which
would replace Novell’s. existing network
products, NetWare and IntranctWare.
Though he was officed at the Orem campus
olf Mountain'group was regularly
treated by the core operating group ds a

step-child, Merkey believed that Wolf
Mountain technologies represented Noveli's
future. 2 S

Then, in early 1997, by Merkey's accourit,

Novell betrayed both him and Novell's own
future by placing the Scalable Server Divi-
sion under the direction of Denis¢ Gibson,
who had stewardship over the core operating
group and had a personal antipathy for Mer-

y. To Merkey this was the death knell for
the Wolf Mountain project. Against. this
rop, Merkey hatched a plan in_ his
creative and very fertile mind. He would
convince Novell to form a ssparate company
to continye with the development of the Wolf
Mountain technologies. To that end he fiad a
number of discussions with a variety of No-
vell executives, particularly Joe Marengi,
Novell’s president. While Novell discussed
the possibility, it never decided to form such
a spin-out as a done deal. In late March,
while still an employee-of Novell, he sent to
Microsoft, Novell’s largest competitor, a
copy of a document which he labeted “TaFi:s—
try for NT Architecture Overview”, telling
Microsoft he had created this document in
the new company in a clean room environ-
ment. This story was patently false. With
several small exceptions centering around
names and acronyms, the Tapestry docu-
ment is a verbatim pirate from a document

rote while at Novell entitled “Wolf
in Architectural Overview”. -

On April 17, 1997, while an.employee of
Noveil and against the advice of Novell’s

president, Eric Schmidt, Merkey and Major
met with representatives of Microsoft. Dur-
ing that-meeting Merkey axd Major advised
that the technology contaimed in the Tapes-
try documeént which he asserted had been
created by TRG independent of Novell, was
ready for “immediate assimilation™ by
Microsoft. a :

Merkey assured Microsoft then, and regu-
larly thereafter, that a finished product
would not be long in the making. From April
until early fall 1997, though he kept pushing

“the delivery date back blaming problems like

this litigation, Merkey never claimed devel-
opment of a product other than his proposed
tapestry based product, a product built on
the - architecture which ke pirated from
Novell.? o o

"The day after meeting with Microsoft,
Merkey and Major met with a potential
investor, Marty Albert. Apain, they dis-
closed to him their- business proposal for
TRG, By the end of their two day meeting
with Albert, he had agreed to finance the
new .company and had been elected chair-
man of the board. - ' o

‘With a straight face Meskey and Major
each assert that they neverdisclosed or used
any -confidential technical information be-
longing to Novell. Simply put, this is not
honest. It is beyond any reasonable dispute
that they disclosed Nowdl’s confidential
technical information to Microsoft and they
disclosed some of it to Albert.

In addition to disclosing to third parties,

.Merkey and Major obviously intended to use

Navell's- confidential technmical information
for' themselves: Within days of Merkey's
leaving Novell, TRG published a description
on its web site of itg intended product devel-
opment, The feature set is identical to the
feature set which Novell disclosed at Brain-
share. S _ ‘ ‘

At Brainshare the Wolf Mountain tech-
nologies worked. Novell demionstrated a
12-node clustered systern that performed just
the way Merkey had advextised. This tech-
nology was well developed. But for the inter-
position of this lawsuit T hawe no doubt Mer-
key and Major would have moved quickly to
fully implement the Wolf Mountain technol-
of'y which Merkeﬁ cxplained at Brainshare,
of which lie was the principal architect, and

2 At the same time he was telling Microsoft
of his proposed Tapestry docament, Merkey also
told the world the same thing by announcements
placed on the TRG website, announcements
which clearly described just the kind of work
which he was doing while at Novell and which he
simply intended to continue doing at TRG.
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mitted genius behind Wolf Mountain and
the one person whom Major admits he can-
not control, intends to continue just where
Novell had been going. For these reasons,
any restraint against Merkey and Major also
should apply to their new company, TRG.-
to Angus; I find he also
breached his| contracts with Novell as he
failed to return to Novell confidential propri-
etary information when he left Novell. He
admits as much, He likewise should be. re-
strained from using any Novell confidential
technical informiation in any work, which he
does, whether with TRG. or some other em-
ployer. -

h~]

11. Merkey and Major took Novell trade
secrets with them-to TRG.

Many days of hearing were consumed in
closed-door sessions while the parties ad-
dressed Novell's claim that defendants mis-
appropriated Novell’s trade secrets.” As 1
noted in an earlier ruling in this case, the
Utah Supreme Court has held that;

The threshold issue in every {trade secret]
case is whether, in fact, there is a trade
_secret to be misappropriated. The secret is
of value only so long as it remains.a secret.
The burden is upon the plaintiff to prove
its existerice as a secret, and there is no
presumption in his favor. o
Microbiological Research Corp. v. Muna,
625 P.2d 690, 696 (Utah 1981).. Here, No-
vell bears the burden of establishing that'any
of the information which defendant took or

the parties relied upon the-definition of trade
secret contained in Utah Code Ann. §
1324204 ..
“Trade secret™ means information, includ-
ing a formula, pattern, compilation, pro-
gram, deyice, methad, technique, or pro-
cess, thatg - :° T
{a) derives independent economic’ value,
actual or| potential, from not being gener-
ally known to, and naot being readily ascet-
tainable by proper ineans by, other per-
sons who can obtain economic value from
its disclosure or use; and "
{b) is the subject of efforts that are reason-
" able under the circumstances to maintain
its secrecy. B :
In the anglysis here I also rely upon this
statutory definition of trade secret, Further,
the court nat only has authority to restrain
actual misappropriation of trade secrets, but
also threatened misappropriation.’ Novell
argues that while it has proven actual misap-

*Uiah Cade Ann, § 13-24-3,

propriation, .at a minimum it certainly has
established threatened misappropriation.

The parties cach offered an expert witness
on whether any information allegedly taken
or used by defendants constitutes a Novel
trade secret.® Novell called Dr. Evan lvie, a
retired BYU computer science professor
with a thorough computer science back-
ground and hands-on experienice in an early
clustering related project. Defendants called
Dr. Sabin Head, an independent computer
consultant from Sunnyvale, California, who
has a broad base of expertise in computer
software development. The court had the
opportunity to listen carcfully to each and I
base my conclusions in this case on their
testimony and my own observations and con-
clusions as to their credibility.

In an earlier ruling in this case I noted, as
the Utah Supreme Court stated in Muna:

- [A] unique combination of generally
known elements or steps can qualify as a
* trade secret, if it represents a valuable
contribution attributable to the independ-
ent cfforts of the one claiming to hawe
conceived it. The combination must differ
materially from other methods revealed by
the prior art. -
Muna, 625 P.2d at 696.
- Defendants assert that much of the tech-
nology which they are using in their new
projects and efforts can be found in the
blic domain and therefore is not protecta-
le"as a trade secret. To a fair extent thisis
correct. Further, defendants also note that
on leaving Novell they had a right to take
with them their general knowiedge of the
computer industry, gained over a lifétime of
study and- work in that industry. Again, they
are correct.’ Yet, as noted by Muna, even if
Novell was using generally known technel-

¢ Anyone studying this analysis need know
that 1 do not pretend to be a computer winder-
kind. While I use a computer on a daily basis and
can miake my way around a good many programs
with reasonable facility, 1 have undertaken my
study of the trade secret issue as one versed inthe
social sciences, not computer science. Nonetke-
less, T have been greatly aided in this study by the
significant assistance “ which the two experts
brought to the table. Bach has extensive exper-
ience in the computer sciences and from them 1
learned sufficient to understand most of the is-

sues needed to address the legal issues before the

eaurt.

'“[u]pon termination of his employment, an
cmployee has the prerogative to use his general
knowledge, experience, memory and skill, bow-
ever gained, provided he does not use, disclose, or
impinge upon any of the secret processes or busi-
ness ;_?crets of his former employer. Muna, supra,
at 697, ‘
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ogies in its Wolf Meuntain project, a unique
combingtion of these public domain ele-
ments can qualify as a trade secret.

At the direction of the court Novell sub-
mitted an exhibit which it asserts contains
the trade secrets wiich defendants have mis-
appropriated - (Ex. 112). After asserting that
each of the trade secrets identified in Exhibit
112 is a[Novell trade secret, Dr, Ivie endured
a merc(less cross examindation. Thereafter

one protectable trade secret: the
overal! scheme or manner of organization of
the various parts which it was incorporating
into its Wolf Mountain technology. ‘
“Tdccept Dr. Heads’ analysis that Novell’s
grand scheme Wolf Mountain is a trade
secret. Unfortunately for defendants, this
analysig supports a far broader conclusion
than Dr. Head may have intended.
Defendants argned. over and over apain
that Novell had the burden of proving what
its trade secrets were but failed to meet that
burden Defendaats reminded the court

‘*For |[a moment let me address three of
defendants’ primary defenses to Novell's trade
secfet claims, : o

First, defendants daim that nejther the UFOD
or CICP is a trade secret because they are not
fully documented i code. To ‘be protectable, a
trade secret need not be fully complete in either
development or docementation. 1f that were so no
computer company would.be safe from employee
pirating| as the trade secrets would not be protec-
table until a final praduct is complete. This is not
reasonable policy nm is it the law.

Second, defendam#s claim that neither UFQD
C is a trade secret because ncither has
indepenfient vafue. This argument is simply
rue, neither is or was intended to be a
stand alone product. In an analysis that became
less and| tess persuasive the longer he persisted in
s explication, Dr. Head asserted that component
parts of a software program cannot be trade
secret. The argumest makes no sense in. the real
world in which both Novell and TRG are working
and competing. The component parts do have
independent value amd can be readily transferred
1o other programs and uses, often with minimal
feworking. :

Third, defendand assert that Novell did not
pratect its trade searets because it disclosed these
Secrets |at Brainskare and Compaq’s Innovate
conference or did mt take reasonable efforts 1o
Protect their secrecy. This is not correct. It is true
that without autharization Merkey distributed
€opics of the Wolf Mountain architectural over-
View al Brainshare He cannot violate Novells
Tules on what he was allowed to distribute and
thereafter claim that Novell disclosed the trade
Secrets so they no bnger qualify for trade secret
Protection. That is exactly what he did in this

several times that 1 continued the hearing so
that Novell could more fully identify and list
its trade sccrets. Defendants are entitled to
know what it is they cannot use, This argu-
ment is riot without merit.

{1] The technology at issue in this case is
50 complex and of such a high levet of sophis-

.tication that it defies description by a com-

puter layman. That problem not only stymies
the court, it clearly effected Novell’s coun-
sel’s ability to introduce helpful evidence to
the court. What is clear is that the Wolf
Mountain technology, best described and
identified in the Wolf Mountain Architec-
tural Overview, is made of myriad separate
clements. A goodly portion of those elements
are based upon well known, public domain
concepts. But how Novell adapted, imple-
merited, integrated and applied those public
domain concepts is proprietary. To some
extent Novell established that it had devel-
oped new. and different technologies, but to
an extent it also failed. ‘

As | have explained above, in late March
or early April, Merkey gave to Microsoft the
Wolf Mountain architecture' which he was
developing at Novell, having renamed it
Tapestry. Novell had spent millions of dol-
lars and almost two years of research and
development before. Merkey pirated this
technology. While Dr. Head did not say so,
Novell convincingly :established that the

- Walf -Mountain architecture is the grand

scheme or uanique combination of which Dr.
Head testified. Major also conceded that this
architecture, at Jeast as set forth in the Wolf
Mountain Architectural Overview, is No-
vell's confidential information. What he fails
to add, however, is that Merkey pirated that
architecture in his Tapestry effort.

When Merkey disclosed this architecture
he not only violated his confidentiality agree-
ments with Novell, he trafficked upon the
trade secrets of Novell. And thereafter he
claimed in web site statements and to the
media that he was building a product based
upon the same Tapestry architecture. Mer-
key violated Novell’s trade secret rights in its
unique combijnation represented by the Wolf
Mountain architecture. Novell is irreparably
harmed by this disclosure. :

This same analysis also supports a finding
that the UFOD and CHCP are Novell trade
secrets. Even Dr. Head concedes that one of

‘the most significant innovations in the Wolf

Mountain technology is the Unified File Ob-
Ject Directory (UFOD). Major was the grin—
cipa] architect of this portion of the technol-

case. I am persuaded Novell’s protective steps
were reasonable under the circumstances.
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ogy. UFOD - provides integrated -directory

services, file services and data storage. And,

interestingly, UFOD largely is built upon
known technologies, many of which are close

relatives to main frame storage models used.

by IBM in its main frame systems. Anﬁ
computer program see¢king to accomplis

what the
would have common parts: memory caching,
disk caching, a hierarchical storage man-
ager, and would use well known techniques
such as disk mirroritig, segmenting, scatter-
gather, and mini-volumes as the primary unit
of data stonage, caching, replication and dis-
tribution. Dr. Head asserted that all of these
component|parts are well known in the indus-
try. At the same time, however, I accept Dr.
Ivie’s analysis that in its form, UFQD is a
unique combination of mostly known tech-
nologies which, under Muna, qualifies for
trade secrgt status. and protection. Major
himself conceded that UFOD was unique
and proprigtary to Novell. While Novell did
not really explain all of the nuts and bolts of
the UFOD, it is composed of many parts

which Major conceded were trade secrets;
it was designed to do self jour- -

naling, the memory management system and
the UFOD message format protocol. Each of
these are p
bulk of TRG's present effort is directed atan
NT based implementation of a storage man-
ager like that which Major built -in the
UFOD. TRG thus s using, at least indirectly
the Novell UFOD work product. ~ -
Similarly, 1 find that the Cluster Intercon-
nect Protocol (CICP) deserves separate men-
tion. The purpose of the CICP is to previde a

computer communications subsystem for the.

various computers functioning together as a

cluster. The CICP is built of many common

parts. But how Novell built its CICP, how it
arranged these mostly public domain con-
cepts and technologies, is a unique and pro-
tectable secret. Under Merkey's examina-
tion Major| admitted that the CICP wire
protocol is 4 trade secret. | e

Novell wants me to restrain defendants
from using its trade secrets. | don’t fauilt the
request, but I struggle to-make an identifica-
tion sufficiept that I.can issue a restraint. I
am- persuaded that it is likely Novell hds

othes trade secrets within UTFODR, CICP and

other elements of the Wolf Mountain tech-
nologies. But at this point I'stumble: Though
I spent considerable effort digging through
the huge body of information which was
introduced at trial, I have been unable fully
to understand and to catalogue the rest of
Novell's alleged trade secrets. To that degree
‘Novell has failed in meeting its burden. Pes-
haps not bdcause, as defendants claim, no

FOD was designed to accomplish

otectable. And it is clear that the -

trade secrets exist, but because the matters
are so complex and technologically numbing
that - they escape comprehension by the
court.” Nonetheless, what the: court- cannot
understand ‘and segregate into identifiable
bundies, it cannot restrain defendants from
using, I deny the remainder of Novell’s trade
secret claims. ‘ o o

The threatened harm to Novell outweighs.
the potential damage to defendants.

Novell brought this action believing defen-
dants breached their contractual obligations
when they took from Novell confidential
technical information and trade secrets. No-
vell has sustained that burden and has estab-
lished that defendants have no legal entitle-
ment to this information and trade secrets
and that defendants have misappropriated
Novell technologies. o

The computer industry is highly competi--
tive and dynamic. Today’s industry leaders.
must be forward thinking and innovative if
they are 1o retain their niche in the industry.
To that end Novell expended millions of
dollars in developing its Wolf Mountain
technologies. While it is true that even to
date Novell has riot developed a stand alone,
Wolf Mountain-based product, it now is be-
ginhing to impleme¢nt aspects and technol-
ogies developed in the Wolf Mountain pro-
ject into its other products.” Novell will
suffer significant loss if defendants are al-
lowed to take and use these technologies with
impunity. S o

First, there is a point to be made with its
own employees, Novell is able to succeed in
the software development business by requir-

*Having spent many days in hearing and
then studying the claims of Novell and its expert,
I suppose T am 0o obfuse to understand what was’
presented, Early on defendants asked that 1 ap-
poiiit a specfal ‘master to assist' the court in
understanding the technology. Novell objected.
Maybe Novell would have been better served in
this case kad I made such an appointmeit,

®Early on in this case, consistent with Mer-
key's own excited pronouncements, Novell con-
vinced this court that Wolf Mountain represented
a new paradigm shift in computer communication
technology. Instead of a server hosting many
computers in a networking model, the many com-
puters can be interconnected not only to accom-
plish what networking did, but to provide signifi-
cantly enhanced computing power. Novell now
has abandoned that plan and paradigm shift.
Obviously it has a business plan’ which gives
direction to its actions. While T understand and
can explain why it may have done so, it seems
just a little ironic that Novell has spent so much
mofiey in pursing the protection of technologies
thal to a large extent it has chosen not to use. -
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ing its computer software engineers to re-
spect Novell's ownership of its confidential
technical information and trade secrets.
Now, if Novell accedes to Merkey and Ma-
jor without abjection, former senior comput-
er scientists who took and aré using its‘tech-
nical information, Novell’s other employees
will presume that with impunity, they may
take and use for themselves the trade secrets
and confidential technical information
which Novell has spent millions and millions
of dollars developing. This is a damage
which money alone never can remedy..
Second, the computer industry is extreme-
ly competitive and dynamic. A company ci-
ther must be progressive and innovative or it
will soon find itself on the scrap heap. At
Brainshare Merkey touted the Wolf Moun-
tain technologies as the next generation of
computer communication software. In other
settings he asserted that Novell had a two
year head start on any of the competition in
this new, exciting technology. Now Merkey
complains that Novell is not building a
stand- alone, Wolf- Mountain-based project
and thus its confidential information need
not be protected. ‘ e
While it appears true that Novell has not
implemented such a product, it is using the
Woll Mountain technologies in other ways in
its existing products and likely will continue

to do so as it upgrades and replaces its

existing technologies. It will suffer damage if
Merkey and Major are allowed to continue
to use and build upon the two year lead
which Novell has gained, :
[2] While Novell will suffer great harm if
defendants are allowed to use the confiden-
tial information which they wrongfully took
from Novell, where defendants have nolegal

claim to Novell’s technologies and propri-

etary information, they are hard pressed to
claim that they should be permitted to use
that which they unlawfully took from No-
vell. Because they do not have a legal basis to
use Novell's confidential information, the
threat to Novell jf defendants use this infor-
mation and technology clearly outweighs
any risk to defendants, See Autoskill v.
National Educ. Support Sys., Inc., 994 F.2d
{3;23 1498 [26 USPQ2d 1828] (10th Cir.

The proposed injunction is not adverse to

the public interest.

As demonstrated by Utah's adoption of
the Uniform Trade Secrets Act, Utah Code
Amn, § 13-24-3, et seq., public policy sup-
ports the development of new technologies by
authorizing ' injunctive protection of trade
secrets. Defendants have no claim that the

proposed injunction would be adverse to the
public interest. S

Novell has a substantial likelihood of pre-
vailing on the merils.

Novell has presented a compelling case
that defendants misappropriated trade se-
crets, violated their contractual obligations
of confidentiality, and breached their fidu-
ciary duties to their former employer. Defen-
dants have demonstrated a predatory intent
and a deliberate strategy to claim and use as
their own, technologjes which they developed
while at Novell. To a large extent their
actions have been in bad faith. While counsel
claimed in argument that Merkey was “cry-
ing out in pain™, in fact, he was a predator
seeking to bamboazle Novell into letting him
lcave with technologies which Novell spent.
millions of dollars developing. While Novell
yet has a judicial edncation project ahead of .
it before it will fully persuade the court
concerning all of its alleged trade secrets, it
has more than amply demonstrated defen-
dants’ breaches and misappropriations. It
kas a substantial likelikood of prevailing on.
the merits of many of its claims.

Doctrine of inevitable disclosure.

Finally, a word about the doctrine of inevi-
table disclosure which Novell urges that T
adopt but defendants just as vigorously urge
that I reject. .

[3] The doctrine of inevitable disclosure is
based upon the notion that sometimes a de-
parting employee ‘may have such extensive
knowledge of and éxperience with the former
employer's trade secrets that, given the em-
ployee’s new job functien, it is inevitable that
he will use or encroach upon the former
employer's trade secrets, The use of this
doctrine negates any requirement to find an
actual or threatened misappropriation.

No Utah appellate court has considered,
and thus no Utah appellate court has either
adopted or rejected the application of this
doctrine. I treat the matter as a case of first
impression. ‘

In 1989 Utah adopted the Utah Uniform
Trade Secret Act." Section 13-24-3 of the
Act provides that “actual or threatened mis-
appropriations may be enjoined™, Further,
Rule 65A of the Utah Rules of Civil Proce-
dure, which establishes the requirements for
a preliminary injunction, also speaks of a
“threatened injury”. In short, both the Act
and Rule 65A allow injunctive relief whether
a misappropriation actually occurs or only is

"Utah Code Ann. §§ 13-24-1 et seq.
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threatened, The doctrine of inevitabhility is
used to shqw that the probability of a threat-
ened injury or misappropriation is so high
that it becomes “inevitable.” It is not, there-
fore, a separate basis for action, but rather is
used to establish the existence of a threat of
misappropriation. '

Like many other states, Utah his adopted

in which there is a-question of whether there:

is a threat¢gned misappropriation."

In PepsiCo, Inc. v. Redmond, 54 F.3d
1262, 1269 {35 USPQ2d 1010] (7th Cir.
1995) the Seventh Circuit found that a for-
mer employee could be enjoined from work-
ing in a specific field of work if the “new
employment will inevitably lead him to rely
on the [former employer’s] trade secrets.”
The Court found that the “threatenc¢d misap-
- propriation” provision of the Uniform Trade
Secret Act] was bolstered by the use of the

~ doctrine of|inevitable disclosure. .

The federal district court of Minnesota,
applying both California and Minnesota law,
stated that if a former ¢mployee retained
trade secret documents from a former em-
ployer, an |inference -of intent to use soch
information was found, evidencing a “high
degree. .of probability of ipevitable
disclosure,7 ? . .

2 [llincis, \PepsiCo, Inc, v. Redmond, 54 F.3d
1262 [35 USPQ2d 1010] (7th Cir.:1995); Towa,
Uncle B's Bakery, Inc. v. 3'Rourke, 920 F. Supp.
1405 (N.D. Jowa 1996); Arkansas, Squthwestern
Energy Co. v. Eickenhorst, 935 F. Supp. 1078
(W.D, Ark,| 1997);. Minnesota and California,
Surgidev Carp;'v. Eye Technology, Inc., 648 F.
Supp. 661 {42 USPQ2d 1824] (D. Minn. 1986).
Furthermore, states which have not adopied the
Act also have applied the doctrine of inevitable
disclosure. New York, Integrated Cash Mgmt.
Serv., Inc. W Digital Trantactions, Inc., 7132 F.
Supp. 370 {13 USPQ2d 1397] (S.D.N.Y, 1989);
New Jersey, National Starch & Chem. Corp. v.
Parker Chem. Corp., 530 A.2d 31 (N.J. Super.
Ct. 1987); Texas, Williams v. Compressor Engi-
neering Corp., 704 S\W.2d 469 (Tex. Civ. App.
1986); Pennsylvania, Air Products and Chem.
Inc. v. Johnson, 442 A.2d 1114 [215 USPQ 547]
(Pa. Super. {Ct. 1982); Ohio, Entery Indus., Inc.
v. Cottier, 202 U.S.P.Q. 829 (S.D. Ohio 1978);
Delaware, American Totalisator .Sys., Inc. v.
Automatic Totalisators (USA) Lid, 1978 WL

4479 (Del. Ch. 1978); Michigan, Allis-Chalmers

Mfg. Co. v. \Continental Aviation and Engineer-
ing Corp., 455 F. Supp. 645 (151 USPQ 29]
(E.D. Mich. |1966); Florida, Fountain v. Hudson

Cush-N-Foam, 122 S0.2d 232 (Fa, App. Ct.

1960). - . :

" Surgidey Corp. v. Eye Technology, Inc.,
648 F. Supp. 661, 695 {42 USPQd 1824} (D.
Minn. 1986)

Novell Inc. v. Timpanogos Research Group Inc.

In the recent case of DoubleClick Inc. v,
Henderson, 11/12/97 N¥YLJ 26 {col.5), the
court noted that:

Injunctive relicf may isue where a farmer
employer’s new job function will inevitable
lead her to rely on trade secrets belonging
to a former employer. In Lumex Inc. v.
Highsmith (919 F. Supp. 624 [EDNY])
the court granted an inpnction rprew::ntir‘:g
 a management represemtative from work-

“ing with a competitor of plaintiff. The

- court held that the former employee would

likely disclose plaintiff’s trade secrets “to

aid his new employer and his own future,

. . . [Defendant] was prixy to the top secret

Cybex product, business and financial in-

-formation. He cannot eradicate these se-

. crets from his mind.” (/d at 631; PepsiCo,

Inc. v. Redmond, 54 ¥3d 1262, 1269 [35

USPQ2d 1010}.) : '

In the instant case it appears to the
court that the defendamts will inevitably
use DoubleClick's trade secrets. Like the
executive in Luriex, thecentrality of Hen-
derson and Dickey in DoubleClick’s oper-
ations makes it unlikdy that they could
“eradicate [DoubleClick’s] secrets from
{their] mind.” ‘(Lumex, supra, 919 F.
Supp. at 631.) Moteoves, the actual use of

. "DoubleClick’s trade secrets described

" above, and other actioms discussed below,

.demonstrate defendants” cavalier attitude

‘toward their duties to their former em-

loyer. This gives rise to" a reasonable
inference that they ‘would ‘use Double-

Click’s confidential information against it.
- [4] Though no Utah court has resolved
whether the doctrine of inevitable disclosure
should apply in Utah, thiscase is an excellent .
example of why it should. :

First, Merkey and Majx were two of the
principle inventors of Nowell's Wolf Moun-
tain technologies. Prior t¢ leaving Novell
each acknowledged that the Wolf Mountain
technologies were ‘'of greax value to Novell .
and had the potential to represent a para-
digm ‘shift in computer communications
technology. ‘ '

- Through their long and intimate exper-
ience ori the Wolf Mountam project Merkey
and Major learned two important classes of
information: what worked and what didn’t."

“This latter class is refesred to throughout
these proceedings as negative knowledge. It re-
presents the many, many Bmes when, in the
course of their software devclopment, Merkey
and the other software engieeers considered an
apésroach to a problem, tried it and discovered it
didn’t work. With considerable regularity they
would start down such a blind alley, only to reach
a dead end and have to start over. This negative.
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While it is one thing for them to claim they
will not use Novell’s trade secrets, it is incon-
ceivable to believe that if they are designing
a product similar to Wolf Mountain that
they ever would start down any of the blind
alleys that they already know won't work.
bne is going to spend money trying that
whi¢h they already know will end in Ffailure.
At least as to negative knowledge, it is inevi-
e that Merkey and Major will not use
any|of the negative knowledge which they
learned while at Novell and that negative
knowledge gives them a considerable head
start or competitive advantage as they devel-
¢p competing products for the market. They
should not be allowed this profit at the ex-
pense of their contractual and fiduciary obli-
gations not to use knowledge gained while at
Novell.. - . .
.-The pattern of conduct engaged in by
Merkey and Major is telling as well. ,
.. Even before he left Novell Merkey pirated
Novell's technology and shipped a copy to
Microsoft. Within days of his resignation but
before his actual termination date, Merkey
was| telling Microsoft that he was nearly.
iy for Microsoft’s assimilation of the
estry (pirated) technology. With that
rnd of conduct overshadowing their every
action, and where they have openly and regu-
larly acknowledged tﬁat they were building
upa
ble that they will use or disclose the Novell
technology. Frankly, they hawe essentially
admitted to doing so.

Second, Doubleclick also provides a basis
for the application of the doctrine because it
s0 closely parallels the present case.

1/ have found that Merkey, Major, and
Angus each retained trade secret documents
or confidential technital information belong-
mg to Novell after their termination of em-
ployment. Further, Merkey himself stated in
8 LpnTimes article: “None of the intellectu-
al property is documnented. None of the pat-
ents have been filed. The only place the
kngwledge exists is inside [my head] and
[Darren’s]. None of it has been written
down.” Because Merkey and Major were the
chief engineers of the Wolf Mountain pro-
Ject, their intimate acquaintance with Novell
trade secrets makes it highly probable that
they will disclose or use Novell's trade se-
crets: The fact that to a large extent the Wolf
Mduntain technology exists primarily in
their heads further reinforces tﬁat they will

inevitably use or disclose Novell’'s trade
secrets. o g

knowledge was gained at considerable expense to
Noveli,

the Tapestry architecture, it is inevita-.

Another reason stated by the court in
Doubleclick for adopting the doctrine of in-.
evitable disclosure was the cavalier attitude
of defendants Henderson and Dickey to-
wards their former employer. The court stat-
ed that this attitude “gives rise to a reason-
able inference that [Henderson and Dickey]
would use DotibleClick’s confidential infor-
mation against it:” This case presents a simi-
lar circumstance. At the least, Merkey's atti-
tude towards Noveli can be characterized as
“cavalier.,” 1 have chosen the adjective
“predatory” which the facts of this case
amply support. Although counsel argued elo-
quently in closing arguinents that Merkey
was not cavalier, but rather was “crying out
in pain,” the evidencc establishes that Mer-
key intended to take from Novell jts trade
secret and confidential technical information
and use it for himself. Withsuch an intent, it
is inevitable that he would us¢ information
gained throvgh his employment with Novell
for his own profit. T

If T invoke the doctrine I may treat the
foregoing actions of defendants’ as creating
an inference that they intended to use No-
vell’s confidential technical information —

~ that their use of the information is inevita-

ble. Such a conclusion is-entirely appropriate
in this case, In my mind there is no question
that there is a high probability -that defen-
dants will use or disclose Novell’s trade se-
crets. I am fully satisfied that but for the
interposition of this lawsuit, they already
would have made good on their intent to
capitalize on the technologies which they
wrongfully took from Novell.”

An injunction is an appropriate remedy.

Given the factual findings and my conclu-
sion on the legal application of those facts, I
am ¢convinced that Novell has met the re-
quirements for entry of a preliminary injunc-
tion in this matter, meaning an injunction
which will control the parties as they proceed
through the remaining phases of this lawsuit.
What remains is to define the scope and’
breadth of the injunction,

1 have found that it is inevitable that
defendants will traffic upon Novell's trade
secrets and confidential technical informa-
tion unless they are restrained from being in
the same -business. Novell is in. By this I
mean, if defendants are involved in the devel-
opment of clustering technologies; file man- .
agement, directory, storage and routing sys-

1§ am aware Novell believes that defendants
are using and capitalizing upon Novell's technol-
ogies. What I intend is to prevent any further
success by defendants in that scheme. )
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tems; or cluster interconnect communica-
tions systems; they will inevitably use
Novell's intellectual property. That I will not
allow.

Yet, by design defendants were not bound
not to compete. As former employees they
are free tg go to work for any of Novell’s

competitors or to found a competing business .

themselves.* All they cannot do is benefit
from their knowledge of Novell’s intellectual
property. Further, they need to be able to
support themselves and their families and
their expertise is in computer software devel
opment. Keeping them from software devel-
opment would be like prohibiting counsel
from practicing law. What else are they to
do?

The answer for the lawyer is that he or she

could leave a law firm and still have opporte- -

pities for employment in governmental or
corporate Jaw offices. Similarly, there are
computer software developers who are busy
in the industry but are not deeply involved in
clustering;| in file management, directory,
routing and storage systems; or in' cluster
interconnect communications systems. That
is where these men wiil need to go. Troe
Major convincingly -explained that his
knowledge| base is:infile management and
storage systems. But the facts of this caseé are
just too compelling. Defendants cannot be
allowed toiremain in the same field as No-
vell’'s Wolfl Mountain project without inevi-
tably encroaching on the knowledge which
ined in a fiduciary capacity while at

Finally, 1 am not prepared to make this
injunction permanent. It must have an end.
le'lis is a fluid industry; with new develop-
ments coming at lighting speed. The delay of
only several months to a ycar may consigna
project to second or t_hirdy class status. Thus,
while an injunction is altogether appropriate,
it should not last forever. ‘

When they first éstablished TRG, defen-
dants asserted that within nine months they
a product on the market. A
considerable time has passed since ‘then as
we have worked through the legal steps giv-
ing risc to this ruling and they keep pushing
back the date upon which they will have a
product ready, in large part because of the
serious mental and resource drain which this
litigation has created. They still are nearly as
far away from shipping a product now as

* As noted elsewhere, this last opportunity is
limited by fthe:terms of the March 18, 1997
agreement between Merkey, Major and Novell.
Yet even that agreement cannot be deemed to
have an unlimited duration.

they claimed in May 1997. Given the Buidity
of the industry and of Novell’s place in the
market, a restraint of nine months frem the
entry of this ruling is appropriate.”
- 5] 1therefore conclude that for nine more
months defendants must be restrained from
using any of Novell's trade secrets or confi-
dential technical information and from en-
gaging in any software development in the
areas of clustering; file management, direc-
tory, storage and routing systems; or cluster-
ing interconnect communications system. If
during that time they seck emplaoyment with
any new employer, they must advise that
new employer of the restrictions-contained in
this ruling and injunction. But becawse the
marketplace changes so rapidly, this prelimi-
nary injunction will expire nine months after
the entry of thig ruling and defendams will
be free to reenter any of the areas as towhich
this restraint is issued. By then Novell will
have had a year and a half of restraint upon
defendants within which Novell can develop,
perfect and capitalize upon its Wolf Moun-
tain technologies, Given the degree of com-
pletion which was evident at Braimshare,
when a 12-node cluster operated, thatis an
appropriate and ample time for it to bring its
technologies to fruition. .
Pursuant to Rule 4-504, Utah Code of

Judicial Administration, Novell's counsel is

directed to prepare an appropriate onder,

' US District Court
Southérn District of Florida

A.W, Industries Inc. v. Electronjc Commector
Service Inc,

No. 97-6452-CV-MIDDLEBROOKS

" This is a strong and scemingly harsh result,
After hearing the evidence in this case 1 engaged
in a privite debate, seeking to find an equitable
result that would be more toward the middle of -
the road, maybe one that would provide a suffi-
cient foundation for scttlement of this tremen-
dously costly disagreement, Heavens knows these
parties all need to put this matter behind them
and move on to matters which develop imcome
rather than drain resources. But as | studied the
cvidence T have been drawn inexorably to these
conclusions. Harsh though they may seem, in
honest sincerity T am conviriced they are appro-
priate.
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Date: Wed, 22 Jun 2005 17:01:49 -0600
From: jmerkey <jmerkey@utah-nac.orgs
To: al@scofacts.org

Subject: Criminal Contempt

Hey Al,

You have copies of the Novell settlement agreement posted on your
site. |I have downloaded an forwarded links and hosting information
to Juddge Kimball's Clerks. There is an order sealing these
documents (the complaint is OK). I have notified the Court you are
distributing copies in violation of Judge Kimballs order. Go check
PACER.

I advige you to take down the documents immediately.

Jeff

Date: Thu, 23 Jun 2005 08:51:39 -0700
From: Alan P Petrofsky <al@petrofsky.org:
To: Busie Hindley <Susie_Hindley®utd.uscourts.gov>
CC: Jeff Merkey <jmerkey@utah-nac.orgs,
Jim F Lundberg <jflundberg@novell.com>
Subjectl: Belatedly sealed document in Merkey v. Perens

Dear Ms. Hindley:

I understand you are the law clerk assigned to Judge Kimball's
odd-numbered cases. One of those cases is Merkey v. Perens et al.,
2:05-cv-00521-DAK, which was filed late on Tuesday {June 21).

The sedond exhibit to the complaint is a copy of a 1998 settlement
agreemgnt between Merkey, Novell, Inc., and some other parties.

I am ngt a party to the settlement agreement nor to the Merkey

v. Perens action. I am, however, in the habit of collecting some
documents of interest to pecople following the litigation efforts of
the 8CQ Group, Inc.. I make such documents publicly available on the
scofacts.org internet website. (The SCO Group is also not a party to
the Merkey case, but it is connected to the case by, among other
things, the plaintiff's allegations on pages 18-22 of the complaint.)

On Wednesday morning, I obtained copies of the Merkey complaint and
its exhibits from the court's ECF system. I then placed them at the
followﬂng locations:

http://scofacts.org/Merkey-Perens-1.pdf {the complaint)
http://scofacts.org/Merkey-Perens-1_1.pdf {exhibits 1 and 2)

I mentioned their locations on two public message systems, and the
exhibitls have subsequently been downloaded by visitors from over a
hundred different internet addresses around the world.

http://scofpﬂcts.org/Merkey-email.txt 8/5/2005
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I notige that on Wednesday afterncon, Judge Kimball entered an order
that reads:

Plaintiff filed a Verified Complaint in this matter on June 21,
2005, including a confidential settlement agreement as Exhibit 2 to
the Verified Complaint. Plaintiff notified the court that he
intended to file this exhibit under seal. However, because it was
not filed according to the court's rules regarding sealed documents,
the exhibit wasg scanned into the court's public electronic docket.
Pursuant to paragraph 6 of the settlement agreement, the parties
agreed that the settlement agreement was confidential. Therefore,
the gourt hereby seals Exhibit 2 of the Verified Complaint in this
matter and directs the Clerk of Court to remove the exhibit from the
court's electronic docket.

I have |[received, apparently from Jeff Merkey, an email titled
"Criminal Contempt". which states that "I have notified the Court you
are digtributing copies in violation of Judge Kimballs order". (The
full text of the email is below.)

I notige, however, that the order, as written, is directed solely at
the Clerk of Court, and not at me.

Please |let me know if the court intends to enter an order that would
forbid |my distribution of this document.

Yours truly,

Alan P, Petrofsky

Date: Thu, 23 Jun 2005 09:41:13% -0600
From: jmerkey <jmerkey@utah-nac.orgs
To: Alan P Petrofsky <al@petrofsky.org>
C¢: Susie Hindley <Susie_Hindley®@utd.uscourts.govs,
Jim F Lundberg <jflundberg@novell.com:>
Subject: Re: Belatedly sealed document in Merkey v. Perens

All,

After leaving Mr. Petrofsky a message last night, he continued to
deitribute these documents and subsequently posted them to a site in
the counrty of Checkoslovakia. He and his associates then created
links on Groklaw and continued to distribute copies. I have snapshots
of the [text, comments, and downloads from al and others assisting in
violating the courts order. I am preparing an ex-parte motion for TRO
against al, groklaw, and his conspirators for an order requiring that
they remove this content and asking the court to prohibit these sites
from uding any court pleadings obtained from PACER for any pending
cases until the cases have been adjudicated. These internet sites
have conspired with individuals in communist countries and have

http://scofacts.org/Merkey-email.txt 8/5/2005
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assist%d delberately in the violation of the courts order.

Al is
Court d

Sinceres

Jeff

imply a liar, and I will file the evidence next week with the
etailing his actions and those of his associates.

1y,

Date: Thu, 23 Jun 2005 09:45:50 -0600
From: jmerkey <jmerkey@utah-nac.orgs

To: jme
Cc: Ala
Sus
Jim

Subject):

These p
Courtho
These p

rkey <jmerkey@utah-nac.org»>

n P Petrofsky <alepetrofsky.orgs,

ie Hindley <Susie_Hindley@utd.uscourts.gov>,

F Lundberg <jflundbergéncvell.com:>

Re: Belatedly sealed document in Merkey v. Perens

eople are roosting like vultures in the trees outside the US
nse waiting teo pounce on any information for dissemination.
eople are not attorneys, parties to the acticn, or even have

any rea
None of
legitim
Court a
complai
of enem
to vieol

Sincere

Jeff

P interest in these cases other than to promote their websites.
these people involved in these actions, inclduing al, are

ate reporters or news agencies. It should be clear to the

nd others that their purpose, as stated in the original

nt, is to seize and funnel sengitive information into the hands
ies of the United States and those acting in concert with them

Date: T
From: S

ate the rights of American Citizens and companies like Novell.
Ly,
u, 23 Jun 2005 11:11:06 -0600

sie_Hindley@utd.uscourts.gov

To: Alan P Petrofsky <al@petrofsky.orgs>

Subject

Re: Belatedly sealed document in Merkey v. Perens

Mr Petrofsky:

the use

There is no present wotion or case before Judge Kimball regarding
of or dissemination of Exhibit 2 to the Complaint filed in Merkey

v. Perens, 2:05cv521DAK. Procedurally and factually I can't tell you much

more th

n what was contained in the Order issued by Judge Kimball

yvesterday. Mr. Merkey did not file Exhibit 2 in accordance with the

court's

procedures and the Exhibit ended up on the court's electronic

docket as you are aware. However, the document is confidential and

clearly

states that it is confidential. Therefore, it has been taken off

of the gourt's electronic docket and is and will remain under seal at the

court.
or what

The court cannot opine on the legal consequences of what happened
you are doing unless there is a motion or case before it. Such an

http://scofacts.org/Merkey-email.txt 8/5/2005
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opinion would go to the substance of a legal issue, which the court cannot
addresg in an ex parte context.

Susie Inskeep Hindley
Law Clerk to the Honorable Dale A. Kimball

United

States District Court, District of Utah

350 South Main Street, #222

Salt L

ke City, Utah 84101

{801) 524-6612

Date: Thu, 23 Jun 2005 17:35:22 -0700
From: Alan P Petrofsky <al@petrofsky.orgs>
To: Jim F Lundberg <jflundbergenovell.coms,
Jeflf Merkey <jmerkey@utah-nac.orgs
CC: sSusie Hindley <Susie Hindley@utd.uscourts.gov>
Subject|: Re: Belatedly sealed document in Merkey v. Perens

Gentlemen,

In consfderation of the apparent desire by Novell, Darren Major, and
Larry Angus that the terms of the agreement not become widely known, 1
have ceased distributing the settlement agreement that was entered
into bhetween and among them and Jeffrey Merkey and Timpanogas Research
Group on August 18, 1998, and was attached as Exhibit 2 to the
Complaipt filed on June 21, 2005 in Merkey v. Perens, 2:05-cv-00521 in
the District of Utah.

While it was available at http://scofacts.org/Merkey-Perens-1_1.pdf,

it was

retrieved by visitors from approximately 140 different internet

addresses. Obviously, any one of those visitors could pessibly

redistribute the document to thousands of other readers. The same
goes for all the other people who, as I d4id, obtained the document
directly from the court's website before it was sealed. Like the

court,

fll I can do is cease my own distribution.

Yours truly,

Alan P.

Petrofsky

Date: Mon, 25 Jul 2005 10:10:01 -0600

From: "Jeff V. Merkey" <jmerkey@soleranetworks.coms
To: al@scofacts.org

Subject: Posting of Private emails

Al,

It's a

violation of priwvacy laws to post private emails without the

congent |of the author. You are only making matters
worse by posting this on your site.

http://scofacts.org/Merkey-email.txt 8/5/2005
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Jeff

Date: M
From: A
To: "“Jg
Subject:

Dear Mr.

I do no
you hav,

Further]
engagin
will fe
from yo

Yours t

Alan P.

Date: M
From: j
To: Ala
Subiject:;

The att

It is a|violation of privacy laws to post private emails.

Case 2:05-cv-00521-DAK-SA  Document 10

on,
lan P Petrofsky <al@petrofsky.org>
ff V. Merkey" <jmerkey@soleranetworks.com>

o1,
merkey <jmerkey@utah-nac.org>
n P Petrofsky <al@petrofsky.orgs>
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25 Jul 2005 19:23:40 -0700

Re: Posting of Private emails

Merkey:

t believe that my publication of the unsolicited emails that
e sent me is in any way illegal or tortious.

more, please be explicitly advised that I have no interest in
g in any form of private communication with you, and that I
el free to share with the public any communications I receive
.

ruly,

Petrofsky

25 Jul 2005 19:35:49 -0600

Re: Posting of Private emails
ched communication is priviliged and confidential.

You also

solicited the emails by distributing sealed documents
and responding to me via email.

Jef f

Note:
they were

dated a 11

hig first
v. Perens!
therefore
email,
uTc) ,

-0700 (= 1
ncne of hi
little ove

http://scofag

even
whica

I believe that the emails above appear here in the order that

sent, even though there are some cases of a Merkey email
ttle earlier than the email that precedes it. For example,
email titled "Re: Belatedly sealed document in Merkey

was clearly a response to the email that precedes it, and
could not possibly have been written before the preceding
though this response is dated June 23 09:41 -0600 {= 15:41
is ten minutes before the preceding email's Date, 08:51

51 UTC). It appears that his clock is an hour behind:
emails were received by the first mail relay until a

one hour after the Date listed on the email.}

h

5:
=]
r

ts.org/Merkey-email.txt 8/5/2005
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< Advisory

10 May 2002

iy

ICANN

Registrar Advisory Concerning Whois Data
Accuracy

The purpose of this advisory is to assist ICANN-accredited registrars in

(RAA) regarding the accuracy of Whois data. Registrars are required to obtain
contact|information from registrants, to provide it publicly by a Whois service, and
to investigate and correct any reported inaccuracies in contact information for
names they sponsor. The foliowing advisory will outline the relevant provisions of
the RAA and suggest steps registrars can take to ensure they fulfill their
obligations with respect to Whois data accuracy.

Relevant Provisions of the Registrar Accreditation Agreement

Several|provisions of the RAA are relevant to the accuracy of registrar Whois data.
They in¢lude:

A. Providing Whois Service

3.3.1 At its expense, Registrar shall provide an interactive
web page and a port 43 Whois service providing free public
query-based access to up-to-date (i.e., updated at least
daily) data concerning all active Registered Names
sponsored by Registrar for each TLD in which it is
accredited. The data accessible shall consist of elements
that are designated from time to time according to an ICANN
adopted specification or policy. Until ICANN otherwise
specifies by means of an ICANN adopted specification or
policy, this data shall consist of the following elements as
contained in Registrar's database:

http://www icann.org/announcements/advisory-10may02.htm 8/5/2005
|
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3.3.1.1 The name of the Registered Name;

3.3.1.2 The names of the primary nameserver
and secondary nameserver(s) for the Registered
Name;

3.3.1.3 The identity of Registrar (which may be
provided through Registrar's website);

3.3.1.4 The original creation date of the
registration;

3.3.1.5 The expiration date of the registration;

3.3.1.6 The name and postal address of the
Registered Name Holder;

3.3.1.7 The name, postal address, e-mail
address, voice telephone number, and (where
available) fax number of the technical contact for
the Registered Name; and

3.3.1.8 The name, postal address, e-mail
address, voice telephone number, and (where
available) fax number of the administrative
contact for the Registered Name.

3.7.7.1 The Registered Name Holder shall
provide to Registrar accurate and reliable contact
details and promptly correct and update them
during the term of the Registered Name
registration, including: the full name, postal
address, e-mail address, voice telephone
number, and fax number if available of the
Registered Name Holder; name of authorized
person for contact purposes in the case of an
Registered Name Holder that is an organization,

http://wwwiicann.org/announcements/advisory-10may02.htm

Page 8624 6

B. Required Provisions in Service Agreements with Registrants

enter into an electronic or paper registration agreement with
Registrar including at least the following provisions:

8/5/2005
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association, or corporation; and the data

elements listed in Subsections 3.3.1.2, 3.3.1.7
and 3.3.1.8,

3.7.7.2 A Registered Name Holder's willfuf
provision of inaccurate or unreliable information,
its willful failure promptly to update information
provided to Registrar, or its failure to respond for
over fifteen calendar days to inquiries by
Registrar concerning the accuracy of contact
details associated with the Registered Name
Holder's registration shall constitute a material
breach of the Registered Name Hoider-registrar
contract and be a basis for cancellation of the
Registered Name registration.

3.7.7.3 Any Registered Name Holder that intends
to license use of a domain name to a third party
is nonetheless the Registered Name Holder of
record and is responsible for providing its own
full contact information and for providing and
updating accurate technical and administrative
contact information adequate to facilitate timely
resolution of any problems that arise in
connection with the Registered Name. A
Registered Name Holder licensing use of a
Registered Name according to this provision
shall accept fiability for harm caused by wrongful
use of the Registered Name, unless it promptly
discloses the identity of the licensee to a party
providing the Registered Name Holder
reasonable evidence of actionable harm.

C. Registrar Obligation to Correct Inaccurate Data

http://www.ig

A

I

3.7.8 Registrar shall abide by any specifications or policies

Pag&28s drofd

established according to Section 4 requiring reasonable and

commercially practicable (a) verification, at the time of

registration, of contact information associated with a

Registered Name sponsored by Registrar or (b) periodic re-

verification of such information. Registrar shall, upon

notification by any person of an inaccuracy in the contact
information associated with a Registered Name sponsored
by Redqistrar, take reasonable steps to investigate that

ann.org/announcements/advisory-10may02.htm

8/5/2005
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claimed inaccuracy. In the event Registrar learns of
inaccurate contact information associated with a Registered
Name it sponsors, it shall take reasonable steps to correct
that inaccuracy.

fn summary, based on the above provisions, a registrar must:

« Require each registrant to submit {and keep updated) accurate contact
details (3.7.7.1);

« Provide both a web-based and Port 43 Whois service providing access to
complete contact information for all TLDs covered under the RAA (3.3.1);

« Require registrants to agree that willfully submitting inaccurate contact details
{or failing to respond within 15 days to an inquiry regarding accuracy) shall
be a basis for cancellation of the registration {3.7.7.2); and,

« Take reasonable steps to investigate and correct the contact details in
response to any reported inaccuracy (3.7.8).

Requiring Registrants to Provide Accurate Data

Subsection 3.7.7.1 of the RAA requires registrars to include in their registration
agreement with each registrant a provision under which the registrant promises to
"provide to Registrar accurate and reliable contact details and promptly correct and
update them ... ." Although 3.7.8 envisions that ICANN may develop a policy
requiring registrars to verify the contact details at the time of registration, ICANN
has not yet done so. Nonetheless, registrars will find that implementing readily-
available techniques to verify the format of data in the registration process (such as
screening for blank fields or checking that addresses have valid post codes) will
diminish the need for manual processes that would later be necessary to comply
with the requirement to investigate reported inaccuracies.

Obligation to Investigate and Correct Reported Inaccuracies

Subsectjon 3.7.8 of the RAA obliges registrars to "take reasonable steps to
investigate" any inaccuracy in Whois data upon notification from "any person.” In
order to facilitate compliance with this responsibility, registrars should establish a
clear mechanism for receiving, investigating, and tracking reported inaccuracies in
their Whois data. In the absence of a clearly designated contact or channel for
receiving complaints about inaccurate Whois data, registrars are responsible for

acting upon "notifications” that may be received by diverse, and even informal,

http://www.cann.org/announcements/advisory-10may02.htm 8/5/2005
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means.| This may make it difficult for registrars to fulfill their obligations.

Once a|registrar receives notification of an inaccuracy, Subsection 3.7.8 requires
the registrar to take "reasonable steps” to investigate and correct the reported
inaccuracy. The term "reasonable steps” is not defined within the agreement;
precisely what constitutes reasonable steps to investigate and correct a reported
inaccuracy will vary depending on the circumstances (e.g., accepting unverified
"corrected" data from a registrant that has already deliberately provided incorrect
data may not be appropriate). At a minimum, "reasonable steps" to investigate a
reported inaccuracy should include promptly transmitting to the registrant the
"inquiries" concerning the accuracy of the data that are suggested by RAA

practicable means available to the registrar: by telephone, e-mail, and postal mail.

Cancellation of Registrations in the Event of Material Breach by the
Registrant

If the registrant fails to respond "for over fifteen calendar days to inquiries by
Registrar concerning the accuracy of contact details”, then pursuant to RAA
Subsectjon 3.7.7.2 the registrant is in "material breach™ of its registration
agreement with the registrar. That subsection also provides that "willful provision of
inaccurdte or unreliable information" shall constitute a material beach of the
registration agreement. Under either of these circumstances, the RAA provides
that the material breach of the registration agreement shall be "a basis for
cancellation of the Registered Name registration.” Accordingly, if the registrar's
investigation results in a determination that the registrant is in material breach of its
registration agreement, then in the absence of extenuating circumstances the
registrar|should cancel the domain registration.

Applicability to Resellers

The registrar obligations outlined above (as well as all other registrar obligations
under the RAA) apply with equal force to all registrations sponsored by a registrar
in any TLD for which it is accredited by ICANN, whether those registrations were
placed djrectly with the registrar or through some agent or reseller. In other words,
registrars are responsible for providing Whois data (and correcting any reported
inaccuracies in that data) for ali names under their sponsorship, including the data
pertaining to customers of their resellers.

Conclusion

http://www icann.org/announcements/advisory-10may02 .htm 8/5/2005
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unders

nding about registrar's current obligations under ICANN's Registrar

This adt]:;isory is being published to promote registrar and community

Accreditation Agreement with respect to Whois data accuracy. Interested members
of the community shouid also be aware that ICANN's Domain Name Supporting
Organization has convened a Whois Task Force to review and possibly suggest
improvaments to current ICANN policy and agreements relating to Whois. Anyone
interested in contributing to the development of such policies through ICANN's
bottom-up, consensus-based policy development system is invited to visit
<http://www.icann.org/participate/> to learn how to participate.

Please contact Dan Halloran, ICANN's Chief Registrar Liaison, with any questions
or comments relating to ICANN registrar accreditation and Whois requirements.

http://www.icann.org/announcements/advisory-10may02.htm 8/5/2005
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Complete Whois Main Whois Web Form Page 1 of 7
Ths [s the mokx\m?:\»e?mgs\, }q__\:m\?wm

. “ {

To lookup « domain, type it here and press &o

[ (B bl MM EEY 1RR) (1110001 RICIOECIVIIMCICCERIIIZIOQCIC HON i ikl ,
ELETY MISRERESY MEIRIRLY T3 ::.-J.nw: iconaofl ioiforoax:flor—ec -1 a0 10010000 1103 ioas i on 1 11 1010 1
L]
-

 Cionai: List Ca

submit a report using bug report form, other comments please use ge edback webpage (see link to the left). And
please be patient, when waiting for results of your query - thisay take several minutes for complex queries.

M2m§ ools: = Multi-RBL Lookup Traceroute Tool BGP Route Looking-Glass

C NameServer
Host

¢ Retrieve previously saved results (enter refereaeenymber)

¢ Domain Lookup ¢ IP Lookup ¢ AS Number

& Auto

I

Lookup For J|List of working domains Help

Reason for Lookup: __.r_mﬁ doing whois for no reason...

A
m;_._m___u:”_._mi

.

" No Output (run in background, email
resuft)

& Output in this window ¢ Output in new window

Output
|Options

™ Save results in database for future reference. Keep results at least |30 days

I~ Also email results to: |

I Provide DNS Information [~ 1P Whois info for www.domain.com or Domain info for reverse ip
[T Maximum Domain info with Nameserver IP lookup | Maximum IP Whois Information

I Include abuse contact data (from abuse.net and cyberabuse.org) and lookup in common RBLs

Case 2:05-cv-00521-DAK-SA  Document 10

=

eteYhors

Custom Oumo:m_

(see list of optiong)

m T Custom Set of Options (please choose from complex option set expanded below)

Ahiaut T
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T ts
from the COM/a/e*fewhoij.cOm /’lome/?aje.

Getting Whois Data for scofacts.org. Please wait ...

(s Th«e Vesq({ 01[ /ook:‘.f\ﬁ up scﬂ[écfj. 0r7

Completewhois.Com Whois Server, Version ¢.9%la25, compiled on Jul 11, 2005

Please see http://www.completewhois.com/help.htm for command-line options
Use of this server and any information obtained here is allowed only
if yvou fgllow our policies at http://www.completewhois.com/policies.htm

[DOMAIN whois informatiocn for SCOFACTS.ORG ]
Domain Name: SCOFACTS.ORG
Namespjace: ICANN Unsponsored Generic TLD - http://www.icann.org
TLD Info: See IANA Whois - http://www.iana.org/root-whois/org.htm
Registry: Public Interest Registry - http://www.pir.org
Registrar: Go Daddy Software, Inc. - http://registrar.godaddy.com
Whois Ferver: whois.publicinterestregistry.net
Name Server [whois+dns with ip] NS,IDIOM.COM 216.240.32.66
Name rver [whois+dns with ip] NS2.IDIOM.CCM 216.240.32.74

8
s
Name Server [whois+dns with ip] RADISH.PETROFSKY.ORG 216.240.48.33
S
St

Name rver [whois+dns with ip] BEEF.PETROFSKY.ORG 208.201.229.64
Name

erver {from dns, whois+dns ipl: PEPPER,PETROFSKY.ORG 216.240.37.13

Status; CLIENT DELETE PROHIBITED
Status; CLIENT RENEW PROHIBITED
Status: CLIENT TRANSFER PROHIBITED
Status; CLIENT UPDATE PROHIBITED

Creatieon Date: 23-Jul-2004 19:13:10 UTC

Updated Date: 05-Feb-2005 16:21:13 UTC

Expiration Date: 23-Jul-2009 19:13:10 UTC
[whois.publicinterestregistry.net]

Domain IDJ D104667010-LROR
Domain Name: SCOFACTS.ORG
Created On: 23-Jul-2004 1%:13:10 UTC

Last Updated On: 05-Feb-2005 16:21:13 UTC
Expiration Date: 23-Jul-2009 19:13:10 UTC
Sponsoring Registrar: Go Daddy Software, Inc.
Status: CLIENT DELETE PROHIEITED

Status: CLIENT RENEW PROHIBITED

Status: CLIENT TRANSFER PROHIBITED

Status: CLIENT UPDATE PROHIBITED

Registrant ID: GODA-07445345
Registrant] Nam&: Al Petrofsky
Registrant Organization: Scofacts
Registrant| Streetl: 3618 Alameda Apt5s
Registrant| Street2:

(R91-LROR)

Registrant
Registrant
Registrant
Registrant
Registrant
Registrant
Registrant
Registrant
Registrant
Registrant

Street3:
City: Menlo Park
State/Province: California
Postal Code: 94025
Country: US

Phone: +1.6505200626

Phone Ext.:

FAX:

FAX Ext.:

http://completewhois.com/cgi-bin/whois.cgl
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Admin ID:
Admin Nams

GODA-27445345
=: Al Petrofsky

Admin Orgq

Admin Stre
Admin Stre
Admin Stre

Admin Cit
Admin Sta
Admin Pos

Admin Couy

Admin Pho
Admin Pho
Admin FARX
Admin FAX
Admin Ema

nization: Scofacts

etl: 3618 Alameda Apt5
et2

et3

: Menlo Park

e/Province: California
al Code: 94025

try: US

ne: +1.6505200626

ne Ext.:

Ext

Tech ID: GODA-17445345

Tech Name
Tech Orga

Tech Stree
Tech Stree

Tech Stre
Tech City
Tech Stat
Tech Post
Tech Coun
Tech Phon
Tech Phon
Tech
Tech
Tech
Name Serw
Name Serv
Name Serv
Name Serv
Name Serv
Name Serv
Name Serv
Name Serv
Name Serwv
Name Serv
Name Serv
Name Serv

+1.6505200626
Ext.:

r: NS.IDICM.COM

r: NS2.IDIOM.CCM

r: RADISH.PETROFSKY.ORG
r: BEEF.PETROFSKY.ORG

Name Server:

hitp://comp

letewhois.com/cgi-bin/whois.cgi
|
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