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WASHINGTON. DC 20301-7200 
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Chairman, Intelligence Oversight Board 
Old Executive Office Building, Room 494 
Washington, DC 20500 

Dear Mr. Chairman: 

The Department of Defense Intelligence Oversight Report for the fc><}rio<J January 
through March 2001 is attached. 

Daniel l . Dell'Orto 
Principal Deputy General Counsel 

George B. Lotz.I • 
ATSDC10) N i 
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Department orDefesse Intelligence Oversight Repjo 
January - Mardi 2001 

J^pHriSTsigoUtarat intelligence Oversight issues warranting 
SECDEF/lOB attention a1 this time; Kotte. 

J J S f l O ) No significant Intelligence Oversight violations d u h W this 
period, ATSD(JO) monitored 27 cases; none require SECDEFj/lpB attention 
at Ûiis, time. 

(U) Intelligence Oversight Inspections: 

1(b)(1) 
1 

'did not have an Intelligence Oversight progra n 
of our inspection; had developed a satisfactory program by the 
team arrived, FW) jcemains a "hard target" for ioiellidci 

Met with Arabassapcfr and staff. 
until notified 

Li ine inspection 
I ice collection. 

Force Intelligence Tmiqin? SchooL Goodfello* a F B . TX. atld 
Armv foteHiwatce Training Sfchool. Port Huacbuca. A f t A 
intelligence Oversight training is tacorpotated into each course 
reinforced throughout the instruction programs. Result is eftecjti 
training in Intelligence Oversight for our young Air Force and 
intelligence professionals, 

m t m 
rtTSDflC 

Air Force Inspection Agency JAFIA1, Kirtland AF 
V.TSD{10) met with Commander and discussed AFIA InteUigejn 

training responsibilities. AFIA will resume their c o m p l i a n c e \ 

including Intelligence Oversight, of AF field agencies and din 
units after a year suspension while performing other directed rrjjsfsmns. 

B 

loth schools, 
Module and 

e initial n 
Viny 

IM'-
I e Oversight 

ijsj »ections, 
reporting rot 

j m W * Homestead ARB. FL: Inspected AF Office of Spec a 
investigations (AFOSI) Detachment and Naval Criminal Iavesji 
(NCIS) Office, all located on Homestead ARB. OSI and NCIS 
well together; both bad satisfactory Intelligence Oversight pro; 

ative Service 
t nits worked 

gnms. 

ffJlTilTTT Naval Air Statica Kev West FL: Joint Southern Si ir feil lance 
Keconnaissance Operations Center (JSSROC) had excellent In e Ugcncc 
Oversight training program, complete with computer based tra n ng and on-line 
testing. Joint Interagency Task Force East (JIATF-E) had inteinju website with 
21 Intelligence Oversight scenarios; excellent training vehicle 

EFF 



"<b)(1 j,(b)(3)Tl Ó u s e §424 

(b)(1) 

* ffipfcWW^bmneach Program in Intelligence Oversight 
S o c i e t y at George C. Marshall European Center for S 

i n a i 
SSSMtiL 

I 5 

<d 
r, 

GurjrciKk Germany; The puiposc of this Outreach Program 
future leaders o f emerging democracies understand the concept^ 
and applicability o f Intelligence Oversight This is accomplish 
proactive education program in conceit with the Marshall Cent< 
School, and the new Western Hemisphere institute for Security 
(follow-on to the School of the Americas). During this quarter, 
and staff members taught this elective at the Marshall Cent« to 
Armenia, Azerbaijan, Bulgaria, Estonia, Turkmenistan, Georgi^ 
Ukraine, and France. 

k n ocratic 

;o ensure 
importane», 
through a 
the NATO 

Cooperation 
ti e ATSD(10) 
si lideols from 

tassia, 

(b)(1) 
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ASSISTANT TO THE SECRETARY OF DEFENCE 

7200 oe reNse PENTAGON 
WASHINGTON, DC 20301*7200 

2 1 M 

Chairman, Intelligence Oversight Board 
Old Executive Office Building, Room 494 
Washington, DC 20S00 

Dear Mr. Chairman: 

The Department of Defense Intelligence Oversight Report for thi period 
January - March 2002 is attached. There were no significant Im el igcnce 
Oversight issues warranting IOB attention for litis period and no)significant 
Intelligence Oversight violations. 

Daniel X 
Principal Deputy General Counsel 

20S2 
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Department o f Defense Intelligence Oversight Rep<frjt 
January - March 2002 

* Significant Intelligence Oversight issues warranting S 
Attention for this period: None. 

i g ^ B f l j No significant Intelligence Oversight violations during 
^ T S D ( I O ) monitored 25 cases; none require SECDEF/10B attentic n 

ODEF/IQB 

period, 
at this time. 

. (b)(1) 

Intelligence Oversight Inspections and Staff Visits: Tti b 
*ATSD(IO) conducts Intelligence Oversight inspections of and staff 
DoD units worldwide. The inspections complement and are in addi li< 
performed by the intelligence agencies o f DoD, Combatant Commajnji 
Services, In addition, they provide insight into the effectiveness o 
Oversight training programs throughout the DoD. The ATSD{IO) 
benchmark and/or innovative programs and shares this information 
inspection» and staff assistance visits. An example is contained in c 
National Reconnaissance Office on page four. 

& sist 
Office of the 

tance visits to 
. hi to those 
¡s, and the 
;editgettce 
:cs units with 

dicing subsequent 
nments on the 

f[rti 
IOt< 

O n isle, 
iber visited the 
c dressed within 
^ Dean, and 

and educate 
ctfces. The 
ar College 

• Staff Assistance Visit to Army War College (AWC), 
HPeuusylvanla, January 8 ,2002: The ATSD(IO) and one stafF row i 

Army War College to explore how Intelligence Oversight could be u 
the professional military curriculum at the college. The Cornmanda n. 
faculty members agreed on the need to increase the intelligence foci is 
future senior DoD leaders in Intelligence Oversight principles and p re 
ATSD(IO) is exploring options to add Intelligence Oversight to the fl 
curriculum, including incorporating examples b AWC's global vwh gjaramg. 

• ( E ^ P ^ T s t a f f Assistance Visit to Joint Task Force (JTF) Olymr 
taty, Utah, JanuarylS-18, 2002s The Deputy ATSD(IO) and one 
made staff assistance visits to D o D and National Guard activities th it 
the Olympics in Salt Lake City, Utah. The team met with the Utah. * 
Adjutant General and the Special Agent in Charge of the Olympic L i 
and discussed with them the DoD Intelligence Oversight program, 

Derived From NSA/CSSM 
Dated; 24 FEB 93 
Declassify On: XI 

m s, Salt Lake 
s aff member 
it were supporting 
^ ¡sistaat to The 
¡t tlligeswe Center 

DoD National 
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Intelligence Support Team was present in the FBI-tun Olympic Int« I 
•was a 24-hour liaison element from Joint Forces Command (JFCOtyl 
liaison team consisted of an intelligence element fiom the Joint F 
Command (operating under the provisions o f D o D 5240.1-R), and 
Investigative Service ( N d S ) special agent representing DoD law 
team found adequate intelligence Oversight programs and observe« 
Oversight improprieties during the visits to DoD activities. 

OOS 

Gil 

«S 

J j j p * [intelligence Oversight Staff Assistance Visit, Bad Aib 
Germany, February 2002: The ATSDCIO) and staff members cotj' 
assistance visit at Bad Aibling Station (BAS), Germany. BAS's cl< 
delayed from September 30,2002, until September 30,2004; the A 
to see how the Station was handling the delay, particularly as some 
already in transition. The Intelligence Oversight program was 
and thoroughly integrated into all aspects of BAS Operations. 

exeep 

ii ig Station, 
dieted a staff 

ng has been 
rfiD(IO) wanted 
off the mission was 

ionally strong 

(b)(1) 

Ths 
it 

' ¡Intelligence Oversight Staff Visit, NSA/CSS Europe (I 
Barracks, Vaihingen (Stuttgart), Germany, February 2002: T1 
one staff member visited the NSA/CSS Europe<NCEUR), located 
NCEUR's mission is to provide SIGINT, InfbnnaUon Assurance, 
services to N S A customers in the European Theater, to include E U p 
The ATSD(IO) briefed the majority o f employees on Intelligence ( 
answered questions. The NGEUR Intelligence Oversight program 
suggestions recommended by the ATSD(IO) team to improve the 
been successfully incorporated. 

(bK1),(b)(3):10USC §424 

igence Center, as 
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Intelligence 
•Javal Criminal 
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i o Intelligence 
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i :EUR), Patch 
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Thft team «ter» mri Wi'tht^B (b)<3):10 USC §424 
(b)(3): 10 USC §424 I All 
repotted excellent working relations with the|ft>) j The Jptelligenbe Oversight 
training program was well documented »ad comprehensive. 

( E f l p i ^ n t e U i g e n c e Oversight Inspections, Air Force Offices < if Special 
T&vestigatioas (AFOSI) at Patrick A I B (PET 802) and Melbou rive, Florida (OLB 

102), February 2002: The Deputy ATSD(IO) and w e staff merat er inspected Air 
Force Offices o f Special Investigations (AFOSI) at Patrick AFB (I ET 802) and 
Melbourne, Florida (OLE 102), Bach organization had an Intclügc nee Oversight 
program commensurate withits intelligence operations. Detachmc nt 802 special 
agents briefed the team on a recent case in which they resolved a p jst-9/11 passible 
threat to AFTAC/Patricfc AFB. They believed they had a force pre lection issue, 
collected information, and passed it to law enforcement. Working with the local 
police, a portion o f Highway AIA, the main highway that runs rigl «t through Patrick 
AFB, was closed for several months, and only recently reopened p e i r Intelligence 
Oversight Pro gram was very good. 

ìteUigesce Oversight Inspection, (bXl) _ 
T^Ó) [Patrick A m f lor ida. February 2002: TheDeputy ATSDOO) and one 

staff member Inspected!^ t J ^Patrick 
AFB, Fionda. [WW 

(b)(1) 

(b)(1) 

i M ^ f T l i i l l I liil to the Balthnore-Washugton Highlatensi 
^TVaffickiag Area (B/W HIDTA),Febraary r2092: AnOATSDA 

participated in a staff visit to the B W HIDTA with representatives 
Force (JTF) 6, Joint Forces Command (JFCOM), and the Army In ¡j 
Office. DoT> is presently supporting the B/W HIDTA with two eo 
intelligence analysts, a Navy Reserve lieutenant Commander and 
Captain, serving 179 day tours, who provide research and analytical 
HIDTA. Both were professional intelligence officers serving 179 i 
received Intell igence Oversight training from JTF-6 prior to reporf 
for duty and reflected excellent practical knowledge o f their respm 

ify Drug 
O) staff member 
firom Joint Task 

¡peotor General 
«missioned 
an Army Reserve 

support to the 
lay tours. They 
ng to the HIDTA 

Visibilities. 
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• ^p^uite l l igence Oversight Staff Visit, Headquarters, National I :e connaissance 
Office, Virginia, February 2002: The ATSDQO) and two staffai 
a staff visit to Headquarters, National Reconnaissance Office, Wes 
The purpose of the visit was to meet with the new NRO leadership, 
cai NRO current operations and future plans, and discuss Intelligen 
training initiatives with the NRO Intelligence Oversight Program Is 
developed several innovative Intelligence Oversight training progri 
computer-assisted program on CD and a lively training video that c 
and news broadcasts with practical examples oflntdligence Overs! 
is currently updating their E.O-12333 training program. 

> 

• J M B f t S f Stall Assistance Visits, Shaw Air Force Base, Sumter, 
TMarch 21 

ibers conducted 
ilds, Virginia, 
¡ceive an update 
Oversight 
lager. NRO has 
s including a 
abines film clips 
it Issues. NRO 

rch 2002: The Deputy ATSD(lO) and one staff member condup 
assistance visits at Shaw AFB, Sumter, South Carolina. AUUSAF 
elements visited demonstrated compliance with DoD Regulation 5 l 4 
14-104, as well as an acceptable level of Intelligence Oversight a w i t W s s . 

0gfiWflT Intelligence Oversight Inspection, Missile Defense Ag«ju 
Virginia, March, 2002: Two OATSD(IQ) staff members conduct A 
Oversight inspection of intelligence dements of the Missile Defesss s 
Arlington, Virguda. MDA organizationally separates its intelligence 
functions. Although neither the Intelligence Directorate not the CI 
Intelligence Oversight programs before our inspection was armounie 
demonstrated an adequate knowledge oflntelligence Oversight prii .c 
Intelligence Oversight violations were uncovered. The ATSD(IO) 
the Director, MDA, informing him of the requirement lor Iuttiligeijc 
programs for MDA intelligence and counterintelligence and that 
inspected in the near future. 

i »uffa Carotina, 
tsdstafT 

it teliigence 
).l-RandAPI 

MDA 

ry, Arlington, 
an Intelligence 
Agency (MDA), 
and CI 
ementhad 
J, personnel 
iples and no 

sent a letter to 
s Oversight 

would be re-

fcus 

CEl/PSf!) Outreach JProgram in Intelligence Oversight in the Deki 
jjepartmeat, George C. Marshall European Center for Seeurit -
Garmisch, Germany, February 2002: Al the invitation of the Dii 
Marshall European Center for Security Studies, on February 1,200 
gave a presentation on Intelligence Oversight in the Defense Depaij&j*1 

students from Central and Eastern Europe attending the Executive 
International and Security Affairs and engaged in a follow-on quesji 
session. This was followed by a detailed training program to studep.1 
Estonia, Georgia, and Lithuania. The success of this on-going pro; 
requests from countries such as Romania and Croatia to DoD for ais 
establishing Intelligence Oversight safeguards in their own couatro ¡s 

j<cjtor. 

«33 
it; 

grim 

«ose e 
$tadfci, 

V Ocorgc C-
the ATSD(IO) 
icnttothe85 
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has led to 
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ASSISTANT TO THE SECRETARY OF DEFENSfe 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC E 0 3 0 1 - 7 2 0 0 

«tff-CUJOCNei; 
OVCRUMT 

MAR 23 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chairman: 

JßC jThe Department of Defense Intelligence Oversight Report ft r the 
period October-December 2005 is attached. Included in the Rep< <? are the 
results o f the ATSD(lO) review of the National Security Agency pi Ocess 
for releasing the identities of US Person. Also included are sunw ie riles o f a 
number of Intelligence Oversight investigations and incident» tha I have 
been reported to us. 

m r 

Daniel J. DeirOrto 
Principal Deputy General Counsel 

rilliam R. Dugas% Jr. 
Acting ATSD(IO) 

Attachment a/$ 

THES PAfiElSSEplfrri (UPON REMOVAL OF ATTACHMEN 
PHYSICAL I*!f!DVAL Of CODEWORDS AND CAVEATS 

a 

AND 

£FF 



Department of Defense intelligence Oversight Repor : 
October-Deeew her 2005 

ATSDflOl Review of the National Security Agency Proceas ft 
ainititieg of US Persona: In October 2005. the Acting Assistant to' b 

Dcfense(lntelSgence Oversight) (ATSD(IO)) and a member of his staff c y. 
Intelligence Oversight Review of the process by which National Security 1 

releases die identities of United States Persons, minimized in NSA produ 
intelligence and law enforcement consumers at their request. We ecmelm « 
complies with Intelligence Oversight requirements. The United States IN 
release process ¿¡farts with the USSlt) 18 poltc? that all United States Per 
the first instance be "masted." "Masking" means NSA reports containinj 1 
Person identities refer to them as "United States Person One* and "Unit® 
Two," eta If the customer needs the identity of the United States Person 
he must fill out a questionnaire» providing the rationale that would qualit;' 
exception to the masking process. To gain approval, the customer must I a 
the identity for the performance of Ms official duties and must mgetonet 

- J . • . • j . . T T n n i r . • « m x- nr"".'. . . . I 

r Releasing 

Ivcti, 

'ertoa 

approved criteria in USSID18. The most fi^ucnav-u^ cfitoiia isf 

JEacifrequest is examined individually and a decision made 

ait 
case basic. Approvals are made by the head of the Division responsible ifr 
the requests. The Dinsctor, NSA must approve releases for law enforeem 
The Director of National Intelligence must approve requests g 
Members of Congress. The leroonMbte NSA-offics-reecr 

re» {Wcanadea 
to the rtspoasibte NsA ottioe to revise the NSA Identity Release Reqflest 
J WTCS to make the request process mote intuitive and it was accepted. 

(U) Improper Collection and Retention of US Person Information ! it 
State» Alaskan Command. Anchorage Alaska: During an Intelligence p+osight 
inspection of intelligence mite assigned to the US Alaskan Command CAI ,C OM), 
inspectors from the OATSD(ÌO), discovered material which specifically ifiehtified a IJS 
Person organization that the Command believed was planning to take part 
demonstrations atElmendorf AFB and ft Greely, Alaska, in.an archive fit 
Task Force-Alaska J2 (JTF-AK12). The information in question had be« i 
from the Internet (NlPRNET), by the ALCOM Anti-Tetrorism/Force Piot » 
(AT/FP), and disseminated by email throughout the Command. Ihe JTF- \ 
the information in a briefing to the J2 and subsequently retained the infon » 
files. The ATSD(tQ) inspectors determined that collection and intention i 
information constituted a possible Procedure 15 violation. Consequently, 

Derived From: Multiple Sources 
Declassify On: 23 Mar 2031 
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inspectors fonnally notified the Joint Staff, Office of the Inspector Gene« 1 
a formai investigation. An investigation was conducted by the U.S. North s; 
IO (N-NC IG). Based upon the resuits of the investigation, JIF-AK was c i 
conduct refresher Intelligence Oversight training for all assigned peraonne, 
will have emphasis placed on the proper use and understanding of constila ài 
constraints, and the laws and directive« that govern Uie collection, dissentì 
storing of sensitive jnfonnafion. Additionally, all JTF subordinate offices 
briefed about the related risk, sensitive handling and appropriate reference. > 
with the use of Force Protection information jn intelligence channels. 

( in DoD General Connsri Activity 

.1 iati 
I«!1 

(b)(1) 

(LT) O n g o i n g fovestigatlftn? fa p u p InteJh'gencg Components 

• (FOUO) The Office of the ATSDflO) continues to monitor a «umber ol 
intelligence Oversight 0 0 ) investigations, incidents and activities that hav'; 
to ihijj office for this reporting period. Notable among tkeie reports are the 

(U) NSA Activities ^ j « * » * « ^ 
1 

E T 

T T 

Ti 

md icquó$ted 
Command 

ifcctedto 
The training 

<UaI 
ion and 
ive been 

slssociated 

o i -going 
ttcen reported 
f illoysfl««: 
^ (b)(1) 

(b)(3)-SQ USC 403 
(b)(3)-18 USC 79a 
Cb)(3).P.t. 66-35 

N 

/ (j?)C3>-P.I4 es-$s.i 

'"{b)j[3)-PX. 86-35 
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S m 

(IT) A m y Activities 

--(U) Inappropriate Collection and Reporttag of Information on the Bomig jjc Activities 
o ia US Organization fDAIG 06-0091: Äimy Intelligence and Secuiiiy C 
(INSCOM) notified Department of Array IG (SAIG-IO) of the questiona 
Counterintelligence Special Agent (S/A) assigned to die 902d Military In 
Group» with duty at the Joint Terrorism Task Force, Miami, FL. On Novfe 
the S/A may have inappropriately collected information about the plans < 
organization to convene an informational meeting and workshop on irilit r,' 
the draft and military law, and methods to oppose military recruiting. Th; 
was reported as a Threat and Local Observation Notiec (TALON) and su 
the 902"d MI Group to the Countarinteliigciice Field Activity (OFA) for 
entry into the Cornerstone database. Although the report did not specificill 
group, the group was identified by name when the S/A reported on die ra< c 
which included Ihe name of the organization. The allegations have been jt. 
Deputy Chief of Staff G2 (DCS 02} for resolution. 

ft 

SJSIS! 

(U) On January 5,2006, the INSCOM Commanding General directed the 
conduct a special investigation of the TALON reporting system inlNSCxjlV 
following focus; (a) evaluate the strengths and weakness of the existing s 
provide a detail assessment of the 902d MT Group's compliance with TA 
regulations, policies and procedures, (c) determine conflict* or voids in gt id 
concerning the reporting, analysis, retention, and dissemination ofTALCflj-i 
and (d) assess the policies and procedures for submitting 1ALON reports " 
OFA without intenoediate review process by die chain of command 

Winand 
activities of a 
igence (Ml) 
her 9,2004, 
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N-

(b)(1) 

Updates of Pccvicmsly Reported Incidents 

ijejoi 
iga: 

"Oft Abase of Detainee. SMdn. Afghanistan fDAlG 05-013): SAIG40 
Army Criminal Investigation Commend (dDC) investigation into allegata 
Captain, 10th Mountain Division, and an individual believed tp be a US A :c|r 
beat a prisoner at Shkio, Afghanistan. The final CIDC investigation rcpo t, 
December 2005, determined the allegations of aggravated a s s a u l t , malt«.; ttfient 
person in US custody« and assault as unfounded. 

rted a US 
s that a MI 

iy coniraetoT, 
dated 16 

ofa 

-0 -0 Assault and Mistreatment of Detainees. A&hanistan (DAIG 04-006 
reported on a CIDC investigation into allegations of assault aad nustreatn C I' 

SA1G-IO 
I against 
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KfjC] ^ p p m ^ 

interrogators, from A Company, 5 1 M I Battalion, Bagna» Detention F i< 
Afghanistan. In October2005, C1DC notified SAKMO of its investigation 
CIDC determined that a detainee died, fiora blunt force trauma, while in 
The medicai examiner classified the death as a ¿omicide. CIDC sub&taiit 
allegations that the subjects, at various times, assaulted and mistreated tin : 
However, the Staff Judge Advocate determined that there was insutficien 
to hold anyone criminally responsible. The investigation results have bee a 
Special Courts Martial Convening Authority, who has accepted jurisdictii ut 

icflrty (BDF), 
results. 

it>F custody, 
ed die 
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referred to the 
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Department of Defense Intelligence Oversight Repo 
April-Jo tie 2005 

• ffipTO)'We continue to monitor a number of on-going inteliigeAi 
inwstigations and incidents that have been reported to this office fo -
period. Notable among these investigations are the following: 

05-0251: Th< 
lleged Misconduct of a Military Intelligence Officer in. 

At 

05-025): The DoD Inspector General advised the Department of th< 
Inspector General - Assistance Division (SAIG-AD) of allegations < 
against a Military Intelligence (MI) officer who was assigned to I t» 
Armored Division (IAD), The officer was alleged to have commit* 
struck subordinates, and engaged in improper intelligence coliectiot 
Simultaneously, US Army Intelligence and Security Command (US 
the SAIG referred, for investigation to this office, allegations that 1 
had been in contact with a possible terrorist group in Iraq, and may 
Special Acccss Program. (SAP) without prop» authorization. Our ii 
conducted jointly with the Defense Criminal Investigative Service 
indicated that the t AD 02 was also involved in these allegations. 
SAIG agreed to suspend inquiry into the original allegations pending 
of the joint ATSD(IO)/DCIS investigation. 

f J f n t e joint investigation determined that IAD personnel wi 
involved in the creation of an unauthorized SAP, but confirmed that 
had conducted unauthorized intelligence collection operations, had 
register human intelligence sources, had maintained contact with a 
organization without authority, had k n o w i n g l y disobeyed direct o; 
General Officers, and had knowingly lied to at least one General Offti 
his activities. Upon completion of die joint investigation, the findic g: 
provided to the SAIG for appropriate action. 

r iq (DAIO 

Derived from; Multiple Sources 
Declassify On: 1 April 2030 
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• (U) NSA Activities 
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>X3)-50USC 403 

(b)<3)-18 USC 798 
{bX3p.L. 86-36 
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(b)(1) (b)(33-P.L.«6-36 

(b)(1) 

(U) Updates of Previously Reported Incidents and other Signtficju 
Procedure 15 Actions 
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JET 

( b ) ( 1 ) 

imJ 
ffiftii^nins office fust learned of this incident via unofficial phofie 

ooththe Army Inspector General's Intelligence Oversight Division 
Intelligence and Security Command, Subsequently, we were able id 
the PACOM and 500th MI Bde investigation reports with the coope a 
Army Inspector General, however, the 0ATSD{10) was not tiotifii d 
incident or the investigative findings by PACOM. During a recent I 
Oversight staff assistance visit to PACOM and flic Philippines, OA 
personnel discussed with the SOCPAC Chief of Staff, and the JSOTtF 
Lack of official reporting of the incident to this office. The discuss! ( a \ 
an agreement that future questionable incidents involving Defense i i 
personnel would be reported to the ATSD(IO) by the first professloi ¡a 
officer in the chain of command of the unit involved in the question d 
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ASSISTANT TO THE SECRETARY OF DEFENSE 
72.O0 DEFENSE PENTAGON 

WASHINGTON, DC 20301-7200 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 2O5Q0 

Dear Mr. Chairman: 

The Department of Defense Intelligence Oversight Report for th< : 1 criod 
July-September 2005 is attached. We continue to monitor a m m bi * of on-
going Intelligence Oversight investigations and incidents that ha- re been 
reported to <15. 

Daniel J. Dell'Orto William R. Dugan, Jr. 
Principal Deputy General Counsel Acting ATSD(10) 

Attachment a/s 

THIS PAGE IS UNCLASSIFIED UPON REMOVAL OF ATTACHMENT S \ND 
PHYSICAL REMOVAL OP CODEWORDS AND CAVEATS 
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Department ó f Defense Intelligence Oversight Report 
July-Septemtber 2005 

ftJ) Acting Assistant ta the Secret» ry of Defense {Intelligence Oveijsi zhti Testifies 
Assistant to 
ì witness, at a 
Sharing 

gislalive 

before Senate Judiciary Committee: On September 21 > 2005, the Actin; 
the Secretary of Defense (Intelligence Oversight) (ATSDQO)) appeared, s a 
Hearing, of the Senate Judiciary Committee on Able Danger and Jntelliget a; 
(Statement is attached). He appeared at die request of the OSD Office of a 
Affairs and the DoD Office of the General Counsel awl testified regarding the 
Department of Defense Intelligence Oversight Program. 

« ( B 0 0 0 ) A 
Jane2fi, 2Û05 

Alleged Secret Establishment of a Spedai Military Intel ti te ace Unit: On 

¡tìicei 

ho 

i an article in the San Jose Mercury newspaper alleged that tl ie 
National Guard (CANG) had secretly established a special military iirteltt [i 
conducted surveillance on a May 2005 Mother's Day anti-war rally. By il u 
dated Juno 29,2005, the ATSD(IO) requested the Army Inspector Genera 
inquire into the allegations and provide findings and recommendations. 1 
reported that the allegations were unfounded. The SAIG report found tha 
Civil Support Division. Domestic Watch Center, Joint Operations Center 
leadership maintained "situational awareness" through media reporting, 
indicated to the SA1G team that awareness of possible civil disturbance e j 
consistent with their state mission fer response to quell civil disturbance i œil security. 
The SAIG's inquiry did not reveal indications of an intelligence program >i specific 
collection activity targeting the individuals or groupa participating in tl» 1 dpther's Day 
rally, 

c f Ji 

(II) The SAIG inquiry did, however, find infractions oflnteHigence Ove s 
regulations that require »eparate National Guard Bureau action; e.g., the I; ci 
training program at the- State Headquarters and the inadvertent inclusion 
person information in several documents. The SAIG inquiry recommended 
CANG Headquarters officers receive initial IO training as part of their ofl ic 
professional development to ensure leader? understand the legal limitatioi s 
associated'with the collection, retention and dissemination of OS person t tl 
The SAIG inquiry also recommended that the anti-teirorism/ferce protect 
infcnnalioij fusion function be transferred from the J2 (Intelligence) to tb ! 
in the 13 (Operations). The J2 would continue to provide applicable AT/IjP 
information that had a foreign nexus. 

Derived From: Multiple Sources 
Declassify On; 23 Nov 2030 
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(U) DoD GC Activity 

(b)(1) 

e i 
(EfHSv)Wc continue to monitor a number of on-going Intelligence Over î 

investigations and incidents tbat have been reported to this office for this 
period. Notable among these reports are the following: 

(U) NSA Activities 

J'---" 
(bK3H»i. 58-39 

¿ht 
orting 

te? 
M 

1) 
3>(3j-60 USC <03 

(Ö>#tß USC 796 
(bj^p.Kawe 

Ì -

fl>Ki) 
(t>ì(3)-PL i 8f -38 

(t>)(3)-P.L. 98 

(b){3)-S0U! 
(b){3H8U5 
ib)I3)-P.L. -

36 

(b)(1) 
(bX3HU, 86-30 
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»I'll i — — . ^ ^ M M a ^ ^ l l l l i « 

(U) Army Activities 

(5X1) 

j p d s g p A d f f j pdSS 

<t>m 
(b)(3)-P.l. 86-35 

'|(bK3>-P.L 86-; 6' 
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(b)(3)-P,L. 88-36 

|) Navy Activity 

LA Naval Criminal Investigations Service (NCIS) Headquarters 
NCIS joint counterespionage operatiou revealed that an NCJS i ss 

, .̂„jf undisclosed participation in a US orgaimtioaJmaolaiiOR o f i r 
DoD Regulation 5240.1 -R and SECNA VIMST 382Q.3E.pX2) [mainfa in 
its manuals, no prior authorization was required. This incident rcveaJ$ di ft 
may exist among the operating guidelines of different Federal agencies r* « 
procedures and should be considered as part of any Federal foler-agency i & 

receding] 

issues. 

(U) Updates of Previously Reported Incidents and other Significant ¥ ft cedure IS 
Acfiojis 

.jiHB 

report of 
in the 

- j l^pp^^Mn addition, the NSA/IG closed out its August 2004 inSpcclk 
I Tfoer having determined that Intelligence Oversight findings, identifi 

August inspection report, had been rectified, The NSA/10 determined tha lbey had 
received adequate reporting feedback and that Intelligence Oversight procjspes were 
documented to ensure program suslainabOity. 

1 
2566MA-

I ncidcat of Prisoner Abase by BIA Employee to Afehanistai (»reject 05 
j66-MA-05g): In April 2005, die DlA Office of Inspector General repoi ftjd On 

^le«L8tioiS5of:tg«^^eGts..afjiAwncr abuse by a aviiiauj(bM1>(b) assigi e l to the 
1 ( b ) ( 1 ) , (bX3):10 u s e §424 J^thduty in support o ^ j W fc 
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icedure 10 of 
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'Hi 

(b)(1) 
(b)(3)-50 U 
(b)(3>18 " 
(b)(3)-P.L 

|ib)(1),'(b)^ J Based «jsnthe DlA investigation into die miSer; ffic «UegalH i 
sutMiawtiSed. Thc|(b)(l Mb) [resigned fiom his job rather than reccive a JetU 
termination. «V-lflJ. 

'|b){3> >.L. (6-36 
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Ottited States Senate Committee on the Judiciary Page 1 of 2 

m é & ì a à t è m 
HOME» » $EFTEMBEH 21,2005 

fCommiitea Infoi in atton 
» rea * ni 

"AWa Danger and InteiKgence Information Sharing ' 
Senato Jusciwy Corrotto« 
Fui Committee 

aATe:npitnto*2i,3au 
tIMBCMOAM 
«00J*226Dii»tt8ft 
Cf=nCtAU NOTICE I WIWS5S UST: 

tMAP 

September 8,200J 

NOTICE OF COMMITTEE HEAJUNO 
RESCHEDUUiD - Wed., September 21,2005 « 9:30 a.m. 

The hewing no "Able Dunger *rtd fctoliigence tntonnaiian Sharing'' 
scheduled by the Senate GommUtt» oo ihe Judiciafy fax Wedn«»a»y, 

September 14.2005 it 9:30 smb. in Room 326. of the Senate Dirtoen Office 
RulJdtn* has teen rcsduxhited to lake place on Wednesday, September 21, 

20« « 9;30 *M. 

By otdcf of the Chaiiiaan 

Witness L ia 

Htsfing before the 
Senate Judiciary Committee 

an 

"Able Danger sud Imdligetee Irrfoimadon Sbniog" 

WeiloewJay, Sapttrab« 21,300$ 
$:30 un. Sitate Dirle«» Building, Room 226 

PANEL1 

The Honorable Curt Wehfon 
United Sutes Kepreienutive {R.PA. 7 ih Districi] 

PANELD 

Mark Ztìd, Bsq. 
Attorney« Law 
Washington, DC 

Eril; Kleinsniith 
former Array M^or and 

Chief cf Intelligence of the LukJ Informati cm Wtiftre Amly*i* LIWA 
Piqjcct Minai« for Intelligence Analytical Training 

I ockhccd Martin 
Newingttm. VA 
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United Staica Senate Committee on the Judiciary 

PANEL HI 

Gary B*ld 
Execul ive Assistant Director 

National Security Brtflch 
FWtefll Bureau of Investigation 

Uailed Sutot D«|>»itmcn( of Justic« 
Washington, DC 

Wift i&ro Dugan 
Acting Assxs«n! to Itae Secretary of Define For ImeJIi fence Oversight 

United States Depanmtm ot Defense 
Washington, DC 

L. 
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Testimony 
Urtt&d States Senate Committee on xtw Judiciary 

Abt» Panoar «Id JntelUg&nca liiteriwaHwi Sharing 
StpMWcf' f . IOCS 

William p«Qan 

Alling Assistant to the Secretary of Defense for InJeffigence Oversight, United States Dsjp̂ rtment of Defense 
Statement gf William Dugan 
Acting Assistant to the Secretary of Defense for Intelligence Oversight 
Department of Defense 

Before the 
United States Senate 
Committee on the Judiciary 

September 21,2005 

Good mowing Mr. Chairman, Senator Leahy, and Members of the Committee. Il 
appear before you today. I am Bill Dugan. I am the Acting Assistant to the Sccre ajy 
Intelligence Oversight (ATSDflO)). I am here to discuss the Intelligence Overal l 
Department of Defense. 

I am responsible to the Secretary and Deputy Secretary of Defense for the Depar m s: 
Intelligence O versight program. The purpose of the l&isffigeriee Oversight piwgrs rr 
intelligence components to effectively Clrry out tbelr authorised function*, while a! 
ensuring their activities that affect United States persons are carried out in a man ie • 
Constitutional rights and privacy. 

I've used the term "United States persons,*1 It is an important one because it refer; 
Uaited States citizens. The term also includes lawful pentiaraeiu residents, coxpor d 
in the United States (unless directed or controlled by a foreign government), and -
association» substantially composed of lawful permanent resident and/or U.S. cil 

We operate ander Executive Order 12333, "United States Intelligence Activities, 
by President Reagan in December 1981. The DoD implementing Regulation is D \1 
entitled "Procedures Governing the Activities of BoD Intelligence Components 11 
States Persons." This DoD regulation was approved by the Attorney General and 
December 1982; these are the-Attorney General approved guidelines for the DoD 
community regarding activities that affect United State« persons. 

my privilege to 
of Defense for 
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nt of Defense 
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the same time 
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io more than just 
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,r incorporated 
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5240,1-R, 
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* issued m 

i Intelligence 
i*> 13 

The Secretary of Defense established the predecessor office to the Office of tbe A is 
•Secretary of Defense for Intelligence Oversighr (ATSD(IO)) in 1976, to implcme t 
Executive Order on US. Intelligence Activities issued by President Ford. Preside: t 
order -was issued in response to the investigations that revealed the misuse of inteJ i 
DoD and nun-DoD, to collect information on civil rights protestors, anti-Vietnam 
as well as community and religious leaden and labor leaders during the 1960'j aril 
What began as a force protection mission for DoD organizations, evolved, througl i 
lack of clear rules, and the lack of meaningful oversight, into an abuse of the Cant t 
United States persons by Defense intelligence and counterintelligence personnel. * 1 
thoroughly investigated by the Congress, including this committee, in the 1970s 
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Page 2 of 3 

investigations conducted by Senator Ervin, as well as Senator Church • the Chur Ji 
Representative Pike - ihe Pike Coranutiee. Since 1976, the ATSD(IO) has been < h, 
preventing a recurrence of these types of irmgwwions and we do this through ojut 
Oversight program which I will describe. 

We area very small office, by design; I have 10 personnel slots. We sit at the he id 
partnership with the intelligence staffs. Inspect«« General, and General Counsel 
the Joint Staff, Combatant Commands, Military Services, and the Defense imelli 
include the National Security Agency, Defense Intelligence Agency, National Rrjc< 
and the National GeospatLaMnielligcnoe Agency in the management and directic n 
Intelligence Oversight program. 

of a proactive 
akl legal advisots of 
price agencies to 
•< ainaissance Office, 
of the DoD 

We seek to ensure DoD intelligence, counterintelligence, and iatdligence-relatec 
well as all intclligcncc activities performed by non-intelligence units, conduct th< ii 
accordance with federal law, Executive Order 12333, Presidential directives, and t < 
regulations, and policies. We placc special emphasis or the protection of informs ti 
persons. Our second area of emphasis is on ensuring improper activity by hrtellif e: 
identified, reported, investigated, and then action taken to keep it from happening, 

Hash quarter we prepare die Defense Department's Intelligence Oversight Repot 
describes aoy significant Defense Intelligence Oversight issues dial warrant the a 
Secretary ami Deputy Secretory of Defense and che President' (.Foreign Ebtelliger c$ 
To ptepare it, we receive each quarter the reports of the Joint Stoff, the Combat» i 
Military Services, and the Defense intelligence agencies. It is reviewed and signe d 
General Counsel and the ATSDflO) and then approved by the Deputy Secretary < if 
Quarterly Intelligence Oversight Report is then provided to the Intelligence Over 
President's Pordgn Intelligence Advisory Board. 

Personnel in my office also conduct intelligence oversight inspections orDoD mi 
worldwide to ensure that DoD intelligence açdvittes are conducted in accordance 
order, DoD regulation and policy, We are assisted m this inspection process by t! 
of the combatant commands, the military services, and die Defense intelligence a ji 

I would El» to describe how the process works regarding the collection of Um'iet 
information by DoD intelligence components. 

First, no one in DoD intelligence ha& a mission to collect information on United 
we have are missions such «$ foreign intelligence, counterintelligence, c o w 
intelligence, and the like. 
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in the course of performing our mission, we run across or find information that it e: 
States persons. That is when the rule« in die DoD Regulation, DoD 5340.1-R, kie t 
information is necessary to the conduct of the mi ssion such as I just described, fof < 
counttrterrorism, and if it falls withio one of the 13 categories prescribed by the 
12333 and DoD regulation, then the intelligence component can collect the infon^i 
categories are: 

1. Information obtained with consent 
2. Publicly available information. 
3. Foreign intelligence, 

httpr/^udiciary. senate,gov/printjtestiraç»ny .cfin?idsl<jQ6&witJUM671 
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Page 3 of 3 

4. Counterintelligence. 
5. Potential source? of assistance to intelligence activities. 
6. Protection of intelligence sources and methods. 
7. Physical security, (with a foreign nexusfeonnectioa] 
8. Personnel security. 
9. Communication! security. 
10. Narcotics, [international narcotics activity) 
11. Threats to safety, fwith a foreign nexus&onncction - such as international teî c(rist organizations] 
12. Overhead reoonnaissancc. 
13. Administrative purposes, [training rccoids - a narrowly dxav/a category! 

If the intelligence component is unsure if the information they have obtained is. 
keep, the Intelligence Oversight rules allow them to temporarily retain the infort 
solely to determine whether it may be permanently retained 

nia 

Thus it is possible for DoD intelligence components to have information on Unit« 
their holdings. 

finally, if «n intelligence component is in receipt of information that pertains to h i 
DoD components or agencies outside DoD, such as (he FBI» the intelligence con pj>i 
or deliver die information to them for their independent determination whether it 
retained, or disseminated in aecordancc with their governing policy. 

Thank you. 

http:/;judidary.senwe.gov^printJeslimony.cfiii?id=lWß&witJd»4671 
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ASSISTANT TO THE.SECRETARY OF DEFENSE 
7ZOO DEFENSE PENTAGON 

W a s h i n g t o n , d c 2 0 3 0 I - 7 2 0 0 

m 3 D 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear tyfr. Chairman: 

The Department of Defense Intelligence Oversight Report for the p: 
ianuary-March2006 is attached- There were no significant Intclhg dice 
Oversight issues Warautttng IOB attention for this period and no sipipficant 
Intelligence Oversight violations. 

S l J J I & W 
Daniel ^Dell'Orio WilliamR.DugaiWIr. 
Principal Deputy .General Counsel Acting ATSDflO) 
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f 
< )K3>S0 USC.,403 

Departmeai ofBefcnsc Intelligence Oversight Report 
January-March 

(0) DoD General Coansel Activity 

:<b)(1) 

tU) On-Coing Investigation!; by DoD Intnlligtttc* Components 

• ftpdtjyiba Office of the ATSIKIO) continues to monitor a raunber of 
inteipgeflcc Oversight (JO) iavesti&ation*. incidents and activities that have 
to this office for this reporting period. Notable among these reports an the 

fU) NSA Activities 
¿T i 

[•going 
bken reported 
fqlltrwing: 

(Wd) A.. 
(bKaj-f.L^e 

T 

r T T 

E C 
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5 5 
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F 
..'J.'IW t i l 

Derived From; Multiple Sources 
Declassify O»; 23 Mardi 2031 
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¿£3 

Other Activities 

(WID 
(M(3H9 
(MOV» JSC 403 
(b)(3>P.i..¡8S-36 

9 JSC 788 

(b)(1) 
0>XSK 
»PVP. 

SJU$0?56 
C 403 

«6-36 
sc use 

.(U)DJ4 
b)(ij 

I 
JIG reported that that a member ofthejM1) 

navi. engaged in questionable intelligence activities cweigtwg of visa ftaudl&iid bribery 
white serving in his capacity ><;(b)(1).(bk3):10 USC §424 " * " " 
The Department of State and the Army CriBKHlnvest^^ rau. ^arc 
investigating this matter and have coordinated with the U.S. Attorney'» Off cf, which has 
accepted prosecutorial responsibility. 

On Army Activities 

-•<in Maltreatmentof» RaneifinDetaineeHy MiEitarrIntelligence Personnel! 
Afghanistan <PAIG 0 6 - 0 1 t h e Office of the Army Gaaeral Counsel pton ii 
IG (SAlG-iO) with a report oh an on-going CID investigation into allegatio rc 
Military Intelligence (Ml) personnel* assigned to Alpha Company, 519^ Ml 
Bagjhxaoi Collection Point, Afghanistan, committed acts of "assault" «id "S ia 
of a pw joj> ia U S custody" In addition, the Officer-ln-Charge for the Cott 
being investigated for "mafac&tment of a person in US custody, false officihl 
and conspiracy." The Noncommissioned OfiIcer-in>Chatge for the Collcet oi i 
being investigated Tor "dereliction of duty and conspiracy." The victim 
national who died from blunt force trauma 
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(U) Improper Collection and Dissemination ofllS. Person Information by 
(DAIO 06-019) US Army Intelligence and Security Command »sported a<u 
intelligence activity involving intelligence analysts assigned to ti»902Di M11 

(MIG). The questionable intelligence activities concerned ac article in the ^ 
Journal (WSJ)newspapcr on the collection and dissemination of inftnnathu > 
participants in a IS March 2005 anti-war protest in Akron, Ohio, The WSJ e 
that analysts in the 902"* had, for week* prior to the denronstrntioji, downlo u 
information from the activist Web she, intercepting emails and cross-refers te 
information ill police databases. The article af$o alleged that the 902"1 MIC f 
two page alert to the Akron Police Departm£iú. and that the Akron protest v tu 
.leven others monitored by the Army that month that turned out to be nonvit >li 
the WSJ report stated that Ibe 902T MIG produced reports on seven other p o 
used "data-analysis techniques to look for signs of hidden coordination bet* i 
protesto." INSCOM is conducting an investigation into the allegations. 

M! Personnel 
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-(U) Improper Collection and Dissemination, of US Pcran Information by 
Ilea i <DAIO 06^121 On 2 March 2006, during a SAIO-IO inspection of the I 

Army Forces Northern Command (ARNORTH) (5* US Airny), Fort Sam Jr 
Texas, inspectors discovered US person force protection information in a 
intelligencc-briefing. The briefing» which was presented by the G2 to the C 
AKNOR.TH on 21 February 2006, contained identities ©fUS persons, inclui 
supremacist group, and their planned domestic activities. Ait intelligence 
the FBI was cited as the source. The group and their planned activities did 
fcneiga nexus. 02 attributed the violation to ARNDRWs immature struct^ 
staffs vagua jniasions and functions. SAIQ ÎO is coordinating with the 
General aitd the G2 to determine what corrective actions were taken. 

Updates of Previously Reported Incidents 
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(b)(1) 

•(U) Allegation of Detainee Abuse by MI Personnel in Shkm, Afghanistan (l> UP 05-
013): (a January 2004, the 5 AHHO reported on allegations that a MI Gapta j 
Mountain Division, and an individual assumed to be a US Army Contractor, 
prisoner at a detention facility in Shkin, Afghanistan. CID investigated the 
determined the aHcgpiiwis of assault and maltreatment of the prisoner were i|ni 
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--flJ) Databaae Check« on the Foreign National ftelatives of ail Anny G2 E g Joyce 
fDAIGOfr^On; On 17 October 2005,INSCOM reported the Questionable 
Activity of multiple Ml officers. Allegedly, as 11 October 2005, officials i 
requested JNSCQM G3 conduct "database checks" on aa Anny G2 US peri 
employee's foreign na&iiial relatives living in Egypt- Because G2 officers 
the database checks were conducted at the direction of senior officials, the 
referred to SAIG-Invcstigntioas (SAIG-1N). SAIOIN concluded that the 
legitimate access to personnel security iccords and has the authority to gram 
revoke security clearance;. Additionally, INSCOM has a lawful mission lo 
¡»formation and maintain databases on foreign threats. Therefore, the inft 
concerning the employee and her foreign, relatives were appropriately colli 
the employee had no ties to terrorist). The case was closed without further 
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ASSISTANT TO THE SECRETARY OF DEFENSE 
7 2 0 0 OBFEN8E PENTAGON 

WASHINGTON, DC 2Q301-7200 

iNreU-KSÉNd 
QVCftstGMY 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 3020 
Washington, I X 20500 

Dear Mr. Chairman: 

The Department of Defease Intelligeiice Oversight Report for the pedtjd 
June 2006 is attached. The report contains summaries of questionable 
activities and Intelligence Oversight i$$ws that we» reported to the O 
Assistant to the Secretary of Defense (Intelligence Oversight) this quaiejr, 

inteÙige 
' f i » 

Daniel 1. Dall'Orto 
Principal Deputy General Conosci Acting ATSIXI 
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•SEX ÏRN 

Department of Defense Intelligence Oversight Report 
April-Jane 20Ç6 

flTl ATSDfIOÌ Activities 

~(U} During die quarter, the office of the ATSD(lO) conducted Intel ligei* :e 
(10) inspections and staff assistance visits at DoD intelligence unit» and 01 g. 
Guantanamo Cuba, Soto C&no and Tegucigalpa« Honduras, Sarajevo, Bosi i 
Herzegovina, Pristina, Kosovo, CampJB^rteel, Kosovo, Ankara. Torke> 
Tuikey, tociriik AB, Turkey aad ihejMfrto § 4 a 

Oversight 
inizations at 
f-
mltAB,. . 

¡(b)(3): 10 USC §424 All inspected units and organtza k 
satisfactory IO programs and their personnel demonstrated a knowledge tu id 
10 policy and procedures. 

o n DoD General Counsel Activity 

(b)(1) 

on 

(U) Nufrbl» Reporting Prom DoD Intelligence Components 

- j S p i f j ) D o D Intelligence Components have reported to the ATSEKIO) 
Intelligence Oversight investigations, incidents and activities for this repotjti 
Notable wnong these reports are the following; 

(U) NSA Activities 

n 

Classified By: Multiple Sources 
Declassify On: 20291123 
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í 

t u 

Other Activities 

(U)MA Activities 

"íTn The DIA Inmcctor Generali Off iceco^KStp provide 10 traindn 5 
!b X 2 ) , ( b ) ( 3 ):!° u s c § 4 2 4 1 This quamjíb^Ub) W ^ e d 10 Iraki* 5 _ 

j^aKAnmvXmmtha^ 
.instraeüononlfb)(2) . 
(b)(2) 
(b)(2)" 

(U) Update ol Previously Report Questionable Intelligence Activities 

- j ^ f f u n a u t h n r i z e d Participation inal (b ) ( f ) 

(DLA/OIQ Memo S-Q235/IG>; DÍA/OIG conducted an 10 invcstigatiohi] 
allegation of a questionable í¡totUseoce.aclivit^^ 
and US Army personnel in a * 

espouse to an 
on of DIA 

ana uo/vnay personnel u i » ; ' / ' jj The 
investigation report (S-O6^23O/IG)c0bc!u^ b ? « « 1 

.0ctobcr 2004 thcojitfi April 200?, M jarticipated in an tmauthoriZiedj(b)(1 

(b)(1) ~ 
(t>>(í) ii&^oMö¥ölFt)STrft^rifei 
re^MoniTlie ü>c acQvity,l(b)t1) 
was not documented by a (b)(1) 1 nor was it su' 
coumterihtelHgance review! la that personal 
Army Intelligence and Security Command (INSCOM) had participated i 1 
without proper coordination. The report concluded that revelation of the 

'i /ii 
¡Í 
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have "severely exacerbated inlenwtipiiM.tenaoBs with]1 ^ ' land cil 
political embarrassment with o u t ^ M (allies. " The report made i 
recommendations to include a review of fraunmg and a clarification of and a 
requirements. The Army Inspector General (SA1G-10) conducted its own u 
into the participation oflNSCOM personnel. 

(U)Army Activities 

(U) The Army reported 15 new questionable intelligence activities for this 
Notable among them w e : 

» t e d 

-(U) faPFPPCT Collection of US Ppr^n Ipfcmsfcm ftMlQ Qfr-017): On 
the 02, US Array Europe (USAREUR) reported the QLA of the Countering 
Branch (CTB), 02-USAREUR, Heidelberg, GM. On 7 April 2006, the C 
Cunent Threat Report (CTR) containing the idealities of numerous US Pe^ 
possible ties to terrorist groups and/or state sponsors of terrorism. The 
disseminated to multiple USAREUR consumers, including the USAREUT. 
QIA was discovered, the Intelligence Oversight Officer (100) trained the 
CTB on Procedures i-4, AR 331-10, and the authorized mission scope of 
addition, ali CTB personnel received refresher 10 training, arod the 7 Apri: 
rescinded. All USAREUR consumers were directed to delete their copies 
rescinded CTR * 

-(U) Alleged rmononer Collection ofUS Person Information fPAlO-Q6-fll< 1 

a 
crai 

«ities and 
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hit 
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aiti 

According to a 27 April 2006 Wall Street Journal (WSJ) article, "Pentagoi i 
Intelligence Efforts Inside U.S. Borders," intelligence analysts assigned to 
Group (MIG>, Fart Meade, MO, allegedly collected and dissembated info 
concerning participants m, a 19 Match 2005 anti-war protest in Akron, OH. 
specifically alleged that the MIG'a analysts downloaded information from 
sites, intercepted emails and cross-referenced the Information with police i la 
KflO allegedly reported the planned protest to the Akron police who, in tun, 
the rally. The Akron rally was said to be one of eleven protests "tnoni lore i 
in March 2005. On 28 April 2006, after conferring with SAKMO and the 
INSCOM decided to include these allegations as part of hi ongoing "spcc si 
of the MXG's implementation and execution of die Threat and Local Obss vt 
(TALON) program, which was initially reported as DAK3-06-009. Ad upjfc 
06-009 is provided below. 

--fU) Questionable Intelligence Activities of Individuals assigned to the 1' '1 
n s c Division j,p Trap (DAIG 06-022V On $ and 20 June 2006, SAKMO iccer 

allegations concerning members of the 101 st Airborne Division (101st Abji] 
Division (4fh ID), and Operational Detachment-Alpha 386 (ODA-386), 
allegations were ooa-iO related and they were referred to Assistance Divi 
Inspector General Agency (SAIG-AC), for action/resolution as appropriat ¡. 
several other allegations (outlined below) were considered to be QLAa req 
resolution in accordance with (LAW) AR 381-10. The QIAs were referrec 
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appropriate connu amis and SAIG-IO continues 1» oversee tfec progress of 
m vesti garions, being conducted under the provisions of AR 15-6: 

ini! 
tu 

(1) (U) Six of die allégations received on 5 June 2006, i 
infantry officer, serving as a Company Commander in the 101st Aim, and 
conducted unauthorized source operations, ooerced local nationals to serw 
forced sources 10 falsify sworn statements to ensure convictions of allégée 
conducted ima»tiiorw*d and undocumented detention operations, and assa i. 
and detainees under their control. The allegations were previously report« i 
officer's Battalion Executive Officer, but he failed to take appropriate acti 5: 
than 1A W AR 381-10. On 9 June 2006, SAIG-IO referred these allcgatio 
Inspector General (IG), Multi-National Corps-Iraq (MNC-1), for »esolutioi l 

(2) (U) On 5 Jwie 2006, it was alleged that a Category-I! 
ID, conducted interrogations without the presence or participation of a Ml 
Intelligence (MI) officer. The interpreter and an Iraqi Army Officer may ia 
conducted interrogations without the presence of an MI officer. The vmav J 
improper interrogations may have been done at the direction of the S2,2/S 
Squadron and/or the Squadron Commander, The allegations were reportc i 
Squadron 32, hut he failed to take appropriate action to resolve Ihem IAV 
On 9 June 2006, SAlG-fO referred these allegations U> the 10, MNC-I, fbi r 

h ; following 

!i :ate that an 
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e s sources, 
ii »urgents, 
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4 to resolve 
to the 

(3) <U) Alio on 5 June 2006, it wa* alleged that the Tear i 
members of Tactical Human Intelligence Team 676 (THT), I01st Abn„ m 
falsified interrogation reports concerning the specific interrogation techai |i 
during interrelation sessions. Specifically, it was alleged that they woufc 
techniques (wearing red contact lenses and claiming to Ik possessed by Si 
repotted using different techniques. The allegations were reported to die 
but he failed to take appropriate steps to resolve them 1AW AR 381-10, Cjn 
SAIG-IO referred these allegations to the 1G, MNC-1 for resolution, 

leader and 
ig it have 
[unemployed 
v ie fear-up 
itin), yet they 
c uadron S2, 
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solution. 

(b)(1) 

Updates of Previously Reported Questionable Intelligence Activities 
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(b){1) 

~<U) Improper Collection of OS Person Information. Miami. Fla fflAIG-f 6 
January 2006, INSCOM notified SA1G-IO that on 9 November 20Q4 a CI 
(S/A) assigned to the 902d MIG, with duty at die Joint Terrorism Task Foi 
(JTTF'Miami) may have inappropriately collected ami reported infurmatk n 
group's (US-person) plan to exercise its constitutional freedoms of sssemt 1} 
The information was reported as a Threat and Local Observance Notice (I 
submitted through the 902d MIG to the Counter Intelligence Field Acthrit] -
analysis and entry in the Cornerstone database. The report described the gi 0' 
convene a meeting titled "Countering Military Recruitment, the Draft and 
The report also described the group's plan, to "hold a workshop and plannibj 
discuss countering US Military recruiting in High Schools, as well as cffbi ts 
recruits in getting out of military contracts." On IS November 2004, the 
updated TALON report describing the group's plans to set up "tables at th 
order to perform 'surveillance* or Military recruitets while on campus." ^h 
report di d not indicate that either the group or its planned activities had a 
Throughput the report, the S/A genetically referred to the subject entity as 
a "US Domestic Protest Group." However, when reporting the address of 
meeting venue, the S/A included the name of the meeting facility, which cpi 
name of the group. 

(1) (IJ) Until recently, the 9Q2d MIG maintained a datafc « of all or 
some of the TALON reports submitted by their S/As. The 902d MIG cont at ds that the 
S/A1s reporting was not a violation of AR 381-iO, and his collection activ tics 
consistent with the 902d MIG's expanded force protection collection miss i 
base an a 2 May 2003, Deputy Secretary of Defense memorandum, Subjet t 
Reporting, and Analysis of'Terrorist Threats to DoD Within the United St̂ ft 
December 2004 Office of die Vice Chief Of Staff memorandum. Subject; 
Implementation Guidance for TALON Suspicious Incident Reporting. 

(2) (U) On 5 January 2006, the INSCOM Commanding (ii 
the INSCOM inspector General to conduct a special inspection of the TAI -C 
system in INSCOM, with the following focus: (a) evaluate the strengths a i' 
the existing system; (b) provide a detailed assessment of902d MIG's com >1 
TALON regulations, policies and procedures; (c) determine conflicts or vt 
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conccmtng the reporting, analysis, retention, and dissemination ofTALOi f 
and (d) assess the policies and procedures for submitting TALON reports 
CIFA without an intermediate review process by the chain of command. 

ii 

i; il' r 
ti;< 

(3) (U) On 30 March 2006, the Deputy Secretary ofDefe isjc 
(DBPSECDEP) established ait unclassified interim policy memorandum c 
TALON Reporting System, Subject: Threats to the Department of Defense : 
mémorandum, the DEPSECDEFconfirmed the reporting system should o 
report information regarding possible international terrorism activities anc 
information should be retained in accordance with DoD S240.1-R, Activité 
Intelligence Component* that Affect US Posons, December 1982. SAlO- |i 
maintain this case as open until the Deputy Chief of Staff-02 publishes tb ii 
implementing guidance and INSCOMpublishes its specif inspection rest h 
corrective actions (os appropriate), The QIA described in DATO 06-019 ii 
reviewed as part of the INSCOM fecial inspection. 

- fU) Alleged Detainee Ahms. Batman Petition Facility a>AIO-P4-$Q6' 

B 
2003, Criminal Investigation Command Division (CID) reported b QIA in 
military intelligence (MI) interrogators assigned to A Company, 519th MI 
Bagram Detention Facility (BDF), Afghanistan; and supporting Military P ?l 
assigned to 377th Military Police Company, US Army Reserve, BDF. All 
December 2002, a cumber of MI and MP soldiers assaulted and mistreat 

reformation; 
ectlyto 
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« ccnting the 
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be used to 
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ofDoD 
will 

and 
;so being 

: 1 n December 
'0 Iving 
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ce (MP) 

fgfcdly, in 
ctainees, 

resulting in the death of one detainee. CID conducted a criminal investiga U n into the 
matter and concluded that the subjects assaulted and mistreated the detain« e, and that the 
detainee died while in BDF custody. The medical examiner classified the tfc ath as a 
homicide and the cause of death as blunt force trauma. However, the supf ot ling Staff 
Judge Advocate (SJAO) opined that there was insufficient probable cause :o hold anyone 
criminally responsible for die death of the detainee. As a result of the SUA 0 opinion, 
numerous soldiers were titled with various offenses, inchidittg making Ms 3 >£ficial 
statements, dereliction of duty, and assault and battery. The resulting pent It es arc as 
f o l l o w s : 

(1) (U) There was insufficient cause to punish the Officer 
the BDF interrogators. 

(2) (U)The NCOIC of the BDF interrogators has separate i from service. 
As a result, the case was referred to the Department of Justice for their acti oi i, 

(3) (U) One Ml Soldier is currently pending Court-Mania 
for dereliction of duty and assault consummated by baitery. 

(4) (U) One MP was conviclcd at a General Court-Mania f 
aggravated assault, maltreatment, maiming, and false statement. He was ajx 
three assault charges and was reduced to El. 

(5) (U) Three MPs were acquitted. 
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(6) (U) Four MPs rccctvcd letters of reprimand. 

(7) (U) One MP pled guilty at a Special Court-Msitiat to jujsault and 
false official statement. The Soldier was reduced to El, forfeited of 2/3 pay for four 
months, and was confined for four months. 

(8) (TJ) One MP pled guilty at a Special Court-Martial to 
consummated by battery and dereliction of duty. The Soldier was reduce« 
for 75 days, and sentenced to be discharged from service -with & Bad Cond i 

lasjsault 
El, confined 
Discharge. 

-<CJ) Alleged Detainee Abuse, Oaim Iran fDAlQ-04-007): In December 2 X 
reported the <JIA of soldiers deployed in Qairo, Iraq. On 23 November 20 >, 
in T;s custody, died while being interrogated by MI personnel. The CID i r 
identified three Ml and five non-MI personnel a« subjects. In the investig: 
alleged abusive acts were directly related to an intelligence function (intelf 
interrogation), and therefore reportable undo' the provisions of Procedure 
Punishments against the charged MI end MP personnel are as follows: 

(1) (U) A Ml warrant officer was convicted at a General 
of negligent homicide and negligent dereliction of duty. He was sentenced 
months confinement, restriction far €0 days, and forfeiture of $1500 for fc is 

(2) (U) AMI warrant offices received an Article 15, UCI £ 

(3) (U) One Mi Senior NCQ received a letter of rqprimatd 

(4) <U) Punishment under Article 15, UCMJ, is pending ! gb'nst one 
non-MI Soldier. 

(5) {U)No action was taken against one non-MI warrant 
non- MI NCOs, «id one non-MI civilian. 

Allgggd Dqmmw Abuse, flump fiyfafc tofl fl>AKHS-q>4). On 28. 
INSCOM reported that a Warrant Officer assigned to the 287th MI Batiali i: 
kicked a detainee during prc-scrcening activities at Camp Sykes (Tall Afaj) 
Concerns of combat related stress were expressed by the Warrant Officer* 
Reportedly, the Warrant Officer was placed on administrative duties and 
«tum to interrogation' duties with his team. The Warrant Officer and his 
combat stress counseling and the command provided refresher training cm 
rules. After conducting an investigation into the incident, io October 200i 
the SA1G-IO that the detainee abuse allegation was substantiated aod thei 
closed. CID" s investigative results were forwarded to the command for 
command issued the Warrant Officer a letter of reprimand for bis abusive 
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ASSISTANT TO THE SECRETARY OF DEFENSI Z 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC 20301-7200 

INT&.L«»W« 
ov*t((j5HT 

Chiünüfm, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chairman: 

The Department of Defense Intelligence Oversight Report forthüj teriod 
January-March 2006 is attached. There were no significant Intel !i fence 
Oversight issues warranting 10B attention for this period and no si gnificant 
Intelligence Oversight violations. 

Daniel J. DeU'Orto William R. Dugan, Jr. 
Principal Deputy General Counsel Acting ATSEHIO) 

Attachment a/s 

THIS PAGE IS UNCLASSIFIED UPON REMOVAL OF ATTACHMENT i XHD 
PHYSICAL REMOVAL OF CODEWORDS AND CAVEATS 
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Department of Defense Intelligence Oversight Repor -
January-March 2806 

(IT) DoD General Counsel Actlvtiv 

(b)(1) 

fU) On-Going Investigations by PoD Intelligence Components 

• (EpHOjThe Office of the ATSD(IO) continues to monitor a number 
IntlfRgeacfi Oversight (10) investigations, incidents and activities that hi 
to This office for this reporting period. Notable among these reports: are t 

ODNSA Activities 
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Other Activities 

(U)DIA 

ma) 

OIG reported that that a member ofthe;(b)(1} 

nave engaged in i 
while serving mhis capacity as(b)(i).<b)(3).l0 u s e §424 

investigating ihis matter and have coordinated with the U.S. Attorney's Off 
acccpted prosecutorial responsibility 

0 » Army Activities 

-(U) Maltreatment of a Foreign Detainee by Military Intelligence Person: ¡0 
Afghanistan iPAlO 06-013) H « Office of the Army General Counsel pr ivjiiled Army 
IG (SAKMO) with a report on an on-going C1D investigations into alfegi >i 
Military Intelligence (Ml) personnel, assigned to Alpha Company, 519^ H 
Baghram Collection Point, Afghanistan, committed acts of "assault" and * 
of a person in US custody.'* In addition, flic Offieer-ih-Charge for the Co: 

being investigated for "maltreatment of aperaon in US custody, false offiii 
and conspiracy." The Noncommissioned OflRcer-in-Charge fur the Colle« t 
being investigated for "dereliction of duly and conspiracy." The victim wps 
national who died from blunt fbice trauma. 
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OD Improper Coiicction and Disseioiaation ofU.S. Person hdbrmation i iy 
(DAIG 06-0)9) US Army Intelligence and Security Command reported 
intelligence activity involving intelligence analysis assigned to the 902nd 

(M1G). The questionable intelligence activities concerned an article in 
Journal (WSJ)newspapear on the collection Mid dissemination ofmformatfb 
participants, in a 19 March 2005 anti-war protest in Alyon, Ohio. The 
that analysts in the 902'"' had, for weeks prior to the demonstration, dovn i 
information from the activist Web site, intercepting emails and cross-refi 
information is police databases. The article also alleged that the 902nd N 
two page alert to the Akron Police Department and that the Akron prates; 
seven others monitored by the Army that month that turned out to be no: 
the WSJ report stated that the 902" M O produced reports on seven othe)r 
used "data-analysis techniques to look, for signs of hidden coordination 
protests." INSCOM is conducting an investigation into the allegations. 
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-(U) Improper Collection and Dissemination of US Person Information b 
fDAlG O 6 - 0 1 O n 2 March 2006, during a SAIG-IO inspection of the I 
Army Forces Northern Command (ARNORTH) (5lh US Array), Port San i 
Texas, injectors discovered US person force protection information in t 
intelligence briefing. The briefing, which was presented by the G2 to the 
ARNORTH oo 21 February 2006, contained identities of US persons, i 
supremacist group, and their planned domestic activities. An intelligence 
the FBI was cited as the source. The group and thdr planned activities d d 
foreign nexys. 0 2 attributed the violation to ARNORTH1« immature 
staffs vague missions and functions. SAIG-IO is coordinating with the 
General and the G2 to determine what ooncctive actions were token. 

Updates ofPreviouslv Remitted Incidents 
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(b)(1) 

--(U) Allegation of Detainee Abuse by Ml Personnel ia Shkin, Afghani at tt (DAIG 05r 
0.13): In January 2004, the SAIG40 reported on allegations that a MI Ct piata, 10' 
Mountain Division, and an individual assumed to be a US Army Contrac o :, abused a 
prisoner at * detention fecility in Shkin, Afghanistan. CID investigated ( ie case and 
determined the allegations of assault and maltreatment of the prisoner w4re| unfounded 
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- (U) Database Checks on the Foreign National Relatives of an Array G: 
(DAIG 06-00IV. On 17 October 2005, JNSCOM imported the Questions >1: Intelligence 
Activity of multiple MI officers Allegedly, on 11 October 2005, officia s in Army G2 
requested JNSCOM 0 3 conduct "database checks" on an Army G2 US p ei son 
employee's foreign national relatives living in Egypt Because G2 oifiw n indicated that 
the database checks were conducted at the direction of senior officials, tl c matter was 
referred to SiAIG-invesUgations (SA1G-IN). SAIG-IN concluded that thi ^ inny G2 has 
legitimate accws to personnel security records and has the authority to gait , deny or 
revoke security clearances. Additionally, INSCOM has a lawful mission t1 collect 
information and maintain databases on foreign threats. Therefore, the in: b mation 
co&ccming the employee and har feweign relatives were appropriately coJ le cted (ensure 
the employee had no ties to terrorist). The case was closed without furth sr action. 
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TO 

ASSJSTANT TO THE SECRETARY OF DEFENSp 
7 2 0 0 OEFEMSE PENTAGON 

WASHINGTON, OC 0 0 3 0 1 - 7 2 0 0 

INTCU.IC«M«* 
ùvenaisMT 

liAR 3Q 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chaimma: 

The Department of Defense Intelligence Oversight Report for the per o|j July-
September 2006 is attached. The report contains summaries of quest m 
intelligence activities and Intelligence Oversight issues that wem rept: 
OfBca of the Assistant to the Secretary of Defense (Intelligence Over A 
quarter. 

Qs^QJùnti'/ét 

Dani ri"! Dell'Orto 
Principal Deputy General Counsel 

Miami 
Acting ATSDOO1} 
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Department of Defense Intelligence Oversight Rep oh 
July-September 2006 

(U) ATSDflO) Activities 

- (U) During the quarter, the Office of the ATSD(ZO) conducted intellig w 
(10) inspections and staff assistance visits al DoD intelligence noiisLaadl 
Ajfgh«JU!«an, and lie Horn of Afiica and|(W(3):10 USC §424 

S l ^ L « , iAl1 inspected «nits a n d o r g a r u i i l o M f f l ^ s ^ ^ i y IO ptoj 
personnel demonstrated a knowledge and awareness of lO policy and pi 

ice Oversight 

grami 
vxei 

(PI P o » Generai Counsel Activity 

(b)(1) 

(U) Notable Reporting ftum DoD latcfligcncc Comiwpftnla 

-(FOUO) DoD Intelligence Components have reported to the ATSD(IO 
Intelligence Oversight activities, investigations, and incidents for this rej 
Notable among these reports am the following; 

(U)NSA Activities / |b)(3)-P.L 86-33 

E E 

/ . 

s 
"•!) ^ 

=E2t 

Classified By: Multiple Sources 
Declassify On: 20291123 

TO^Wflg l f i ' J y p f d t t f t 

is and their 
durcs. 

dna number of 
io ting period. 

KW) 
fi)X3>-50 USl 
jbX3}-18U 
(bX3)-p.i. els-36 

.Jj.j.̂ tìt-»'«!!««" 

C*3 
SCITiS 

^(b)(3}-P L.8K-38 

( i){3)-P.L. 8636 
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.86-36 

(U) DIA Activities 

^ÍWlIMDlAJbaectot-Qexieml's Offirc c^tmueat? provide IO train« g toí j ^ ^ ' ^ ^ 1 1 0 I 
RbW2Y.(bM3):10 USC §424 __¡íbV2YJb> T J l _ i . „ J

 1 

jThis qua i t er^H^)^ received IO training prior to their [(b)(2) .(b)(3) :Í0 USC §424 
deployments. In addttioñTan attorney fconLlhe DIA Office of 
instruction onf®(2) | 

¡{bK2)̂  
Rb)(2) 

(U) Army Activities 

Umfrámwwsúornble Intelligence Activities of individuals Assigned to fee 
* Division in Irao fDAIO 06-Q22Y UPDATE: As reeotted in the JuiM -Se» 

0. 
I ¡vision in Iraq fDAIO 06-Q22Y UPDAlE: As reported in ti» June -Sep tat 

Quarterly Report, the Army is currently investigating numerous allegation ts 
questionable intelligence activity (QlA) concerning members of the 101" Airborne 
Division. The on-going investigations have yielded evidence to support 1 ic follpiwni 
allegations: unauthorized source operations bv non MI soldiers and intertn-etersifoX1) 

[ (bKI)» ) _ 
unaútHonzedlrowces may have used threats of torture to extract confessicjns; 
unauthorized use of captured equipment to support unauthorized source o xialions; 
unauthorized detention, interrogation and prisoner transfer operations; am [ unauthorized 
fear-up approached during interrogations. The investigations are on-goin 5. 

-(t-1) Alleged Misuse of Intelligence Contingency Funds (DAJG--06-029) 
2006, the DoD Inspector General (DoD/IG) received an anonymous conif 
concerning a Military Intelligence (MI) officer's alleged misconduct in (h 
of his intelligence duties while he vvas assigned to the US Army Task For » 

Ü 

TO ¡"K 

On 23 March 
laint 
performance 

¡e(TF)to 

0 EFF 65 



j y urt^TM; 

SC Kosovo. On 15 fune 2006, the DoD/IG refened-the case to the Assistali 
Aimy Inspector General Agcncy (SAIG-AC). Ùn or about 17 July 2006 
the Intelligence Oversight Divisron (SAIG-IO), SAIG-AC further refemjd 
TF Inspector General for «solution. The saJicni poittts nf the Questiona 
Activily (QI A) allegarions and status of the investigatici! are provided b4l< 

ih 

Division, US 
ftcr notifying 
the case to the 
Intelligence 

w: 

(1)(U) An Ml officer assigned the IF Counterintelligence Coo tdinaiing 
Authority (TFCICA), Kosovo, was responsible for accountability of TF » elligence 
contingency funds (ICF). The officer allegedly misused his position as 11P MI officer 
and ICF custodianfagent to travel monthly to Headquarters, US Army Bt« pe 
(USAREUR), Heidelberg, Germany, under the possible guise of recontiuc g the ICF 
account with US AREUR. According to the anonymous allegation, the oft cer's 
supervisor "finessed things1* to make sure the officer was able to spend tan s in Germany 
with the officer's wife. The supervisor would "cover" for the officer and s ly the trips 
were needed for "intelligence proposes." 

(2)(U) The complainant alleged that on Tuesday, 7 February 200( > the officer 
flew to Germany to conduct approximately four hours of business with n e 
USAR.EIJR G2 staff. During his visit in Germany, the officer telephone« 1 
Kosovo and stated that his scheduled 9 February 200$ return flight was c a 
would not be able to return until Tuesday, 14 February 21X16. The compl rf 
stated that according to US AREUR G3 Aviation Operations, the 9 Febru a: 
was not cancelled and that there were numerous other flights avail able pi a 
February 2006. During the officer's eight-day visit in Germany, the wife 
him, he remained on Temporary Duty (TDY) status and he subsequently iJ 
reimbursements for travel expenses and per diem. The complainant statep hat a similar 
abuse occurred in March 2006. 

(3)(U) The TF command investigation continues arid once complt te, the TF will 
report their results to SAIG»AC and SAIG-IO. SAIG-AC wif] also provi le a copy of the 
investigative results to DOD/iG, who received the original allegation ano ij|mously. 

MW Alleged Misuse of Intelligence Contingency Funds, KabuLAfehanfct|ui (DAIG-06-
032): On 17 August 2006, the Intelligence Oversight Officer (IOO), f 
(MIQ), Belgium, reported the following QlAs concerning the activiti-
First Class (SFC) and a Master Sergeant (MSG), Counterintelligence 
(S/As), assigned to the Afghanistan Detachment (ADET), 650th MIG 
Afghanistan. 

(1)(U) On 12 July 2005, the SFC allegedly used ICF ($300-$: 
AK.-47 assault rifle from an intelligence source, 11» SFC allegedly faistt 
reports to conceal the AK-47 purchase. The SFC then tenninated contact 
He then recommended no further attempts fee made by ADET personnel tjj 
source, presumably to conceal the illicit transaction. 

d> i operati otwj 
ith the source, 

contact the 
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(2XU) On 2 August 2005, the MSG allegedly used ICF ($600) ul purchase an 
AK-47 assault rifle from an intelligence source. The MSG allegedly fat it ied operati«mal 
reports to disguise die AK-47 acquisition as a "gift" from the source. T) « MSG may 
have conceal ¡id the unauthorized ICF expenditure by reporting (artificiajljj) inflated 
source payments over the course of several meetings with the source. 

(3XU) Both the SFC and MSG also allegedly conspired with & ft irb person to ship 
the AK-47 rifles back to their home station (Belgium) via US military ailrcMt. The 
locations of the AK-47 rifles are unknown. 

Icul (4XU) The Commander, 650th MIG, reported the matter to the k 
US Army Criminal Investigations Division (CID) and a criminal investiga 
The 100 reported thai the criminal investigation has been completed ant 
will incorporate the CID findings in the command's final report 

(U) Update of Previously Reported Questionable intelligence Activitjwji; 

-(U) Investigation of Allegations of Intelligence Misconduct ui Iraq (D^J 
May 2005, S AIG-IO learned that SAJG-AC received information from i]« 
Criminal Investigative Service (DCIS) alleging misconduct of an MI ofli 
unauthorized intelligence operations-while assigned as die G2> 1st Armo v 
Iraq. The officer was alleged to have conducted improper intelligence ct 
operations. He is further alleged to have disobeyed direct orders of gene 
filling to terminate contact with informants and failing to register iafori 
officer allegedly made a false official statement when he told a general o 
registered all of his Human Intelligence (HUMINT) sources «dien he km 
statement was false. 

1-05-025): In 
Defense 
•i performing 
1 Division in 

ligation 
officers by 
ts. Lastly, the 

fijeerthathehad 
that his 

'maul 

w 

(U) The officer is currently assigned to US Army Intelligence Center anc 
(U5AICS), Fort Huachuca. As such, the US Aimy Training and Doc trim 
(TRADOC) conducted a command investigation, which did not incoipoi 
the DCIS investigation. TRADOC concluded that the officer failed to 
directives from his superiors', but the investigating officer mitigated the ii 
suggesting die officer believed he bad tacit approval by officials position 
superiors. Regarding the unauthorized conduct of source operations, 
the issue by suggesting he did not have sufficient guidance from higher 
appropriately conduct intelligence activities. 

intuì 
c o m >i 

TRAI 

ivi sii; 

(U) Subsequently, SAlG-AC completed its investigation, which consider s 
the DCIS and TRADOC investì gattona. The Inspector General sent a leti» 
TRADOC Commanding General outlining the results of SAIG-AC's iir 
findings. $ AIO-AC substantiated four allegations of disobeying direct o: 
allegation of improperly conducting intelligence operations, and one alleii 
false official statements to a General Of&cer. The officer received a lette ' 
from die Commanding General, Combined Arras Center, and a verbal rej 
Commanding General, USAICS. 

office of the 
ion ensued, 

tie ¿SO* MIG 

h m A 

School 
Qommand 

the results of 
ly with the 

s^e by 
above his 
)OC mitigated 
[quarters to 

thete$ulu of 
to the 
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njdirs» one 
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MrtLUOENCL DEC 7 

MEMORANDUM FOR THE RECORD 

fir 
SUBJECT: Quarterly Intelligence Oversight Reports Submitted by 
Intelligence Components and Summary ofATSJD(IO) Inspections 
July - September2O06djiNJo) 

( h ^ m j ) This memorandum contains, a& attachments, the In el 
Oversight reports of the Defense Intelligence Agency (DiA), Natioji 
Agency (NSA), Joint Staff (includes Combatant Commands), roiliti 
National Reconnaissance Office (NRO), National GeospatiaMctelli 
(NGA), the DoD Inspector General (IG), and the Defense Threat R 
Agency (DTRA). Included under Tab A, is a list of DoD Intelligent 
visited by the Office of the Assistant to the Secretary of Defense (fojb 
Oversight), during compliance inspections or staff assistance visits, 
summary of those visits. 

[DoD 
(he Quarter 

tery 
S« 

cdin 
it« 

D> The reports of the DIA (TAB B)s NSA (TAB C), 
D), NRO (TAB E), DTRA (TAB F), NGA (TAB G), Joint Staff (JV, 
Army (TAB I), ILS. Air Force (TAB J), and theNavy (TAB K) are 

Acting ATSD(I< 

Unclassified Upon Removal cf Attachment» and Physical Removal of Codewords «ad C an eàts 

r a s t ^ T " W W -

m 

:](ligence 
Security 
services, 
nee Agency 
ction 
Components 
Jigence 

»id a 

>1)IG(TAB 
ï H),(I.S. 
ïi closed. 
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ASSI 

j l ^ ^ l f f f 

INT TO THE SECRETARY OF D E F E N S f 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC 20301-720Q 

«neu.ioVNC[L 
WMÏIOH1 

APf 

Chairman; Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chairman; 

The Department of Defense Intelligence Oversight Report for ihe perioc 
December 2007 is attached (TAB 1). The report consists o f the Iatellig< n 
reports of the Defense Intelligence Agency (DIA), National Security Ag si 
National Reconnaissance Office (NRO), National Geospatial-IntelligeiK e 
(NGA)i DoD Inspector General (10), Dcfisnsc Threat Reduction Agencs 
Staff (includes Combatant Commands), military services, and the Count 
Field Activity (CIFA)* 

t ai ini 

Also included with the Report for this quarter is a copy of the Congies si» 
memorandum of the fads surrounding the handling of the DIA inierrogi i 
of Ali Salch Kahlah Al-hfturi (TAB 2). The ATSD(IO) provided a copj -
notification to the General Counsel, President's Foreign Intelligence Ad i 
February 1,2008. The ATSD(IO) will continue to monitor the outcome 
investigation into this matter. 

[ Q a t a r 

Daniel h Dell'Orto 
Acting General Counsel 

William 
Acting ATSD(Ii 

3 3 m 

October-
se Oversight 
cy (NSA), 
Agency 

(pTRA), Joint 
iiefligence 

dial Notification 
ti m recordings 
< fthis 
i^ory Board on 

?the oil-going 
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(b)(1) 

ASSISTANT TO THÉ SECRETARY O F DEFENSE: 
7ZOO D E F E N S E P E N T A G O N 

WASHINGTON, DC 2 0 3 0 1 - 7 2 0 0 

«•»TeU-IGENCE 
ovirniroHt 

4 
Chairman, Intelligence Oversight Board 
New Executive Officc Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chairman: 

DEC 

t ie 

eft sral 

(U) The Department of Defense Intelligence Oversight Report for tit© period 
2007 is attached. The report consists of the Intelligence Oversight reports of 
Intelligence Agcncy (DIA), National Security Agcncy (NSA), National Recot 
(NRO), National Geospatial-Intelligence Agency (NGA), DoD Injector Gi 
Threat Reduction Agency (DTRA), Joint Staff (includes Combatant Command 
services, and the Counterintelligence Field Activity (CIFA). In addition, we I 
update to DAIG investigation 07-018 which we first reported to you on April 
subsequently updated oil September 28,2007. 

July September 
Defense 

naissance Office 
1 (IG), Defense 

1$), military 
ave attached an 
!3, 2007 and 

inldilgtä 
Update on Questionable Intelligence Activity Previously Rep jrted to the 

ntdligence Oversight Board UOBi. Qq April 23.2007. wc first reported to 
information concerning an unauthorized^» )(1) 
Person that occurred in Mosul, Iraq, on March 23,2007, in support of the Fedfcj 
investigation (FBI). In addition to FBI personnel, U.S. Army personnel may 1 lave been involved 
in the iiiddcnt. 

(U) The matter of the Army's involvement has been referred to the Army IG i >r investigation. 
We have been advised that the investigation, which is being conducted by A n ly personnel in 
Iraq, is nearing completion. After the investigative report is prepared and app oved it will be 
forwarded through Army channels to this officc. The attached memorandum: irom the DAIG, 
dated November 9, 2007, provides an update on the status of the investigation 

Daniel/. Dell'Orto 
Principal Deputy General Counsel 

Attachment a's 

William Dugan 0 
Acting ATSD(IO) 

(b)(1) 

1 m 

theïOB 
against a U.S. 

rail Bureau of 
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UNCLASSIFIED tfFO 1Y 

DEPARTMENT OF THE ARMY 
of FICE OF-me warecToitfloaiUL 

17WMMVPOÎAOQN 
VMSHNGfflOMAC 

SAIG-IO (20-1 b) 9 Novi imber 2007 

MEMORANDUM FOR ASSISTANT TO THE SECRETARY OF DSFENSE 
(INTELLIGENCE OVERSIGHT) 

SUBJECT: Update to Referral of Intelligence Oversight Incident Jbr Investigation (OAIG-
67*013) (U) 

(b)(1) 1. (U) Refemrwos; 
Intetfigortce Oversight Incident för Investigation (U), 7 ß April 2007, 

Mémorandum, AT8D (IO), Subject: Raf mai oí 

(Utfgptfl^ This responds to tho ATSO-IO'a referenced request to Invei 
DortOTirrteli! 

2. 
repôrt55'Intefigenc® Oversight incident involving elements of MuM-Natfarc 
i25* tO) wtuie supporting the Fadar&l Bureau of Investigation (FBI) in and 
Irki In February 2007. 

sílgate a 
I Division North 

; iround Mosul, 

3. Q M S W ^ Z L MuW-Nstional Corps. Iraq, advteed Intelligence Oversigh ; Division 
(SAIUTOj, Army Inspector General Ajency. that MND-N oompjeted a com nander"* 
invest^ation and confirmed that questionable fcteHgance activities did eoc jr -1.«' the 
cofecBon of inforniatlon on US persons (USP) by ¡ntoR^nce assets suppc rtlng MNO-N. 

su {UMgß0&! According to MND-N's Investigation, en American citizen 
albgcdi^Sghflns with AntWraql Forces (AlF) was dstainsd by Coalition Fi 
February ZQ07-

oefemen 
b)(2) sfeftklno evident» forpossihlB criminal ojtts&cud reportedly 

contacteoetonenfaiofMND»NI(b)f 2) (b)(6) (b)(7)(c)(e) 
(b)(2) (b)(6) (b)(7)(c)(e) 

C.QJHM09) MND-N efements attempted tode&mtaa thecfflzenahlp 
DETAINS?« rather prior to employing CP collodion capabilities, according 
Investigating officer. 

d.(MijSÊÊSi 
indtes¿gd|T&)(2) j 

MNft-N'« investigation tochitfed ana interview with an offii ar who 
(b)(6) (b)(7)(c)(e) 

(b)(2) (b)(6) (b)(7)(c)(e) 

BismiKAiflM s rmumamzi racm 
AS AVTHäMZK» W M t M , ïa«i>0C»fMC<n} 

mwuatiiH 
MArntuomr 
FOt*. . BXEWTU NS 

UNCLASSIFIED S FOR 

NM« 

ONLY 

[DETAINEE), 
oí a » 

< f the 
lo MND-N'« 

CONTAINS 
•iaeiirrnLeM 

KX OTVKK 
j*« Amy. 

BU ¡XOCUK 
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u n c l a s s i f i e d u i n | n i i i W > ll'H urn a 

SAiQ-lO 
SUBJECT: UpdaletoRaierrai of IntefSgence OversJghtlnckJenifor Inves fgatbn <DAIQ» 
07-018) (U) 

rumn-M Was reportecfly unable to obtain any clarifying ir fomiattoft from 
(b)(2) ^ in the Iraqi Thaater of Operation that would determine what |*aa known by 
whom, and when, relative to (b)(7)(e) 

{U//§p00fin addition to the findings above, MND-N*s Investigation re? 
ßdBJral recoj 

4. , 
procöWral recommendations to positively document the citizenship iderrtî r 
targeted for coElection. 

ort included 
of individuals 

5. CJ!jEß00faND -N'a cooperation with the FBI relate» to tho brooder, s; 
MiljtaurylntftlHosncd cooperation with Cnrilisn Law Enforcement (CLEA). 
391-10, La. - MSRary intelligence assistance to US cwSan law enforeemeiii 
requtos Secretary of Defense approval through the DCS G2 for Ml assist ii 
Tha operational tempo In Iraq and Afghanistan, ooupiedvtflh the now jouti r 
of lha FBI wRh Ml In those theaters of ofwration, hue created an envfroniri 
for the delegation of approval tor Ml assistance to ClEA to the operafiona 
and a re-examination of inteBigenca sharing regulation*« policies and agre a 
Ml and the FBI (CLEA). 

«temic issLf« of 
Ffrocedure 12, AR 

t autocrines -
nee to CLEA 

itfce engagement 
r>t that argues 
commander 
tnertta between 

6. (U)POCl3 Mr. Peter Fisher (703)652-6716. 

0EYNON 
}COL, Inspector Genera! 
(Chief, intelligence 

Oversight DMsfon 

CF-. 
DCS 6 2 
0 6 C 

UNCLASSIFIED n FOR Q NLY 
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ASSISTANT TO THE SECRETARY OP DEFENS 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC 2 0 3 0 1 - 7 2 0 0 

(HTCLLIGENCC 
OVERSIGHT 

JUL 

Chairman, intelligence Oversight Board 
New Executive Off ice Building, Room 5020 
Washington, D C 20500 

Dear Mr, Chairman; 

The Department o f Defense Intelligence Oversight Report for the perk 
2007 is attached. The report consists o f the Intelligence Oversight rep< >: 
Intelligence A g e n c y (DIA), National Security Agency (NSA), Nation» 
Office (NRO), National Geospatial-Intelligence Agcncy (NGA), D o D 
(IG), Defense Threat Reduction Agency (DTRA), Joint Staff (includes G 
Commands), military services, and the Counterintelligence Field Activ 

..|5 230? 

d January-March 
its of the Defense 
Reconnaissance 

nspcclor General 
ombatant 

ity (CIFA). 

Daniel J . l W o r t o 
Principal Deputy General Counsel 

William Dugan 
Acting ATSD(IO) 

Attachment a/s 

THIS PAGE IS UNCLASSIFIED UPON REMOVAL OF ATTACHMENTS AND 
REMOVAL OF CODEWORDS AND CAVEATS 

o 

PHYSICAL 
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(b)(1) 

ASSISTANT TO THE SECRETARY OF DEFENSE 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC 2 0 3 0 1 - 7 2 0 0 

ihrrpLLlOCNCC 

SEP 
Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington. DC 20500 

Dear Mr. Chairman: 

(U) The Department o f Defense Intelligence Oversight Report for the pi ¡riod April-June 
2007 is attached. The report consists o f the Intelligence Oversight repor s o f the Defense 
Intelligence Agency (DIA). National Security Agency (NSA), National Reconnaissance 
Office (NRO), National Geospatial-Intelligeoce Agency (NGA), D O D II spector General 
(IG), Defense Threat Reduction Agency (DTRA), Joint Staff (includes C ombatant 
Commands), military services, and the Counterintelligence Field Activit f (CIFA). 

28 m 

p m x T 
Intelligence 

Update on Questionable intelligence activity previously eported to the 
Oversight Board ( I O B l On Anril T\ 7007 w r ri-innrfpf? t 

information concerning an unauthorized 
a U.S. Person that occurred in Mosul, Iraq, on March 23. ZU07T in suppoit 
Bureau of Investigation (FBI). According to (b)( 1) the target, des 
from the FBI that the target was an Iraqi national, proauceu a U.S. passp 
In addition to FBI personnel, U.S. Army personnel may have been invol' 
incident 

> the r m 
against 

o f the Federal 
lite assurances 
jrt upon capture, 
red in the 

j p p d ) 

investigation 
H i e matter o f the Army's involvement has been referred to 
We have been advised that the investigation, which is beii i| 

Army personnel in Iraq, is nearing completion. After the investigative r< 
it will be forwarded through Army channels to ¿lis officc-

the Army IG for 
g conducted by 

¿port is prepared 

^ b X T T 

P o l 

(b)(1) 

(b)(1). o 
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W ) 

(b)(1) 

wh< ? arc revic 
Finally, the ATSD(IO) has been in contact with investigal 
wing FBI actions in this matter. We have offered to put th 

from the FBI 
im in contact 

with the Army investigators in Mosul, Iraq, but the FBI investigators ha* 
so at this time. We will update the IOB on this incident as further inforrji 
available. 

etc declined to do 
ation becomes 

D o t ' A t 
Daniel J. Dell'Orto 
Principal Deputy General Counsel 

William Dugan < 
Acting ATSD(IO) 

Attachments a/s 



TO (b)(1) 

ASSISTANT TO THE SECRETARY OF DEFENSÇ 
7 2 0 0 DEFENSE PENTAGON 

WASHINGTON, DC 2 0 3 0 1 - 7 2 0 0 

IWT£LLI<5ENCE 

Chairman, Intelligence Oversight Board 
New Executive Office Building, Room 5020 
Washington, DC 20500 

Dear Mr. Chairman; 

s e 1 2 3 m 

(U) The Department o f Defense Intelligence Oversight Report for the 
2007 is attached. The report consists of the Intelligence Oversight repoift; 
Intelligence Agency (DIA), National Security Agency (NSA), National 
Office (NRO), National Geospatial-Intelligence Agency (NGA), DoD 
(1G), Defense Threat Reduction Agency (DTRA), Joint Staff (includes 
Commands), military services, and the Counterintelligence Field Activity (CIFA) 

pjeriod April-June 
is of the Defense 
Reconnaissance 

pector General 
Combatant 

1 II IS] 

^ ¡ ¡ P p 3 ^ Update on questionable intelligence activity previously 
Tnle»iger iceovers i f ihtBoard flQKl. Qn Anril 7% ?f)ft7 w«rennrtpH 

resorted to the 
a . O 

information concerning an unauthorized^^1) 
a U.S. Person that occurred in Mosul, Iraq, on March Z3.2UU7. in supp 

n the r o n 

ort 
Bureau o f Investigation (FBI). According to (b)(1) 
from the FBI that the target was an Iraqi national, produce. , 
In addition to FBI personnel, U.S- Army personnel may have been involved in the 
incident. 

Jthe target, de¡ 
i o a U.S. passdo: 

against 
of the Federal 

pite assurances 
rtupon capture. 

^ [The matter of the Army's involvement has been referred t< 
invesugauon. We have been advised that the investigation, which is 
Army personnel in Iraq, is nearing completion. After the investigative 
it will be forwarded through Army channels to this office. 

belli 

ffxi) 

the Army IG for 
ig conducted by 

l ipoit is prepared 

IHET (b)(1) o 
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<T (b)(1) 

j p y ^ ^ Finally, the ATSD(IO) has been in contact with investigajo 
• w h o are reviewing FBI actions in this matter. We have offered to put ft 

with the Army investigators in Mosul, Iraq, but the FBI investigators ha 
so at this time. We will update the IOB on this incident as further infon a 

rs from the FBI 
em in contact 
/e declined to do 
ation becomes 

available. 

D a ) ' ¿ l e t 

Daniel J. Dell'Orto 
Principal Deputy General Counsel 

Attachments a/s 

W f r 
William Dugan ( 
Acting ATSD(IO) 

(b)(1) 
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3E0RET//N0F0IUWX1 

DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, D.C. 20340-

S-0056/IG 

To: 

25 February 2002 

Assistant to the Secretary of Defense for 
Intelligence Oversight 

7200 Defense Pentagon 
Washington, DC 20301-7200 

Subject: (U) Quarterly Intelligence Oversight Report for the Period Ending 

References: a. (U) DoD Directive 5240.1, "DoD Intelligence Activities" 

b. (U) DoD 5240.1-R, "Procedures Governing the Activities of D o t 
that Affect U.S. Persons'* 

ill December2001 

c. (U) DIAR 60-4, "Procedures Governing DIA Intelligence Activi 
U.S. Persons" 

d. (U) Executive Order 12333, "United States Intelligence Activité s 

e. (U) Executive Order 12863, "President's Foreign Intelligence A< ivisory Board" 

(U) As required by references above, the Quarterly Intelligence Oversight Repor : for the Defense 
Intelligence Agency for the period 1 September through 31 December 2001 is er closed. If 
further information is required, please contact the Office of the General Counsel at 

or the Office of the Inspector General at,*'!SC .:, 
(b)(2) 
use 

1 enclosure 
Quarterly Intelligence Oversight 
Report, 1 Sep through 31 Dec 01 

^SjW^T 1 cy 

Thomas R. Wilson 
Vice Admiral, U.S. Navy 
Director 

REGRADED UNCLASSIFIED WHEN SEPARATED 
FROM CLASSIFIED ENCLOSURE 

SECRE1WMOFOBM//X1 

Components 

les that Affect 

(b)(3):10 
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•(b)(2),(b)( 
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3 E C I U g T / / N O r O R N / / X l 

(Ü) QUARTERLY INTELLIGENCE OVERSIGHT REPORf 

1 September through 31 December 2001 

1, (U) The Office of the Inspector General (IG) conducted the following intelligp 
(10) activities: 

a. (U) Defense Intelligence Agency (DIA) message Ö31930Z DEC 01, subj 
1-02, (enclosure 1) was dispatched to all DIA field elements. 

nee oversight 

ist: IG IO Brief 

(b)(3):10 
USC 424 

c. (Ujffege) The IG conducted an inspection oi 
No questionable act vities were 

found. Findings were made that both officcs had not documented 10 trai ring. 
Recommendations were made for corrective action. 

d, •(Oi¥?ff>IG memorandum S-0276/IG, 27 July 2001, subject: Possible Vi< lation of E.O. 
12333 andDoD 5240.1-R. reported that thel 

(b)(1),1.4 CcT 
may have violated 

An IO investigation was initiated and field work commenced i n November 

(b)(3): 10 USC 424 
(b)(1), 1.4(c) 

2001. The project is ongoing. (IG Project No, 0I-1954-MA-C56) 

e. (Q/flflP) IG memorandum S-0073/IG, 12 March 2001, subject: Possible \ 
12333 and DoD 5240.1 -R, reported that a civilian assigned to the Direct« 
Intelligence Operations (DO) may have violated Procedure 15 through th 
funding of a federal law enforcement project An IO investigation has be 
change from last report. (IG Project No. 01-1935-MA-056) 

f. t » W f t I G memorandum S-0045/IG, 8 February 2001, subject: Possible 
E.0.12333 and DoD 5240.1-R. reported that an 

~imav have violated DIA procedures through the 

which found tha 
An IO investigation was 

lirv. v<*- .. .. * • .•.......- • •• - • 
taken corrective action. The DIA case is closed. (IG Project No, 01-19; 

Derived From: DQi 
Declassify On: XI 
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3ECRET//NOFORN//X1 
g. (AMMPjIG memorandum S-0429/IG, 17 November 2000, subject: Possible Violation of 

E.0.12333 and DoD 5240.1-R, reported that the 

lav 
Directorate for Information Systems and Services (DS), may bave violate 
through the unauthorized provision of intelligence support to a federal 
agency. An 10 investigation has been initiated. No change from last repi 
No. 01-1919-MA-056) 

__ ,„ (b)(3): 10 
I Procedure 12 u s c ¿¿4 

enforcement 
lirt. (IG Project 

h. ^«wwHT 

IJJJTTfl 

..• .-.• • . . . ' • ,•• V; - .'.-.í ;¡:V - 1-v.ic-V..' V v i i . v v ! - . . .. 

j. (0//NP; IG memorandum S-0102/IG, 17 March 2000. subiect: Possible1 

12333 and DoD 5240.1-R, reported that an[ 
may have violated : 

(b)(2) .y---..i• •••/.':.•.•: The 

(b)(3):10 
use 424 

(b)(1),(b)(3):10 
u s e 424.1.4(c) 

has the matter under investigation in concert with the Fe 
I n v e s t i g a t i o n ¿ n d " — | T h e s u b j e c l 
returned to his parent service and the investigation continues. No changi 
report. (IG Project No. 00-1884-MA-Q56) (b)(2) 

k. (3/iW) IG memorandum S-0421/IG, 4 November 1999, subiect: Possib 

connection with 

B.0.12333 and DoD 5240.1-R. reported thai 
may have violated^ 

The matter hasbeen referre< 
(b)(1), 1.4(c) investigations unit. No change since last report. (IG Project No. 00-181 

8ECRET//NOFORN//X1 

(b)(1), (bK?) 
10 use 
424,(b)(Í¡; 
use 40$. 
M 

(b)(1),(t|)(3):10 
use 
424,( 
use. 
(c) 

,(b)(3; 
403 

Violation of E.O. 
J(b)(2),(b)j 
J O USC 42 

e îeral Bureau of 
hasbeen 
since last 

(b)(3): 
use 

e Violation of 
m i ) 

to the IG 
6&-MA-056) 

(b)0) 
10 use 424, 
(b)(1), 1.4(c) 

(b)(1),(b)(3): 1 
ouse 
424,(b)[ 
use. 
(C) 

; 4 ( i ; 
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(b)(1),1.4(c) 

GECIU5T//NOFORN//X1 
m. (0#HFtIG memorandum U-0022/IG, 26 January 199$. subject; Possible 

E.O.12333 and DoD 5240.1-R. reported that a ' 
r ' ^^^Pfmight have resulted in questionable at 

completed an investigation and the Department of Justice (DoJ) has acce 
prosecution. (IG Project No. 98-1731-HQ-056) 

n. ^SJ"An investigation into criminal misconduct by several current and fon i< 
personnel continues as reported in IG memorandum U-7641-95/IGI. 3 0< i 
subject; Referral of Allegation Agains^J^s- • Agenciei 

Cuki 

tivities. The IG 
>ted the case for 

investigation are the Defense Criminal Investigative Service; the U.S. 
under the supervision of the Eastern District of Virginia, DoJ; and the Pri, 
Office, DoD IG. DoJ has declined to prosecute. The DIA case is closed. 
96-4289-01-064) 

2. (U) Within the Office of the General Counsel (GC){: ,; ;f .|attomeysra secret; 
assistant, and a paralegal specialist review GC files on a continuing basis as 
day-to-day operations. All files are reviewed for regulatory compliance whe i 
periodically considered for destruction, retention, or storage. The following 
were taken: 

^as ta f f - . 
hey are used m 
they are 

pecific actions 

(b)(2),(b)(3):10 
USC 424 

a. (UflgQWQjj : {attorneys review ongoing 

assure compliance with oversight responsibilities. One attorney assures i ¡ompliance for 
corporate DIA activities not involving DHS. One attorney made present; ttions to 
intelligence community level conferences and the National Security Age icy special 
operations course. One attorney addressed oversight issues 

elements of the agency and provided advice onl-

b. (U//TOUO) GC reported no incidents of criminal activity to DoJ during 

3. (U) The Directorate for Administration was involved in the following oversi 

a. (U) 10 reviews were conducted in each of the major elements to ensure 
material was not retained in files. During this quarterT^Spersonnel revi 
procedures. Additionally,!-.."V,-':!smdents|.A -. |DIA and]-: , [non-DIA) reo a 
instruction as part of the following 

NUMBER (b)(3): 10 
COURSE USC 424 

National Intelligence Course 
Collection Management for Analysts Course 
Intelligence Collection Manager Course 
Sensitive Compartmented Information Control Officer Course 
Mobile Collection Managers Course 
Mobile SCI Security Officer's Course 

SECRET//N0FQRN//X1 

Violation of 
"(b)(1),1.4 (c) 

LerDIA 
tober 1995, 
involved in the 
itoms Service 
gram Integrity 
(IG Project No. 

"(b)(2) ,(b)$>) 

(3): 
10 USC. 124 

M 2 ) 

I he quarter, 

i jht activities: 

that prohibited 
tewed 10 (b)(2),(b)(3' 
ivedIO USC 424 

o EFF 81 
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Defense immunity Counterintelligence Course 

(U) The Office for Procurement did not initiate any contract actions that 
Procedure ! 1, DoD 5240. J -R, during this reporting period. There were 
required contractor performance under DIAR 60-4. 

no 

c. (U) The Office for Human Resources briefed 
Each new employee was: 

w.civilian and milita ry employees. 

• Informed in writing of the existence and importance of DIAR 60-4 

• Provided copies of the documents cited in paragraph 7.c.(2), DIAR >0-4 

• Advised to review DIAR 60-4 for information which may pertain to 
duty assignments 

Informed of their responsibilities to report questionable activities to 

4. (U//POliO'J The Directorate for Policy Support reviewed all files during the 
and found no prohibited material. DP organizational files located in the Pern 
were secured immediately following the 11 September 2001 attack on the Pi 
remain secured at a temporary location. Consequently, no files review was 
during this reporting period. Specific actions follow: 

«porting period 
agon office suite 

'dntagon and 
£ xomplished 

(b)(3): 10 a. (U/iTOUO)Th<f 
u s e 4 2 4 

¡attended thq ..'v 
] working group meeting, submitted the draft annual repbrt for all DIA 

no 

to the Office of the Secretary of Defense, and conducted the DIA^ 
!~]Oversight Committee for die annual revalidations for each program. There was 

training bulletin for the quarter. 

b. (U//FeWQ» Atotalo to: •> n 
(b)(2).(b)(3):1 
0 USC 424 

were confirmed to be in receipt of 10 regulations and guidance, 
issues are noted in paragraph 1 .c., above. 

t r r s u ^ T 

5. (U) The Directorate for Analysis and Production (DI) did not report jmy IO draining this 
conti actors during (b)(2),(b)(3 

10 USC 424 
quarter for assigned personnel. DI tailored training was provided to 
this period. 

6. (U) The Directorate for Intelligence, Joint Staff, reported that[ [personnel 
training during this quarter. 

7. (U) Hie Joint Military Intelligence College provided 10 instruction to persoi 
courses noted below. Additionally,!^faculty members reviewed IO directi 

3ECIŒT//NOFORN//X1 

:eli under 
contracts that 

(b)(2),(b)(3):10 
USC 424 

their specific 

GCorlG 

(b (2) 

f ^ C T (b)(3): 10 
specific USC 424 

received IO 

>i inel in the 
/es. 
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ÖECRETMOFORN//X1 
NUMBER COURSE 

(b)(2), (b)(3); 
10 USC 424 

National Security Structure and Policy 
Information Technologies in the Cyber Era 
Intelligence Collection: Evidence for Analysis 
Imagery Intelligence 0MINT) 
U.S. Intelligence Organizations 
History of U.S. Intelligence Organizations 
Leadership, Management and Coordination in the Intelligc 

8, "(SfW^BO reported thai1; ¡personnel received 10 training, including new 
processed by the 
review during die quarter. 

«rsonnel 
Additionally^ ; personnel pe: formed files 

(b)(1),(b)(3):10 USC 424,1.4 (c) 

9. (U) The Centrai Measurement and Signature Intelligence Office did not 
activities this quarter. 

repot any 10 related 
activities this quarter. 

10. (U/ffOUO) DS reported tha¿ ^personnel reviewed 10 procedures this qua ter. The 
materials reviewed included E.0.12333, DoD 5240.1-R, and DIAR 60-4. 

11. (U) The Diversity Management and Equal Opportunity Office did not condu :t 10 related 
training this quarter. 

•ter. 12. (U) The Office of the Comptroller did not conduct ĝ̂ ^ îTî î ĝ î ĝî rti 

13. (U)Thel• : : ' t h a t F p c r s o n 
training this quarter and conducted a review of PO files. No prohibited m; aten; 

14. (U) The Directorate for Military Intelligence (DM) reported thatj, ^perso 
in 10 files review during this reporting period. DM conducted a review of h 
softcopy files to ensure compliance with 10 regulations. 

(b)(3): 10 USC 424 
15. ( U ) T h e ) y p : n j e v i e w e d holdings for compliane|e, 

were noted. Copies of IO regulations were disseminated to all subordinate 

16. (C) DIA management continued to emphasize the importance of personnel 
with 10 regulations. A total of • ; personnel were reported to have recer 

3ECRET//NOrORN//Xl 

nee Community 

4el received 10 
al was found. 

mei participated 
trdcopy and 

. No violations 
dffíces. 

b sing familiar 
v|ed training in 
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DIAR 60-4 and DoD 5240.1-R and/or reviewed files for IO content during tjie period 1 July 
through 30 September 2001. 

1 Enclosure 
DIA msg 031930Z DEC 01, 
Subj: IG Intelligence Oversight 
Brief l-02,"(fiffln7), 1 cy 

(j)(3):10 USC 424 

SECRET//I^OFORl^//Xr 
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OL OL 031930Z DEC OL RR SSSS ZYUW DIA IG 

NO 

1 . (L!H M 1 ) USB OF INTERNET FOR INTELLIGENCE RESEARCH. 16 

INTELLIGENCE OVERSIGHT BRIEF 2-01 PROVIDED DOD GENERAL COUNSEL (GC) 

GUIDANCE ON THE PRINCIPLES GOVERNING 

IN THE WAKE 

OF THE 11 SEPTEMBER TERRORIST ATTACKS THE INTELLIGENCE COMMUNITY IS 

LOOKING TO INCREASED USE OF THE 
1 1 : 11 ..-..•.-. 

ORGANIZATIONS. THE 

PROCEDURES CONTAINED IN DOD 5240.1-R ARE NOT AN IMPEDIMENT TO SUCH 

INTELLIGENCE ACTIVITIES. BUT DIA EMPLOYEES SHOULD BE COGNIZANT OF THE 

RULES OF ENGAGEMENT. 

A. (U/J'FUIUBi THE FIRST TEST IS ALWAYS MÎSSION AUTHORITY (PROCEDURE 

(DOJ), BUT THERE ARE PROVISIONS FOR DIA TO SUPPORT LAW ENFORCEMENT 

ORGANIZATIONS SUBJECT TO PROJECT SPECIFIC AUTHORIZATION BY THE 

DIA GC. 

(b)(2),(b)(3):10 USC424 

* " • » a e r a m •** 031930ZDEC01 
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OX Ol 031930Z DEC Ol RR 
NO 

SSSS ZYUW DIA IG 

B. (U/ffWtWt PROCEDURES Z, 3. AND 4 PROVIDE BROAD AUTHORITY FOR 
JF ?OU ARE 

UNCERTAIN ABOUT RETENTION OF SUCH INFORMATION PROCEDURE 3 ALLOWS 
TEMPORARY RETENTION FOR A PERIOD HOT TO EXCEED 90 DAYS FOR THE SOLE 
PURPOSE OF DETERMINING IF THE INFORMATION IS ALLOWABLE FOR PERMANENT 
RETENTION. 

C. OPERATIONAL 
SECURITY CONCERNS DICTATE THAT DIA EMPLOYEES BE PARTICULARLY CAREFUL 
ABOUT f, - ;• ;'..: v.. ••.' ; .'/;'-•. / ^ V ; ; ' • ,." .'.y •• X" 

THEY REQUIRE THE APPROVAL OF PLAN TO 
ENSURE THAT LEGAL AUTHORITY AND ADEQUATE PROTECTION IS ESTABLISHED TO 
CONDUCT AND SUSTAIN INTELLIGENCE ACTIVITIES WHERE THERE IS A NEED TO 

QUESTIONS SHOULD BE DIRECTED TO THE 
DIA GC. 

2. (U> PROPERTY ACCOUNTABILITY. THE IG HAS NOTED SIGNIFICANT LAPSES 
IN THE INTEGRITY OF PROPERTY ACCOUNTABILITY AT SEVERAL ORGANIZATIONAL 
LEVELS. THIS LACK OF ACCOUNTABILITY INCREASES THE PROBABILITY OF 

(b)(2) 

(b)(1),1.4(C) 

(b)(2),(b)(3): 
10 USC 424 

*' J 11 I A IL I '** 031930ZDEC01 
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Ol Ol 0319302 DEC 01 RR SSSS ZYUW DIA IG 
NO 
EQUIPMENT LOSS WITH A RESULTING IMPACT ON MISSION EFFECTIVENESS AND 
WASTE OF FINANCIAL RESOURCES. LISTED BELOW ARE POSITIVE STEPS WHICH 
WE HAVE FOUND CONTRIBUTE TO A SOUND AND RESPONSIBLE PROPERTY 
ACCOUNTABILITY SYSTEM. WE STRONGLY URGE ALL SUPERVISORS TO REVIEW 
THEIR PROPERTY ACCOUNTABILITY PROCEDURES AND MAKE CHANGES WHERE 
NECESSARY. THE FOLLOWING ITEMS ARE CONSIDERED THE MINIMUN STANDARD 
FOR EFFECTIVE PROPERTY MANAGEMENT: 

A. <U) EACH ORGANIZATION MUST ANNUALLY CONDUCT A 100 PERCENT 
INVENTORY OF PROPERTY. 

B. (U) DD FORM 1348-1 (HAND RECEIPT) MUST BE USED TO ISSUE 
PROPERTY TO EMPLOYEES. 

C. (U) ALL PROPERTY TRANSFERRED OUTSIDE OF DIA MUST HAVE THE CONSENT 
AND AUTHORIZATION OF THE PROPERTY BOOK OFFICER. 

D. <U1 DD FORM 1149 (REQUISITION AND INVOICE/SHIPPING DOCUMENT) MUST 
BE USED TO SEND PROPERTY FROM ONE LOCATION TO ANOTHER. 

E. (U) A REPORT OF SURVEY MUST BE PREPARED FOR ALL MISSING, STOLEN, 
OR UNACCOUNTED FOR PROPERTY. 

(b)(2),(b)(3):10 
USC 424 
«Mg D e U L 1 " 03193OZDECOl 
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Ol Ol 031930Z DEC Ol RR 
NO 

ssss ZYUW DIA IG 

F. (D) ALL PURCHASED PROPERTY MUST BE ADDED TO THE PROPERTY BOOK AND 
CONTROLLED BY HAND RECEIPT. 

3. (U/̂ fUUUJ IG ANNUAL PLAN, THE IG FISCAL YEAR 2002 ANNUAL PLAN 
WAS APPROVED ON 24 SEPTEMBER 2001. THE FOLLOWING INSPECTION PROJECTS 
ARE NOTED BELOW ALONG WITH TENTATIVE TIME FRAMES. KEY COMPONENTS 
HAVING COGNIZANCE OVER INSPECTED ORGANIZATIONS AND/OR PROGRAMS WILL 
RECEIVE INSPECTION NOTIFICATIONS AT LEAST 30 DAYS PRIOR TO THE 
COMMENCEMENT OF INSPECTION WORK. 

A. (UiTMffl MILITARY INTELLIGENCE DIGEST COORDINATION AND PRODUCTION 
PROCESS (DI). COMMENCED 4Q01. 

B. TSÎ^Ï^ 

C. <u> 

COMMENCED 4Q01. (b)(1),1.4 (c) 

(DI>, 2Q02. (b)(3): 10 u s e 

D. taj'W) W ) • 2Q02. (b)(1),1.4 (C) 

E. (U) CIVILIAN STAFFING PROCESS (DA) . 2Q02. 

F. (U) MANAGEMENT DIVERSITY OFFICE FOLLOW UP INSPECTION (MD) . 

(b)(2),(b)(3):10 USC 424 

031930ZDEC01 

424 

EFF 



* »«kfl—a-^-ft-B"*-* * * 

OL OL 031930Z DEC OL RR 

NO 
2Q02. 

SSSS ZYOW DIA IG 

H. (ü) 

I . (O) 

J. (U) (b)(2),(b; 
j (DI) . ( 3 Q 0 2 ) . 1 0 U S C 

(3): 
^24 

K. tu) 

4Q02. 

L. (U/ 

SCHEDULE 

(DO) . 
(b)(2) 

(b)(i) 
USC 

(b)(3): 10 
424 

- (b)(2),(b)(3): 10 USC 424 

***0 O C n D T *** C31930ZDEC01 
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4Q02 

-4Q02 
4Q02 

(b)(3): 10 
USC 424 

4. (U/TTOWr INTELLIGENCE OVERSIGHT <10 ) INSPECTION PROGRAM, IN 
ADDITION TO THE ORGANIZATIONAL INSPECTION PROGRAM, THE IG WILL 
CONDUCT AN IO INSPECTION OF 
DURING 4Q02. 

CLASSIFIED BY: DHS SCG 
DECLASSIFY ON: XI 

DATE OF SOURCE: OCTOBER 1997 

(b)(ï; 
u s e 

>):10 
424 

(b)(2), (b)(3): 10 
USC 424 

031930ZDEC01 
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DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, D.C. 20340-
,1 

20 August 2001 
S-0277/IG 

MEMORANDUM FOR ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) 

Subject: (U) Quarterly Intelligence Oversight Repoft for the Period Ending 30 J 

References: a. (U) DoD Directive 5240.1, "DoD Intelligence Activities" 

we 2001 

b. (U) DoD 5240,1-R, "Procedures Governing the Activities of Doip Components 
that Affect U.S. Persons" 

c. (U) DIAR 60-4, "Procedures Governing DIA Intelligence Activities that Affect 
U.S. Persons" 

d. (U) Executive Older 12333, "United States Intelligence Activities" 

e. (U) Executive Order 12863, "President's Foreign Intelligence At visory Board" 

(U) As required by references above, the Quarterly Intelligence Oversight RepoA for the Defense 
Intelligence Agency for the period 1 Aprilthrough 30 June 2001 is enclosed. If further 
information is required, please contact the~bfBce of the General Counsel at • 
the Office of the Inspector General at 

{b)(2).(b){3):i 
0 use 424 

1 enclosure 
Quarterly Intelligence Oversight 
Report, 1 April - 30 June 2001 
^SflWF), 1 cy 

Thomas R. Wilson 
Vice Admiral, U.S. Navy 
Director 

REGRADE AS UNCLAS 5 
SEPARATED FROM EN 

flECKET//T(OIi1ORN//Xl 

(b)(2),(b)(3):1 
0 use 424 

IFIED WHEN 
CLOSURE 
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(U) QUARTERLY INTELLIGENCE OVERSIGHT REPORT 

1 April.through 30'June 2001 

1. (U) The Office of the Inspector General (IG) conducted the following intellig|ence oversight 
(TO) activities: 

a. (U) Defense Intelligence Agency (DIA) message 1413I2Z JUN 01, subje 
3-01, (enclosure 1) was dispatched to all DIA field elements. This message was 
the field as 141312Z JUL 01. 

b. (U) The IO Coordinating Committee held its quarterly meeting on 6 Apri 

:t: IG 10 Brief 
retransmitted to 

2001. 

d. OJ/iTOUO> IG conducted an IO inspection of 
All three were performing their operational activitujs in a 

findings. satisfactory manner and were in compliance with IO procedures. There were no 

e. (UJVTQUO) I G c o n d u c t e d a gene ra l inspect ion off ' . /.••;. ¿ „ J 

No questionable activities were found. 

f. (0/iliT) IG memorandum S-0073/IG, 12 March 2001, subject: Possible \|iolation of 
Executive Order (E.O.) 12333 and DoD 5240.1-R, reported that a civilian assigi ed to the 
Directorate for Intelligence Operations (DO) may have violated Procedure 15 th ough the 
unauthorized funding of a federal law enforcement project An IO investigation has been 
initiated. No change from last report. (IG Project No. 01-1935-MA-056) 

g. (0I,I1 CT) IG memorandum S-004S/IG, 8 February 2001, subject: Possible 
E.O. 12333 and DoD 5240.1-R, reported that an' w.vy. i t j j j <uui j . m u jAtv . - i - iv , i v p u i i c u uiai oil ? " - i . . . • • • - . . 
have violated DIA procedures through t h e f f ^ ^ M f f i 1 

(IG Project No. 01-1934-MA-056) 
An IO investigation has been initiated. No change si ice last report. 

Derived From: DHSSCG 
Declassify On: XI 
Date of Source: O:tober 1997 
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h.1 (OiWIDIG memorandum S-0441/IG, 17 November 2000. subject: Possible Violation of. 
E.0.12333 and DoD 5240.1-R, reported that a[ 
may have violated Procedure 15 through failure to identify himself to a U.S. per son. An 10 
investigation was conducted and the report of investigation was issued on 5 Jun<: 2001. The 
investigation substantiated the allegation and the matter has been referred for management 
action. The DIA case is closed. (IG Project No. 01-1922-MA-056) 

i. (OMtT)'iG memorandum S-0429/IG, 17 November 2000. subiect: Possit 1 
E.0.12333 and DoD 5240.1-R, reported that the[ c - 1 

thr » for Information Systems and Services (DS), may have violated Procedure 12 
unauthorized provision Of intelligence support to a federal law enforcement agei 
investigation has been initiated. No change from last report {IG Proj ect No. 01 

J icy, 

Jf • • 

k. (Qj')UP)IG memorandum S-0178/IG, 26 April 2000, subject: Possible V 
12333 and DoD 5240.1-R, reported that 

t> have violated Procedure 15 by failing to forward an allegation of IO violations 
investigation failed to substantiate the allegation. The DIA case is closed. (IG F]ri 
1891-MA-056) 

1 ro. ' .urf7 • A f i « ^ m ^ n f ^ u j ^ u ^ w ^ i . ^ j , ' 
I • nj? h t ' " .< d 

m. (0ffl?T>IG memorandum S-0102/IG, 17 March 2000, subject: Possible 
12333 and DoD 5240.1 -R, reported that a n l ^ 
violated). 

matter under investigation in concert with the Federal Bureau of Investigation 
Hie subject has been returned to his pai 

the investigation continues. (IG Project No. 00-1884-MA-056) 

n. (CWifT) IG memorandum C-0029/IG, 28 January 2000, subject: Possibl : Violation of 
B.0.12333 and DoD 5240.1-R, reported that an| 
may have violated 

eliminary investigation ha' 
The subject officer has 

service and the results of our preliminary investigation have been provided to th 
DIA case is closed. (IG Project No. 00-5060-MA-056) 

a E C M T / / N O F O R N / / X l 
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o. (Qi'iWJIG memorandum S-0421/IG, 4 November 1999. subject: Possib 
E.0.12333 and DoD 5240.1-R. reported that! 
may have violated 

ç Violation of 

in connection with 
The matter has been referred to the IG investigations unit. l>fo change since 

last report. (IG Project No. 00-1864-MA-056) 

q. t-Sl'Wi'/IG memorandum S-0344/IG, 13 September 1999, subject: Possi >le Violation of 
E.0.12333 and DoD 5240.1-R. reported that 

may have violated Procedures 12 and 15 through the 
collection of law enforcement information and the possible compromise of opei 

jias opened an investigation into the security issues and is cooperating wii h 

unauthorized 
rational activities, 

the IG on the 
10 issues. No change since last report. (IG Project No. 99-1854-MA-056) 

"•«f - i-i, tìi ICI 
•-"I't ^ , A- ('1 

SJ" (Orti IP) IG memorandum U-0Q22/IG, 26 January 1998. subject: Possible 
E.0.12333 and DoD 5240.1-R, reported that 

]might have resulted in questionable activities. The IG 
investigation and the Department of Justice (DoJ) has accepted the case for proi 
change from last report. (IG Project No. 98-1731-HQ-056) 

t.^S^IG memorandum S-0412/IGH, 11 August 1997. subject: Possible Vi< 
12333 and DoD 5240.1-R, reported that a civilianf^ 

TTtSSM 

fir 
violated Procedure 15 through questionable activities in connection with 
IG investigations unit completed its investigation and referred the case to DoJ 
The subject entered a plea of guilty and has been sentenced. The criminal inves 
(IG Project No. 97-4695-01-050) 

fon i An investigation into criminal misconduct by several current and 
personnel continues as reported in IG memorandum U-7641-95/1GI, 3 October 
Referral of Allegation Againslp/7 ''. ̂ i ^ ^ - v i r ^ i ^ ] Agencies involved in the 
the Defense Criminal Investigative Service; the U.S. Customs Service under the 
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424,(b)(3)| 
USC 403 
(c) 
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(b)(1), (b)(3] 
0 USC 424 
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424, 
ousq 
403,1. 

Violation of 

initiated an 
isfecution. No 

(b)(1),1.' 
(o) 

lation of E.O. 

The 
prosecution, 

igation i? closed. 

(b)(1), ousc 
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er DIA 
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(b)(1),(&)( 
2),1.4(c) 

(b)(2), (b)(3) 
:10 USC 
424 

SECIUST/mOI?ORN//Xl— 

the Eastern District of Virginia, DoJ; and the Program Integrity Office, DoD IG 
investigation is still in progress. No change from last report. (IG Project No. 96-' 

2. (U) Within the Office of the General Counsel (GC)j W : [attorneys, a secreta 
assistant, and a paralegal specialist review GC files on a continuing basis as the) 
to-day operations. AU files are reviewed for regulatory compliance when they a 
considered for destruction, retention, or storage. The following specific actions 

y, a staff 
are used in day- ^ « X 
e periodically j g 
ere taken: 

a. (U/ff QUO) Three attorneys reviewed ongoing 
,'j [products to assur; compliance 

with oversight responsibilities. One attorney assures compliance for other DIA elements. 

b. (iWWP) GC lectured at the Military Officer Familiarization Course and pdrticijptedjiL? 
panel regarding legal aspects of intelligence. One attorney made a presentation it the] 

One atto ney addressed 
oversight reviews with PlA staff elements and conducted training torsecurity personnel. Two 
attorneys coordinated s e v e r a l ~ ' 
10 reviews and consultations were conducted in support of DIA headquarters el< ments and SAP 
personnel. 

c. (U/JfOUO) GC reported no incidents of criminal activity to DoJ during tl n 

3. (U) The Directorate for Administration was involved in the following oversi 

a. (U) 10 reviews were conducted in each of the major elements to ensure tt 
material was notretained in files. During this quarter|.:; |personnel reviewed 

- •' ' ••"•1' ' - 5JTTT1 . Additionally,!',,: students 
1 0 

andgUnon-DIA) received 10 instruction 
following Joint Military Intelligaice Training Center courses: 

NUMBER COURSE 

National Intelligence Course 
Collection Management for Analysts Course 
Intelligence Collection Manager Course 
Sensitive Compartmented Information Control Officer Course 
Mobile Collection Managers Course 
Mobile SCI Security Officer's Course 
Counterintelligence Analytic Methods Course 

b. (U) The Office for Procurement did not initiate any contract actions that 
Procedure 11, DoD 5240.1-R, during this reporting period. There were no conti 
contractor performance under DIAR 60-4. 

gECIŒT//NOFQRN//Xl 

The 
4289-01-064) 

(b)(2) 

n a œ a j 
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(b)(1),(b 
io use 
424,1.4 
(c),1.4 (<i) 

e quarter, 

activities: i ht 

at prohibited 
procedures, 

is part of the 

ell under 
acts that required 

EFF 96 

(3): 



SECRET//NOFORN//X1 

c. (U) The Office for Human Resources briefed|: • yjnew civilian ̂ nd militai y 
Each new employee was: 1) informed in writing of the existence and importane 
2) provided copies of the documents cited in paragraph 7.c.(2), DJLAR 60-4; 3) ai 
DÎAR 60-4 for information which may pertain to their specific doty assignment: 
informed of their responsibilities to report questionable activities to GC or IG. 

employees, , 
i of DIAR 60-4; (b>(2),(fc)(3 

ipvised to review 0 U S P 
; and 4) 4 2 4 

4, (U//FOUO) The Directorate for Policy Support reviewed ail files during the importing period 
and found no prohibited material. Specific actions follow: (b)(3):10 USC 424 

a. (U//FOUO)The)? '¡conducted • jov' 
inspections; attended the National Industrial Security Program Manual working 
coordinated two approval packages with thef ; : ̂ ¡oversight committee for two n 
programs; attended the annual operations security conference; and conducted a£ 

sistance visit. Additionally^- [submitted four memoranda for ag i 

«¡rsight ^ 
jroup meetings; 
;wDIA 

• J for the Director, DIA signature. There was no[j : . j training bulletin for ft 
eements for DIA 
is quarter. 

(b)(3): 10 
USC 424 
(b)(2), (b)(3): 
10 USC 424 

(b)(3): la -
USC 424 

b. (U//FOUO) A total oi to : . 
'. received IO refresher training. Additionally, 

inventory of all hardcopy and softcopy documents held by the office; all were m 
DoD 5240.1-R. 

5. 
M 

(U) The Directorate for Analysis and Production (PI) reported that * fr persi 
rece 

i cone 

training. Additionally, DI tailored training was provided toj 
contractors during this period. 

6. (U) The Directorate for Intelligence, Joint Staff, reported that!- . I personnel 
training during this quarter. — 

7. (U) The Joint Military Intelligence College provided IO instruction to| 
courses this quarter and ten faculty members reviewed IO directives. 

NUMBER COURSE 

Espionage, Intelligence and International Politics 
National Security Structure and Policy 
Information Technologies in the Cyber Era 
Ethics of Intelligence 
Leadership, Management, and Coordination in the Intelligence Con 
Congressional Oversight of Intelligence 
Future of US Foreign Intelligence Community 
The Law and Intelligence 
Congress and US Intelligence 

SECRET//NOFORN//X1 
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SE CIlET//NOFOItN//Xl 
(b)(2),(b)(3): 
10 USC 424 

8. "VSÎWÎPj DO reported that 
processed by the 

personne 

review during the quarter. 

received 10 training, including ne\ t personnel 
Additionally, . 3 personnel peri brmed files. 

(b)(3):10 
USC 424 

(b)(1),(b)(3):10 l 
reported thai 

SC 424.1.4(c) 

9. TOTher^'-^ ^reported tha{[, personnel 
and contractors received 10 training during the quarter and [~] persons were inv< lived in 
reviewing files for 10 compliance. 

10. (IWPQUO) DS reported that]- i |personnel reviewed 10 procedures this qu 
materials reviewed included E.0.12333, DoD 5240.1-R, and DIAR 60-4. 

uter. The 

11. (U) The Diversity Management and Equal Opportunity Office did not conduct 10 related 
training this quarter. 

12. (U) The Office of the Comptroller did not conduct 10 training this quarter. 

(b)(3):10 
USC 424 

n e i 13. (U) The _ _ _ _ _ sported that^Jpersonncl 
training this quarter. Additionally,' a file review was conducted, and no prohibit 
found. 

eivedIO 
;d material was 

14. (U) The Directorate for Military Intelligence (DM) reported that^ v , Jpers >nnel 
ew of hardcopy 
: tailored 

participated in IO files review during this reporting period. DM conducted a rev 
and softcopy files to ensure compliance with 10 regulations. Additionally, a 
training memo was provided to all [reassigned personnel. 

DM 

(b)(3): 10 
USC 424 

15. (U) The 7 V" 4 . : i; reviewed holdings for complian 
were noted. Copies of 10 regulations were disseminated to all subordinate offic b: 

(b)(2), (b)(3 
):10 use 
424 

16. t e * DIA management continued to emphasize the importance of personnel 
withiO regulations. Alotal o^^| |personnel were reported to have received 
60-4 and DoD 5240.1-R and/or reviewed files for 10 content during the périod 
30 June 2001. 

I Enclosure 
DIAmsg 141312Z JTJL01, 
subject: IG Intelligence 
Oversight Brief 3-01, 
(S//NF), 1 cy 

» iit?(iííííli'(!:tV f>ì"t'>~-. i'.-I 

Vrsuuta 
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BT 
CONTROLS 

'NitE: 

j ii l jl i i nuiami 
BODY 
SUB J: ZG INTELLIGENCE OVERSIGHT BRIEF 3-01 (U) 
1. (U) ADDRESSEES ARE REQUESTED TO ENSURE THAT ALL UNIT PERSON 
ARE INFORMED OF THE CONTENTS OF THIS MESSAGE. 
2. -fef U.S. PERSONS, OUR INSPECTIONS AT VARIOUS LOCATIONS CON^I 
TO FIND THAT MANY DIA EMPLOYEES ARE UNCERTAIN REGARDING THE 
DEFINITION OF U.S. PERSONS AND HOW INTELLIGENCE OVERSIGHT (IO) 
PROCEDURES AFFBCT THE USE OF SUCH INFORMATION FOR INTELLIGENCE 
PURPOSES. THE DEFINITIONS SECTION OF DOD 5240.1-R CLEARLY DEFII 
U.S. PERSON FOR THE PURPOSE OF INTELLIGENCE COLLECTION. PROCI 
OF THE SAME REGULATION ESTABLISHES THE CONDITIONS BY WHICH 
INTELLIGENCE COMPONENTS MAY COLLECT »BOOT U.S. PERSONS. AN IMPORTANT 
TERM HERB IS COLLECTION ABOOT U.S. PERSONS. |. 
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(b)(1),(b)(2), 
1.4(c) 

MAY BB USED PROVIDED IT WAS 
COMPLIANCE WITH PROCEDURE 2 AND THE INFORMATION IS DISSEMINATED 
THOSE HAVING A NEED FOR IT. AS A GENERAL fcuLB, THE SPECIFIC 
A O.S PERSON (EITHER AM INDIVIDUAL OR A CORPORATION) SHOOLD ONL* 
USED WHEN THE " "" ' 
2 « 

NAME 

PASS:0002 
TO 

OF 
BE 

(b)(1),1.4 
(C) 
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