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AMENDMENT NO. Calendar No.

Purpose: To provide a complete substitute.

IN THE SENAT1E OF THE UNIIED STAfES-llOth Cong., lst Sess.

s.2248

To amend the Foreign Intelligence surveillance act of 1978,
to modernize and streamline the provisions of that Act,
and for other puryoses.

Referred to the Corunittee on and
ordered to be printed

Ordered to lie on the table and to be printed

ArupuourNT IN THE NATURE oF e Suesrrrurp intended

to be proposed by M". RocrornLIJER, (for himself and

Mr, Bouo)

Yrz;

1 Strike all afber the enacting clause and insert the fol-

2 lowing:

3 sncrroN 1. sHoRT Trfl-E; TABLE oF coNTENTs.

4 (a) Snonr Tnlp.-This Act may be cited as the

5 "Foreign Intelligence Surveillance Act of 1978 Amend-

6 ments Act of 2007" or the "FISA Amendments Act of

7 2007".

8 (b) T¿slE oF CoNtnNts.-The table of contents for

9 this -Act is as follows:
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Sec. 1. Short title; table of contents.

TITI,E I-FOREIGN INTEI-,LIGENCE SURVEIIJI,ANCE

sec. 101. Additional pnocedures regarding certain perÊons outside the united
States.

Sec. 102. Statement of exclusive means by u'hich electronic surveillance and

interception of domestic communications may be conducted-

sec. 103. submittal to congress of cert¿ill cou¡t orders under the Foreign In-
telligence Surveillance Act of 1978.

Sec. 104. Applications for cor¡rt orders.

Sec. 105. lssuanee of an order.
Sec. 106. Use of information.
Sec. 107. Amendments for ph.ysical searches.

See. 108. Amendments for emerçncy pen registers and trap and trace devices'

Sec. 109. Foreign Intelligenee Surveilla¡rce Court.

See. 110. Technical and conforming amendments.

TITI,E II-PROTECTIONS FOR EI,ECTRONIC COMMUNICATION
SERVICE PROVIDEIT,S

Sec. 201. Defrnitions.
Sec. 202. I-¡imitations on civil actions for electronic communieation serviee pro-

viders-

Sec. 203. Procedures for implementing statutory defenses under the Foreign

Intelligence Surveillanee Act of 1978.

Sec. 204. Preemption of State investigations.

See. 205. Technical amendments.

TITLE III-OTHER, PROUSIONS

See. 301. Severabilþ.
Sec. 302. Effective date; repeal; transition proceclures.

TITLE I_FOREIGN
2 II{TELLIGENCE ST]R\IEILI,AIYCE
3 src. lot. ADDrTToNAL PRocEDUBES REcARDTNG cERTATN

4 pERsoNS oursrDu THE t NrrED srArES.

5 (a) Iu GpNnn¿r,.-The Foreign Intelligence Surveil-

6 lance Act of 1978 (50 U.S.C. 1801 et seq.) is amended-

7 (1) by striking title VII; and

I (2) by adding after title VI the following nerr

9 title:
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1 .TTITLE VII_ADDITIONAL PROCE'
2 DURES REGARDING CERTAIN
3 PERSONS OUTSIDE THE
4 UNITED STATES
5 4SEC. 701. LIMTTATION ON DEFINÍITON OF. ELECTRONIC

6 stIRvErLr,ANcE.

7 ,,Nothing in the definition of electronic surveillance

8 under section 101(f) shall be constmed to encompass snr-

g veillance that is targeted in accordance with this title at

10 a person reasonably believed to be located outsid,e the

11 United States.

12 "snc. zoz. DEEINrrIoNs.

L3 "(a) IN Gpxgn¿r-,.-The terms 'agent of a foreign

14 power,, ,Attorney General" 'contents" 'electronic surveil-

15 lance" ,foreign intelligence information" 'foreign power"

16 'minimization procedures', 'person', 'United States', and'

17 ,United states person' shall have the meanings given such

18 terms in section 101, except as specifically provided in this

19 title.

20 "(b) A¡tITIoNArr DpmNnroNS.-

2l "(1) CoNcnpssIoNAJ-, INTEITITIGENCE coMMIT-

22 TEES.-The term 'congressional intelligence commit-

23 tees'means-

24 "(A) the Select Cornmittee on hrtelligence

25 of the Senate; and
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"(B) the Permanent Select Committee on

Intelligence of the House of Representatives-

" (2) FonnrcN INTEI,IrIGENCE SURVETLLANCE

COURT; CouRt.-The terms 'Foreign Intelligence

Surveillance Court' and 'Court' mean the court es-

tablished by section 103(a).

"(3) Fonnrcw TNTEIJTTIGENCE suRVErl,lANCE

COURT OF REVIEW; COURT OF REVIEw.-The terms

'Foreign Intelligence Surveillance Court of Review'

and 'Court of Review' mearr the court established by

section 103(b).

"(+) Elncrnowrc ooMMIINIcATIoN SERrrICE

PRovIDErl.-The term 'electronic communication

service provider' means-

"(A) a telecommrrnications carrier, as that

term is defrned in section 3 of the Commurrica-

tions Act of 1934 (47 U.S.C. 153);

"(B) a provider of electronic communica-

tion service, as that term is defined in section

2510 of title 18, United States Code;

"(C) a" provider of a remote eomputing

service, as that term is defined in section 27tL

of title 18, UniJed States Code;

"(D) any other communication service pro-

vider who has access to wire or electronic com-
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munications either as such communications are

transmitted or as such communications are

stored; or

"(E) an offi.cer, employee, or agent of an

entity described in subparagraph (A), (B), (C)'

or (D).

"(5) EInMENT oF TI{E INTEIJTTIGENCE coMMU-

NITY. The term 'element of the intelligence com-

muniqy' means an element of the intelligence com-

munity specifred in or designated under section 3(4)

of the National Security Act of irg47 (50 U-S.C-

40ra(4\).

*SEC. 703. PROCEDI.JRES FOR TARG1T:trYG CERTAIN PER.

SONS OTIISIDE THE T]NITED STATES CITHER

THAN T]NITED STATES PERSONS.

"(a) AuuromzlTroN.-Notwithstanding any other

Iaw, the Attorney General and the Director of National

Intelligence may authorize jointly, for periods of up to 1

year, the targeting of persons reasonably believed to be

located outside the united states to acquire foreign intel-

Iigence idormation.

" (b) I-¡IMITATIONS.-An acquisition authorized under

subsection (a)-
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I "(1) may not intentionally target any person

2 }¡rown at the time of acquisition to be located in the

3 United States;

4 "(2) may not intentionally target a person rea-

5 sonably believed to be located outside the Ilnited

6 States if the purpose of such acquisition is to target

7 for surveillance a particular, krrown person reason-

8 ably believed to be in the United States, except in

9 accordance with title I;

10 "(3) may not intentionally target a Ilnited

11 'states person reasonably believed to be located out-

12 side the United States, except in accordance with

13 sections 704 or 705; and

14 "(4) shall be conducted in a manr.er consistent

15 with the fourth amendment to the Constitution of

16 the United States.

l7 "(c) CottDUCT oF AcQUISITIoN.-An acquisition au-

18 thorized under subsection (a) may be conducted- only in

lg accord.ance with-
20 . "(1) a certifrcation made by the Attorney Gen-

2I eral and the Di¡ector of National Intelligence pursu-

22 ant to subsection (f); and

23 "(2\ t}lie targeting and minimization procedures

24 required pursuant to subsections (d) and (e)-

25 "(d) TancETINc PnocPouRps.-
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"(1) RnQUIREMENT To ADoPT.-The Attorney

General, in consultation with the Director of Na-

tional Intelligence, shall adopt targeting procedures

that are reasonably designed to ensure that any ac-

quisition authorized under subsection (a) is limited

to targeting persons reasonably believed to be Io-

cated outside the United States.

"(2\ Jutrcmr, nnvtpw.-The procedures re-

ferred to in paragraph (1) shall be subject to judicial

review pursuant to subsection (h).

" (e) MrNmIzATroN PnocnouRns.-

"(1) RneUTREMENT To ADoPT.-The Attorney

General, in consuìtation with the Director of Na-

tional Intelligence, shatl adopt, consistent with the

requirements of section 101(h) or section 301(4)'

minimization procedures for acquisitions authonzeð,

under subsection (a).

"(2) Juorcrar, npupw.-The minimization

procedures required by this subsection shall be sub-

ject to judicial review pursuant to subsection (h).

"(f) CBnUFICATIoN.-

"(1) IN GENERÁI.-

"(A) RnQUTREMENt.-Subject to subpara-

graph (B), prior to the initiation of a¡r acquisi-

tion authorized under subsection (a), the Attor-



O:\EAS\EASO7D86.rnl

1

2

3

4

5

6

7

I
9

10

11

12

13

t4

15

t6

T7

18

t9

20

2l

22

23

24

S.Ir.C.

8

ney General and the Director of National Intel-

ligence shall provide, under oath, a written cer-

tification, as described in this subsection.

"(B) ExcnpnoN.-If the Attomey Gen-

eral and the Director of National Intelligence

determine that immediate action by the Govern-

ment is required and time does not permit the

preparation of a certification under this sub-

seetion prior to the initiation of a1 acquisition,

the Attorney General and the Director of Na-

tional Intelligence shall prepare such eertifi-

cation, including such determination, as soon as

possible but in no event more than 168 hours

after such deterrnination is made.

"(2) RnqurnnMENTS.-A certification made

under this subsection shall-

"(A) attest that-

"(i) there are reasonable procedures

in plaee for determining that the acquisi-

tion authorized under subsection (a) is tar-

geted at persons reasonably believed to be

located outside the United States and that

such þrocedures have been approved by, or

will promptly be submitted for approval by,
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the Foreign Intelligence Surveillance Court

pursuant to subsection (h);

"(ii) the procedures referred to in

clause (i) are consistent with the require-

ments of the fourth amendment to the

Constitution of the United States and do

not permit the intentional targeting of any

person who is hrown at the time of acqui-

sition to be located in the United States;

"(üi) a signifrcant purpose of the ac-

quisition is to obtain foreign intelligence

information;

"(iv) the minimization procedures to

be used with respect to such acquisition-

"(I) meet the definition of mini-

mization procedures under section

101(h) or section 301(4); and

"([) have been aPProved bY, or

\l'ilI promptly be submitted for aP-

proval by, the Foreign Intelligence

Surveillance Court pursuant to sub-

section (h);

"(v) the acquisition involves obtaining

the foreigu intelligence i:rformation from or
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with the assistance of an electronic com-

munication sewice Provider; and

"(vi) the acquisition does not con-

stitute electronic surueillance, as limited by

section 701; and

"(B) be supported, as appropriate, by the

afñdavit of any appropriate offrcial in the area

of national security who is-
"(i) appointed by the President, by

and with the consent of the Senate; or

"(ü) the head of any element of the

intelligence cornmunitY.

"(3) LunrATroN.-A certification made under

this subsection is not required to identify the specific

facilities, places, premises, or property at which the

acquisition authorized under subsection (a) wilt be

directed or conducted.

"(4) SueMrssloN To IFIE couRT.-The Attor-

ney General shall transmit a copy of a certification

made under this subsection, and any supporting affr-

davit, und.er seal to the Foreign Intelligence Su¡veil-

lance Court as soon as possible, but in no event

more than 5 days after such certification is made.

Such certification shall be maintained under security

measrües adopted by the Chief Justiee of the United
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States and. the Attorney General, in consultation

with the Director of National Intelligence.

"(5) Rpvrnw.-The certifrcation required by

this subsection shall be subject to judicial review

pursuant to subsection (h).

"(g) Drnncrrvns.-

"(1) AutHonrrY.-With respect to an acquisi-

tion authorized under subseetion (a), the Attorney

General and the Director of National bntelligence

may direct, in writing, an electronic communication

service provider to-
"(A) immediately provide the Government

with all inforrnation, facilities, or assistance

necessary to accomplish the acquisition in , a

marìner that will protect the secrecy of the ac-

quisition and produce a minimum of inJer-

ference with the services that such electronic

cornmunication service provider is providing to

the target; and

"(B) maintain under security procedures

approved by the Attorney General and the Di-

reétor of National Intelligence any reeords con-

cerning the acquisition or the aid frrrnished that

such electronie communication serviee provider

wishes to maintain.
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" (2) CouppNs¡TIoN.-The Government shall

compensate, at the prevailhlg rùte, an electronic

cornmunication service provider for provirìing infor-

mation, facilities, or assistance pursuant to para-

graph (1).

- "(3) Rnl,pesn FRoM lrlÁ,BrrrrrY.-Notwith-

standing any other law, no cause of action shall lie

in any court against any electronic communication

service provider for providing any information, facili-

ties, or assistance in accordance with a directive

issued pursuant to paragraph (1).

"(4) Cu¿¡,IJENcINc oF DIRECTTvES.-

"(A) Autrronrtv ro crraLrIJENcE.-Alr

electronic commrrnication service provider re-

ceiving a directive issued pursuant to paragraph

(1) may challenge the directive by frliog a peti-

tion with the Foreign Intelligence Surveillance

Court.

"(B) AssrcNupNt.-The presiding judge

of the Court shall assign the petition filed

under subparagraph (A) to 1 of the judges serv-

iog io the pool established by section 103(e)(1)

not later than 24 hours after the frling of the

petition.
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"(C) SteNo¡nDS F'oR, REVTEw--A judge

considering a petition to modiff or set aside a

directive may grant such petition only if the

judge finds that the directive does not meet the

requirements of this section or is otherwise nn-

Iawful. If the judge does not modifr' or set aside

the directive, the judge shall immediateþ afñrm

such directive, and order the recþient to com-

ply with the directive. The judge shall provide

a written statement for the record of the rea-

sons for a determination under this paragraph.

"(D) CoNuNuED EFFECt.-Any directive

not uplicitþ modifred or set aside under this

paragraph shall remain in f'ilI effect.

"(5) ENnoRcEMENT oF DIREcrrvEs.-

"(A) OnnER To coMPEL.-In the case of

a failure to comply with a directive issued pur-

suant to paragraph (1), the Attorney General

may frle a petition for an order to compel com-

pliance with the d,irective with the Foreign l-rn-

telligence Surveillance Court.

"(B) AssrcNunNr'.-The presiding judge

of the Court shall assign a petition frled under

subparagraph (A) to 1 of the judges serving in

the pool established by section 103(e)(1) not
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later than 24 hours afber the frling of the peti-

tion.

"(C) Sr¡Noenos FoR, RErrIEw.-A judge

considering a petition shall issue an order re-

quiring the electronic cornmunieation service

provider to comply with the directive if the

judge frnds that the directive was issued in ac-

cordance with paragraph (1), meets the require-

ments of this section, and is otherwise lawfi¡l.

The judge shall provide a written statement for

the record of the reasons for a determination

under this paragraph.

"(D) Coutpupr oF couRT.-Faihrre to

obey an order of the Court issued under this

paragraph may be punished by the Court as

contempt of court.

"(E) Pnocnss.-Any process under this

paragraph may be served in any judicial district

in which the electronic communication sen¡ice

provider may be found.

"(6) AppEAr.-

"(A) Appp¡r, To rI{E couRT oF RE-

vIEw.-The Government or an electronic com-

munication service provider receiving a directive

issued pursuant to paragraph (1) may frle a pe-
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tition with the Foreign Intelligence Surveillance

Court of Review for review of the decision

issued pursuant to paragraph (4) or (5) not

later than 7 days after the issuance of such de-

cision. The Court of Review shall have jurisdic-

tion to consider such a petition and shall pro-

oide a written statement for the record of the

reasons for a decision und.er this paragraph.

"(B) Cnntron¿nr ro rHE SUPREME

coURT.-The Government or an electronic com-

murrication service provider receiving a directive

issued pursuant to paragraph (1) may ñle a pe-

tition for a writ of certiorari for review of the

decision of the Court of Review issued under

subparagraph (A). The record for such review

shall be transmitted under seal to the Supreme

Court of the United States, which shall have ju-

risdiction to review such decision.

"(h) Juucralr Rnvrsw.-

"(1) IN cENERAL.-

"(A) Rpvtpw BY THE FoREIGN INTEIT-

LIGENCE SURVEITJJANCE COURT.-The Foreign

Intelligence Surveillance Court shall have juris-

diction to review any certification required by

subsection (c) and the targeting and minimiza-
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tion procedures adopted pursuant to subsections

(d) and (e).

"(B) SueMrssrox ro rHE coun,T--The

Attorney General shall submit to the Court any

such certifrcation or procedure, or amendment

thereto, not later than 5 days after making or

amending the certification or adopting or

amending the procedures.

"(2) CnntIF'Ic-drIoNs.-The Court shall review

a certification provided under subsection (f) to deter-

mine whether the certification contains all the re-

quired elements.

"(3) TencntrNc PRocEDUnps.-The Court

shall review the targeting procedures required by

subsection (d) to assess whether the procedures are

reasonably designect to ensure that the acquisition

authorized under subsection (a) is limited to the tar-

geting of persons reasonably believed to be loeated

outside the United States.

"(4) MnvIMrzarIoN PRocEDURES.-The Court

shall review the minimization procedures required by

subsection (e) to assess whether such procedures

meet the definition of minimization procedures

und.er section 101(h) or section 301(4).

"(5) OnnERs.-
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"(A) Appnov.Ar.-If the Court frnds that

a certification required by subsection (f) con-

tains aII of the required elements arld' that the

targeting and minimization procedures required

by zubsections (d) and (e) are consistent \Mith

the requirements of those subsections and' with

the fourth amendment to the Constitution of

the United States, the Court shall enter an

order approving the continued use of the proce-

dures for the acquisition authorized under sub-

section (a).

"(B) ConnscrroN oF DEFTcIENCIES.-If

the Court finds that a certifrcation required by

subsection (f) does not contain all of the re-

quired elements, or that the procedures re-

quired by subsections (d) and (e) are not con-

sistent with the requirements of those sub-

sections or the fourth amendment to the Con-

stitution of the United States, the Court shall

issue an order directing the Government to, at

the Government's election and to the extent re-

quired by the Court's order-

"(i) correct any defrciency identifred

by the Court's order not later than 30 days
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afber the date the Court issues the order;

or

"(ü) cease the acquisition authorized

under subsection (a).

"(C) RnQUIREMENT FoR wRrrrEN srATE-

MENT.-In support of its orders under this sub-

section, the Court shall provide, simultaneously

with the orders, for the record a written state-

ment of its reasons.

"(6) AppEA!.-

"(A) Apppar, To rHE couRT op RE-

vIEw.-The Government may appeal any order

under this section to the Foreign Intelligence

Surveillance Court of Review, which shall have

jurisdiction to review such order. For any deci-

sion affrrming, reversing, or modiffing an order

of the Foreign Intelìigence Surveillance Court,

the Court of Review shall provide for the record

a written statement of its reasons.

"(B) CoNtnruATIoN oF ACQUISITIoN

PENDING REHEAR,ING OR APPEAI,.-Any acqui-

sitions affeeted by an order under paragraph

(5XB) may continue-

"(i) dr¡ring the pending of any rehear-

ing of the order by the Court en banc; and
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1 "(ü) during the pendency of any ap-

2 peal of the order to the Foreign Intel-

3 ligence Surveillance Court of Review.

4 "(C) Cnnrron¿nr ro rHE SUPB,EME

5 couRT.-The Government may frle a petition

6 for a writ of certiorari for review of a decision

7 of the Court of Review issued under subpara-

8 graph (A). The record for such review shall be

9 transmitted under seal to the Supreme Court of

10 the United States, which shall have jurisdiction

11 to review zuch decision.

12 "(i) JuucIAIr PnocnnprNGS.-Judicial proceedings

t3 under this section shall be conducted as upeditiously as

14 possible.

15 "fi) MaTxTENANCE oF REcoRDS.-

16 "(1) St¿rvo¡nDS.-A record of a proceeding

L7 under this section, including petitions frled, orders

18 granted, and statements of reasons for decision,

19 shall be maintained under securþ measures adopted

20 by the Chief Justice of the United States, in con-

2l su.ltation with the attorney General and the Director

22 of National Intelligence.

23 "(2) FrlINc aND REVIEw.-AII petitions under

24 this section shall be frled under seal- In any pro-

25 ceedings under this section, the court shall, upon re-
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quest of the Govemment, review ex parte and in

camera any Government submission, or portions of

a submission, which may include classified informa-

tion.

"(3) Rprsxtrox oF RECoRDS.-A directive

made or an order granted under this section shall be

retained for a period of not less than 10 years from

the date on which such directive or such order is

made.

"(k) AssnssMENTS AND REVIEwS.-

"(1) Spw¿NNUArr AssESSMEtrlt.-Not less fre-

quently than once every 6 months, the Attorney

General and Director of l.[ational Intelligence shall

assess compliance with the targeting and minimiza-

tion procedures required by subsections (e) and (Ð

and shall submit each such assessment to-
"(A) the Foreign Intelligence Surveillance

Court; and

"(B) the congressional intelligence commit-

tees.

"(2) Acp¡lcv ASSESSMENT.-The hrspectors

General of the Department of Justice and of any

element of the intelligence cornmu:rity authorized to

acquire foreign intelligence idorrnation u:rder sub-
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or element-

"(A) are authorized to review the compli-

ance with the targeting and minimization proce-

dures required by subsections (d) and (e);

"(B) with respect to acquisitions author-

ized under subsection (a), shall review the num-

ber of disseminated intelligence reports con-

taining a reference to a llnited States person

identity and the mrmber of United States per-

son identities subsequently disseminated by the

element concerned in response to requests for

identities that were not'refemed to by name or

title in the original rePorting;

"(C) \Mith respect to acquisitions author-

ized under subsection (a), shall review the num-

ber of targets that were later determined to be

located in the United States and, to the extent

possible, whether their communications were re-

viewed; and

"(D) shall provide each such review to-

"(i) the AttorneY General;

"(ü) the Director of National Intel-

ligence; and
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"(üi) the congressional intelligence

committees.

"(3) ANNUATJ RErrIEw.-

"(A) RPQumPMENT To coNDUCT.-The

head of an element of the intelligence coûlmu-

nity conducting an acquisition authorized under

subsection (a) shall direct the element to con-

duct arì annual review to determine whether

there is reason to believe that foreign intel-

Iigence i¡formation has been or will be obtained

from the acquisition. The arunual review shall

provide, with respect to such aequisitions au-

thorized under subsection (a)-

"(i) an accou-nting of the number of

disseminated intelligence reporfs con-

'taining a reference to a United States per-

son identitY;

"(ü) an accounting of the mrmber of

United States person identities subse-

quently disseminated by that element in re-

sponse to requests for identities that were

not referred to by name or title in the

original rePorting;

"(üi) the number of targets that were

later determined to be located in the
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United States and the nurnber of and, to

the extent possible, whether their cornmu-

nications rtrere reviewed; and

"(iv) a description of any procedures

developed by the Director of Nationat In-

telligence to assess, io a maruìer consistent

with national security, operational require-

ments and the privacy interests of United

States persons, the extent to which the ac-

quisitions authorized under subsection (a)

acquire the communications of United

States persons, as well as the results of

any assessment.

"(B) Usp or REVIEw.-The head of each

element of the intelligence community that con-

ducts an annual review under subparagraph (A)

shall use eaeh such review to evaluate the ade-

quacy of the minimization procedr¡res utilized

by such element or the application of the mini-

mization procedures to a particular acquisition

authorized under subsection (a).

"(C) PnovtsloN oF nEVIEw ro r.oREIGN

INTEIIIJIGENCE SURVEIIJLANCE COUR,T.-ThC

head of each element of the intelligence cornmu-

nity that conduets an annual review ulder sub-
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1 paragraph (A) shatl provide such review to the

2 Foreign Intelligence Surveillance Court'

3 "SEC. zM. CERTAIN ACQIIISTTIONS INSIDE TIIE UNIIED

4 srArES oF uNrrED srArrs PERsoNs ofrr-

5 SIDE TEE UNTIED STATES.

6 "(a) JunrsDICTIoN oF THE Fonprc¡¡ INrsll,rcENCE

7 Sunvpr,r¿Ncp CouRT.-

8 "(1) IN GENERAT.-The Foreign Intelligence

9 surveillance court shall have jurisdiction to enter an

10 order approving the targeting of a united states

11 person reasonably believed to be located outside the

12 united states to acquire foreign intelligence infor-

13 mation, if such acquisition constitutes electronic sur-

14 veillance (as defined in section 101(f), regardless of

15 the Ìimitation of section 701) or the acquisition of

16 stored. electronic communications or stored electronic

17 data that requires an order under this act, and such

18 acquisition is conducted within the united states.

9 "(2) I-¡rurTArroN.-In the event that a United

20 states person targeted under this subsection is rea-

2I sonably believed to be located in the united states

22 during the pendency of an order issued pursuant to

23 subsection (c), such acquisition shall cease until au-

24 thority, other than under this. section, is obtained

25 pursuant to this Aet or the targeted united states
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person is again reasonably believed to be located out-

side the United States during the pendency of an

order issued- pursuant to subsection (c)-

'r(b) AppIrIcÂTroN.-

"(1) IN GENERAT.-Each application for an

order under this section shall be made by a Federal

offrcer in writing upon oath or afñrmation to a

judge having jurisdiction under subsection (aXl).

Each application shall require the approval of the

Attorney General based upon the Attorney General's

firrdiog that it satisfres the criteria and requirements

of sueh application, as set forth in this section, and.

shall include-

"(A) the identity of the Federal officer

making the application;

"(B) the identity, if Lrrown' or a descrip-

tion of the llnited States person target of the

acquisition;

"(C) a statement of the facts and cir-

cumstances relied upon to justiff the appli-

cant's O.TT that the target of acquisition is-
(i) a United States Person reason-

ably believed to be located outside the

United States; and
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"(ü) a foreign power, an agent of a

foreign power, or an offr,cer or employee of

a foreign power;

"(D) ù statement of the proposed. mrni

mization procednres consistent with the require-

ments of section 101(h) or section 301(4);

"(E) a description of the nature of the in-

formation sought and the type of communica-

tions or activities to be subjected to acquisition;

"(F) a certiflcation made by the Attorney

General or an ofñcial specifred in section

10a(a)(6) that-
"(i) the certifying offrcial deems the

information sought to be foreign intel-

Iigence information;

"(ü) a significant purpose of the ac-

quisition is to obtain foreign intelligence

information;

"(üi) such information cannot reason-

abty be obtained by normal investigative

techniques;

"(iv) designates the type of foreign in-

telligence i¡formation being sought accord-

ing to the categories described in section

101(e); and
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"(v) includes a statement of the basis

for the certifrcation that-

"(I) the information sought is

the type of foreign intelligence infor-

mation designated; and

"(II) such information cannot

reasonably be obtained by normat in-

vestigative teehniques.

"(G) a srunmary statement of the means

by which the acquisition witl be conducted and

whether physical entry is required to effect the

acquisition;

"(H) the identity of any electronic commu-

nieation service provider necessary' to efÊect the

acquisition, provided, however, that the appliea-

tion is not required to identify the specifie fa-

eilities, places, premises, or properby at which

the acquisition authorized und'er this section

wilt be directed or conducted;

"(I) a statement of the facts concerning

any previous applications that have been made

to any judge of the Foreign Intelligence Surveil-

Ianee Court involving the United States person

speeified in the application and the action taken

on each previous aPPlication; and
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"(J) a statement of the period of time for

which the acquisition is required to be main-

tained, provided that such period of time shall

not exceed 90 days per application.

"(2) Ommn REQUTREMENTS oF THE ATToR-

NEY GENERAIT.-The Attorney General may require

any other affrdavit or certification from any other

ofñcer in connection with the application.

"(3) OrnpR REQUTREMENTS oF THE JUDGE'-

The judge may require the applicant to firrnish such

other information as may be necessary to make the

frndings required by subsection (c)(1).

"(c) OnoER.-

"(1) Fr¡lorNcs.-Upon an application mad'e

pursuant to subsection (b), the Foreign Intelligence

surveillance court shall enter an ex parte order as

requested or as ¡¡Odified approving the acquisition if

the Court frnds that-

"(A) the applieation has been made by a

Federal offrcer and approved by the Attorney

General;

"(B) on the basis of the facts submitted by

the applicant, there is probable cause to believe

that the specified target of the aequisition is-
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"(i) a person reasonably believed to be

located outside the United States; and

"(ü) a foreign power' an agent of a

foreign polver, or an officer or employee of

a foreign po\Mer;

"(C) the proposed minimization procedures

meet the definition of minimization procedures

und,er section 101(h) or section 301(4); and

"(D) the application which has been frled

contains all statements and certifications re-

quired by subsection (b) and the certifrcation or

certifications are not elearþ erroneous on the

basis of the statement made under subsection

(b) (lXF) and any other inforrnation fumished

under subsection (bX3).

" (2) PnoeABLp cAUSE.-II determining

whether or not probable cause exists for purposes of

an ord,er under paragraph (1), a judge having juris-

diction under subsection (aXl) may consider past

activities of the target, as well as facts and cir-

eumstances relating to current or future activities of

the target. However, no United States person may

be considered a foreign power, agent of a foreign

power, or offrcer or employee of a foreign power

soleþ upon the basis of activities protected by the



O:\EAS\EASO7D86.xml

1

2

3

4

5

6

7

8

9

10

11

t2

13

L4

15

T6

T7

18

t9

20

2l

22

23

24

25

s.L.c.

30

first amendment to the Constitution of the United

States.

"(3) Ruwpw.-

"(A) LrurrATIoN oN REVIEw.-R€view by

a judge having jurisdiction under subsection

(a)(1) shall be limited to that required to make

the findings described in paragraph (1).

"(B) Rpr¡rnw oF PRoBABIE cAUSE.-If

the judge determines that the facts submitted

und.er subsection (b) are insuffrcient to estab-

tish probable cause to issue an order und'er

paragraph (1), the judge shall enter an ord'er so

stating and provide a written statement for the

record of the reasons for such determination.

The Government may appeal an order under

this clause pursuant to subsection (f).

"(C) Rnvrpw oF I\{TNTMIZATIoN PRocE-

DURES.-If the judge determines that the pro-

posed minimization procedures required und'er

paragraph (1)(C) do not meet the definition of

minimization procedotes under section 101(h)

or section 301(4), the judge shall enter an

order so stating and provide a written state-

ment for the reeord of the reasons for such de-

termination. The Government may appeal an
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order und.er this clause pursuant to subsection

(f).

"(D) Rnvrpw oF' cERTIFICATIoN.-If the

judge determines that an application required

by subsection (2) does not contain all of the re-

quired elements, or that the certification or cer-

tifications are clearþ erroneous on the basis of

the statement made under subsection

(b)(l)(FXv) and any other information fur-

nished under subsection (b)(3), the judge shall

enter an order so stating and provide a written

statement for the record of the reasons for such

determination. The Government may appeal an

order under this clause pursuant to subsection

(f).

"(4) SenclFrcarroNs.-An order approving an

acquisition under this subsection shall speciff-

"(A) the identity, if known' or a descrip-

tion of the United States person target of the

acquisition identified or described in the appli-

cation pursuant to subsection (b)(l)(B);

"(B) if provided in the application pursu-

ant to subsection (bXl)(H), the nahrre and lo-

cation of each of the facilities or places at

which the acquisition will be directed;
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"(C) the nature of the information sought

to be acquired and the type of communications

or activities to be subjected to acquisition;

"(D) the means by which the acquisition

will be conducted and whether physical entry is

required to effect the acquisition; and

"(E) the period of time during which the

aequisition is approved.

"(5) DTnECTIoNS.-An order approving acquisi-

tions under this subsection shall direct-

"(A) that the minimization procedures be

followed;

"(B) an electronic communication service

provider to provide to the Government forthwith

all information, facilities, or assistance nec-

essary to accomplish the acquisition authorized

under this subsection in a manner that will pro-

tect the secrecy of the acquisition and produce

a" minimum of interferenee with the services

that such electronic communication service pro-

vider is providing to the target;

"(C) an electronic communication service

provider to maintain under security procedures

approved by the Attorney General any records

coneerning the acquisition or the aid furnished
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that such electronie communication seruice pro-

vider wishes to maintain; and

"(D) that the Government eompensate' at

the prevailing rate, such electronie communica-

tion service provider for providing such infor-

mation, facilities, or assistance.

"(6) Dun¿TroN.-An order approved under this

paragraph shall be effective for a period not to ex-

ceed 90 days and such order may be renewed- for ad-

ditional 90-day periods upon submission of renewal

applications meeting the requirements of subsection

(b).

"(7) CoupLIANcE.-At or prior to the end of

the period of time for which an acquisition is ap-

proved. by an order or extension under this section,

the judge may assess compliance with the minimiza-

tion procedures by reviewing the circumstances

under which information concerning United States

persons was acquired, retained, or disseminated.

" (d ) EunRcENcY AuruoruzATloN.-

"(1) AurHoRrrY FoR EMERGENoY AUTHoRrza-

TroN.-Notwithstandiog aoy other provision of this

Aet, if the Attorney General reasonably determines

that-
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"(A) an emergency sihration exists with re-

spect to the acquisition of foreign intelligence

information for which an order may be obtained

under subsection (c) before an order author-

:ullrr1 such acquisition can with due diìigence be

obtained; and

"(B) the factual basis for issuance of an

ord.er under this subsection to approve such ac-

quisition exists,

the Attorney General may authorize the emergency

acquisition if a judge having jurisdiction und'er sub-

section (aXl) is informed by the Attorney General,

or a designee of the Attorney General, at the time

of such authorization that the decision has been

made to conduct such acquisition and if an applica-

tion in accord,ance with this subsection is mad'e to a

judge of the Foreign Intelligence Surveillauce Court

as soon as practicable, but not more than 168 hours

after the Attorney General authorizes such acquisi-

tion.

"(2) MrNrutrzatloN PRocEDURES.-If the At-

torney General authorizes such emergency acquisi-

tion, the Attorney General shall require that the

minimization procedures required by this subseetion

for the issuance of a judicial order be followed'
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"(3) TnnurxerroN oF EMERcENoY auruotl-

rzATroN.-ht the absence of a judicial order approv-

ing such acquisition, the acquisition shall terrninate

when the information sought is obtained, when the

application for the order is denied, or afber the expi-

ration of 168 hours from the time of authorization

by the Attorney General, whichever is earliest-

"(4) Usp oF TNFoRMATIoN.-In the event that

such application for approval is denied, or in any

other case where the acquisition is terminated and

no order is issued approving the acquisition, no in-

formation obtained or evidence derived from such ac-

quisition, except under circumstances in rphich the

target of the acquisition is determined not to be a

United States person during the pendeney of the

168-hour emergency acquisition period, shall be re-

ceived in evidence or otherwise disclosed in any trial,

hearing, or other proceeding in or before any court,

grand jury, departrnent, offi,ce, agency' regu-latory

body, legislative committee, or other authority of the

United States, a State, or political subdivision there-

of, and no information concerrring any United States

person acquired from such acquisition shall subse-

quently be used or disclosed in any other manner by

Federal offrcers or employees without the consent of
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1 such person, except with the approval of the Attor-

2 ney General if the inforrnation indicates a tbreat of

3 death or serious bodily harun to any person.

4 "(e) Rpln¡sp Fnou l-,r¡¡u,rrv.-Notwithstanding

5 any other law, no cause of action shall lie in any court

6 against any electronic communication service provider for

7 providing any information, faeilities, or assistanee in ac-

I cordance with an order or request for emergeney assist-

9 ance issued pursuant to subsections (c) or (d).

10 "(f) A-ppnArr.-

11 "(1) AeTEAL To rHE FoREIGN INTErrr-.¡rcENCE

12 suRvErl/IANCE couRT oF nnvrpw.-The Govern-

13 ment may frle an appeal with the Foreign hrtel-

14 ligence Su'veillance Court of Review for review of an

15 order issued pursuant to subsection (c). The Court

16 of Review shall have jurisdiction to consider such ap-

17 peal and shall provide a written statement for the

18 record of the reasons for a decision ulder this para-

19 graph.

20 "(2) CnnrroRAnr ro rHE supREME counT.-

2I The Government may frle a petition for a writ of

22 certiorari for review of the decision of the Court of

23 Review issued under paragraph (1). The record for

24 such review shall be transmitted under seal to the
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I Supreme Court of the United States, which shall

2 have jurisdiction to review such decision.

3 *SEC. 7O5. OÏ.HER ACQTIISTTIONS TAIÌGETING UNTIED

4 srArgs PERsoNS otrfsrDn THE rINrfED

5 srATES.

6 "(a) JunISDIcrroN AND SooPE--

7 "(1) JunrsnrcrloN.-The Foreign Intelligence

8 Surveillance court shall have jurisdiction to enter an

9 order pursuant to subsection (c)-

10 "(2) ScopP.-No element of the intelligence

11 cornmunity may intentionally target, for the purpose

12 of acquiring foreign intelligence information, a

13 United states person.reasonably believed to be lo-

14 cated outside the United States under circumstances

15 in which the targeted united states person has a

16 reasonable e:pectation of privacy and a warrant

17 would be required if the acquisition were conducted

18 inside the united states for law enforcement pur-

19 poses, unless a judge of the Foreign Intelligence

20 surveillance court has entered an order or the at-

2I torney General has authorized an emergency acquisi-

22 tion pursuant to subsections (c) or (d) or any other

23 provision of this Act.

24 "(3) I¡IMITATIONS.-
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| " (A) MovrNc oR MTSTDENTTFTED TAR-

2 cnrs.-In the event that the targeted United

3 States person is reasonably believed to be in the

4 United States during the pendency of an order

5 issued pursuant to subsection (c), sueh acquisi-

6 tion shall cease until authority is obtained pur-

7 suant to this Act or the targeted United States

8 person is again reasonably believed to be lo-

9 cated outside the United States during the

10 pendency of an ord.er issued pursuant to sub-

11 section (c).

L2 "(B) Appl,IcaelrJrry.-If the acquisition

L3 could be authorized under section 704, the pro-

14 cedures of section 704 shall apply, unless ¿rn

15 order or emergency acquisition authority has

16 been obtained under a provision of this Act

17 other than under this section.

18 "(b) ApprJICATroN.-Each application for an order

19 under this section shall be made by a Federal offrcer in

20 writing upon oath or affrrmation to a judge having jotis-

2l diction under subsection (aXl)- Each application shall re-

22 quire the approval of the Attorney General based upon the

23 Attorney General's firrdiog that it satisfres the criteria and

24 requirements of such application as set forth in this sec-

25 tion and shall include-
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"(1) the identity, if lcrown' or a description of

the specifrc United States person target of the acqui-

sition;

"(2) a statement of the facts and circumstances

relied upon to justify the applicant's belief that the

target of the acquisition is-
"(A) a United States person reasonably be-

lieved to be located outside the United States;

and

"(B) a foreign polver' an agent of a foreign

power, or an offrcer or employee of a foreign

. power;

"(3) a statement of the proposed minimization

procedures consistent with the requirements of sec-

tion 101(h) or section 301(4);

"(4) a statement of the facts concerning any

previous applications that have been made to any

judge of the Foreign Intelligence Surveillance Court

involving the United States person specifred in the

application and the action taken on each previous

application; and

"(5) a statement of the period of time for which

the acquisition is required to be maintained, pro-

vided that zuch period of time shall not exceed 90

days per application.
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"(c) OnoER.-

"(1) Fr¡rorNcs.-If, upon an application mad'e

pursuant to subsection (b), a judge having jurisdic-

tion under subsection (a) finds that-

"(A) on the basis of the facts submitted by

the applicant there is probable cause to believe

that the specifred target of the acquisition is-

"(i) a person reasonably believed to be

Iocated outside the United States; and

"(ü) a foreign Power' an agent of a

foreign power, or an offrcer or employee of

a foreign Power; and

"(B) the proposed minimization proce-

dures, with respect to their dissemination provi-

sions, meet the definition of minimization pro-

cedures under section 101(h) or section 301(4),

the Court shall issue an ex parte order so stating.

" (2) PnoeABLp cAUSE.-In determining

whether or not probable cause exists for purposes of

an ord.er under paragraph (1)(A), a judge having ju-

úsdiction under subsection (a)(1) may consider past

activities of the target, as well as facts and cir-

cumstances relating to current or future aetivities of

the target. However, no United States person may

be considered a foreign power, agent of a foreign
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po\Mer, or offr.cer or employee of a foreign power

solely upon the basis of activities protected by the

first amendment to the Constitution of the United

States.

"(3) Rpvtnw.-

"(A) LrmrrerroNs oN REVIEV,T.-Review

by a judge having jurisdiction under subsection

(aXl) shall be limited to that required to make

the fitrdiogs described in paragraph (1). The

judge shall not have jurisdiction to review the

means by which an acquisition under this sec-

tion may be conducted.

"(B) B,uvlgw oF PIìoBABIJE causo.-If

the judge determines that the facts submitted

under subsection (b) are insuffreient to estab-

Iish probable eause to issue an order under this

subsection, the judge shall enter an order so

stating and provide a written statement for the

reeord of the reasons for such determination-

The Government may appeal an ord'er und'er

this clause pursuant to subsection (e).

"(C) Rnvmw oF MINTMIZATToN PRocE-

DURES.-If the judge determines that the mini-

mization procedures applicable to dissemination

of inforrnation obtained through an acquisition
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under this subsection do not meet the definition

of minimization procedures under section

101(h) or section 301(4), the judge shall enter

an order so stating and provide a written state-

ment for the record of the reasons for such de-

termination. The Government may appeal an

order under this clause pursuant to subsection

(e).

"(4) Dun¿troN.-An order under this para-

graph shall be effective for a period not to exceed 90

days and such order may be renewed for additional

90-day periods upon submission of renewal applica-

tions meeting the requirements of subsection (b).

"(5) Comp[,raNCE.-At or prior to the end of

the period of time for which an order or extension

is granted under this section, the judge may assess

compliance with the minimization procedures by re-

viewing the circumstances under which information

concerning United States persons was disseminated,

provided that the judge may not inquire into the cir-

cumstances relating to the eonduct of the acquisi-

tion.

" (d) ErvrpRGENcy AurnonrzATloN.-

"(1) AutHonrry FoR EMERGENoY aurHoRIZA-

TloN.-Nohvithstanding any other provision in this
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subsection, if the Attorrrey General reasonably deter-

mines that-

"(A) an emergency situation exists with re-

spect to the acquisition of foreign intelligence

information for which an order may be obtained

under subsection (c) before an order under that

subsection ü&y, with due diligence, be obtained;

and

"(B) the factual basis for issuance of an

order under this section exists,

the Attorney General may authonze the emergency

acquisition if a judge having jurisdiction under sub-

section (a)(1) is informed by the Attorney General

or a d.esignee of the Attorney General at the time of

such authorization that the decision has been made

to conduct such acquisition and if an application in

accordance with this subsection is made to a judge

of the Foreign Intelligence Surveillance Court as

soon as practicable, but not more than 168 hours

after the Attorney General authorizes such acquisi-

tion.

"(2) MrxrIvrrzltloN PRocEDURES.-If the At-

torney General authorizes such emergency acquisi-

tion, the Attorney General shall require that the
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minimization procedu-res requfued by this subsection

be followed.

"(3) TpnurxeuoN oF EMERGENoy aurgon-

IzATIoN.-In the absence of an ord-er under sub-

section (c), the acquisition shall terminate when the

inforuation sought is obtained, if the application for

the order is denied, or after the e:piration of 168

hours ftom the time of authorizatíon by the Attor-

ney General, whichever is earliest.

"(4) Usn oF INFoRMATIoN.-In the event that

such application is denied, or in any other case

where the acquisition is terminated and no order is

issued approving the acquisition, no information ob-

tained or evid.ence derived from such acquisition' ex-

cept under circumstances in which the target of the

acquisition is determined not to be a United States

person during the pendency of the 168-hour emer-

gency acquisition period, shall be received in evi-

d-ence or otherwise disclosed in any trial, hearing, or

other proceeding in or before any court, grand' jory,

department, office, agency, regulatory body, Iegisla-

tive committee, or other authority of the United

States, a State, or political subdivision thereof, and

no information concerning any United States person

acquired from such aequisition shall subsequently be
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1 used or disclosed in any other marlner by Federal of-

2 frcers or employees without the consent of such per-

3 son, except with the approval of the Attorney Gen-

4 eral if the information indicates a threat of death or

5 serious bodily harm to any person.

6 "(e) ArenAT,.-

7 "(1) AreEAr, To rHE couRT oF nnvrnw.-The

8 Government may frle an appeal with the Foreign In-

9 telligence Surveillance Court of Review for review of

10 an order issued pursuant to subsection (c). The

11 Court of Review shall have jurisdiction to consider

12 such appea^l and shall provide a written statement

13 for the record of the reasons for a decision under

14 this paragraph.

15 "(2) CnnrroRÁRr ro rHE SUPREME counT.-

16 The Government may frle a petition for a writ of

17 certiorari for review of the decision of the Court of

18 Review issued under paragraph (1). The record for

19 such review shall be transmitted under sea.l to the

20 Supreme Court of the United States, which shall

2I have jurisdiction to review such decision.

22 "(f) Jowr A-epLrcATIoNS aND ORDEB,S.-If an ac-

23 quisition targeting a United States person und.er section

24 704 or this section is proposed to be eonducted both inside

25 and outside the United States, a judge having jurisdiction
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1 under subsection (aXl) or section 70a(a)(1) may issue si-

2 multaneously, upon the request of the Government in a

3 joint application complying with the requirements of sub-

4 section (b) or section 704(b), orders under subsection (b)

5 or section 704(b), as applicable.

6 "(g) CoiscunnpNr Autnonrz¿rloN.-If an order

7 authorizing electronic surveillance or physical search has

8 been obtained under section 105 or 304 and that order

9 is still in effect, the Attorney General may authotize, with-

10 out an order under this section or section 704, an acquisi-

11 tion of foreign intelligence information targeting that

12 United States person while sueh person is reasonably be-

13 lieved to be located outside the United States.

14 *suc. ?06. usn oF rNFonrl{arroN AceurRED UNDER Trrr,E

15 vrl

16 "(a) h.n'onivrarroN AcQurnno U¡ronn Ssctrox

17 703.-Inforrnation acquired from an acquisition con-

18 ducted under section 703 shall be deemed to be inforrna-

L9 tion acquired foom an electronic surveillance pursuant to

20 titte I for purposes of seetion 106, except for the purposes

2l of subsection 0) of such section.

22 "(b) INnonuerroN AcQurnnp Uuonn SncrroN

23 7}4.-Information acquired from an aequisition con-

24 ducted under section 704 shall be deemed to be i¡forma-
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I tion acqufued from an electronic srrveillance pursuant to

2 title I for purposes of section 106.

3 "snc. zoz. coNcREssroNAL oll/ERsrGHT.

4 "(a) SpMr¡hrt.ruAr, Rppont.-Not less frequently

5 than once every 6 months, ih. Attorney General shall firlly

6 inform, in a manner consistent with national security, the

7 congressional intelligence committees, the committee on

8 the Judiciary of the senate, and the committee on the

g Judiciary of the House of Representatives, concerning the

10 implementation of this title.

11 "(b) CoNTENT.-Each report made under subpara-

tZ graph (a) shall include-

ß "(1) with respect to section 703-

14 "(A) any certifications made under sub-

15 seation 703(f) during the reporting period;

16 "(B) any directives issued und'er sub-

l7 section 703(g) during the reporting period;

18 "(C) a description of the judicial review

lg during the reporting period of any such certifi-

20 cations and targeting and minimization proce-

2I dures utilized with respect to such acquisition,

22 including a copy of any order or pleading in

23 connection with such review that contains a sig-

24 nificant legal interpretation of the provisions of

25 this section;
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"(D) any actions taken to challenge or en-

force a directive under paragraphs (a) or (5) of

section 703(9);

"(E) any compliance reviews eonducted by

the Department of Justice or the Offrce of the

Direetor of National Intelligence of .acquisitions

authorized under subsection 703 (a) ;

"(F) a description of any incidents of non-

compliance with a directive issued by the Attor-

ney General and the Director of National Intel-

Iigence under subseetion 703(g), including-

"(i) incidents of noncompliance by an

element of the intelligence community with

procedures adopted pursuant to sub-

sections (d) and (e) of section 703; and

"(ü) incidents of noncompliance by a

specifred person to whom the Attorney

General and Director of National Intel-

ligence issued a directive under subsection

703(g);

"(G) any procedures implementing this

seetion; and

"(H) any annual review conducted pnrsu-

ant to section 703(k)(3);

"(2) with respect to section 70+-
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"(A) the total number of applications made

for orders under seetion 704(b);

trlB) the total number of such orders ei-

ther granted, modifi.ed, or denied; and

"(C) the total number of emergency acqui-

sitions authorized by the Attorney General

under section 704(d) and the total mrmber of

zubsequent orders approving or denying such

acquisitions; and

"(3) with respect to section 705-

"(A) the total number of applications made

for orders under 705(b);

"(B) the totat number of such orders ei-

ther granted, modifred, or denied; and

"(C) the total number of emergency acqui-

sitions authorized by the Attorney General

under subsection 705(d) and the total mrmber

of subsequent orders approving or denying such

applications.".

(b) TasLE oF CoNtnNrs.-The table of contents in

the frrst section of the Foreign brtelligence Surveillance

Act of 1978 (50 U.S.C. 1801 et. seq.) is amended-

(1) by striking the item relating to title VII;

(2) bV striking the item relating to section 701;

and
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1 (3) by adding at the end the following:
.,TITI-iE VII-ADDITIONAL PROCEDURES REGAR,DING CER,TATN

PER,SONS OUTSIDE TIIE UNITED STATES

"Sec. 701. I-¡imitation on definition of electronic surveillance.

"Sec. 702. Definitions.
"Sec. 703. Procedures for targeting eert¿in persons outside the United States

other than United StatÆs persons.

"See. 704. Certain acquisitions inside the United St¿tes of United States per-
sons outside the United States.

. "See. 705. Other acquisitions tarçting United States persons outside the
United St¿tes.

"Sec. 706. Use of information acquired under title VII.
"Sec. 707. Congressiona.l oversight.".

2 (c) TncuNrcarJ AND CoNFoRMTNc AvnununNTs.-

3 (1) Trrr,p 18, uNrrED STATES coDE.-

4 (A) SpcrroN 2282.-Section 2232(e) of

5 title 18, United States Code, is amended by in-

6 serting "(as defined in section 101(f) of the

7 Foreign Intelligence Sun¡eillance Act of 1978,

8 regardless of the limitation of. section 70L of

9 that Act)" afber "electronic sru'veillance".

10 (B) SscrroN 2511.-Section

11 2511(2Xa)(ii)(A) of title 18, United States

LZ Code, is amended by inserting "or a court order

13 pursuant to section 705 of the Foreign hrtel-

14 ligence Surveillance Act of 1978" after "assist-

15 ance".

16 (2) FonnrcN TNTETTTJTGENCE SURVEII,LANCE

17 Acr oF 1e?8.-

18 (A) SncuoN loe.-Section 109 of the For-

L9 eign Intelligence Suryeillance Act of L978 (50
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U.S.C. 1809) is amended by adding at the end

the following

"(e) DnrIMTroN.-For the pu4)ose of this section,

the terrn 'electronic surveillanee' means electronic Surveil-

lance as d,efrned in section 101(f) of this act regardless

of the limitation of section 701 of this Act.".

(B) SncrroN 60r.-section 601(a)(1) of

the Foreign Intelligence Surveillance Act of

1978 (50 U.S.C. 1871(a)(1)) is amended bv

striking subparagraphs (C) and (D) and insert-

ing the following:

"(C) pen registers under section 402;

"(D) access to records under section 501;

"(E) acquisitions under section 704; aærd,

"(F) acquisitions under section 705i'-

(d) Tnn¡nrNArIoN oF AurrroRITY.-

(1) IN cENERÁl.-Except as provided in para-

graph (2), the amendments made by subseetions

(aXz) and (b) shall cease to have effect on Decem-

ber 31, 2013.

(2) CoNuNurNc aPPLICABIT,ITY.-section

703(h)(3) of the Foreign Intelligence Surveillance

Act of 1978 (as amended by subsection (a)) shall re-

main in effect with respect to any directive issued

pursuant to seetion 703(h) of that Act (as so
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1 amended) during the period such directive was in ef-

2 fect. Section 704(e) of the Foreign hntelligence Sur-

3 veillance Act of 1978 (as amended by subsection (a))

4 shall remain in effect with respect to an order or re-

5 quest for emergency assistance under that section-

6 The use of ifformation acquired by an acquisition

7 conducted, under section 703 of that Act (as so

8 amended) shall continue to be govemed by the provi-

9 sions of section 704 of. that Act (as so amended).

10 spc. roz. STATEMENT oF EKcLUSTIIE MEANs BY wgrcu

11 Í:r.Elcrnomc sIJB\IETLLANcE AND TIVTERcEP-

tZ rroN oF DoMgsrrc coMMtlNrcarroNs MAY

13 BE coNDUcrED.

14 (a) StamMENt oF ExclJusrvp MnaNs.-Title I of

15 the Foreign Intelligence Surveillance Act of 1978 (50

16 U.S.C. 1801 et seq.) is ainended by adding at the end

l7 the following new section:

18 "srATEtvtENT oF Excr,usrvn MEANS BY wrlrctt EIJEC-

19 TRoNrc suRvErrrI/ANcE aND TNTERCEPTToN oF Do-

20 MESTIC COMMUNICATIONS MAY BE CONDUCTED

2l "SEc. 112. The procedures ofchapters 119, 121, and

22 206 of title 18, United States Code, a¡d this Act sha.ll

23 be the exclusive means by which eleetronic surrueillance (as

24 defined in seetion 101(f), regardless of the limitation of

25 section 701) and the interception of domestic wire, oral,

26 or electronic commurrications may be conducted.".
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1 (b) T¡em oF CoNTENrs.-The table of contents in

2 the first section of the Foreign Intelligence Surveillance

3 Act of 1978 (50 U.S.C. 1801 et seq.) is amended by add-

4 ing after the item relating to section 111, the following:

,,Sec. 112. Sta.tement of exclusive means by which electronic surveillaneæ and

interception of domestic comrnunications may be conducted'"'

5 (c) Co¡lponrvm.Tc AMENDMENTS.-Section 25ll(2)

6 of title 18, United States Code, is amended in paragraph

7 (f), by striking ", âs defined in section 101 of such Act,"

8 and inserting "(as defined in section 101(f) of such Act

g regardless of the limitation of section 701 of such Act)".

10 SEC. los. St BMITTAL To CoNcREss oF CERTAIN cottrrT

11 oRDERs ttNDER THE FoRETGN rNrur-

LZ LrcENcE st RvErrJ"AI$cE Acr oF 1978.

13 (a) INclusroN oF CERTATN Onnøns rN Sptw-AN-

14 NUAI: RppOnrS Or¡ AtrOn¡my Gn¡rsn¿r-,.-Subsection

15 (aX5) of section 601 of the Foreign Intelligence sur¡eil-

16 lance Act of 1978 (50 U.s.c. 1871) is amended by strik-

17 ing "(not including orders)" and inserting ", orders,".

18 (b) RppoRrs BY AtronNnv Gnxpnar, oN CERTATN

tg Ornnn Onppns.-Such section 601 is further amended

20 by adding at the end the following new subsection:

2L "(c) The Attorney General shall submit to the com-

22 mittees of Congress refemed to in subsection (a) a copy

23 of any decision, order, or opinion issued by the court es-

24 tablished under seetion 103(a) or the court of review es-
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tablished under seetion 103(b) that includes significant

constrrction or interpretation of any provision of this Act

not later than 45 days afber such decision, order, or opin-

ion is issued.".

SEC. l(}4. APPLTCATIONS FOR COTTRT ORDERSI.

Section 104 of the Foreign Intelligence Surveillance

Act of L978 (50 U.S.C. 1804) is amended-

(1) in subsection (a)-
(A) by striking paragraphs (2) and (11);

(B) by redesignating paragraphs (3)

through (10) as paragraphs (2) through (9), re-

spectively;

(C) in paragraph (5), as redesignated by

subparagraph (B) of this paragraph, by striking

"detailed";

(D) in paragraph (6), as redesignated by

subparagraph (B) of this paragraph, in the

matter preceding subparagraph (A)-
(i) bV striking "Affairs or" and insert-

ing "Affairs,"; and

(ü) by striking "Senate-" and insert-

ing "Senate, or the Deputy Director of the

Federal Bureau of Investigation, if des-

ignated by the President as a certifying of-

flcial-";
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(E) in paragraph (7), as redesignated by

subparagraph (B) of this paragraph, by striking

"statement of' and inserting "summary state-

ment of';

(F) in paragraph (8), as redesignated by

subparagraph (B) of this paragraph, by adding

"and" at the end; and

(G) in paxagraph (9), as redeqignated by

subparagraph (B) of this paragraph, by striking

"; and" and inserting a Period;

(2\ by striking subsection (b);

(3) by redesignating subseetions (c) through (e)

as subsections (b) through (d), respectiveþ; and

(4) in paragraph (lXA) of subsection (d), as re-

designated by paragraph (3) of this subsection, bY

striking ,,or the Director of National Intelligence"

and inserting "the Director of National Intelligence,

or the Direetor of the Central Intelligence Ageney'''

SEC. 1O5. ßSUAI{CE OF AI.I ORDER.

section 105 of the Foreigu Intelligence surveillance

Act of 1978 (50 U.S.C. 1805) is amended-

(1) in subsection (a)-
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I (B) by redesignating paragraphs (2)

2 through (5) as paragraphs (1) through (4)' re-

3 sPectiveþ;

4 (2) in subsection (b), by striking "(a)(3)" and

5 inserting "(a)(2)";

6 (3) in subsection (cXl)-

7 (A) in subparagraph (D), by adding "and"

8 at the end;

g (B) in subparagraph (E), by striking ";

10 and" and inserting a Period; and

11 (C) bV striking subparagraph (F);

12 (4) bV striking subsection (d);

13 (5) by redesignating subsections (e) through (i)

14 as subsections (d) through (h), respectively;

15 (6) bV amendi'g subsection (e), as redesignated

L6byparagraph(5)ofthissection,toreadasfollows:

L7..(e)(1)Notwithstandinganyotherprovisionofthis

18 title, the Attorney General may authorize the emergency

lg employment of electronic surveillance if the Attorney Gen-

20 eral reasonablY-

2I..(A)determinesthatanemergencysituation
22 exists with respect to the emplo¡'rnent of electronic

23illancetoobtainforeignint,elligenceinforma-

24 tion before an ord,er authorizing such surveillance

25 can with due diligence be obtained;
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I "(B) determines that the factual basis for

2 issuance of an ord.er under this title to approve such

3 electronic sur¡eillance exists;

4 "(C) inforo.s, either personally or tbrough a"

5 d,esignee, a judge having jurisdiction under section

6 103 at the time of such authorization that the deci-

7 sion has been made to employ emergency electronic

8 surveillance; and

g "(D) makes an application in accordance with

10 this title to a judge having jwisdiction under section

11 103 as soon as praeticable, but not later than 168

L2 hours after the Attorney General authorizes such

13 surveillance.

14 ,,(2) If the attorney General authorizes the emer-

15 gency employment of electronic surveillance under para-

L6 graph (1), the attorney General shall require that the

17 minimization procedures required by this title for the

18 issuance of a judicial order be followed.

Lg..(3)Intheabsenceofajudicialorderapprovingsuch

20 electronic surveillance, the surveillance shall terminate

2l when the information sought is obtained, when the appli-

22 cation for the order is denied, or after the e:çiration of

23 168 hours from the time of authorization by the attorney

24 General, whichever is earliest-
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I "(4) A denial of the application made under this sub-

2 section may be reviewed as provided in section 103'

3 ,,(5) In the event that such application for approval

4 is denied, or in any other case where the electronic surveil-

5 lance is terminated and no order is issued approving the

6 surveillance, no information obtained or evidence derived

7 from such surveillance shall be received in evidence or oth-

I erwise disclosed in any trial, hearing, or other proceeding

g fur or before any court, grand jury, department, offrce,

10 agency, regulatory body, legislative committee, or other

11 authority of the united states, a state, or political sub-

12 division thereof, and no i¡formation concerning any

13 United States person acquired ftom zuch surveillance shall

14 sub.sequently be used or d.isclosed in any other manner by

15 Federal offrcers or employees without the consent of such

16 person, except with the approval of the Attorney General

17 if the inforrnation indicates a threat of death or serious

18 bodily harm to any Person.

lg "(6) The Attorney General shall assess compliance

20 \,'rith the requirements of paragraph (5)."; and

2L (7) by adding at the end the following:

22 ,,(i) In any case in whieh the Government makes an

23 application to a judge under this title to conduct electronic

24 surveillance involving cornmunications and the judge

25 grants such application, upon the request of the applicant,
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the judge shall also authonze the installation and use of

pen registers and trap and trace devices, and direct the

d,isclosure of the information set forth in section

402(d)(2);' .

SEC. 106. USE OF INFORMATION.

subsection (i) of section 106 of the Foreign Intel-

ligence surveillance act of 1978 (8 U.S.C. 1806) is

amended by striking "radio communication" and inserting

ttcommunicationtt.

SEC. 107. AMENDMENTS FOR, PEYSICAL 5B¿¡ÇTTES.

(a) ApplrcarroNs--section 303 of the Foreign In-

telligence surveillance Act of 1978 (50 u.s.c. 1823) is

amended-

(1) in subsection (a)-
(A) bV striking Paragraph (2);

(B) by redesignating paragraphs (3)

through (9) as paragraphs (2) through (8), re-

spectiveþ;

(C) in paragraph (2), as redesignated by

subparagraph (B) of this paragraph, by striking

"detailed";

(D) in paragraph (3)(C), as redesignated

by subparagraph (B) of this paragraph, by in-

serting "or is about to be" before "owned't'; and
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1 (E) in paragraph (6), as redesignated by

2 subparagraph (B) of this paragraph, in the

3 matter preceding subparagraph (A)-

4 (i) by striking "AfÊairs or" and insert-

5 ing "Affairs,"; and

6 (ii) by striking "Senate-" and insert-

7 ing "Senate, or the Deputy Director of the

8 Federal Bureau of Investigation, if des-

9 ignated by the President as a certi$ing of-

10 frcial-"; and

11 (2) in subsection (d)(l)(A), by striking "or the

12 Director of National Intelligence" and inserting "the

13 Director of National Intelligence, or the Director of

14 the Central Intelligence Agency''.

15 (b) Onpnns.-Seetion 304 of the Foreign Intel-

16 ligence Surveillance Act of 1978 (50 U.S.C. L824) is

17 amended-

18 (1) in subsection (a)-

t9 (A) by striking paragraph (1); and

20 (B) by redesignating paragraphs (2)

2l through (5) as paragraphs (1) through (4), re-

22 spectiveþ; arrd

23 (2) bV amending subsection (e) to read as fol-

24 lows:
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1 "(exl) Notwithstanding any other provision of this

2 title, the Attorney General may authorize the emergeney

3 employment of a physical search if the Attorney General

4 reasonably-

5 "(A) determines that an emergency situation

6 exists with respect to the employment of a physical

7 search to obtain foreign intetligence information be-

I fore an order authoriaing such physieal search can

9 with due diligence be obtained;

10 "(B) determines that the factual basis for

11 iszuance of an order under this title to approve such

12 physical search exists;

13 "(C) inforrns, either personally or through a'

14 d,esignee, a judge of the Foreign Intelligence surveil-

15 lance court at the time of such authorization that

16 the decision has been made to employ an emergency

L7 physical search; and

18 "(D) makes an application in accordance with

ß this title to a judge of the Foreign Intelligence sur-

20 veillance court as soon as practicable, but not more

2L than 168 hours afber the attorney Genera.l author-

22 izes such physical search.

23 "(2) If the Attorney General authorizes the emer-

24 gency employment of a physical search under paragraph

25 (1), the Attorney General shall require that the minimiza-
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1 tion procedures required by this title for the issuance of

2 a judicial order be followed-

3 ,,(3) In the absence of a judicial order approving such

4 physieal search, the physical search shall terminate when

5 the information sought is obtained, when the application

6 for the order is denied, or after the e:piration of 168

7 hours from the time of authorization by the attorney Gen-

8 eral, whichever is earliest.

g "(4) A denial of the application made under this sub-

10 section may be reviewed. as provided in section 103.

11 "(5)(A) In the event that such application for ap-

12 proval is denied, or in any other case where the physical

13 search is teminated and no ord.er is issued approving the

14 physical search, no inforrnation obtained or evidence de-

15 rived from such physical search shall be received in evi-

L6 dence or otherwise disclosed in any trial, hearing, or other

17 proceeding in or before any court, grand jury, department,

18 offrce, agency, regulatory body, legislative com¡nittee, or

ß other authority of the united states, a state, or political

20 subdivision thereof, and no information concerning any

2L United States person acquired from such physical search

22 shalt subsequently be used or disclosed in any other ma¡,-

23 ner by Federal offr.cers or employees without the consent

24 of such person, exeept with the approval of the attorney
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1 General if the infonnation indicates a threat of death or

2 serious bodily harm to any person.

3 "(B) The Attorney General shall assess compliance

4 with the requirements of subparagraph (A).".

5 (c) CoNnoRMrNc Aunu¡unNTS.-The Foreign Intel-

6 ligence Sun¡eillance Act of 1978 (50 U.S.C. 1801 et seq-)

7 is amended-

I (1) in section 304(a)(4), as redesignated by

9 subsection (b) of this section, by striking

10 "303(a)(7)(E)" and inserting "303(a)(6)(E)"; and

11 (2) in section 305(kX2), by striking

12 "303(a)(7)" and inserting "303(a)(6)".

13 snc. 1oB. AMU{DIIßNTs FoR EMERcENoY PEN REGrslrRs

14 AIYD rr,AP AND TB,acE DEvrcEs.

15 section 403 of the Foreign Intelligence surveillance

16 Act of 1978 (50 U.S.C. 1843) is amended-

17 (1) in subsection (a)(2), by striking "48 houts"

18 and inserting "168 hours"; and

19 Q) in subsection (c)(l)(C), by striking "48

20 hours" and inserting "168 hours".

2L snc. 109. FoRErcN rlvrtr.rrcnNcn suRvErLr"lNcE cottnT.

22 (a) Dpsrc¡¡attolr oF Juocns.-Subsection (a) of

23 section 103 of the Foreign l-ntelligence Surr¡eillance Act

24 of 1978 (50 U.S.C. 1803) is amended by inserting "at
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1 least" before "seven of the United States judicial cir-

2 cuits".

3 (b) EN B¡Nc AurnomrY.-

4 (1) IN cnNpn¿J-/.-subsection (a) of section

5 103 of the Foreign Intelligence Suweillance Act of

6 1978, as amended by subsection (a) of this section,

7 is firrther amended-

8 (A) by inserting "(1)" after "(a)"; and

9 (B) by adding at the end the following new

10 paragraph:

11 "(2)(A) The court established under this subsection

12 üây, on its own initiative, or upon the request of the Gov-

13 ernment irr aoy proceeding or a party under section 501(f)

14 or paragraph (4) or (5) of section 703(h), hold a hearing

15 or rehearing, en banc, when ordered by a majority of the

16 judges that constitute such court upon a determination

17 that--

18 "(i) en banc consideration is necessary to se-

19 cure or maintain uniformity of the court's decisions;

20 or

2I "(ü) the proceeding involves a question of ex-

22 ceptional importance.

23 "(B) Any authority granted by this Act to a judge

24 of the court established urder this subsection may be exer-

25 cised by the court en banc. When exercising such author-
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I ity, the court en banc shall comply with any requirements

2 of thisAct on the exercise of such authority.

3 "(C) For purposes of this paragraph, the court en

4 banc shall consist of all judges who constitute the court

5 established u-nder this subsection.".

6 (2) Co¡rronMrNe aMENDMENTS.-The Foreign

7 Intelligence Surveillance Act of 1978 is firrther

I amended-

9 (A) in subsection (a) of section 103, as

10 amended by this subsection, bY inserting "(ex-

11 cept when sitting en banc und.er paragraph

12 (2\)" afber "no judge designated under this

13 subsection"; ".ttd

14 (B) in section 302(c) (50 U.S.C. 1822(e)),

15 by inserting "(except when sitting en banc)"

16 after "except that no judge".

\7 (c) Srav oR MoDTFICÀTroN Dunwc aN APPEATT.-

18 Section 103 of the Foreign brtelligence Surveillance Act

19 of 1978 (50 U.S.C. 1803) is amended-

20 (1) by redesignating subsection (f) as sub-

2L section (g); and

22 (2) by inserting afber subsection (e) the fol-

23 lowing new subsection:

24 "(f)(1) A judge of the court established u:rder sub-

25 section (a), the court established under subsection (b) or
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I a judge of that court, or the Supreme Court of the United

2 States or a justice of that court, ffiùy, in accordance with

3 the rules of their respective courts, enter a stay of an order

4 or an order modifying an order of the cowt established

5 under subsection (a) or the court established under sub-

6 section (b) entered under any title of this Act, while the

7 court established under subsection (a) conducts a rehear-

8 ing, while an appeal is pending to the court established

9 under subsection (b), or while a petition of certiorari is

10 pending in the Supreme Court of the United States, or

11 during the pendency of any review by that court.

12 "(2) The authority described in paragraph (1) shall

13 apply to an order entered under any provision of this

14 Aet.".

15 snc. r1o. TECHxrcAL.aIYD coNFoRMrNc AMENDMENTS.

16 Section 103(e) of the Foreign Intelligence Suweil-

ll lance Act of 1978 (50 U.S.C. 1803(e)) is amended-

18 (1) in paragraph (1), by striking "1058(h) or

19 501(f)(1)" and inserting "501(f)(1) or 703"; and

20 (2) in paragraph (2), by striking "1058(h) or

21 501(f)(1)" and inserting "501(f)(1) or 703".
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1 TITLE II_PROTECTIONS FOR
2 ELECTROhIIC COMMT]NICA-

3 TION SER\rICE PRO\rIDERS
4 snc. zot. DEFrNrfroNs.

5 In this title:

6 (1) AssrstaNcn.-The term "assistance"

7 means the provision of, or the provision of access to,

8 information (including commu¡rication contents,

9 communications records, or other information relat-

10 ing to a customer or commr¡rrication), facilities, or

l1 another form of assistance.

12 (2) CoNrENTs.-The term "contents" has the

13 meaning given that term in section 101(n) of the

14 Foreign Intelligence Surveillance Act of 1978 (50

15 U.S.C. 1801(n)).

16 (3) Covsnp¡ crvllr AcrIoN'-The term "cov-

17 ered civil action" means a civil action frled in a Fed-

18 eral or State court that-

19 (A) alleges that an electronic communica-

20 tion service provider furnished assistance to an

2I element of the intelligence community; and

22 (B) seeks monetary or other relief from the

23 electronic communication service provider re-

24 lated to the provision of such assistance.
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(4) Er-,pcrnovrc coMMUNICATToN sERVrcE

PRO\1IDER.-The term "eleetronic communication

service provid,er" means-

(A) a telecommunications carrier, as that

term is defined in section 3 of the Communica-

tions Act of 1934 (47 U.S.C. 153);

(B) a provider of an eleetronic communica-

tion service, as that term is defined in section

25L0 of title 18, United States Code;

(C) a provider of a remote computing serv-

ice, as that term is defined in section 27tL of

title 18, United States Code;

(D) any other communication service pro-

vider who has access to wire or electronic com-

munications either as such communications are

transmitted or as such cornmunications are

stored;

(E) a parent, subsidiary, affrIiate, suc-

cessor, or assignee of an entity described in

subparagraph (A), (B), (C), or (D); or

(F) an offrcer, employee, or agent of an en-

tity described in subparagraph (A), (B)' (C),

(D), or (E).

(5) ElniuENT oF THE INTEIJIJIGENCE coMMU-

NITY.-The term "element of the intelligence com-
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muniqy'' means an element of the intelligence com-

munity specified in or designated under section 3(4)

of the National Security Act of L947 (50 U.S-C.

a01a(a)).

SEC. 2O2. LIMITATIONS ON CTVIL ACTIONS FOR ELEC-

TRONIC COMMT]NICATION SERVICE PRO.

VIDERS.

(a) I-¡nntaTIONS.-

(1) IN csNrnar,.-Notrvithstanding any other

provision of law, a covered civil action shall not lie

or be maintained in a Federal or State court, and

shall be promptly dismissed, if the Attorney General

certifres to the court that-
(A) the assistance alleged to have been

provided by the electronic communication serv-

ice provider \Mas-

(i) in connection with an intelligence

activity involving communications that

was-

(I) authorized by the President

during the period beginning on Sep-

tember 11, 2001, and. ending on Jan-

uary 17,2007; and

(II) designed to detect or Prevent

a" terrorist attack, or activities in
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1 preparation for a" terrorist attack,

2 against the United States; and

3 (ü) described in a written request or

4 directive from the Attorney General or the

5 head of an element of the intelligence com-

6 munity (or the deputy of such person) to

7 the electronic communication service pro-

8 vider indicating that the activity was-

9 (I) authorized by the President;

10 and

11 (II) determined to be lawful; or

12 (B) the electronic communication service

13 provider did not provide the alleged assistance.

14 (2) Rnvtnrùr.-A certification made pursuant to

15 paragraph (1) shall be subject to review by a court

16 for abuse of discretion.

L7 (b) Rnr¡rpw oF CERTIFICATIoNS.-If the Attorney

18 General files a declaration under section 1746 of title 28,

L9 United States Code, that disclosure of a certification made

20 pursuant to subsection (a) would harm the national secu-

2l rity of the United States, the court shall-

22 (1) review such certification in camera and ex

23 parte; and

24 (2) Iimit any pubìic d.isclosure concernfurg sueh

25 certification, including any public order following
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1 such an ex parte review, to a statement that the con-

2 ditions of subsection (a) have been met, without dis-

3 closing the subparagraph of subsection (a)(1) that is

4 the basis for the certification.

5 (c) NoNnELjEcATIot¡.-The authority and duties of

6 the Attomey General under this section shall be performed

7 by the Attorney General (or Acting Attorney General) or

I a designee in a position not lower than the Deputy Attor-

9 ney General.

10 (d) Crwr, ActroNs rN SIATE Count.-A covered

11 civil action that is brought in a State court shall be

12 deemed to arise under the Constitution and laws of the

13 United States and shall be removable under section \441

14 of title 28, United States Code.

15 (e) Rulp oF CoNSTRUCTIoN.-Nothing in this sec-

16 tion may be construed to ìimit any otherwise available im-

17 munity, privilege, or defense under any other provision of

18 law.

19 (f) Ernecrrvr Derp AND A-ept/rcATroN.-This sec-

20 tion shall apply to any covered civil action that is pending

2L on or frled after the date of enactment of this Act.
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1 snc. 2os. pRocEDuREs FoR TMPLEMENTTNc sraruronY

2 DEFENSES ttNDER .tm FoRErcN rNTEL-

3 LIcENcE strRvErLLANcE Acr oF 1978.

4 The Foreign Intelligence Surveillance Act of 1978

5 (50 U.S.C. 1801 et seq,), as amended by section 101, is

6 further amended by adding after title VII the following

7 new title:

8 *TITLE \rIII-PR'OTECTION OF
g PERSONS ASSISTING TTIE
10 GO\IERNMENIT
11 *snc. Bo1. DurrNrrroNs.

LZ "In this title:

13 "(1) AssrsraNcp.-The term 'assistance'

14 meâ.ns the provision of, or the provision of access to,

15 information (including eommunication eontents,

16 communications records, or other information relat-

17 ing to a customer or commrrnication), facilities, or

18 another forrn of assistance.

19 "(2) Arronupv cENERAl,.-The tenn 'Attor-

20 ney General' has the meaning glve that term in sec-

2l tion 101(9).

27 "(3) CoNTENTS.-The term 'contents' has the

23 meaning given that term in section 101(n).

24 " (4\ Er,ncrnourc GoMMUNrcarIoN SERIrICE

25 pRovIDER.-The term 'electronic communication

26 service Provider' means-
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"(A) a telecommunications carrier, as that

term is defined in section 3 of the Cornmunica-

tions Act of 7934 (47 U.S.C. 153);

"(B) a provider of electronic communica-

tion service, as that term is defined in section

2510 of title 18, United States Code;

"(C) a provider of a" remote computing

service, as that term. is defined in section 27LI

of title 18, United States Code;

"(D) any other cornmunication service pro-

vider who has access to wire or electronic com-

mr¡nications either as such cornmunications are

transmitted or as such commrrnications are

stored;

"(E) a, parent, subsidiary, affrliate, suc-

cessor, or assignee of an entity deseribed in

subparagraph (.{), (B), (C), or (D); or

"(F) an officer, employee, or agent of an

entity described in subparagraph (A), (B), (C),

(D), or (E).

"(5) EIBMENT oF THE TNTEIIIcENCE coMMU-

NITY.-The terrn 'element of the intelligence com-

muniq/ means an element of the intelligenee com-

munity as specified or designated u-nder section 3(4)
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of the National Security Act of 1947 (50 U.S.C.

aÙh@)).

"(6) Pnnsou.-The term 'person' means-

"(A) an electronic communication service

provider; or

t'(B) a landlord, custodian, or other person

who may be authorwed or required to furnish

assistance pursuant to-
"(i) an order of the eourt established

under section 103(a) directing such assist-

ance;

"(ü) a certifieation in writing under

section 25LL(2)(aXüXB) or 2709(b) of

title 18, United States Code; or

"(üi) a" directive under section

102(aXa), 1058(e), as in effect on the day

before the date of the enactment of the

FISA Amendments Äct of 2007 or 703(h).

"(7) Sr¡.tn.-The term 'State' means any

State, political subdivision of a State, the Common-

wealth of Puerto Rico, the District of Columbia, ild
any territory or possession of the United States, and

includes any offrcer, public utility s6mmissien, or

other body authorized to regulate an electronic com-

munication serrrice provider.
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I 'snc. B0z. pRocEDURES FoR rMPLElvrENTrNc srAtlunoRY

2 DETENSES.

3 "(a) RnqUTREMENT FoR Cnnrrrrc¡.uoN.-

4 "(1) IN crNnR,AT-,.-Notwithstanding any other

5 provision of law, no civil action may lie or be main-

6 tained in a Federal or State court against ¿üy per-

7 son for providing assistance to an element of the in-

8 telligence community, and shall be promptly dis-

g missed, if the .{ttorney General certifies to the court

10 that-
11 "(A) any assistance by that person was

12 provided pursuant to an order of the court es-

13 tablished under section 103(a) directing such

1,4 assistance;

15 "(B) any assistance by that person was

16 provided pursuant to a certifrcation in writing

17 under seetion 25IL(2)(aXüXB) or 2709(b) of

18 title 18, United States Code;

19 "(C) any assistance by that person 'was

20 provided pursuant to a directive under sections

21 102(aXa), 105B(e), as in effect on the day be-

22 fore the date of the enactment of the FISA

23 Amendments Act of 2007, or 703(h) directing

24 such assistance; or

25 "(D) the person did not provide the alleged

26 assistance.
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| " (2) Rnvtpw.-A certifrcation made pursuant

2 to paragraph (1) shall be subject to review by a

3 court for abuse of discretion.

4 "(b) ITTITATIoNS oN DISoLosuRE.-If the Attorney

5 General frles a declaration under section 1746 of title 28,

6 United States Code, that disclosure of a certification made

7 pursuant to subsection (a) would harm the national secu-

8 rity of the United States, the eourt shall-

9 "(1) review such certification in camera and ex

10 parte; and

11 "(2) Iimit any public disclosure concerning-such

12 certification, including any publie order following

13 such an ex parte review, to a súatement that the con-

14 ditions of subseetion (a) have been met, without dis-

15 closing the subparagraph of subsection (a)(1) that is

16 the basis for the certifi.cation.

17 "(c) Rnuovar-,.-A civil action against a person for

18 providing assistance to an element of the intelligence com-

19 munity that is brought in a State cou¡t shall be deemed

20 to arise under the Constitution and laws of the United

2L States and shall be removable under section t44I of title

22 28, United States Code.

23 "(d) Rnr,a.uoNSHIp ro OIHER Laws.-Nothing in

24 this section may be construed to Ìimit any otherwise avail-
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1 able immunity, privilege, or defense under any other provi-

2 sion of law.

3 "(e) ArerrrcaBllJrrY.-This section shall apply to a

4 civil action pending on or frled after the date of enactment

5 of the FISA Amendments Act of 2007 ." .

6 snc.2o4. pREEMprroN oF srATE rNvESTrcATroNS.

7 Title VItr of the Foreign Intelligence Surveillance

I Act (50 U.S.C. 1801 et seq.), as added by section 203

9 of this Aet, is amended by adding at the end the following

10 new section:

11 "snc. BoB. PREEMPnoN.

t2 "(a) IN Gnrvszur,.-No State shatl have authority

13 to-
1.4 "(1) conduet an investigation into an electronic

15 communication service provider's alleged assistance

16 to an element of the intelligence community;

L7 "(2) require through regulation or any other

18 means the disclosure of information about an elec-

L9 tronic communication service provid,er's alleged as-

20 sistance to an element of the intelligence community;

2L "(3) impose any administrative sanetion on an

22 electronic cornmunication service provider for assist-

23 ance to an element of the intelligence community; or

'24 "(4) coürmence or maintain a eivil action or

25 other proceeding to enforce a requirement that an
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I electronic commruiication seruice provider disclose

2 information concerning alleged assistance to an ele-

3 ment of the intelligence conomunity.

4 "(b) Suns By rHE UNTTED SrArES.-The United

5 States may bring $dt to enforce the provisions of this sec-

6 tion.

7 "(c) JuRrsorcrroN.-The district courts of the

8 united states shall have jurisdietion over any civil action

9 brought by the United States to enforce the provisions of

10 this section.

11 "(d) Arer,rcarroN.-This section shall apply to any

12 investigation, action, or proceecling that is pending on or

13 frled after the date of enactment of the FrSa amendments

14 Act of 2007.".

15 snc. 205. TDcHNrcAL AMENDMENTS.

16 The table of contents in the first section of the For-

17 eign Intelligence Surveillanee Act of lgZB (50 U.S.C.

18 1801 et seq.), as amended by section 101(b), is further

19 amended by adding at the end the following:
,,rrrrrBVrtr-pRom.äåîilf^åÄrl\¡ToNsAssrsrrNcrHE

"Sec. 801. Definitions.
"See. 802. Procedures for implementing statutory defenses.
"See. 803. Preemption.".
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1 TITLE III-OTHER PROVISIONS
2 snc. sol. sEvERABrLfrY.

3 ff any provision of this Act, any amendment made

4 by this Act, or the application thereof to any person or

5 circumstances is held invalid, the vatidity of the remainder

6 of the Act, any such amendments, and of the application

7 of such provisions to other persons and circumstances

8 shall not be affected thereby.

9 snc. soz. EFEEcrr\IE DAIE; R.EpEAL; TRANsrfIoN pnocn-

10 DnRBs.

11 (a) IN Guvsn¿;,.-Except as provided in subsection

12 (c), the amendments made by this Act shall take effect

13 on the date of the enaetment of this Act.

14 (b) Rnpner,.-

15 (1) IN GENERAT.-Except as provided in sub-

16 section (c), sections 1054" 1058, and 105C of the

17 Foreign Intelligence Surveillance Act of 1978 (50

18 U.S.C. 1805a, 1805b, and 1805c) are repealed.

19 (2) Tasl,p oF coNTENrs.-The table of con-

20 tents in the frrst section of the Foreign Intelligence

2l Surveillance Act of 1978 (50 U.S.C. 1801 et seq.)

22 is amended by sf¡iking the items relating to sections

23 1054, 1058, and 105C.

24 (c) Tn¡NSrrroNS Pnocpounns.-
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(1) PnorpcrroNr FRoM rrraBrrJrrY.-Notwith-

standing subsection (b)(1), subsection (l) of section

1058 of the Foreign Intelligence Surveillance Act of

1978 shall remain in effect with respect to any di-

rectives issued pursuant to such section 1058 for in-

formation, faciJities, or assistance provided during

the period such directive was or is in effect.

(2) OnnnRS rN EFFEcr.-

(A) OnopRS rN EFFECT oN DATE oF EN-

ACTMnNT.-Notwithstanding any other provi-

sion of this Act or of the Foreign Intelligence

Surveillance Act of 1978-

(i) any order in effect on the date of

enactment of this Act issued pursuant to

the Foreign Intelligence Surveillance Act of

1978 or section 6(b) of the Protect Amer-

ica Aet of 2007 (Public l-¡aw 110-55; LZ1-

Stat. 556) shatl remain in effect until the

date of expiration of such ord.er; and

(ii) at the request of the applicant,

the court established under section 103(a)

of the Foreign Intelligence Surveillance Act

of 1978 (50 U.S.C. 1803(a)) shall reau-

tLLonze such order if the facts and cir-

cumstances continue to justifr issuance of
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such order under the provisions of such

Act, as in effect on the day before the date

of the enactment of the Protect America

Act of 2007, except as amended by sec-

tions 102, 103, 104, 105, 106, 107, 108,

and 109 of this Act.

(B) OnonRS rN EF'FECT oN DEcEMBER, Bt,

2018.-Any order issued under title VII of the

Foreign Intelligence Surveillance Act of Lg78,

as amended by section 101 of this Act, in effeet

on December 31, 2013, shall eontinue in effect

until the date of the expiration of such order.

Any such order shall be goverrred by the appli-

cable provisions of the Foreign [rtelligence Sur-

veillance Act of 1978, as so amended.

(3) AurHoRrzarroNs AND DTRECTTvES rN EF-

FECT.-

(A) AurrronrzaTroNs AND DTREoTTvES rN

EFr'ECT ON DATE OF ENACTMENT.-NoTwith-

standing any other provision of this Act or of

the Foreign Intelligence Surveillance Act of

1978, any authorization or directive in effect on

the date of the enactment of this Aet issued

pursuant to the Protect America Act of 2007,

or any amendment made by that Act, shall re-
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main in effect until the date of etçiration of

sueh authorization or directive. Any such au-

thorization or directive shaÌl be governed by the

applicable provisions of the Protect America Act

of.2007 (]^zL Stat. 552), and the amendment

made by that Act, and, except as provided in

paragraph (4) of this subseetion, âtry acquisi-

tion pursuant to such authorization or directive

shall be deemed not to constitute electronic sur-

veillance (as that term is defined in section

101(f) of the Foreign brtelligence Surveillance

Act of 1978 (50 U.S.C. 1801(f)), as eonstrued

in accordance with section 1054 of the Foreign

Intelligence Su¡veillance Act of 1978 (50

U.S.C. 1805a)).

(B) Aur¡roRrzATroNS AND DrREcrrvES rN

EFFECT ON DECEMBER 31, 2013.-Any author-

tzation or direetive issued under title VII of the

Foreign Intelligenee Surveillance Act of 7978,

as amended by section 101 of this Act, in effeet

on December 31, 2013, shall continue in effect

until the date of the expiration of such author-

tzation or directive. Any such authorization or

direetive shall be governed by the applicable

provisions of the Foreign Intelligence Surveil-
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lance Act of 1978, as so amended, and, except

as provided in section 706 of the Foreign Intel-

Iigence Surveillance Act of L978, as so amend-

ed, any acquisition pursuant to such authoriza-

tion or directive shall be deemed not to con-

stitute electronic surveillance (as that term is

defrned in section 101(f) of the Foreign Intel-

ligence Surveillance Act of L978, to the extent

that such section 101(f) is limited by section

701of the Foreign Intelligence Surveillance Act

of L978, as so amended)

(4) Usp oF INFoRMATIoN aceurRnD UNDER,

PROTECT AMERICA eCt.-Information acquired from

an acquisition conducted under the Protect America

Act of 2007, and the amendments made by that Act,

shall be deemed to be information acquired from an

electronic surveillance pursuant to title I of the For-

eign Intelligence Surveillance Act of 1978 (50

U.S.C. 1801 et seq.) for purposes of section 106 of

that Act (50 U.S.C. 1806), except for purposes of

subsection fi) of such section.

(5) New onDnns.-Notwithstanding any other

provision of this Act or of the Foreign Intelligence

Surveillance Act of 1978-
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(A) the goverrrment may frle an application

for an order under the Foreign krtelligence

Surveillance Act of 1978, as in effect on the

day before the date of the enactment of the

Protect America Act of 2007, except as amend-

ed by sections 102, 103, 104, 105, 106, L07,

108, and 109 of this Act; and

(B) the court established under section

103(a) of the Foreign Intelligence Srirveillance

Act of 1978 shall enter an order granting such

an application if the application meets the re-

quirements of such Act, as in effeet on the day

before the date of the enactment of the Proúect

America Act of 2007, except as amended by

seetions L02, 103, 104, 105, 106, L07, 108,

and 109 of this Act.

(6) Enr¡Nr aurHoRrzATroNS.-At the request

of the applicant, the cor¡rt established under seetion

103(a) of the Foreign Intelligence Surveillance Act

of 1978 shall extinguish any extant authorization to

conduct electronic surveillance or physical search en-

tered pursuant to such Act.

(7) ArelrcABLE pnovrsroNs.-Any surveillance

conducted pursuant to an order entered. pursuant to

this subsection shall be subject to the provisions of
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the Foreign hrtelligence Surveillance Act of 1978, as

in effect on the day before the date of the enachnent

of the Protect America Act of 2007, except as

amended by sections 102, 103, 104, 105, 106, 107,

108, and 109 of this Act.

(8) TnaNsnrox pRocEDURES coNcERNrNc

THE TAT,GETING OF' UNITED STATES PERSONS OVER,-

SEAs.-Any authorization in effect on the date of

enactment of this Act under section 2.5 of Executive

Order 12333 to intentionally target a United States

person reasonably believed to be located outside the

United States shall remain in effect, and shall con-

stitute a sufficient basis for conducting such an ac-

quisition targeting a United States person located

outside the Untied States until the earlier of-
(A) the date that authorization expires; or

(B) the date that is 90 days after the date

of the enactment of this Act.


