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FOREIGN INTELLIGERNCE
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may only be used in a criminal proceeding with the advance authoriza-
tion of the Attorney General. This provision is designed to eliminata
circumstances in which a local prosecutor has no knowledge that evi-
dence - was obtained through foreign intelligence electronic surveil-
lIance.. In granting approval of the use of the evidence the Attorney
General would alert the prosecutor to the surveillance and he, in turn,
would alert the court in accordance with subsection (c). )

Subsections (¢), (d) and (e) set forth the procedures under the bill
whereby information acquired by means of electronic surveillance i
may be received in evidence or otherwise used or disclosed in any trial, , :
hearing or other Federal or State proceeding. Although the primary

purpose of electronic surveillance conducted pursuant to this chapter o
will not be the gathering of criminal evidence, it is contemplated '

that such evidence will be acquired and this subsection and the succeed- =
ing one establish the precedural mechanisms by which such informa- ,.
tion may be used in formal proceedings.

At the outset the committee recognizes that nothing in subsection
(¢c) abrogates the rights afforded a criminal defendant under Brady v.

% United States v. Armocida, 515 ¥. 2d 29 (3rd Cir. 1975).
[page 56}

Maryland, and the Jencks Act.3® These legal principles inherc in
any such proceeding and are wholly consistent with the procedures
detailed here. Furthermore, nothing contained in this section is in-
tended to alter the traditional principle that the Government cannot
use material at trial against a criminal defendant, and then withhold

from him such material at trial.s
Subsection (c¢) states that no information acquired pursuant to
this chapter may be used unless, prior to the trial, hearing, or other
proceeding, or at o reasonable time prior to an effort to disclose the
! information or submit it in evidence. the government notifies the court
that such information was acquired by means of electronic surveil-
lance conducted pursuant te this chapter. This provision has been
broadened in S. 1566 over its counterpart in S. 3197 by including non-
judicial proceedings. In instances in which the government intends to
disclose surveillance information in such a non-judicial forum, sub-
section (e) would require that the United States district court in the
district in which the disclosure is to take place be notified of the

proposed disclosure or use.

Subsection {d) parallels 18 11.8.C. 2518(10) {a) and provides a

A8Tv A 131

/ H

separate statutory vehicle by swhich a person who has been 2 subject .
of electronic surveillance and against whem evidence derived there- '
from is to be or has been introduced or otherwise used or disclosed in
any trial, hearing or proceeding may move to suppress the contents of
any communication acquired by, or evidence derived from, such elec-
tronic surveitlance. The grounds for such a motion would be that (a)
the communication was unlawfully acquired. or ¢ b) the sarveillance
was not made in conformity with the order of anthorizstion or
approval. )

The “subject” of electironic surveillance means an individual wl
was a party to the intercepted com 3 W ]
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(d) or 18 U.S.C. 8504, or any other statute or rule of the United States
to discover, obtain o1 suppress evidence or information obtained or
derived from electronic smveulance condueted purguam to this chap-
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a copy of the court order and accompanying application upon which
the surveillance was based.

The court must then conduct an ex parte, en camera inspection of
these materials as well as any other documents which the Government
mayv be ordered to provide, to determnine whether the surveillance was
authorized and conducted in a manner which did net violate any con-
stitutional or statutory right of the person against whom the evidence
is sought to be introduced. The subsection Further provides that in
making such a determination, the court may order “disclosed to the
person against whom the evidence is to be introduced the court order or
accompanying application, or portions thereof, or other materials re-
Jating to the surveillance, only if it finds that such disclosure is neces-

csary -to make an accurate determination of the lecality of the sur-
veillance. Thus, this subsection deals with the procedure to be followed
bv the trial court in determining the legality fw illegality) of the sur-
veillance.

The question of how to determine the legality of an electronic sur-
veilance conducted for foreign intelligence purposes has never been

s 18 U.8.C. 2518 (8) and (10).
[page 58]

decided by the Supreme Court. As Jus zce ‘zt wart noted in his con-
curring opinion in Glordanc v. United States, *Moreover, we did not
i Alderman, Hutenkeo or i’@mw@ and we d@ not today, specily the pro-
cedure that the District Courts are to f@llow in making this prelimi-
nary determination [of }_Dﬂahfj 17394 U.5. 810, 314 (1968) ; ses also,
Taglianetiiv. United States, 394 U.S, & 16 (1968)8 The committee views
the procedures set forth in this subsection as striking a reasonable bal-
ance between an entirvely in camere proceeding which might adversely
affect the defendant’s ability te defend himself, and mandatory dis-
closure, which might oceasionally result in the wholesale revelation of
sensitive foreign inte Higence information.

The demsmzl whetber it is necessary to order disclosure to & person
is for the court to make after reviewing the underlying documentation
and determining its volume, scope and, complexity. The committee has
noted the reasened discussion of these matters in the opinion of the
Court in United States v. Butenko, supra. Theg:e,, the court, faced with
the difficult prob?em of detwminipg what standard to follow in balane-
ing national security interests with the right to a fair trial stated:
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Thus, in somo case ',,;, ¢ court ','f\‘ s 1o ,;' 2 {0 determine the
legality of the surveillance witl he defendant.
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