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From (xTD) (FBI)
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2
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Attached is a copy of a form Jetter sent to me via one of the U.S. Attgrnev's

offices.
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Is this an OGC/NSLB approved letter?
PRIVILEGED DELIBERATIVE DOCUMENT - NOT FOR DISCLOSURE OUTSIDE THE FBI WITHOUT PRIOR
OGC APPROVAL
b6 , . .
b7 Associate General counsel - Unit Chief
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UNCLASSIFIED
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National Secuwcdiiy Law Branch
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National Security Letters (NSL)- An NSL is an administrative demand for documents
or records which can be made by the FBI in support of either a Preliminary or Full National
Security Investigation. There are presently eight variations of the three statutorily permitted
NSL demands. They include requests permitted by the Right to Financial Privacy Act
(RFPA) (Title 12, U.S.C. §§ 3414(a)(5)) for 1) financial institution records. They also
include requests permitted by the Fair Credit Reporting Act (FCRA), Title 15, U.S.C.
§51681u and v, for 2) the identity of financial institutions (15 U.S.C. § 1681u(a)); 3)
consumer identifying information (15 U.S.C. § 1681 u(b) ); and 4) full credit reports in
international terrorism cases (15 U.S.C.§1681v). Lastly, they include requests permitted by
the Electronic Communications Privacy Act (Title 18, 11.S.C. § 2709): for 5) telephone
subscriber information: 6) toll billing records: 7) electronic communication subscriber
information; and 8) clectronic communication transactional records. As a general matter, all
NSLs are unclassified and all information returned pursuant to an NSL is unclassified. The
fact that particular information sought by an NSL is related to an authorized investigation is
unclassified. However. the manner in which information sought by an NSL is related to a
particular authorized investigation most likely is classified.

a. Financial Account Records pursuant to Title 12, U.S.C. § 3414(a)(5)’

1. In accordance with provisions of the Right to Financial Privacy Act
(RFPA), a financial institution shall provide the FBI with financial
information pursuant 1o a written request {rom the Director of the FBI or the
Director's designee upon certification to the financial institution that the
records are sought for foreign counterintelligence purposes to protect against
international terrorism or clandestine intelligence activities, provided that
such an investigation of a United States Person is not conducted solely upon
the basis of activities protected by the First Amendment to the Constitution.

2. The RFPA applies only if the entity from which the government is
seeking financial records of a "financial institution,” as defined in the statute.
For purposes of the section of the RFPA. "financial institution" includes
insured bank; commercial bank or trust company; private banker; credit
union; thrift institution; broker or dealer registered with the SEC: investment
banker or investment company:. currency exchange: issuer. redeemer or
cashier of travelers’ checks, checks. money orders: operator of a credit card
system; insurance company; pawnbroker; loan or finance company;, travel
agency: licensed sender of money: telegraph company: persons involved in
real estate closings and settlements; U.S. Postal Service. agency of
U.S./state/local government carrying out any of foregoing; casino: any
business similar to the above list; any business whose cash transactions have
high degree of usefulness in criminal. tax or regulatory matters.

3. The RFPA defines a"[FJinancial record” as an original of, a copy of, or
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information known to have been derived from, any record held by a financial
institution pertaining to a customer's relationship with the financial
institution.

4. By EC dated 11/09/2001. the Director designated approval authority to
the following Bureau officials: (1) the Deputy Director; (2) the Assistant
Directors (AD) and all Deputy Assistant Directors (DAD) of the
Counterterrorism Division (CTD) and the Counterintelligence Division
(CD);* (3) the General Counsel and Deputy General Counsel for National
Security Affairs; (4) the Assistant Director in Charge and SACs of the New
York. Los Angeles. and Washington field offices; and (5) the SACs of all
other field offices. By EC dated 10/17/2003, the Director designated
approval authority to the Senior Counsel for National Security Affairs. By
EC dated 10/31/2003. the Director also designated approval authority to the
EAD for Counterterrorism/Counterintelligence, and to the AD and DAD for
the Cyber Division. Approval authority is not delegable below the SAC level,
and an acting SAC does not have approval authority.

5. Congress has imposed reporting requirements for the FBI's use of NSLs
to obtain financial records under the Right to Financial Privacy Act. The
National Security Law Branch (NSLB) of the Office of General Counsel is
responsible for compiling the necessary mformation and submitting the
requisite reports to Congress. To ensure that NSLB can accurately report to
Congress on RFPA NSLs. all communications documenting the approval and
issuance of national sccurity letters from the ficld or FBIHQ Divisions
should include NSLB in the "To" section and must include NSLB in the lead
section.

b. Identity of Financial Institutions pursuant to Title 15, U.S.C. § 1681u(a).’

1. In accordance with provisions of the Fair Credit Reporting Act. a
consumer credit bureau (Experian, Equifax, TransUnion) shall provide the
FBI with information about the financial institutions with which the
consumer maintains an account or has maintained an account. pursuant to a
written request from the Director of the FBI or the Director's designee upon
certification that such information 1s sought for the conduct of an authorized
investigation to protect against international terrorism or clandestine
intelligence activities, provided that such an investigation of a United States
person is not conducted solely upon the basis of activities protected by the
First Amendment to the Constitution of the United States.

2 At the time of the delegation the Counterintelligence Division was titled National Security
Division.
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2. By EC dated 11/09/2001, the Director designated approval authority to
the following Bureau officials: (1) the Deputy Director: (2) the Assistant
Directors (AD) and all Deputy Assistant Directors (DAD) of the
Counterterrorism Division (CTD) and the Counterintelligence Division
(CD). (3) the General Counsel and Deputy General Counsel for National
Security Affairs; (4) the Assistant Director in Charge and SAC's of the New
York, Los Angeles, and Washington field offices; and (5) the SACs of all
other field offices. By EC dated 10/17/2003, the Director designated
approval authority to the Senior Counsel for National Security Affairs. By
EC dated 10/31/2003. the Director also designated approval authority to the
EAD for Counterterrorism/Counterintelligence, and to the AD and DAD for
the Cyber Division. Approval authority is not delegable below the SAC
level. and an acting SAC does not have approval authority.

3. Congress has imposed reporting requirements for the FBI's use of NSLs

to obtain financial institution listings under the Fair Credit Reporting Act.
NSLB is responsible for compiling the necessary information and submitting
the requisite reports to Congress. To ensure that NSLB can accurately report
to Congress on FCRA §1681u(a) NSLs, all communications documenting
the approval and issuance of national security letters from the field or
FBIHQ Divisions must include NSLB in the lead section.

Consumer Identifying Information pursuant to Title 15. U.S.C. §
168 1u(b)*

1. In accordance with provisions of the Fair Credit Reporting Act, a
consumer credit bureau (Experian, Equifax, TransUnion) shall provide the
FBI with consumer account identification information pursuant to a written
request from the Director of the FBI or the Director's designee upon
certification that such information is sought for the conduct of an authorized
investigation to protect against international terrorism or clandestine
intelligence activities, provided that such an investigation of a United States
person is not conducted solely upon the basis of activities protected by the
First Amendment to the Constitution of the United States.

2. Consumer Identifving Information includes the name, address. former
address, place of employment and former places of employment of the
consumer.

3. By EC dated 11/09/2001, the Director designated approval authority to
the following Bureau officials: (1) the Deputy Director; (2) the Assistant
Directors (AD) and all Deputy Assistant Directors (DAD) of the
Counterterrorism Division (CTD) and the Counterintelligence Division

S T .
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(CD). (3) the General Counsel and Deputy General Counsel for National
Security Affairs; (4) the Assistant Director in Charge and SACs of the New
York, Los Angeles, and Washington field oftices: and (5) the SACs of all
other field offices. By EC dated 10/17/2003. the Director designated
approval authority to the Senior Counsel for National Security Affairs. By
EC dated 10/31/2003, the Director also designated approval authority to the
EAD for Counterterrorism/Counterintelligence, and to the AD and DAD for
the Cyber Division. Approval authority is not delegable below the SAC
level, and an acting SAC does not have approval authority.

4. Congress has imposed reporting requirements for the FBI's use of NSLs
to obtain consumer identifying information under the Fair Credit Reporting
Act. NSLB is responsible for compiling the necessary information and
submitting the requisite reports to Congress. To ensure that NSLB can
accurately report to Congress on FCRA §1681u(b) NSLs, all
communications documenting the approval and issuance of national security
letters from the field or FBIHQ Divisions should include NSLB in the "To"
section and must include NSLB in the lead section.

Full Consumer Credit Reports for Counterterrorism Matters pursuant
to Title 15, U.S.C. § 1681(v)°

1. A consumer credit bureau (Experian, Equifax, TransUnion) shall provide
the TBI with a tull consumer credit report and all other information in a
consumer's file pursuant to a written request from the Director of the I'BI or
the Director's designee upon certification that such information is necessary
for the conduct of an authorized investigation, activity, or analysis related to
international terrorism.

2. By EC dated 8/22/2003, the Director designated approval authority to
the following Bureau officials: (1) the Deputy Director; (2) the EAD for
Counterterrorism/Counterintelligence; (3) the Assistant Directors and all
Deputy Assistant Directors of the Counterterrorism Division (CTD), (4) the
General Counsel, Deputy General Counsel, and Senior Counsel for National
Security Affairs; (5) the Assistant Director in Charge and SACs of the New
York, Los Angeles. and Washington field offices: and (6) the SACs of all
other field offices. Approval authority is not delegable below the SAC level,
and an acting SAC does not have approval authority. This access is
exclusive to counterterrorism investigative matters and is not available
for other national security investigative matters.

3. While Congress has not imposed reporting requirements for the FBI's use
of NSLs to obtain full credit reports under the Fair Credit Reporting Act.
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nonetheless. NSLB does compile this information in the event that it 1s
asked to provide such information to Congress. To ensure that NSLB can
accurately report to Congress on FCRA §1681v NSLs, it asked, all
communications documenting the approval and issuance of national security
letters from the field or FBIHQ Divisions should include NSLB in the "To"
section and must include NSLB in the lead section.

Telephone Toll Billing, and Subscriber Identification, Electronic
Subscriber Information and Electronic Communication Transactional
Records Information pursuant to Title 18, U.S.C. § 2709.°

1. An electronic communications service provider, its officers,
employees and agents are to comply with a written request for customer
account business records maintained by the service provider when the
Director of the FBI or the Director's designee certifies in writing to the
service provider that the records are sought for foreign counterintelligence
purposes to protect against international terrorism or clandestine intelligence
activities, provided that such an investigation of a United States Person is not
conducted solely upon the basis of activities protected by the First
Amendment to the Constitution.

2. By EC dated 11/09/2001, the Director designated approval authority
1o the following Bureau officials: (1) the Deputy Director: (2) the Assistant
Directors and all Deputy Assistant Directors of the Counterterrorism
Division (CTD) and the Counterintelligence Division (CD). (3) the General
Counsel and Deputy General Counsel for National Security Affairs: (4) the
Assistant Director in Charge and SACs of the New York, Los Angeles. and
Washington field offices; and (5) the SACs of all other field oftices. By EC
dated 10/17/2003, the Director designated approval authority to the Senior
Counsel for National Security Affairs. By EC dated 10/31/2003, the
Director also designated approval authority to the EAD for
Counterterrorism/Counterintelligence, and to the AD and DAD for the Cyber
Division. Approval authority is not delegable below the SAC level, and an
acting SAC does not have approval authority.

3. Congress has imposed reporting requirements for the FBI's use of NSLs
to obtain clectronic communications service provider records pursuant to the
Electronic Communications Privacy Act (ECPA). NSLB is responsible for
compiling the necessary information and submitting the requisite reports to
Congress. To ensure that NSLB can accurately report to Congress on ECPA
§2709 NSLs, all communications documenting the approval and issuance of
national security letters from the field or FBIHQ Divisions should include
NSLB in the "To" section and must include NSLB in the lead section.

NSL VIO-28988



HEREIN I3 TMCLAZSIFIED :
DATE 11-09-Z007 BY 65173/ dwh/hsr/cak

The following commentary will discuss the features that respective NSLs share in common
and highlight the differences and provide a recommended pattern for submitting requests
for approval.

Note - there are model NSLs and approving ECs for each type of NSL
on the NSLB/OGC website. Please follow these models.

1. All NSLs must be addressed to an appropriate company point of
contact. The responsibility for ensuring that the company point of contact is
up- to-date belongs to the drafting field division. Many POCs are listed on
the NSLB website.

2 The first paragraph of an NSL provides the appropriate statutory
authority for the request. identifies the types of records requested, and
provides available identifying information so that the company can process
the NSL request. It is this first paragraph that contains the differences that
warrant the eight NSL varieties.

a Telephone subscriber and electronic subscriber NSLs should
have a specific date for each of the phone numbers/e-mail addresses
requested or a range of dates. The date range may be from inception
to present, or some other specified date range relevant to the
investigation. Any phone numbers identified in a subscriber request
should contain all ten digits of the phone number, including the area
code.

b Toll billing record and electronic communication
transactional record requests should have a range of dates for each of
the phone numbers/e-mail addresses requested. The date range may
be from inception to present, or some other specified date range
relevant to the investigation. Any phone numbers identified in a toll
billing record request should contain all ten digits of the phone
number, including the area code.

¢ Financial record requests should include all available
identifying information to facilitate the financial institution's records
search. Typically, such identifying information includes: name,
account numbers, social security number, and date of birth. The time
period for finaneial record requests is typically from inception of
account(s) to present, although a more specific date range may be
used.

d Credit bureau record requests are similar to financial requests
in that they should include available identifying information to
facilitate the credit bureau's records search. Typically. such
identifying information includes: name. social security number, and
date of birth. There is no need to specity a date range for credit record
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requests because these requests seek either a full credit report, or
specitied information from a full credit report. as the credit report is
currently constituted in the files of the credit bureau. So a time frame
has no relevance to this request.

3 The second paragraph of every NSL contains the statutorily required
certification language. The certification language is virtually identical for
every NSL (except the certification for FCRA §1681v full credit reports
references only international terrorist activities since these NSLs are not
available in counterintelligence cases). Financial records also contain an
additional certification that the FBI has complied with all applicable
provisions of the RFPA. Use of the model NSLs will ensure that the proper
certifications are made.

4 The next paragraph contains an admonition for the phone company.
ISP, financial institution, or credit burcau receiving the NSL. The paragraph
warns that no officer, employee, or agent of the company may disclose that
the FBI has sought or obtained access to the requested information or
records. Some of the non-disclosure provisions specitically exempt from the
rule disclosure within the entity to those whose assistance is needed to
respond to the NSL. However, this concept is inherent in all NSLs.
regardless of whether the NSL statute so states. Further, the FBI has
interpreted non-disclosure provisions to allow the entity to consult with legal
counsel as to its rights and obligations with respect to the NSL.

5 The last substantive paragraph instructs the company point of contact
to provide the records personally to a representative of the delivering field
division or to use a delivery service such as Federal Express or United States
Post Office controlled delivery service to return the records to the requesting
field office. (Information may not be returned through routine U.S. mail.)
As a matter of practice, an entity will not incur such costs on its own so if a
ficld office wants the records returned via a delivery service, it needs to
provide the entity with either a Federal Express office account number or a
prepaid package or something of that kind. Otherwise, the entity can be
expected to contact the local field office to pick up the records. The NSL
also states that any questions should be directed to the delivering field
division or, if the delivery has been made by Federal Express, to the
requesting field office.

6 The model NSLs for financial records, telephone toll billing records,
and electronic communication transactional records each have a separate
attachment. These attachments provide examples of information which the
company might consider to be financial. toll billing, or electronic
communication transactional records. As a general matter. the NSL itself
should only request information in the form of the standard language found
in the statute. If'there is a particular type of information that vou are seeking
that is not found in the attachment and that vou believe is within the
parameters of the statute, please consult with you chief division counsel or
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NSLB concerning amending the attachment.

7 Finally. the disseminated NSL is an unclassified document because it
does not detail the specific relevance of the requested records to an
authorized FBI investigation. There is no need to classify the NSL when
attaching it to the cover EC.

8 The Cover EC

a) The Cover EC serves four essential functions in the NSL
process: (1) it documents the predication for the NSL by recording
why the information sought is relevant to an investigation; (2) it
documents the approval of the NSL by relevant supervisors and the
legal review of the document; (3) it contains the information needed
to fulfill the Congressional reporting requirements for each type of
NSL: and (4) when the NSL package is being personally delivered,
it transmits the NSI. to the delivering field office for delivery to the
appropriate telecommunications carrier. ISP, financial institution. or
credit bureau. when the NSL package is being delivered by I'ederal
Express or other controlled delivery service, it notifies the local field
oftice of the NSL in the event that the entity contacts the local field
office to retrieve the information responsive to the NSL. As stated
above, there are eight varieties of model ECs drafted by NSLB and
available on its website: Those are (1) financial records from
financial institutions; (2) credit bureau list of financial institutions at
which a customer maintains/has maintained an account; (3)
consumer identifying information from credit bureaus; (4) full credit
report in international terrorisin cases from credit bureaus; (5)
telephone subscriber information (6) toll billing records (7)
electronic communication subscriber information: and (8) electronic
communication transactional records. When preparing an NSL
request, the ficld should use onc of these model ECs. It a change to
the model EC is thought necessary in a particular situation, please
consult with vour chief division counsel or NSLB.

b) Field Descriptors

This section will generally explain how most of the EC field
descriptors should be completed. The "Precedence" descriptor will
typically be "ROUTINE." The "Date" descriptor should reflect the
date the NSL and the EC were approved. The "To" descriptor will
always include "General Counsel” and the requesting squad's field
division. It may also include the name of the delivering field division
and the office of origin, if applicable. The "Attn" descriptor should
include the National Security Law Branch ( NSLB), and the squad
supervisors and case agents from the requesting squad, delivering
field division, and office of origin, if applicable and if known. The
"From" descriptor should identify the certifying official's field

NSL VIO-28991



division, and include the title of the certifying official. The "Contact"
descriptor should reflect the name and phone number of the
requesting squad case agent, The "Drafted By" descriptor should
reflect the name of the person who prepared the NSL package. The
"Case ID #" descriptor must contain the case file number relevant to
the request. and the control file number maintained by the field. The
"Title" descriptor should list the subject's name. any known aliases,
whether the investigation is an FCI or IT investigation directed at a
particular foreign power. and identify the office of origin, ¢.g.,
WILLIAM BADGUY, AKA BILL BADGUY, FCI-IRAQ, OO:
NEW YORK. The "Synopsis" descriptor should use the standard
boilerplate contained in the appropriate model EC. The "Derived
From" descriptor should be "G-3" in bold typeface. The "Declassify
On" descriptor should be "X-1" in bold typeface. The "Preliminary
Investigation Instituted " or "Full Investigation Instituted”
descriptor should contain the date the national security investigation
was opened on the subject. The remaining descriptors can be filled in
accordance with the model EC being used.

¢) Predication and Relevance

The USA PATRIOT Act has greatly simplified the NSL
process. The FBI official authorizing the issuance of an NSI. is no
longer required to certify that there are specific and articulable facts
giving reason to believe that the information sought pertains to a
foreign power. or an agent of a foreign power. NSLs may now be
issued upon a certification of relevance to an authorized national
security investigation.

Accordingly, the first paragraph in the "Details" section of the
EC should contain the predication for the national security
investigation, including whether the subject is a U.S. Person. and
identify the relevance of the requested records to the investigation.
Both the predication and relevance should be stated clearly and
concisely.

d) Service of NST s

NSI.s may be served by using secure fax, by personal service
by the field office nearest the entity, or by delivery via Federal
Express. United States Post Office controlled delivery service. or
some other controlled delivery service that provides for delivery
directly to a named individual. However, many companies and field
offices have an established relationship such that both prefer that
service be personal by the local field office. These companies are
noted on the NSLB website.

¢)Pavment for NSLs
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ECPA does not provide for reimbursement of costs; thus,
there is no legal obligation to pay for telephone and email subscriber
records, toll billing records, or electronic communication
transactional records. Some offices choose to pay, however.
presumably because pavment serves to help maintain a good
relationship with the provider. RFPA requires reimbursement of
costs; Title 12, CRF Part 219. and the appendix, provide a
reimbursement cost schedule. FCRA, §1681u requires
reimbursement of costs but no reimbursement schedule has been
promulgated. However, FCRA §1681v does not provide for
reimbursement of costs.

¢) Dissemination of NSL Information

Information obtained through the use of an NSL may be
disseminated in accordance with general standards set forth in The
Attornev General's Guidelines for FBI National Security
Investigation and Foreign Intelligence Collection (NSIG).
Dissemination is further subject to specific statutory limitations (e.g.,
ECPA, 18 U.S.C. §2709, and RFPA, 12 U.S.C. §3414(a)(5)(B).
permit dissemination if per NSIG and information is clearly relevant
to regponsibilities of recipient agency, FCRA, 15 U.S.C. §1681u,
permits dissemination to other federal agencies as may be necessary
for the approval or conduct of an FCI investigation: no special
statutory rules for dissemination under FCRA, 15 U.S.C. §1681v).

Since the information obtained through an NSL is not
classified, the information itself, in raw form, may be disseminated
in accordance with the NSIG and specitic statutory provisions
without regard to classitication issues. However. if’ information
obtained from an NSL is discussed in the context of a national
security investigation. it may be classified. Thus, if disseminating
this information with an explanation of how it pertains to a given
investigation, it is likely that there will be classification issues. If
such information is to be used in a criminal proceeding, then steps to
declassify are in order. If such information is to be disseminated to a
foreign government, then DINDO authority will be required. Again,
neither of those steps is necessary if only disseminating the
information in raw form. without any context.
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b6 r_______lnan:aizL::21Theva1ueofTheBankSecrecyActBSA.txt
BIC MessageFrom: (oGC) (FBI)
' Sen , 2005 1:31 pia
(0GC) (FBI); (0GC) (FBI);l I(DI)
(0O (FBT) (1) (FRD); | |

(OGTT (FBL)
Ubject: RE: Dratat Letter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED
NON-RECORD . , .
Duplicate CTD/NSL-CD volume 3
b6  -----quiginal Messageo--oo
E’J]C From: (0GC) (FBI)
‘ Sent: Tuesday, October 25, 2005 12:54
¢ TO) (0GC) (FBI);l (0GC) (FBI); (0GC)
FBI

Subject: Fw: Drafat Letter re: The Value of The Bank Secrecy Act (BSA)

UNCLASSIFIED  Duplicate CTD/NSL-CD volume 3
NON-RECORD
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2REDraftLtrreThevalueofTheBankSecrecyActBSA. txt

be From 0cA) (FBI)
p7C Se = a5, 2005 9:33 pad
I " (0co) " (FBT) ; CTD) (FBI)
| [ (CTD) (FBI); HARRINGION. T T [CTDY TFBT); SWECKE DITBT);
L(cIn) (FBI); (cID) (FBI); ey (CID)
FBI); 1(CIDY (FBI); THOMAS, JULIE F. (0GC) (FBIT: kog

| Ffalelal] (Eﬂlﬁ; BOWMAN, MARION E. (OI) \ksl)q
(oGc) (FBI)

C.
Subject: Drafat Letter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED Duplicate CTD/NSL-CD volume 3
NON-RECORD
UNCLASSIFIED
UNCLASSIFIED
UNCLASSIFIED
Page ?
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DATE: 11-28&-2007

SECRET CLASAZTIFIED BY &5179/dmh ksr/cak
feapr i B8
DECLASEIFY OM: 11-28-2032
From: | |ITOD) (FBI)
Sent: Tuesday March 20 2007 7212 AM
bE To: [ Jocc) el 0GC) (FBI);
2 | SEOIE:D | OGC) (FBI):
b7C IoccueRn

Cc: (CTD) (FBI); (ITSD)(FBI);
. | GC) (FB)| | [oGa) (Fai)
g;‘g;‘é{r Duplicate CTD/NSL-CD volume 14

RECORD xxxx

----- Original ramaﬁ—._'
From: 0OGC) (FBI)
e Sent: I_mmmlzow 1:29 P,
- To: Q FBI)' lOGC)(FBI) OGC)

b7C TERT GC)(FBI
Cc: | J(cTD) (FBI I(rroo) FBI)

(1TSD)(FBI)I 0OGC) (FB])I . (OGC) (FBI)
etention Gr )

Subject: RE: Information for oup

SECRET Duplicate CTD/NSL-CD volume 14
RECORD xxxx

NSL VIO-28996ALL INFURMATICN CONTAINED
HEREIN 15 UNCLASSIFIED EXCEPT
WHERPE SHOWN OTHERWIZE

SECRET



SECRET

Duplicate
----- O guaaldd
From: IOGC) (FBI)
0 - Sent: rmmm.ngnm AM
bo To: GO) (FED) oGo)(Fen]
b7C (OGC) (FBI
Subject: Information for NSL Retention Group
SECRET Duplicate CTD/NSL-CD volume 14
RECORD xxxx

DECLASSIFICATION EXE
SECRET

DERIVED FROM: G
Counterintelligefice Investigations
DECLASSIFICATION EXEMPTION 1
SECRET

NSL VIO-28997

SECRET



SECRET

DERIVED FROM? uide G-3, dated 1/97, Foreigh Counterintelligence

Investigations

NSL VIO-28998

SECRET



b6
b7C

bé
b7C

MessageFrom: |

Sent. 09,
To: 0GC)
Subject: Fw: 207208 letter

UNCLASSIFIED
NON-RECORD

SsTstan enera ounsel

(FBI)

Classified Litigation Support unit

National $ Law Branch
(202) 3244 I
From:i iéé&; (FBI)

ALL INFORMATION CONTAINED
HEREIN I3 UNCLASSIFIED
DATE "LT1-27-Z007 BY pLL73/0uk,/ESY/cak

3Fw2072081tr.txt
J (0GC) (FBI)
7007 %:10 AM

koGe) (FBI):

Sent , 2004 8:16 Al
To: (0GC) (FBI);
S LERTN 1 Locc) (ERTY - 1

0GC) (FBL)
Subject: Fw: 207208 Tetter

UNCLASSIFIED
NON-RECORD

J (0GC) (0GA);|

From:| | (zroy (reD)
Sent: Friday, November 12, 2004 4:01 pM

| (0Gc) (ERT):

To: . (0Gc) (FBIY

Cc: D;

(0GC) (FBI) | (1TD) CFEID;
Subject: Fw: etter

UNCLASSIFIED
NON-RECORD

Duplicate 11/12/04

0GC)_(FB1);

3

KELLEY, PATRICK W.
0GC) (FBI)

email this file

Page 1

NSL VIO-28999




Duplicate

2207208 1+0 _+txt

, From:i i(ITOD)(CON)

bho Senmez 12j %004)8:59 AM
- To: ITD FBI

biC Subject: etter

UNCLASSIFIED
NON-RECORD

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

Page 2

NSL VIO-29000



ALL INFORPMATION COMTAINED
HEFEIN 15 UNCLASSIFIED
DATE ~11-27-2007 BY 65179/ duti/ke v/ val

bé p—REDuottlacarhevalueofTheBankSecrecyActBSA . tXxt
b7C MessageFrom: | | (0Gc) (FBI)
P Sentiluasday _DCIgRer Z2_JU05 T:56 PV
IT JP VARSI LA |
e —— ___ |
Cc:] | (CID) (FBI);| ] (OGC) (FBI)

Subject: RE: Drafat Letter re: The Value of The Bank Secrecy Act (BSA)

NON-RECORD

----- griainel Message---—-
From: (0GcC) (FBI)

bE Seni'_lusdahanfober 25, 2005 1:53 pPM
T To: QGO (FED) ;

b7C (FBI) ] [Gowmvaizy;

ce: | (ocC) (FBI)
Subject: . bratat Letter re: The value of The Bank Secrecy Act (BSA)
-

Duplicate CTD/NSL-CD volume 2

UNCLASSIFIED
NON-RECORD

----- original Message-----
memwc) (FBI)
§e2[: uesday,October 25, 2005 1:00 PM

: " O

JDS I ((ormmmuaiam;

b7C <5} I ] (oGo) (FBI);l |(oc;c) (FBI)
subject: Fw: Dratat Letter re: The value © € Bank secrecy Act (BSA)

UNCLASSIFIED
NON-RECORD

Page 1

NSL VIO-29003



Duplicate 4rRepraftLtrrReThevalueofTheBankSecrecyActBSA. txt

bé Sent:Truesday, oOctober T 2005 12:54 .M

bHC ( ;o | (0oGC) (FBI); I(OGC)(FBI); (0GC)
FBI
Subject: Fw: Drafat Letter re: The Value of The Bank Secrecy Act (BSA)

UNCLASSIFIED

by Duplicate
From:| (oca) (FBI)
Sent £ 25 2005 9-33 AM
19
ITCIDT (PRI TARRINGION. T T TCIDY (FRT). SWFCRER. CORIG (CIDY (FELY:
(FBI) (FBL); THOMAS, JULIE F., (OGC) (FBI); | W &aTaran
A ; BOWMAN, MARION E. (0I) (FBI);
(oGc) (FBI)
, Cc: OCA) (FBL
b Subject: vDratat retter re: The value of The Bank Secrecy Act (BSA)
b7cC
UNCLASSIFIED : o
NON-RECORD Duplicate

Page /Z

NSL VIO-29004



Duplicate

AREDrafil treeThevalueofTheRankSecrocVACTRSA TXT

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

Page 3

NSL VIO-29005




ALL INFORMATION CONTAINED

HEREIN IS UNCLASSIFIED

DATE - 11=37=2a07 BY 651 79 ¢duh sk ar yosk

b6 oThevalueofTheBankSecrecyActBSA. txt
n7c MessageFrom: (oGC) (FBI)
Send. 2005 1:31 pu
(0GC) (FBI); | coco) (FRT) DI)
occ) (ee1); | | (cp) (FBI);
. (oGC) (FBI)
Subject: RE: Draftat Letter re: The value of The Bank Secrecy Act (BSA)
UNCLASSIFIED Duplicate
NON-RECORD
From: (0GC) (FBI)
Sent: Tuesda CLODEer , 2005 12:54 PM
To: | | (06c) (FBI) Joso) (FBI);| foso)
_ (FBI)
bé Subject: Fw: Drafat Letter re: The value of The Bank Secrecy Act (BSA)
b7C . .
UNCLASSTFIED Duplicate
NON-RECORD

Page 1

NSL VIO-29006




bé SREDraftLtrrReThevalueofTheBankSecrecyActBSA. txt

b7¢ . T Meccamon o
B —
Sent: . 25, 2005 9:33 rM

Iaod | (06C) (FBI)j - S— - - —
IERT TARRINGTON T 1 (CTDY (PRI QWECKER CHRTS (CTDY (PRI

e LICIDTTTBT); THOVAS, JULIE F. 0Ge) LkBl);. = ;
N | PV f"nf\; BOWMAN| MARION E. (OI) M

(oGC) (FBI)
(UCA) (FB1)
SubMTter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED Duplicate

NON-RECORD

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

Page ?

NSL VIO-29007



HEREIN I§ D

DATE YI-27-2007 BY &5179/dubk=r foak

, r.......ﬁzannaf;L;nnﬁTheva1ueofTheBankSecrecyActBSA.txt
b6 MessageFrom: (0oGC) (FBI)

. sen A= 5005 1:31
bic To: (060) (FBD);

L o IrnI); (CID) (FBI);
D; ICOMGT)

Subject: RE: Drafat Letter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED Duplicate CTD/NSL-CD volume 3
NON-RECORD
From (060) (FBT)
b7C Sen1;_1uesdax__nc;nba:_15, 2005 12 :54p-iaa
: TO: (0GC) (FBI); (0GC) (FBI); (0GC)
bo (FBI)
Subject: Fw: Drafat Letter re: The Value of The Bank Secrecy Act (BSA)
UNCLASSTIFIED Duplicate
NON-RECORD
Page 1

NSL VIO-29008



6REDraftLtrreThevalueofTheBankSecrecyActBSA. txt

b6 original Message-----

b7C From (ocA) (FBI)
Sen 25, 2005 9:33
To: (occ) (FBI);

I TCIDY (ERIY. TARRINGTON, T, T TCIDY (FRIV: SWECKER. CHRIS (CIDY (FRTY:

(FBI); LCCID) (FBI); THOMAS, JULIE F., (0GC) (FBI); Ko
(FRI) 1(0G0) (FRI); BOWMAN, MARION E. (0I) (FBI);

(0GC) (FBI)
v TOCKT kwl
subject: Drarat Lefter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED Duplicate
NON-RECORD

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

Page ?

NSL VIO-29009



In preparing your response to this request. you should determine whether your company maintains
the following types of information which may be considered by you to be an electronic
communications transactional record in accordance with Title 18 United States Code Section 2709.

Account information to include:

b2
b7E

We are not requesting and you should not provide information pursuant to this request that would
disclose the content of any electronic communication as defined in Title 18 United States Code
Section 2510(8). Subject lines of e-mails are content information and should not be provided
pursuant to this request.

If the records provided are particularly large we request that you provide this information in
electronic format preferably on a CR-ROM.

NSLB 7-28-05

ALL TUEOBMATION [CONTAIWNED
; : [FIED
CEY 651722 Admb ki ar ok

NSL VIO-29010



DATE: 11-26-a007
CLASSIFIED BY €5179 duh/ksrfoak
(01/26/1998) FEASON: 174 Te]

DECLASSIFY Oy 11=28-2032
RET

FEDERAL BUREAU OF INVESTIGATION

Precedence: KOJITINZ Date: 00/00/2006
To: Genera. Counsel Attn: Julies Theonas
Depuly General Counsel, H3LE
[COUNTERTERRORISM/ Attn: [UNIT}

COUNTERINTELLIGENCE/CYBER]

[REQUESTING OFFICE] Attn: =32 [SQUAD SUPERVISOR]
SE [CASE AGENT]
[OFFICE OF ORIGIN] Attn: 32 [CASE AGENT]
"SQUAD] [X]
[DELIVERING DIVISION] Attn: SZA [SQUAD SUPERVISOR]
vif uzing porconal service) [SQUAD] [X]

From: [DRAFTING DIVISION]
[APPROVING OFFICIAL]
Contact: [CASE AGENT, telephone number (000) 000-

0000)
Approved By: [ADIC NAME (IF APPLICABLE) ]
[SAC NAME]
[ASAC NAME]
[CDC NAME]
[SSA NAME]

Drafted By: [LAST, FIRST, MIDDLE NAME: INITIALS]

L

Case ID # I [CASE FILE NUMBER  (Pending)

- Title:ri)X  [SUBJECT]
[AKA] [ALIAS (IF APPLICABLE) ]
[IT/FCI - FOREIGN POWER]
00: [OFFICE OF ORIGIN’

Synopsis: (U) Approves the issuance of an sCEFA National
Security Letter (MSL)for emzil zubscribzsr information; provides

HTATHED SECRET
FIED EXCEFT

NSL VIO-29011



() e

i

(0) -

\}EQQET

To: [DELIVERING DIVISION] Fron: [DRAFTING DIVISION]

.RQLWM§€ [CASE FILE NUMBER, 00/00/2006]

crting data; and, if necessary, trarsmits the MNIL for delivery
the electronic communications service provider.

(mvwmwmaxﬁ DeMs Tom: G-3
eclash On: [10 years from date of EC]

FULL/PRELIMINARY Investigation Ifstituted: X, [00/00/2006]

'Réféfencerm@() [CASE FILE NUMBER Serial XXX]

Enclosures: (U) Enclosed for [DELIVERING DIVISION or OFFICE OF
ORIGIN, depending on whether service is personal or through a
restricted delivery service or fax] is an NSL dated [00/00/2006],
addreszged to [COMPANY POC NAME], [TITLE (if available)], [COMPANY
NAME], [COMPANY ADDRESS - NO P.O. BOX], [CITY, STATE - NO ZIP
CODE if using personal service], reguesting the nare, addresss,
and _=ngtnh of service for the e-mall acdress holder{z) listed.

Details: ﬁﬂ A [FULL/PRELIMINARY] [INTERNATIONAL/FOREIGN
COUNTERINTELLIGENCE] investigabion ol Lhe supjech, a [USPER/NON-
USPER], was auathorized in accordance with ths Attornesy Gensral
Cuidelin=z kecauss [Give a full explanation of the justification

\°  for opening and maintaining an investigation of the subject;

barebones facts will not suffice and will cause the request to be
rejected for lack of legal sufficiency]. This electronic
snbacriver information is being resusested to  [Fully state the
relevance of the requested records to the investigation].

(1) This electronic commuricaticon docunents the
[APPROVING OFFICIAL's] approval znz certification of the enclosed
HEL.  For mandalory repor.ing purpos=s, Lhe gnclosed NSL seehs
subscricer information orn [NUMBER OF] [e-mail/IP address(es)]
from [ISP #1]; [NUMBER OF] [e-mail/IP address(es)] from [ISP #2],

oo,

(11) Arrangenent.s shoonld be made with the electronio
cormunication service provider to provide the records [personally
to an employee of the DELIVERING division OR through use of a
delivery service or secure fax to OFFICE OF ORIGIN] within
'NUMBER OF] husiness days of receipt of this request. The
electronics communication sesvice provider should neither send The
records through routine mail sezvice nor utbtilize fhe nams of the

subj=ct of the request in any telephone calls fo the FEI.
SE&Q

NSL VIO-29012



é&RET

Tco: [DELIVERING DIVISION] Frone [DRAFTING DIVISION]

‘ReT Q) [CASE FILE NUMBER, 00/00/2006]

DISCLOSURE PROVISIONS

[Certification and Activation of the Nondisclosure Requirement:
There is no longer an autcmatic prohibition that prevents the
recipient of a National Security Letter from disclosing that the FBI
has requested the information. To activate the nondisclosure
requirement, the senior FBI official approving this EC must use
Option 1 below and include in the EC (but not in the NSL) a brief
statement of facts that Jjustify the nondiscleosure redquirement.
Option 2 is to be used in all cases where Option 1 is not used.]

[Cpticon 1 - Invoking Nondisclosure Requirement]

{(U) In accordance with lg U.3.C2. & 270%(z) I, the senior
nfficial approving this EC, certify that a disclocsure of the faco:
that th= FBI nas sought or obtzinel access to the information sought
by this lestter may esndanger the naticnal security of the Unized
States, interfere with a criminal, ccunterterrorism, or
counterintelligence investigation, irnterfere with diplomatic
re_aticons, or endanger “he lifle or plyslical safely of a4 person.

- Brief g-—azement of the facts justifying my
cert:fizaticon in this case:

[Option 2 - Declining to invoke the nondisclosure requirement]

(U) I, the senior official approving this =Z, have
determined that the facts of this case d: not warrant activazion of
the nondisclosure requirements under the applicakle HNational
Security Lettfer statuze.

[Include the next 2 paragraphs in all ECs]

(U)y Information reczived fram an electronic
coneouni raticons service provider may be dissemninated in accordance
with ths Attorney Gensral Guidelines or. Naticocnal Sscuarity
_nvestigations and Foreign Intellicerce Tollection and, with

res -t to disseminatiocn o zn ajercy -f the United 3tates, only
2f zuth informaticon is clearly zelevant Lo the authorized

resoonsibilities of such agsncy.

SEORET

NSL VIO-29013



{0 -

M.

PN

to

SmT
[DELIVERING DIVISION] Fron: [DRAFTING DIVISION]
~~~~~ %) [CASE FILE NUMBER, 00/00/2006]

(U) Any Jguestions regarzirg the akcove can be directed
[CASE AGENT, telephone number (000) 000-0000].

SECRET

NSL VIO-29014



\55@'1'

T2: [DELIVERING DIVISION] Frone [DRAFTING DIVISION]
(m~mke¢mm€§< [CASE FILE NUMBER, 00/00/2006]

LEAD (s):

Set Lead 1:

SENERAL COUNSELRL

AT WASHINGTON, DO

(U) MNELE is requested to reccrd the appropriats
Infermation needed to fulfill the Corgressiconal reporting
requirerents for NSLs.

Set Lead 2: (Info)

[COUNTERTERRORISM/COUNTERINTELLIGENCE /CYBER]

AT WASHINGTON, DC

(1J) At [Unit] Read znz Clear
Set Lead 3:

[DELIVERING DIVISION - fif using persohal service]

AT [CITY, STATE]

(U) Deliver the enclased NEL az indicated above.
Upon rezeipt of the information recuested, [DELIVERING DIVISION]
iz rejquested fLo submit results to [DRAFTING DIVISION] and [OFFICE
OF ORIGIN, if applicable].

*

SEQRET

NSL VIO-29015



Fw2072081etter.txt

UNCLASSIFIED

UNCLASSIFIED

Page 3

NSL VIO-29049



bé
LicC

b5
b6
bic
b2

From: (OGC) (FBI)
Sent: I_EﬂdaLEehnuamQB.I2OO7 8:08 AM
To: (OGC) (FBI)
Subject: FW: DOJ's NSL monograph

SENSITIVE BUT UNCLASSIFIED
NON-RECORD

Attached is the monograph put together by CTS on the usc of NSIs.

Assistant General Counsel
Classified Litigation Support Unit

ALL INFORMATION CONTAINED

HEREIN I35 UNCLASSIFIEL
PG LTS b Ak gy Y ek

DATE 11-27-2007 EY

National Secyrity Law Branch

(202) 324

----- Original Mess

From: I IOGC) (FBI)

Sent: Wednesday, December 06, 2006 9;
To: THOMAS, JULIE F. (OGC) (FBI); bae)
Ce:

llU(JL TreL)

Subject: ™

SENSITIVE BUT UNCLASSIFIED

NON-RECORD

FINAL1 NSL
»nograph JUNE 23 1

obb
202-324
202324 ax)
| frager)

SENSITIVE BUT UNCLASSIFIED

SENSITIVE BUT UNCLASSIFIED

NSL VIO-29050



From: (OGC) (FBI)

o To: OGC) (FBI)
L7C Subject: - mode s (documents 1,3,5,7,9,11,13, and 15 on our website)

SENSITIVE BUT UNCLASSIFIED
NON-RECORD

§ol2
Lb7 ¢ Assistant General counsel
b2 Classified Litigation Support Unit

National vl aw Branch
(202) 32

-----QOriginal Mes
From: Joose) (Fen)
Sent: Wednesday, August 02, 2006 11:29 AM
To: _FBI_ALL CDCs
Cc: |OGC)(FBI);| I

bé&
h7cC

VoG R T TR MAS, JULIE ELOGCLIEEY.
IOGC)(FBI);
T

Subject: FW: model NSL ECs (documents 1,3,5,7,9,11,13, and 15 on our website)

SENSITIVE BUT UNCLASSIFIED ‘ AT : ;
NON.-RECORD Duplicate 0IG- LOGs and Ponies

NSL VIO-29051



Duplicate 0OIG- Logs and Poniles

----- Original Messzaaa

From: L foGe) (FBI)
Sent: Tuesday, August 01, 2006 3:31 PM
To: HQ DIV04 FBIHOME
Ce: k (OGC) (FBI); (OGC)(FBI)
. Subject:
b6
bC SENSITIVE BUT UNCLASSIFIED v . ; ) C
b/ NON-RECORD Duplicate OIG-Logs and Ponies

1

NSL VIO-29052



Duplicate

SENSITIVE BUT UNCLASSIFIED

SENSITIVE BUT UNCLASSIFIED

SENSITIVE BUT UNCLASSIFIED

NSL VIO-29053



b6
b7cC

bé
b7cC
b2

MessageFrom:I
Sentg - ry 09, 2007 8:19 AM
To:i (oce) (FBI)
Subject: FwW: NSLs

SENSITIVE BUT UNCLASSIFIED
NON-RECORD

Assistant General counsel )
Classified Litigation Support Unit

National ty Law Branch
(202) 324&

(oGC) (FBI)

mober

Message. txt
(06c) (FBIL)

ALL INFORMATION CONTAINED
HEREIN IS UNCLAZSIFIED
DATE 11-z7~-2007 BY 55L79;7dub/Ka1/ cak

(ocr)(FﬁT)-

JULIE F. (OGC_C(ERTI

I [EBRTV - THOVAS,

(0GC) (FBI);
Subject: Fw: N5LS

[cD) (FBD)

SENSITIVE BUT UNCLASSIFIED
NON-RECORD

Duplicate CTD/NSL-CD volume 8

Page 1

NSL VIO-29054



Duplicate

Message.txt

From
Sent: ursday, November 10U,

(06c) (FBI)
2005 12:22 PM

To: FBI_ALL CDCs

. oni, valerie E. (0GC) (FBI): THOMAS, JULIE F. (0GC) (FBI);
0GC) (FBI); (oGc) (FBI)
Subject: NSLs

SENSITIVE BUT UNCLASSIFIED Duplicate CTD/NSL-CD volume §

NON-RECORD

SENSITIVE BUT UNCLASSIFIED

SENSITIVE BUT UNCLASSIFIED

SENSITIVE BUT UNCLASSIFIED
Page ?

NSL VIO-29055



ALL INFORMATION CONTATWED
HEREIN 13 UNCLASSIFIED
DATE 11-27-2007 BY S5179/dabi/kardoxk

hevalueofTheBankSecrecyActBSA. txt
MessageFrom: | (0Gc) (FBI)

e
: Sent. T-MLWL&_IZOOS 1:56 PM
b6 To: (0Gc) (FRI); | | ¢

b7cC (Oc,l.t_mn.uu_m_tj(oc”i (eRp: ] (0GC) (FED)
Cc: 1) FBI
Subject: RE: Drafat Letter re: The ecrecy Act (BSA)
UNCLASSIFIED .
NON-RECORD Duplicate

b6 (0GC)
b7¢C
UNCLASSIFIED . ,
NON-RECORD Duplicate
- - age _____
From: (0GC) (FBI)
Sentg r 25, 2005 1:Q0_PM
JO: | (oGC) (FBI); (oGc) (FBI);
P i -
v CC: _ | (oGc) (FBI); (0GC) (FBI)
b7C Subject: FW: Dratat Letter re: The value ct (BSA)
UNCLASSIFIED
NON-RECORD

Page 1

NSL VIO-29066



REDraftLtrrReThevalueofTheBankSecrecyActBSA. 7+

Duplicate
(oGC) (FBI)

o : 2005 121 54pmiaia
: To: (OGC) (FBI); I(OGC)(FBI); (0GC)
b7C (FBI)

Subject: FW: Drafat Letter re: The value of The Bank Secrecy Act (BSA)

UNCLASSIFIED Duplicate

NON-RECORD

From: :%OCA) (FBI)
S © Nl = et 5 2005 9:33

Tq (0GC) (FBI) (cTD) (FBI) ,::
bé L7010 (FBI); HARRINGION. T. ) E:;?ﬁT'TEETTT'§WEERE?J L£uUnTC oI 7TRT
j (CID) (FBI);! | (cD) (FBI); (CID)
h7C eI (CID) ( F. (0GC) (FBI); QGC)

L_1p {nrr\ (r

; BOWMAN MARION E. (OI) BT

(06C) (FBI)

Sub ter re: The Value of The Bank Secrecy Act (BSA)
UNCLASSIFIED Duplicate
NON-RECORD

Page ?

NSL VIO-29067



Duplicate

REDraftl rrReThovValueafTheRankSecreCVACTRSA TXT

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

UNCLASSIFIED

Page 3

NSL VIO-29068




DATE: 11-28-2007
SEbRET CLASSIFIED BY 65179 dmh/ksr/cak

FEASTIE 1.4 £

LECLASSIFY (H: 1128220472

_ From: (OGC) (FBI)
b6 Sent: _Mgugﬂ_M,am_u&iOO? 129P I
bh7C To: OGC) (FBI) (OGO (FBI);
Joce) Faul (FBI)
Cc: CTD) (FBI); ITOD)
LRI J(TSD) (FL'UI GC) (FBI);
| (OGC) (FBI)
Subject: - Intormation tor NSL Retention Group
SESRE- .
RECORD xxxx Duplicate

15

-----Original rﬁmﬁa—_l
From: OGC) (FBI)

Sent: Monday. March 19, 2007 11:01 AM
be %@lm__lwwml |
. CESICH Joe
b7C Subject: Information for N etention Group

SECRET-

NSL VIO-29069



S\E\DRET

Duplicate
RECORD xxxx

DERIVED FROM: G-3 FBI Classification Guide G-3, dated 1/97, Foreign
ce Investigations
N EXEMPTION 1

DERIVED FROM: G-3 FBI Classifi¢ation Guide G-3, dated 1/97, Foreign Counterintelligence

Investigations
DECLASSIFICATION EXEMPTION 1
SECRET

NSL VIO-29070




bé
b7C

bhé
b7C

SEchf{

DATE: 11-26-Z007
CLASSIFIED -BY 65179/ dub karivak

From: | JToo) (FeI)
Sent: Il:.asd.aLMamh.Zﬂ_ZQDLZ‘lZ AM
To: C.C.LLEBI\I (OGC) (FBI);
| |(OGC)(FBI) (OGC) (FBIy;
] | TaYatalVi=i=Ih}
Ce: H croueeul kiTsoyFaiy,
PGC) (FBI) [(0GC) (FBI)
Subject: RE: Information for NSL Retention Group
SEORET : s
RECORD xxxX Duplicate
----- Original M -
From: {OGC) (FBI)

Sent: 007 1:29 PM
To: OGC) (FBI);
GLY FBI)

IOGC)(FBI)I |(0GC) (FBI);

Cc: ; ITOD FBI)I I
TTSD)FBI ; OGCY (FBL)
Subject: RE: Information for NSL Retention Group

“SESRET—
RECORD xxxx

Duplicate

NSL VIO-2902] INFORMATION CUNTAINED
HEPEIN I3 WHCLAZSIFIED EXCEPT
VHERE SHOWH OTHERVISE



¥

SECRET

Duplicate
————— Origy SRR
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