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STATEMENT OF RELATED CASES

This is a collateral appeal regarding the district court’s refusal to seal third-
party confidential information arising out of five patent-infringement actions
between (mostly) the same parties:

o Uniloc USA Inc. et al. v. Apple Inc., No. 3:18-cv-00358-WHA (N.D.
Cal.)

o Uniloc 2017 LLC et al. v. Apple Inc., No. 3:18-cv-00360, -00363,
-00365 & -00572-WHA (N.D. Cal.)?

Appellants Uniloc USA, Inc. (“Uniloc USA”) and Uniloc Luxembourg S.A.
(“Uniloc LUX”) are the plaintiffs in the -358 case. Uniloc 2017 LLC (“Uniloc
2017), Uniloc USA and Uniloc LUX (collectively “Uniloc”) are the plaintiffs in
the -360, -363, -365 and -572 cases (“-360 et seq. cases™).2 Appellee Apple Inc.
(“Apple”) is the defendant in all cases. Third-party Electronic Frontier Foundation
(“EFF”) is an intervenor in all cases.

The -360, -365 and -572 cases are stayed due to instituted inter partes

reviews. Uniloc moved to dismiss without prejudice the -363 case on September 5,

1 Cases will be referred to by their non-zero digits, e.g., “the -360 case.” All
relevant pleadings in the -360, -363, -365 and -572 cases were filed in parallel. To
avoid quadruplicate entries in the Joint Appendix, all items from the record below
for these cases are from the docket of the -360 case, unless otherwise noted. The
-358 case is an exception, as it took a different path.

2 The district court allowed Uniloc 2017 to joint as plaintiff in the -360 et seq.
cases. Appx674. Uniloc 2017 subsequently moved to join the -358 case, but the
motion was denied. Appx903.



2018, which motion was granted on August 7, 2019; the to-be-sealed documents in
the -363 case were filed between those dates.

The -358 case was dismissed on December 4, 2020. The substance of that
dismissal is on appeal to this Court in Appeal No. 2021-1572. The -1572 appeal
was briefly related to the instant appeals, see -1568 Appeal, Order (Feb. 1, 2021),
but the Court deconsolidated the -1572 appeal pursuant to Uniloc’s unopposed
motion, see id., Dkt. No. 15 (Feb. 25, 2021).

Some of the same to-be-sealed information at issue here was also submitted
in eleven cases between Uniloc 2017 and Google LLC (“Google”): Uniloc 2017
LLC v. Google LLC, Nos. 4:20-cv-04355, -05330, -05333, -05334, -05339, -05341,
-05342, -05343, -05344, -05345 & -05346-YGR (N.D. Cal.) (collectively “the
Google cases”). The information was ordered sealed in the Google cases. Those
cases were dismissed on December 22, 2020. The substance of those dismissals is
on appeal to this Court in Appeal Nos. 2021-1498, -1500, 1501, -1502, -1503,
-1504, -1505, 1506, -1507, -1508 & -15009.

Some of the same to-be-sealed information at issue here was also submitted
in a case brought by Uniloc USA and Uniloc LUX against Motorola Mobility,
LLC (“Motorola”): Uniloc USA, Inc. v. Motorola Mobility, LLC, C.A. No. 17-

1658 (CFC) (D. Del.). The relevant information remains under seal in the



Motorola case. The Motorola case was dismissed on December 30, 2020. The
substance of that dismissal is on appeal to this Court in Appeal No. 2021-1555.

The following table lays out the cases and appeals, and how they are related:

Case Uniloc(s) | Defendant | Appeal Subject Matter
-358 (N.D. Cal.) | USA, LUX | Apple -1572 | Standing
-1573 | Sealing (present appeal)

-360 (N.D. Cal.) |2017, USA, | Apple -1568

LUX
-363 (N.D. Cal.) | 2017, USA, | Apple -1569

LUX Sealing (present appeal)
-365 (N.D. Cal.) | 2017, USA, | Apple -1570

LUX
-572 (N.D. Cal.) | 2017, USA, | Apple -1571

LUX
-4355 (N.D. Cal.) | 2017 Google -1498
-5330 (N.D. Cal.) | 2017 Google -1500
-5333 (N.D. Cal.) | 2017 Google -1501
-5334 (N.D. Cal.) | 2017 Google -1502
-5339 (N.D. Cal.) | 2017 Google -1503
-5341 (N.D. Cal.) | 2017 Google -1504 | Standing
-5342 (N.D. Cal.) | 2017 Google -1505
-5343 (N.D. Cal.) | 2017 Google -1506
-5344 (N.D. Cal.) | 2017 Google -1507
-5345 (N.D. Cal.) | 2017 Google -1508
-5346 (N.D. Cal.) | 2017 Google -1509
-1658 (D. Del.) USA, LUX | Motorola | -1555 | Standing

This Court’s determination of the present appeals should not impact the
outcome of the -1572 appeal, the -1498 et al. appeals or the -1555 appeal, and vice
versa. The Court’s determination will, however, influence whether the materials

filed in the underlying cases remain under seal.



STATEMENT OF PRIOR APPEALS

Some of the same issues were raised in a prior appeal of in the -360 et seq.
cases in Uniloc 2017 LLC v. Apple, Inc., 964 F.3d 1351 (Fed. Cir. 2020). See
Appx484-504. In that opinion, this Court affirmed-in-part, vacated-in-part and
remanded for further consideration of the to-be-sealed information. After further
briefing, the district court below issued an order, Appx30-36, which forms the
basis for the current collateral appeals.

The -358 case was separately appealed to this Court following dismissal on
Section 101 grounds in Uniloc USA, Inc. v. Apple Inc., 784 F. App’x 763 (Fed. Cir.
2019). See Appx476-483. This Court vacated and remanded for further
consideration of standing issues which are not (directly) relevant to the current
collateral appeals. Instead, these collateral appeals relate to whether the third-party
licensing information filed in conjunction with the standing motions in all of the
cases will remain under seal.

PRELIMINARY STATEMENT

This appeal relates to narrowly tailored redactions covering confidential
business and patent-licensing information of more than 100 third-parties. On
December 22, 2020, Judge Gonzalez Rogers of the Northern District of California
issued an order sealing much of this information:

Uniloc 2017 seeks to seal portions of two exhibits that identify third-
party licensees and the amounts they paid for each license, as well as



their confidential payment information. Pricing terms and

confidential financial information are routinely sealed as materials

that may be used to harass or harm a party’s competitive standing.

The requests are narrowly tailored and do not prevent the public from

understanding the issues in this motion. Accordingly, Uniloc 2017’s

motion seal is GRANTED.

Uniloc 2017 LLC v. Google LLC, _ F. Supp. 3d ___, No. 4:20-cv-04355-YGR,
2020 WL 7626430, at *13 n.23 (N.D. Cal. Dec. 22, 2020) (citation omitted).
However, this is not the order on appeal.

Instead, earlier on December 22, 2020—Iliterally the same day—Judge Alsup
of the Northern District of California refused to seal some of the same documents
and information, despite identical arguments presented to both judges of the same
court:

This order addresses the sealing of evidence submitted in a patent

infringement suit. Accepting that several courts of appeal have held

certain licensing and financial records sealable at times, on the record
provided, the sealing motions are DENIED.

Appx30. This is the order on appeal.
The disparate treatment was even noted in the press, such as by Docket

Navigator, which included squibs of the contradicting orders at the top its Patent

Docket Report for December 28, 2020:



From: docketreport@docketnavigator.com

Sent: Monday, December 28, 2020 7:00 AM
To: Jacobs, Aaron
Subject: Patent Docket Report for December 28, 2020
DocketReport
Patent Report December 28, 2020

Identity of Third-Party Patent Licensees and Financial Details of the Licenses Should be
Sealed

The court granted plaintiff's motion to seal portions of two exhibits that contained its licensing and financial
information. " [Plaintiff] seeks to seal portions of two exhibits that identify third-party licensees and the amounts
they paid for each license, as well as their confidential payment information. Pricing terms and confidential
financial information are routinely sealed as materials that may be used to harass or harm a party's competitive
standing. The requests are narrowly tailored and do not prevent the public from understanding the issues in this
motion."

Uniloc 2017 LLC et al v. Google LLC, 4-20-cv-04355 (NDCA 2020-12-22, Order) (Yvonne Gonzalez Rogers)

Read Order Docket Sheet

Identity of Third-Party Patent Licensees and Financial Details of the Licenses Should
Not be Sealed

On remand, the court again denied plaintiff's motion to seal portions of a motion to dismiss that contained
licensing and financial information. "Federal courts are public tribunals, not private mediators. They belong to the
people, not to corporate America. . . . A patent is not a private agreement between private parties. . . . [Plaintiff's]
reliance on the numerous district court orders which have sealed similar information underscores the larger
problem of indiscriminate oversealing in patent and commercial cases nationwide. . . . [T]he theme among
[plaintiff's] third party licensees who did previously request sealing is a concern that disclosure of their identities
and license details will expose them to other non-practicing patent holders. . . . A patent owner is a tenant on a
plot within the realm of public knowledge, and a licensee is her sub-tenant. The public has every right to account
for all its tenants, all its sub-tenants, and (more broadly) anyone holding even a slice of the public grant. . . . The
public has an interest in inspecting the valuation of the patent rights as revealed by [plaintiff's] transactions,
particularly given secrecy so often plays to the patentee's advantage in forcing bloated royalties. . . . Conclusive
here, though, is the fact that the dates and dollar amounts involved in [plaintiff's] patent licenses 'go to the heart
of' the primary dispute, that of [plaintiff's] standing (or lack of) to sue."

Uniloc USA, Inc. et al v. Apple Inc., 3-18-cv-00358 (NDCA 2020-12-22, Order) (William H. Alsup)

Read Order Docket Sheet

Appx1063.
Appellants respectfully submit that the district court on appeal—Judge
Alsup, not Judge Gonzalez Rogers—made several mistakes of law and fact in

refusing to seal the confidential information of more than 100 third-parties.



STATEMENT OF JURISDICTION

Uniloc appeals from the district court’s December 22, 2020 Order re
Sealing. Appx30-36. The district court has jurisdiction over the proceedings below
pursuant to 28 U.S.C. 8§88 1331, 1338(a) and 1367. This Court would have
jurisdiction over an appeal from a final judgment in this case under 28 U.S.C. §
1295(a)(1), because Uniloc asserted claims for patent infringement. Indeed, as
noted above, this Court currently has jurisdiction over just such an (unrelated)
appeal in the -358 case.

This Court has jurisdiction over these non-final appeals pursuant to the
collateral order doctrine. Uniloc 2017 v. Apple, 964 F.3d at 1357-58; see also, e.g.,
Oliner v. Kontrabecki, 745 F.3d 1024, 1025 (9th Cir. 2014) (recognizing that in the
Ninth Circuit “an order denying a motion to unseal or seal documents is appealable

either as a final order under 28 U.S.C. 8 1291 or as a collateral order”).
STATEMENT OF THE ISSUES

1. Whether the district court made a mistake of law in concluding that all
of the courts of the Northern District of California have been consistently wrong in
sealing third-party patent-licensing information, based upon the novel theory that
“[t]he public has every right to account for all its tenants, all its sub-tenants, and
(more broadly) anyone holding even a slice of the public grant” of a patent.

Appx34.



2. Whether the district court made a mistake of law in ignoring the
evidence already before it, following remand from this Court with the instruction
to consider that evidence.

3. Whether the district court abused its discretion in refusing to seal
discrete portions of third-party information and documents, which information and

documents relate to valuable and fiercely protected trade secrets.
STATEMENT OF THE CASE

This appeal relates to the district court’s denial of a motion to redact or seal
trade secret information belonging to more than 100 third-parties. The to-be-
sealed information includes (1) a table with the financial terms of 109 licenses
between third-party licensees and Uniloc; (2) excerpts of a declaration expressing
the requests and concerns of twenty-three third-party licensees who asked the
district court to maintain their information under seal; (3) eight individual
declarations from third-party licensees who asked the district court to maintain
their information under seal; (4) a non-party’s memorandum which discloses that
non-party’s business analyses, as well as some of the third-party licensees’
information at issue in the other documents; and (5) scattered filings which
reference this confidential information. Attachment A to this Brief identifies and

cross-references the few remaining items in the record.



To understand why these few items should be redacted or filed under seal,
further background is required. Uniloc USA and Uniloc LUX brought suit against
Apple to pursue their patent rights in five separate cases in the Eastern District of
Texas. Apple moved to transfer these cases—along with others between the
parties—to the Northern District of California, which motion was granted in
December 2017. The cases in these collateral appeals were transferred in January
2018 and assigned to Judge Alsup. From there, the cases took two disparate paths

to arrive before this Court.

I. The -360 ef seq. cases.

A.  The district court granted Uniloc’s motion to add Uniloc
2017 to the cases and denied Apple’s motion to dismiss.

In mid-2018, several Uniloc entities entered a series of corporate
transactions which resulted in a new entity, Uniloc 2017, as the assignee of the
patents-in-suit. So, in August 2018, the Uniloc parties in the -360 et seq. cases
filed a Rule 25 motion to join Uniloc 2017 as the patent owner. Appx89 (Dkt. No.
119). Separately, in September 2018, the district court sua sponte stayed these
cases pending IPRs, but allowed Apple to file a motion challenging Uniloc’s
standing and as to subject matter issues. Appx90 (Dkt. No. 131).

On October 25, 2018, Apple moved to dismiss the four -360 et seq. cases for
lack of subject matter jurisdiction. Appx91 (Dkt. No. 135). In short, Apple argued

that the Uniloc entities had granted their creditor, Fortress Credit Co. LLC



(“Fortress”), a license with the right to sublicense in the event of a default. Apple
further argued that there had been a default because the agreement required Uniloc
to obtain at least $20,000,000 in licensing revenue by March 31, 2017, while
Uniloc had only obtained about $14,000,000 by that time. Apple argued that, as a
result, Uniloc lacked the right to exclude Apple from practicing the patents.

On January 17, 2019, the district court denied Apple’s motion to dismiss and
granted Uniloc’s motion to add Uniloc 2017 as a plaintiff. See Appx666-675. The
substantive correctness of the district court’s ruling denying Apple’s motion to
dismiss is not at issue in this appeal. Rather, the question is whether the district
court made a mistake of law in refusing to seal third-party information filed in

association with Apple’s motions to dismiss.

B.  The parties submitted motions to seal third-party
confidential information associated with Apple’s motions to
dismiss.

Apple’s motion to dismiss was filed with documents and information that
disclosed, inter alia, the individual licensing information of more than 100 third-
parties, see infra Statement of the Case § I.E, including information that had been
produced and designated by Uniloc as Highly Confidential under the Protective
Order, see Appx1-29. So, concurrent with its motion, Apple filed an
administrative motion to seal or redact the designated information. Appx349-355.

As required by Local Rule 79-5(e)(1), Uniloc—as the “Designating Party”—filed a

10



declaration in support of Apple’s administrative motion four days later. Appx356-
359. Uniloc’s opposition was accompanied by an administrative motion and
declaration to seal additional information. Appx360-365. Apple’s reply was
accompanied by an administrative motion to seal a few more items, Appx366-372,

for which Uniloc submitted a declaration in support, Appx373-375.

C. The district court denied the parties’ motions to seal and
the district court and denied EFF’s motion to intervene.

On January 9, 2019, one day before oral arguments on Apple’s motion to
dismiss, third-party Electronic Frontier Foundation (“EFF”) moved to intervene to
oppose the parties’ motions to seal. Appx93 (Dkt. No. 152).

On January 17, 2019, four days before Uniloc’s deadline to respond to
EFF’s motion to intervene, the district court denied the parties’ motions to seal and

denied EFF’s motion to intervene. Appx38-39.

D. The district court denied Uniloc’s motion for leave to file a
motion for reconsideration regarding the motions to seal
and denied EFEF’s second motion to intervene.

On February 15, 2019, Uniloc filed a motion for leave to file a motion for
reconsideration regarding the motions to seal. Appx95 (Dkt. No. 168). The
substantive motion for reconsideration that Uniloc proposed to file was included as
an exhibit. Appx418-435 (“motion for reconsideration”). Therein, Uniloc
retrenched the proposed redactions and documents to be filed under seal, such that

upwards of 90% of the previously confidential materials would be made public.
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Uniloc’s motion for reconsideration was accompanied by a fifteen-page,
5000-plus-word declaration that detailed, on an item-by-item basis, the individual
grounds for redacting or sealing the remaining 10%. Appx761-776. Several of the
exhibits accompanying Uniloc’s motion for reconsideration were the subject of one
more motion to file under seal and declaration, Appx392-409, to address, inter
alia, eight of the thirteen third-party declarations asking the district court to keep
their information under seal, Appx805-837 (sealed declarations); and statements
from twenty-three third-parties who asked Uniloc to relay specific, sealed requests
regarding their information to the district court, Appx767-772, {1 9-9.w.i.

Apple did not oppose Uniloc’s motions.

On March 11, 2019, EFF filed its “Second Motion to Intervene for Limited
Purpose of Opposing Uniloc’s Motion for Reconsideration.” Appx96 (Dkt. No.
177). Uniloc opposed. Appx96 (Dkt. No. 180).

On May 7, 2019, the district court acknowledged that “Apple’s motion to
dismiss for lack of standing did not directly depend upon information regarding the
specific dollar amounts, financial terms, and names of the licensees in the various
agreements (with Fortress or third-party licensees).” Appx42. Nonetheless, it
denied Uniloc’s motion for reconsideration. Appx43. The district court again

denied EFF permission to intervene, other than as to an appeal. Id.
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E. The few documents still at issue disclose more than 100
third-parties’ confidential information.

With the motions to seal from the -360 et seq. cases now laid out, it is time
to discuss the documents and information still at issue.

To establish its point that Uniloc had not reached the $20,000,000 threshold
by March 31, 2017—a fact Uniloc did not dispute—Apple filed a number of
Uniloc’s confidential documents, including, inter alia: (1) documents that contain
detailed financial information regarding Uniloc’s licenses with third-parties; (2)
Uniloc’s loan agreements with Fortress; (3) cross-Uniloc-entity contracts; and (4)
deposition transcripts that addressed some of these items. Uniloc’s motion for
reconsideration added several confidential items: (5) a declaration from Uniloc’s
counsel describing the documents and requests for confidentiality from more than
thirty third-party licensees; and (6) declarations from third-party licenses.®
Although these confidential materials will be discussed individually below, see

infra Argument 88 111.B & I11.C, one document should be brought to the fore.

8 More granularly:

Eight third-party licensees agreed to disclose their identities but asked
Uniloc to relay to the district court their requests that the financial terms of their
licenses remain under seal. Appx765-767 {{ 8-8.h. Of these eight third-parties,
five separately submitted unsealed declarations. Appx436-450.

Twenty-three third-party licensees asked Uniloc to relay to the district
court—under seal—their individual requests for complete confidentiality and the
reasons therefor. Appx767-772 11 9-9.w.i. Of these twenty-three third-parties,
eight also submitted sealed or redacted declarations. Appx805-837.
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Exhibit A accompanying Apple’s motion to dismiss was the Conformed
Revenue Sharing and Note and Warrant Purchase Agreement. Appx708-734.*
The last three pages include a table of 109 licenses between third-party licensees
and Uniloc. Appx732-734. Each line identifies the licensee (i.e., the third-party),

the date of the license, the amount paid and the license type for each license:

SUMMARY OF UNILOC LICENSE AGREEMENTS
Updated May 10, 2017

Licensee Date Lump Sum Document Type

Each such set of information is covered by a separate license agreement.
Appx764 1 4. Almost every one of these license agreements includes a
confidentiality provision. Id. And nearly all of these agreements arose out of
cases in which district courts issued protective orders. See, e.g., Appx941-962
Uniloc USA, Inc. v. Microsoft Corp., No. 03-cv-440 (WES), Dkt. No. 23 (D.R.I.

Apr. 30, 2004). So, this one Uniloc document includes trade secret information of

4 Most of the documents still at issue were originally attached to the Winnard
Declarations accompanying Apple’s motion to dismiss and Apple’s reply brief, see
Appx353-355; Appx370-372, and the pleadings generally refer to them using those
exhibit designations.

Local Rule 79-5(d)(1) requires to-be-sealed documents to be attached to
declarations accompanying motions to seal. So, every time there was a motion to
seal related to a given document, that document was (re)filed. This led to
duplication and nested exhibit-numbering in the record. To avoid duplication in
the Joint Appendix, only those versions attached to the last motion to seal are
included. See Appx676-707.
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more than 100 third-parties. Still, the district court denied the parties’ motions to

seal this third-party information and Uniloc’s motion for reconsideration.

F.  This Court affirmed-in-part, vacated-in-part and remanded
for further action.

Uniloc filed an interlocutory appeal to this Court regarding the district
court’s denial of the motions to seal. EFF intervened. This Court heard oral
arguments on April 8, 2020 and issued its opinion on August 9, 2020. Appx484-
504 (published at 964 F.3d 1351 (Fed. Cir. 2020)).

First, this Court concluded that the district court did not abuse its discretion
in denying “Uniloc’s requests to seal its purportedly confidential information and
that of its related entities” due to originally overbroad requests. Appx502.

Second, though, this Court concluded that the confidential information
belonging to the more-than 100 licensees and third-parties was entitled to a closer
look:

Such third-parties were not responsible for Uniloc’s filing of an

overbroad sealing request. Their information calls for an analysis not

dependent on the overbreadth rationale just discussed.

The district court rejected Uniloc’s attempt to prevent

disclosure of information related to its third-party licensees, including

the licensees’ names, the duration of their licenses, and the specific

royalty rate each licensee paid. Uniloc asserts that almost all of its

third-party license agreements included a confidentiality provision,

indicating that the information in the agreements was “proprietary and
confidential,” and that “the vast majority of these agreements were

entered into under the auspices of protective orders signed by district
court judges.” Significantly, moreover, many of Uniloc’s licensees

15



have submitted declarations stating that they wish their licensing
information to remain confidential and that the disclosure of such in-
formation would cause them material competitive injury.

As to these third-party materials, we conclude that the district
court failed to make findings sufficient to allow us to adequately
assess whether it properly balanced the public’s right of access against
the interests of the third-parties in shielding their financial and
licensing information from public view. In this regard, there is no
indication in the record that the court assessed whether any of the
third-party information was “protectable as a trade secret or otherwise
entitled to protection under the law.” We therefore vacate those
portions of the district court’s orders which denied sealing or
redaction of the purportedly confidential information of third-parties
and remand so that the court may make particularized determinations
as to whether and, if so, to what extent, the materials of each of these
parties should be made public.

Appx502-504 (citations omitted).

And, this Court recognized that non-party Fortress, as Uniloc’s lender,
presented an intermediate situation between Uniloc and the other third-parties. So,
this Court left to the district court’s discretion the question of whether Fortress’s

materials should be kept under seal. Appx502 at n.8.

G. Uniloc and Fortress unsealed their information and Uniloc
filed a motion asking the district court to seal the third-
parties’ information.

Following issuance of the mandate, Uniloc identified all purely Uniloc
information and materials for filing into the public record. And, rather than drag
out the issue, Fortress agreed to submit its materials into the public record as well.
So, on November 19, 2020, Uniloc filed two motions. First, Uniloc filed a motion

to place most of the documents into the public record. Appx661-664. And,
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second, Uniloc filed a motion to seal the few remaining documents with third-party
information. Appx676-700. The outcome of that second motion is part of the

basis for the current appeals, as will be discussed further below.
II.  The -358 case.

The -358 case took a different path to end up in mostly the same place.

On May 18, 2018—five months before Apple moved to dismiss on standing
grounds in the -360 et seq. cases—the district court held that the patent-at-issue in
the -358 case was directed to patent-ineligible subject matter and granted Apple’s
motion for judgment on the pleadings. Appx70 (-358 case, Dkt. No. 99). Uniloc
appealed but, during that appeal, Apple raised the question of standing. So, this
Court remanded to address the standing issue without touching upon patentability.
Appx476-483.

Following remand and after further discovery, on October 1, 2020, Uniloc
moved to add Uniloc 2017 as a party to the -358 case and for a declaration that the
court had subject matter jurisdiction. Appx66 (-358 case, Dkt. No. 158). On
October 22, 2020, Apple filed an opposition to Uniloc’s motion, Appx66 (-358
case, Dkt. No. 163); and separately filed a motion to dismiss on standing grounds
in the -358 case, Appx66 (-358 case, Dkt. No. 165). Apple filed motions to seal

associated with each. Appx505-518.
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Uniloc timely filed two Local Rule 79-5(e)(1) declarations. In the first,
Uniloc stated that none of the documents accompanying Apple’s opposition to the
motion to add Uniloc 2017 needed to be sealed. Appx617-618. In the second,
Uniloc and Fortress asked the court to seal just (1) three lines from a deposition
transcript that disclosed third-party licensee information; (2) a Fortress
Memorandum that disclosed Fortress’s confidential information, as well as dozens
of third-party licensees’ information; and (3) four lines of Apple’s memorandum
which disclosed details of the Fortress Memorandum. Appx619-625. The
outcome of that second request to seal is the other part of the basis for the current
appeals, as will be discussed further below.

On December 4, 2020, the district court granted Apple’s motion to dismiss
and denied Uniloc’s motion to add Uniloc 2017 as a party. Appx891-904. That
order will be addressed in the -1572 appeal; the substance is not at issue here.

* % %

This brings the matters in the present appeals to the same place, with

Uniloc’s motion to seal in the -360 et seq. cases lining up (in time and some

substance) with Apple’s motion to seal similar information in the -358 case.

III. EFF moved to intervene, again.

On November 12, 2020, EFF filed its “Third Motion of Electronic Frontier

Foundation to Intervene for Limited Purpose of Opposing Motions to Seal,” in
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each of the cases, now including the -358 case. Appx99 (Dkt. No. 217). Uniloc

opposed. Appx102 (Dkt. No. 229).

IV. The district court denied the parties’ motions to seal the third-
parties’ confidential information and permitted EFF to intervene
in the cases below.

On December 17, 2020, the district court held a hearing regarding (1)
Uniloc’s motion to seal third-party information following remand from this Court
in the -360 et seq. cases; (2) Apple’s motion to seal similar information from the
-358 case; and (3) EFF’s motion to intervene. See Appx924-940.

The district court began the hearing by stating that it did not intend to seal
anything because “we are dealing with the public right here . . . . [T] And
ownership of that public right ought to be known. And anyone who has any slice
of it ought to be known and open to public view because it is a public right, not a
private right created like a trade secret agreement.” Appx925-926.

Uniloc noted more than thirty third-party licensees had submitted
declarations and statements which explained why they viewed their licensing
information as trade secrets, but the district court did not believe this was
sufficient:

THE COURT: These licensees took these licenses, way back

when, whenever they took them. They were -- they knew the day

would come when someone would want to know their identities. It

wasn’t as if they got tricked into oh, my goodness, my identity is

going to come out now; and other people are going to sue me and try
to soak me too.
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No. They knew the day would come when their names would
become public, and now is the time because of the summary judgment
motion. So I’m sorry but I feel very strongly about this.

Appx930.
The district court then pressed Apple to take a position regarding whether
the materials should be sealed:

THE COURT: Are you saying to me that on appeal, you are just
going to stand mute? That’s what | hear you saying.

Whatever order | come out with, you are going to say: Judge,
we wash our hands of it. That judge down there, no, let -- it is just up
to -- you know, the federal -- we don’t care, Judge. We have already
won our case. That is Apple’s position?

Appx935. Apple’s counsel confirmed that it was Apple’s position that the
information was sealable. Id. The district court stated that it was “disappointed”
that Apple would not defend the district court’s refusal to seal these materials and
allowed EFF to intervene in the case—not just on appeal, as before, but fully in the
cases below—Dbecause of Apple’s recognition that this information is sealable:

THE COURT: .... I’m going to allow EFF to intervene in this
case because Apple in a -- I’m disappointed in Apple. After all the
trouble I have gone to, to scour this record on this brand new theory of
Apple’s about lack of standing -- and | had to scour the record in order
to understand it -- and finally | give Apple the relief it wants.

And when it comes to the ancillary issue of whether or not the
material that I relied on and reviewed should be under seal, All-in-all
we don’t care, Judge. We have already won. Oh, Judge, we will just
stand mute on appeal because there are going to be times when we
want to take the other side of this position because we want to keep
our information under seal. So thank you, Apple.
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EFF is going to stand in for the correct argument here. EFF
you are now in the case as a party.

Appx935-936.

On December 22, 2020, the district court issued its written order denying the
parties’ motions to seal and allowing EFF to intervene. Appx30-36. This order is
the basis for the current appeal and will be discussed in greater detail below. See

infra Argument § I11.A.

V.  Subsequent sealing orders from the Northern District of
California.

Before turning to the arguments regarding the order on appeal, two

subsequent orders from the Northern District of California should be addressed.

A. Uniloc v. Google: Judge Gonzalez Rogers of the Northern
District of California sealed some of the same information
on the same day.

The order on appeal in these cases was filed at 10:57 a.m. PT on December
22, 2020. But, that was not the last order of the day to address some of this
information.

In its copy-cat motion to dismiss—the substance of which is at issue in the
-1498 et seq. appeals—Google filed some of the same materials, including Exhibit
A, with its list of 109 licenses. Those materials were the subject of an October 2,
2020, motion to seal, Appx1056-1059, and a declaration from Uniloc’s counsel

that paralleled the declaration from the Apple cases, Appx1060-1062. The motion
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and declaration in support laid out the details of the Apple cases with respect to the
same documents and information. Compare Appx1056-1062 with Appx761-776.

At 3:30 p.m. PT on December 22, 2020, Judge Gonzalez Rogers ordered
sealed the materials submitted on her docket, including some of the very same
materials that the order on appeal refused to seal:

Uniloc 2017 seeks to seal portions of two exhibits that identify third-
party licensees and the amounts they paid for each license, as well as
their confidential payment information. (Dkt. No. 354.) Pricing terms
and confidential financial information are routinely sealed as materials
that may be used to harass or harm a party’s competitive standing.

See In re Elec. Arts, Inc., 298 F. App’x 568, 569 (9th Cir. 2009); In re
Qualcomm Litig., No. 3:17-cv-0108-GPC-MDD, 2017 WL 5176922,
at *2 (S.D. Cal. Nov. 8, 2017). The requests are narrowly tailored and
do not prevent the public from understanding the issues in this motion.
Accordingly, Uniloc 2017’s motion seal is GRANTED.

Uniloc 2017 LLC v. Google LLC, _ F. Supp. 3d ___, No. 4:20-cv-04355-YGR,

2020 WL 7626430, at *13 n.23 (N.D. Cal. Dec. 22, 2020).

B.  Finjan v. Juniper Network: The district court below cited
its order in this case in another instance where it denied a
motion to seal.

One final order worth mentioning was issued by the district court below in
another patent case, Finjan v. Juniper Network, a few months after the order on
appeal. See Appx1065-1067, Finjan, Inc. v. Juniper Network, Inc., No. 17-cv-
05659-WHA, Dkt. No. 656 (N.D. Cal. Feb. 10, 2021). As in the present appeals,

the district court’s order in Finjan v. Juniper Network followed a remand from this
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Court regarding that district court’s refusal to seal documents. See Finjan, Inc. v.
Juniper Network, Inc., 826 F. App’x 928 (Fed. Cir. 2020).

In short, in Finjan v. Juniper Network, this Court considered an appeal
wherein the district court below previously denied Finjan’s motion to redact eight
lines of the district court’s Daubert order “that Finjan asserts disclose confidential
licensing terms discussed between Finjan and third-party licensees.” 1d. at 929. In
that appeal, this Court—just as in the Uniloc 2017 v. Apple appeal—explained that
the district court below had not provided any analysis regarding the third-party
licensee’s interest in its trade secrets. And so, this Court— just as in the Uniloc
2017 v. Apple appeal—remanded for further consideration:

In Uniloc, for example, we vacated and remanded a portion of an

order that “failed to make findings sufficient to allow us to adequately

assess whether [the district court] properly balanced the public's right

of access against the interests of the third parties in shielding their

financial and licensing information from public view.” We do the
same here. The district court did not perform the required analysis.

Id. (quoting Apple Inc. v. Samsung Elecs. Co., 727 F.3d 1214, 1220 (Fed. Cir.
2013)) (citation omitted).

Following remand, on February 10, 2021, the district court below—the court
on appeal here—denied the Finjan’s renewed motion to seal based upon the same
theories found in the order on appeal. The only order cited in support of its
decision to unseal those materials was the order on appeal here. Appx1065-1067,

Finjan, Inc. v. Juniper Network, Inc., No. 17-cv-5659, Dkt. No. 656 (N.D. Cal.
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Feb. 10, 2021). In other words, the only support the district court below could find
in Finjan v. Juniper Network for the proposition that licensing information should

be unsealed was the same court’s prior order in these cases.
SUMMARY OF THE ARGUMENT

The district court’s order is flawed in three respects.

First, the district court made a mistake of law in concluding that all of the
courts of the Northern District of California—and Ninth Circuit and this Court—
have uniformly been wrong to seal third-party patent-licensing information. The
district court came to this erroneous conclusion by devising the new theory that
patent licenses are both special and exempt from the universally recognized
principal that licensing details are trade secrets that are sealable. In so doing, the
district court contravened not only the overwhelming weight of precedent, but
every single case cited by any party, the intervenor and the district court itself.

Second, the district court made a mistake of law in ignoring this Court’s
express instructions in its previous remand to consider the many declarations and
statements already in the record from third-parties “stating that they wish their
licensing information to remain confidential and that the disclosure of such in-
formation would cause them material competitive injury.” Appx503.

Third, the district court abused its discretion by refusing to seal the third-

parties’ licensing information and other trade secrets. Financial and licensing
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information indisputably qualify as trade secrets, as does confidential business
information. Disclosure of this detailed information would indelibly injure more
than 100 third-parties by giving their future licensing and contracting partners an
unfair, asymmetric advantage in negotiations. The district court made a mistake of
law by failing to give the appropriate weight to these third-parties’ compelling

interests.

ARGUMENT
1. Law

Documents filed with courts are presumed to be accessible to the public to
allow the public to hold courts accountable for their reasoning. In short, the public
should presumptively be able to confirm in the given case that the court came to
the right conclusion. There is, however, no irrebuttable right to access documents
just because the information contained in them is interesting.

In Center for Auto Safety v. Chrysler Group, LLC, 809 F.3d 1092, 1096 (9th
Cir. 2016), the Ninth Circuit stated:

“It is clear that the courts of this country recognize a general right to

inspect and copy public records and documents, including judicial

records and documents.” Nixon v. Warner Commnc 'ns, Inc., 435 U.S.

589, 597 (1978). Following the Supreme Court’s lead, “we start with

a strong presumption in favor of access to court records.” Foltz v.
State Farm Mut. Auto. Ins. Co., 331 F.3d 1122, 1135 (9th Cir. 2003).

Continuing—and this is key—the Ninth Circuit explained the touchstone of

public’s interest: “The presumption of access is ‘based on the need for federal
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courts, although independent—indeed, particularly because they are independent—
to have a measure of accountability and for the public to have confidence in the
administration of justice.”” Id. (quoting U.S. v. Amodeo, 71 F.3d 1044, 1048 (2d
Cir. 1995)); see also, e.g., Pintos v. Pac. Creditors Ass’n, 605 F.3d 665, 679 (9th
Cir. 2010) (“[The] relevant factors” include the “public interest in understanding
the judicial process and whether disclosure of the material could result in improper
use of the material for scandalous or libelous purposes or infringement upon trade
secrets.”) (quoting Hagestad v. Tragesser, 49 F.3d 1430, 1434 (9th Cir. 1995));
Phillips ex rel. Estates of Byrd v. Gen. Motors Corp., 307 F.3d 1206, 1213 (9th
Cir. 2002) (“[T]he public policy reasons behind a presumption of access to judicial
documents [are] judicial accountability [and] education about the judicial

process. ...”).

Of course, “the right to inspect and copy judicial records is not absolute.”
Nixon, 435 U.S. at 598. Rather, “‘the common-law right of inspection has bowed
before the power of a court to insure that its records’ are not . . . sources of
business information that might harm a litigant’s competitive standing.” Id.
(quoting In re Casewell, 18 R.I. 835, 836, 29 A. 259 (1893)). In the Ninth Circuit,
the question is whether there are “compelling reasons” to maintain the documents
under seal in matters that are “more than tangentially related to the merits of the

case.” Center for Auto Safety, 809 F.3d at 1096; see also Kamakana v. City & Cty.
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of Honolulu, 447 F.3d 1172, 1178 (9th Cir. 2006). Even if the public has a legally
cognizable interest in access to a document, the presumption of public access is
rebutted where the document’s owner establishes a compelling reason to keep it
sealed.

The Ninth Circuit recognizes that there are compelling reasons to seal where
the release of particular ““court files might have become a vehicle for improper
purposes,’ such as the use of records to gratify private spite, promote public
scandal, circulate libelous statements, or release trade secrets.” Kamakana, 447
F.3d at 1179 (quoting Nixon, 435 U.S. at 598) (emphasis added); see also Apple v.
Samsung, 727 F.3d at 1228 (applying Ninth Circuit law) (reversing the district
court; ordering sealed “market research reports [that] contain information that
Apple’s competitors could not obtain anywhere else”); Apple Inc. v. Psystar Corp.,
658 F.3d 1150, 1162 (9th Cir. 2011) (“publication of materials that could result in
infringement upon trade secrets has long been a factor that would overcome”
public access).

“The most commonly accepted definition of trade secrets,” Aronson v. Quick
Point Pencil Co., 440 U.S. 257, 266 (1979), is found in comment (b) to section 757
of the first Restatement of Torts. See, e.g., In re Elec. Arts, Inc., 298 Fed. App’x
568, 569 (9th Cir. 2008). It defines a “trade secret” as “any formula, pattern,

device or compilation of information which is used in one’s business, and which
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gives him an opportunity to obtain an advantage over competitors who do not
know or use it.” Rest. of Torts § 757, cmt. b (1939) (emphasis added); see also id.
(listing factors).

The irreparable harm that would result from disclosure of trade secrets is as
undeniable as it is obvious. See, e.g., Am. Standard Inc. v. Pfizer Inc., 828 F.2d
734, 741 (Fed. Cir. 1987) (recognizing harms of disclosure of confidential business
information to competitors and collecting cases). “A trade secret once lost is, of
course, lost forever.” North Atl. Instruments, Inc. v. Haber, 188 F.3d 38, 49 (2d
Cir. 1999) (quotation omitted); see also, e.g., In re Elec. Arts, Inc., 298 Fed. App’x
at 570 (recognizing that once trade secret information is made public, a party may
be “irreparably damaged”).

Courts within the Ninth Circuit regularly find compelling reasons to seal
documents containing valuable, competitive business information, because they are
recognized trade secrets. For example, in In re Electronic Arts, the Ninth Circuit
reversed a district court’s denial of a request to seal “pricing terms, royalty rates,
and guaranteed minimum payment terms found in a license agreement which were
plainly within the definition of ‘trade secrets.”” In re Elec. Arts, 298 Fed. App’X.
at 569-70; see also, e.g., Apple v. Samsung, 727 F.3d at 1222,

Other non-public information regarding pricing strategy, business decision-

making and financial records also constitute trade secrets that may be sealed.
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Rodman v. Safeway, Inc., No. 3:11-cv-03003-JST, 2014 WL 12787874, at *2
(N.D. Cal. Aug. 22, 2014); see, e.g., Arista Networks, Inc. v. Cisco Sys., Inc., No.
5:16-cv-00923-BLF, 2018 WL 2010622, at *2-3 (N.D. Cal. Apr. 30, 2018)
(sealing, inter alia, “highly confidential and sensitive information relating to
Cisco’s financial information and internal development strategies,” “highly
confidential and sensitive information relating to Arista’s financial and customer
information,” and “confidential settlement terms between Cisco and third-party,
Huawei Technologies™); Juicero, Inc. v. iTaste Co., No. 5:17-cv-01921-BLF, 2017
WL 8294276, at *2 (N.D. Cal. Jun. 28, 2017) (sealing, inter alia, “confidential
financial and business information™); Van v. Language Line Servs., Inc., No. 5:14-
cv-03791-LHK, 2016 WL 3566980, at *2 (N.D. Cal. Jun. 6, 2016) (ordering sealed
“the identities of Defendants’ clients, billing rates, billing amounts, and the subject
matter of calls”); Transperfect Global, Inc. v. MotionPoint Corp., No. 4:10-cv-
02590-CW, 2014 WL 4950082, at *1 (N.D. Cal. Sept. 25, 2014) (sealing, inter
alia, “confidential financial and marketing information”); see also, e.g.,
McDonnell v. Southwest Airlines Co., 292 F. App’x 679, 680 (9th Cir. 2008)
(affirming finding that “compelling reasons” supported denying public access to
“documents contain[ing] trade secrets and confidential procedures and

communications”).
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As is most relevant in these appeals, licensing information in patent cases is
invariably sealed “because disclosure could create an asymmetry of information in
the negotiation of future licensing deals.” Apple Inc. v. Samsung Elecs. Co., Ltd.,
No. 5:11-cv-01846-LHK, 2012 WL 4933287, at *2 (N.D. Cal. Oct. 16, 2012)
(“Apple v. Samsung (N.D. Cal. October Order)”). In practice, licensing
information is almost a per se basis upon which to seal. See, e.g., In re Elec. Arts,
298 F. App’x at 569-570. As Judge Koh explained:

The Ninth Circuit has held, and [the Northern District of California]

has previously ruled, that pricing terms, royalty rates, and minimum

payment terms of licensing agreements plainly constitute trade secrets
and thus are sealable.

Apple Inc. v. Samsung Elecs. Co., Ltd., No. 5:11-cv-01846-LHK, 2012 WL
5988570, at ¥4 (N.D. Cal. Nov. 29, 2012) (“Apple v. Samsung (N.D. Cal.
November Order)”) (emphasis added). So, it should come as no surprise that the

judges of the Northern District of California, including, inter alia, Judges Chen,®

> See, e.g., Appx994-996, Abbvie Inc. v. Novartis Vaccines & Diagnostics,
Inc., No. 3:3:17-cv-01815-EMC, Dkt. No. 64 at 1 (July 11, 2017).
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Davila,® Freeman,” Gilliam,® Gonzalez Rogers,® Hixson,° IlIston,! Koh,*2
Keulen,® LaPorte,** Orrick,*® Spero,® Tigar,” White,'® and Wilken,® routinely

seal licenses and licensing information.

6 See, e.g., Appx997-1001, PersonalWeb Techs LLC v. IBM Corp., No. 5:16-
cv-01226-EJD, Dkt. No. 347 at 4 (N.D. Cal. July 27, 2017) (sealing pleadings and
exhibits that “contain[] confidential business information, confidential financial
information related to [the defendant] and third-parties, and confidential settlement
and license terms relating to third-parties”).

! See, e.g., Appx1005-1007, Finjan v. Blue Coat Sys., LLC, No. 5:15-cv-
03295-BLF, Dkt. No. 398 at 2 (N.D. Cal. Oct. 31, 2017) (sealing “information
relating to [plaintiff’s] confidential business and licensing practices”).

8 See, e.g., In re Koninklijke Philips Patent Litig., No. 4:18-cv-01885-HSG,
2020 WL 1865294, at *1 (N.D. Cal. Apr. 13, 2020) (“Courts have found that
‘confidential business information’ in the form of “license agreements, financial
terms, details of confidential licensing negotiations, and business strategies’
satisfies the ‘compelling reasons’ standard.” (quoting In re Qualcomm Litig., No.
3:17-cv-0108-GPC-MDD, 2017 WL 5176922 (S.D. Cal. Nov. 8, 2017)); Plexxikon
Inc. v. Novartis Pharm. Corp., No. 4:17-cv-04405-HSG, 2020 WL 1233881, at *2
(N.D. Cal. Mar. 13, 2020) (“[T]he parties have narrowly tailored their requested
redactions to confidential and proprietary business, scientific, manufacturing, sales,
or licensing information. The public release of these documents could give non-
party competitors an unfair advantage in the development or marketing of rival
products.”); Big Baboon, Inc. v. SAP Am., Inc., No. 4:17-cv-02082-HSG, 2019 WL
1791421, at *4 (N.D. Cal. Apr. 24, 2019), aff’d, 819 F. App’x 928 (Fed. Cir. 2020)
(sealing appendices to a license agreement between defendant and third-parties);
Synchronoss Techs., Inc. v. Dropbox, Inc., No. 4:16-cv-00119-HSG, 2018 WL
6002319, at *3 (N.D. Cal. Nov. 15, 2018) (sealing documents that “contain highly
confidential, trade secret, and sensitive business information and practices of
[plaintiff] and third-parties . . . including specific terms of confidential license and
settlement agreements between [plaintiff] and third-party entities”); Appx1069-
1072, TVIIM, LLC v. McAfee, Inc., No. 4:13-cv-04545-HSG, Dkt. No. 218 (N.D.
Cal. June 23, 2015) (sealing “patent, software, and/or technology licensing
information” that “could be used by McAfee’s competitors to McAfee’s
disadvantage, particularly because it reveals McAfee’s licensing history”).
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S See, e.g., Uniloc v. Google, 2020 WL 7626430, at *21 n.23 (“Pricing terms
and confidential financial information are routinely sealed as materials that may be
used to harass or harm a party's competitive standing.”); Windy City Innovations,
LLC v. Facebook, Inc., No. 4:16-cv-01730-YGR, Dkt. No. 216 at 6 (N.D. Cal.
Sept. 25, 2019) (sealing “terms of licenses™).

10 See, e.g., Appx1051, Finjan, Inc. v. Juniper Network, Inc., No. 3:17-cv-
05659-WHA (TSH), Dkt. No. 570 (N.D. Cal. July 1, 2019) (granting redactions
regarding licenses). Magistrate Judge Hixson’s ruling in the Finjan v. Juniper
Network case is noteworthy for several reasons. First, the case was assigned to
Judge Alsup and referred to Judge Hixson for discovery matters. Second, just as in
the present case, the defendant filed the plaintiff’s documents under seal. See
Appx1045-1046, id., Dkt. No. 542 (defendant’s motion). Third, those sealed
documents included information regarding plaintiff’s licenses and licensing
discussions. See Appx1047-1049, id., Dkt. No. 552 (plaintiff’s declaration).

11 See, e.g., Verinata Health, Inc. v. Sequenom, Inc., No. 3:12-cv-00865 SI,
2014 WL 12789020, at *1 (N.D. Cal. Aug. 8, 2014) (sealing deposition excerpts
because of the “risk to Sequenom’s licensing negotiations with third parties and
Sequenom’s competitive interests”); Appx970-971, Bluestone Innovations LLC v.
Nichia Corp., No. 3:12-cv-00059-SI, Dkt. No. 285 at 2 (N.D. Cal. Apr. 15, 2013)
(sealing “documents [that] discuss confidential information, such as explicit details
regarding negotiations in licencing [sic] agreements and internal decision-making
processes”).

12 See, e.g., Apple Inc. v. Samsung Elecs. Co., Ltd., No. 5:11-cv-01846-LHK,
2012 WL 3283478, at *6 (N.D. Cal. Aug. 9, 2012) (“Apple v. Samsung (N.D. Cal.
August Order”) (“[T]he Court will follow the Ninth Circuit’s guidance and seal all
information related to the payment terms of Apple’s licensing agreements.”);
Abaxis, Inc. v. Cepheid, No. 10-cv-02840-LHK, 2011 WL 6002522, at *1 (N.D.
Cal. Nov. 30, 2011) (sealing “a term sheet from 2005 licensing negotiations
between Cepheid and Abaxis”).

13 See, e.g., Appx1052-1055, X One Inc. v. Uber Techs., Inc., No. 5:16-cv-
06050-LHK (SVK), Dkt. No. 243, at 4 (N.D. Cal. Aug. 2, 2019) (sealing
information related to defendant’s “third-party patent license agreements, including
the identities of the confidential third parties, the pricing terms and licensing fees,
and the specific intellectual property assets subject to the licenses”).

14 See, e.g., Dodocase VR, Inc. v. MerchSource, LLC, No. 3:17-cv-07088-
AGT, 2018 WL 5619799, at *1 n.1 (N.D. Cal. May 22, 2018) (sealing documents
“containing confidential settlement information in the form of sensitive pricing

32



information that could be used to Plaintiff’s disadvantage by existing or potential
licensees”).

15 See, e.g., Intel Corp. v. Tela Innovations, Inc., No. 3:18-cv-02848-WHO,
2021 WL 783560, at *14 (N.D. Cal. Mar. 1, 2021) (sealing “discrete pieces of
confidential business, financial, and licensing information’); Huawei Techs., Co.,
Ltd. v. Samsung Elecs. Co., Ltd., No. 3:16-cv-02787-WHO, 2018 WL 1784065, at
*12 (N.D. Cal. Apr. 13, 2018) (sealing pleadings and exhibits related to licensing);
Appx1002-1004, Autodesk, Inc. v. Alter, No. 3:16-cv-04722-WHO, Dkt. No. 108
at 2 (N.D. Cal. Sept. 5, 2017) (sealing in its entirety a license agreement between
plaintiff and Walt Disney Pictures (“WDP”) because “publication of these terms
would put WDP at a notable negotiating disadvantage in future licensing
negotiations. In addition, WDP is not a party.”); see also, generally, Appx1028-
1034, Autodesk, Inc. v. Alter, No. 3:16-cv-04722-WHO, Dkt. No. 174 (July 19,
2018) (sealing licensing information).

16 See, e.g., Appx1068, SmugMug, Inc. v. Virtual Photo Store LLC, No. 4:09-
cv-02255 CW (JCS), Dkt. No. 69 (Nov. 6, 2009) (sealing information regarding
amount of third-party license).

17 See, e.g., Appx1083-1086, Droplets, Inc. v. Yahoo!, Inc., No. 4:12-cv-
03733-JST, Dkt. No. 638 at 3 (N.D. Cal. Jan. 28, 2021) (sealing information
regarding licenses); Appx1080-1082, Symantec Corp. v. Zscaler, Inc., No. 4:17-cv-
04426-JST, Dkt. No. 356 at 2 (N.D. Cal. Oct. 29, 2019) (sealing information
regarding licensing agreements); Appx974-988, Icon-1P Pty Ltd. v. Specialized
Bicycle Components, Inc., No. 4:12-cv-3844-JST, Dkt. No. 217 at 5 (Mar. 4, 2015)
(“This exhibit contains information about assignments, and consulting and license
agreements between a third party consultant and Specialized. The Court is
satisfied that release of this information would result in an invasion of the third
party’s privacy, that Specialized would suffer competitive harm if this material
were made public, and that there are therefore compelling reasons to file this
exhibit in its entirety under seal. . . . More specifically, the Court is satisfied that
disclosing the terms of these agreements would put Specialized at a disadvantage
in future negotiations for similar agreements.”) (citations omitted).

18 See, e.g., Appx991-993, ChriMar Sys. Inc. v. Cisco Sys. Inc., No. 4:13-cv-
01300-JSW, Dkt. No. 413 at 3 (Aug. 12, 2016) (sealing entire license agreement).

19 See, e.g., Digital Reg of Texas, LLC v. Adobe Sys., Inc., No. 4:12-cv-01971-
CW, 2014 WL 6986068, at *1 (N.D. Cal. Dec. 10, 2014) (“[T]he redacted portions
disclose details of Digital Reg’s patent licenses and that public disclosure of this
information would harm Digital Reg by placing it at a disadvantage in future
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Not to belabor the point, but examples from Northern District of California
sealing licensing information are legion. Appellants stopped adding citations to
the footnotes above to avoid running into the word-limit for this Brief. This is not
a “both sides” situation; other than the district court below, the cases are all on the
side of sealing this information.

In fact, the judge below had—until these cases—consistently recognized that
that disclosure of patent licensing information “would cause great and undue
harm” to both litigants and their licensees. Appx963-964, Oracle Am., Inc. v.
Google Inc., No. 3:10-cv-03561-WHA, Dkt. No. 687 at 2 (N.D. Cal. Jan. 10,
2012). For example, the district court below ordered sealed the entirety of a
defendant’s license in another patent case just one week after denying Uniloc’s
motion for reconsideration:

[Plaintiff Finjan sought to seal Exhibit 7. Defendant] Juniper declares

that Exhibit 7, which consists of a confidential license agreement,

constitutes a trade secret (id. § 10). See In re Elec. Arts, Inc., 298 F.

App’x 568, 569 (9th Cir. 2008). . . . Compelling reasons having been

shown, Finjan’s motion to seal Exhibit 7 in its entirety . . . is
GRANTED.

licensing negotiations. The Court finds good cause to grant the motion.”);
Appx968-969, Tessera, Inc. v. Advanced Micro Devices, Inc., No. 4:05-cv-04063-
CW, Dkt. No. 1036 at 2 (N.D. Cal. Aug. 10, 2012) (sealing “royalty reports with
financial information about payments’); Powertech Tech., Inc., v. Tessera, Inc.,
No. 4:11-cv-06121-CW, 2012 WL 1969039, at *1-2 (N.D. Cal. May 31, 2012)
(granting motion to seal details of license agreement).
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Appx1042-1044, Finjan, Inc. v. Juniper Network, Inc., No. 3:17-cv-05659-WHA,
Dkt. No. 485 at 2 (N.D. Cal. May 22, 2019).

The order on appeal denigrated Uniloc’s counsel’s declaration as “hearsay”
in refusing to seal third-party information, Appx33, but declarations from the
designating party’s counsel are the standard evidence used to support motions to
seal in the Northern District of California. See L.R. 79-5(d)(1) & 79-5(e)(1).
Nearly all the orders cited above at footnotes 5-19 were based upon counsels’
declarations. So too, the district court below had—until these cases—routinely
relied upon counsels’ declarations. For example, in Finjan v. Juniper Network, a
partner at Juniper Network’s outside counsel submitted a declaration in support of

the motion to seal, with only the following references to Exhibit 7:

12 — - -
Ll l_)emanallons Juniper’s Designations Juniper’s Basis
Document of Portions to Be . .
13 Sealed of Portions to Be Sealed for Sealing
* % *
a1 Exhibit 7 to Entire Exhibit Entire Exhibit Confidential
Kastens License
77 ||| Peclaration Agreement
* % *
8 10. Additionally, T am informed and believe that Exhibit 7 1s a full, unredacted
9 || confidential license agreement between Juniper and a third party, which is information that falls
10 || within the definition of a “trade secret.” In re Elec. Arts, Inc., 298 F. App’x 568, 569 (9th Cir.
11 | 2008).

Appx1038-1041, Finjan v. Juniper Network, No. 3:17-cv-05659-WHA, Dkt. No.
418 (N.D. Cal. Apr. 5, 2019) (highlighting added). The district court below held

that this constituted “[cJompelling reasons having been shown,” and so sealed
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Exhibit 7 in its entirety. Appx1042-1044, Finjan v. Juniper Network, No. 3:17-cv-
05659-WHA, Dkt. No. 485 at 2.

In Oracle, an associate at defendant Google’s outside counsel submitted a
declaration in support of a motion to seal. The following shows the only mention

of licensing information in that declaration:

3. Exhibit J to the Dearborn Decl. (Dkt. No. 573) is an excerpt from the Expert
Report of Dr. Gregory K. Leonard (“the Leonard Report™). The Court previously has granted a
request to file the Leonard Report under seal (Dkt. No. 583). The Leonard Report contains
information that has been designated HIGHLY CONFIDENTIAL — ATTORNEY'S EYES
ONLY pursuant to the stipulated protective order in this case. The report and the underlying
documents contain Google’s sensitive, non-public financial data, such as costs, revenues, and
profits associated with Android. The report and underlying documents also contain non-public
information about Google’s consideration of and potential financial impact from alternatives to
the intellectual property at issue in this lawsuit. Additionally, the report contains non-public
information about licensing arrangements with third-parties, which are protected by
confidentiality clauses with those third-parties. Google does not make this information available
to the public. Public disclosure of this confidential information would cause great and undue

harm to Google. and place it at a competitive disadvantage.

Appx965-967, Oracle, No. 3:10-cv-03561-WHA, Dkt. No. 600 (N.D. Cal. Jan. 10,
2012) (highlighting added). Again, the district court below concluded that this
declaration identified compelling reasons to seal the entire exhibit and, in fact, its
order quoted verbatim (without attribution) the highlighted text as the basis to seal.
Appx963-964, Oracle, No. 3:10-cv-03561-WHA, Dkt. No. 687 at 2.

So too, in Rembrandt Patent Innovations, LLC v. Apple Inc., on defendant

Apple’s motion, the district court below ordered sealed information from plaintiff
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Rembrandt including “Rembrandt’s business model, and the amounts of royalty
payments negotiated in licenses for the patents-in-suit.” Appx989-990, No. 3:14-
cv-05094 WHA, Dkt. No. 144144 at 2 (N.D. Cal. Jan. 12, 2016).

And in Plantronics, Inc. v. Aliph, Inc., the district court below granted
plaintiff’s motion to seal an entire license agreement. Appx972-973, No. 3:09-cv-
01714-WHA, Dkt. No. 295 (N.D. Cal. Dec. 5, 2013), Dkt. No. 295 at 2. It did so
even though the defendant (not the moving plaintiff) was the “Designating Party”

and even though defendant did not file any declaration in support of sealing it.
II. Standard of Review

As this appeal does not involve substantive issues of patent law, this Court
applies the law of the regional circuit in which the district court sits, i.e., the Ninth
Circuit. Apple v. Samsung, 727 F.3d at 1220. When reviewing a district court’s
order sealing or unsealing judicial records, the Ninth Circuit reviews de novo
whether the district court used the correct legal standard. In re Midland Nat'l Life
Ins. Co. Annuity Sales Practices Litig., 686 F.3d 1115, 1119 (9th Cir. 2012).

A district court’s decision to seal or unseal judicial records is reviewed for
abuse of discretion, provided the district court applied the correct law. Id. Relying
upon an erroneous legal standard vitiates the abuse of discretion standard of
review. Foltz v. State Farm Mut. Auto. Ins. Co., 331 F.3d 1122, 1135 (9th Cir.

2003) (“If the district court conscientiously balances the competing interests and
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articulates compelling reasons supported by specific factual findings, its decision
will be reviewed only for an abuse of discretion.”) (emphasis added).

A district court abuses its discretion if it “bases its decision on an erroneous
legal standard or clearly erroneous findings of fact,” Earth Island Inst. v. Carlton,
626 F.3d 462, 468 (9th Cir. 2010), or if the reviewing court “has a definite and
firm conviction that the court below committed a clear error of judgment in the
conclusion it reached upon a weighing of the relevant factors,” Smith v. Jackson,
84 F.3d 1213, 1221 (9th Cir. 1996).

In sum, this Court must first determine whether the district court below
followed the correct law; if not, then it is entitled to no deference. If the district
court applied the correct law, then the question is whether the district court abused
its discretion in its application of the law to the facts.

III. Discussion

The district court below made several mistakes of law and fact, which in
turn infected its decision to unseal the remaining items of third-party information.
This abrogated application of the abuse of discretion standard in these appeals.

We will begin by going through the district court’s order and then turn to the

compelling grounds to seal the information at hand.
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A. The district court erred on the law and facts.

The district court below made several reversible mistakes of law and fact in
denying the motion to seal.

To start, the district court improperly focused on the point that the third-
party licensing information here at issue relates to patents. For example, the
district court quoted from its own prior (reversed-in-part) order:

[T]he public in turn has a strong interest in knowing the full extent of

the terms and conditions involved in [the patentee’s] exercise of its

patent rights and in seeing the extent to which [the patentee’s]
exercise of the government grant affects commerce.

Appx31-32 (quoting Appx41). The district court did not cite a single case—other
than its own—in support of this proposition. And, to close the loop, that earlier
order cited nothing at all for this proposition. See Appx41-42.

So too, the district court below wrote:

[A] patent is a public grant of rights. A patent owner is a tenant on a

plot within the realm of public knowledge, and a licensee is her sub-

tenant. The public has every right to account for all its tenants, all its

sub-tenants, and (more broadly) anyone holding even a slice of the
public grant.

Appx35 (Dkt. No. 233 at 5) (emphasis in original); see also, e.g., id. (“[P]atent
licenses carry unique considerations.”); Appx925-926 (“[W]e are dealing with the
public right here . . . . [] And ownership of that public right ought to be known.”).
Again, the district court cited no precedents in support of this theory. Cf.

Uzuegbunam v. Preczewski, No. 19-968,  S.Ct. __ , 2021 WL 850106, at *6
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(U.S. Mar. 8, 2021) (“The dissent’s contrary assertion is unaccompanied by any
citation.”).

The foundation of patent law is the bargained exchange of public disclosure
for temporary monopoly rights to the disclosed invention. Cf. U.S. Const., Art. I,
Sect. 8, CI. 8 (“The Congress shall have the Power To . . . promote the Progress of
Science and useful Arts, by securing for limited Times to Authors and Inventors
the exclusive Right to their respective Writings and Discoveries.”). But there is
nothing in the Patent Act (or Constitution) that requires disclosure of licensing
transactions related to patents. There are untold hundreds of financial transactions
conducted every day with respect to patent rights and, beyond public recordation of
assignment interests in the public register, those transactions are almost always
confidential.

As a matter of public policy, it should not be the case where a patent owner
elects—or is forced—to protect its rights by way of litigation, that the patent owner
is thereby obliged to disclose the terms of every license it has done. Such a policy
would chill the interests of both patentees and licensees in entering license
agreements, thereby hampering the practice of licensing. Licensing should be
encouraged, not discouraged as would happen under the district court’s theory.

Whatever the merits of the district court’s theory might be, such public

interest would apply equally to every single licensing case cited herein. See supra
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nn.5-19. Every one of those cases involved patent licenses. And yet, the licensing
terms were sealed in every case. In other words, other than the district court on
appeal, the other judges of the Northern District of California have uniformly
found that, under Ninth Circuit law, the interest in maintaining the confidentiality
of universally acknowledged trade secrets related to patent licensing outweighs the
public’s interest in knowing the specific amounts paid for those licenses. There
has yet to be a single citation adduced to the contrary.

Moreover, in this instance, disclosure of the licensing information will not
advance the district court’s purported goal. None of the documents and
information at issue identify the licensed patents or portfolios. Rather, they
identify the licensee, amount paid, payment date and license type. Appx732-734.
So, the public will be no more informed of what entity has a license to what
patent(s) than before.

In any event, after identifying its theory, the district court turned to “the crux
of the problem,” which it described as “whether the particular bases offered by our
third parties outweigh the presumption of public access.” Appx32 (emphasis in
original). Focusing first on the law, the district court acknowledged that Uniloc
cited many cases in which this sort of information had been sealed, and for which
not a single contra citation has ever been found. But, the district court concluded

that those other courts had all simply and uniformly been wrong. This is not an
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exaggeration. Indeed, the judge had to state that he too had been consistently
wrong on the subject:

Uniloc’s reliance on the numerous district court orders which have
sealed similar information underscores the larger problem of
indiscriminate oversealing in patent and commercial cases nationwide.
This order readily acknowledges that this Court, among the many
Uniloc cites, has at times fallen into the habit, as a concession to the
shortness of life, of oversealing information that in truth should be
made public. But the culprits seem plain. Our adversarial system
collapses when, as often occurs in these suits, both parties seek to seal
more information than they have any right to and so do not police
each other’s indiscretion. Perhaps no case better illustrates this
collusive oversealing so much as the one upon which Uniloc
continually relies, Apple v. Samsung. There, both Apple and Samsung
bombarded the Honorable Lucy H. Koh with excessive and
unopposed sealing motions, took full advantage of the judge’s
patience in permitting them to revise and narrow their motions, and
then appealed the partial denial of their sealing motions to the Federal
Circuit, where they again refused to oppose each other’s motions,
leaving that task to amici curiae. 727 F.3d 1218-20.

True to form, given the opportunity to oppose Uniloc’s

oversealing at oral argument here, Apple abandoned the Court in its

enforcement of the local rules and circuit precedent, further confirmed

that it would not oppose the sealing on appeal, and opted instead to

grab its December 4 victory on the standing issue and head for the

hills. This is why EFF must be permitted to intervene.
Appx33 (emphasis in original). Yet again, the district court did not cite any other
cases in support of overturning this uniform precedent.

The above bears repeating: The district court below asserted that it and its

fellow judges of the Northern District of California have consistently sealed this

exact sort of information in the past. The Ninth Circuit and this Court too have
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sealed this sort of information. See, e.g., In re Elec. Arts, 298 Fed. App’X. at 569-
70; Apple v. Samsung, 727 F.3d at 1228 (applying Ninth Circuit law). But the
district court said that these courts were all wrong to have done so because patent
licenses are special. Yet, the district court could not cite a single precedent—at
any level—in support of this novel position, other than its own prior ruling which
this Court had vacated with respect to this exact issue. With all due respect, the
district court below could not overrule the Ninth Circuit. The fact that there is a
uniform practice on one side, with only one example on the other, suggests that the
district court made a mistake of law. E.g., Earth Island Inst., 626 F.3d at 468 (9th
Cir. 2010) (explaining that a district court abuses its discretion if it “bases its
decision on an erroneous legal standard or clearly erroneous findings of fact”).
Focusing next on the evidence presented, the district court acknowledged
that twenty-three licensees explicitly asked the court to keep their information
under seal, and that they provided reasons for their requests by way of Uniloc’s
declaration. But the district court discarded this evidence because “[a]ll of this is
hearsay.” Appx33 (Dkt. No. 233 at 4). The district court did not explain why a
third-party must submit a separate declaration in support; there is no such

requirement in the local rules.? The district court also rejected, inter alia, the

20 Local Rule 79-5(e) requires that the “Designating Party” file a declaration.
Uniloc—which was the Designating Party for the document containing the list of
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thirteen (not hearsay) declarations filed by third-parties. Appx33-34. It rejected
this evidence—thousands upon thousands of words explaining the interests of the
third-parties—because the district court was bothered by the absence of any
additional evidence submitted after remand from this Court:

Given the Federal Circuit’s public remand to more carefully consider

their interests, the third parties’ silence speaks volumes. We are left

to balance the public interest against either stale declarations from

nearly two years ago (for those eight [sic.?!] who provided them) or
Uniloc’s hearsay.

Appx34. Appellants submit that this was a clear misreading of this Court’s
directions on remand.

Again, in its July 2020 opinion, this Court recognized that “many of
Uniloc’s licensees have submitted declarations stating that they wish their
licensing information to remain confidential and that the disclosure of such in-

formation would cause them material competitive injury,” Appx503 (emphasis

109 licenses—did so, and therein included the pleas of the third-party licensees.
See Appx765-772 {1 8-9.w.i.

The undersigned counsel suggested to the licensees that they file their own
declarations. Thirteen did so. But many others declined, based upon the very fear
that was realized in this case—in addition to their licensing information, the district
court might put their declarations into the public record too. The district court’s
orders will likely chill future third-parties from coming forward to protect their
compelling interests.

21 The district court miscounted the third-party declarations in support of the
motions to seal. There were eight filed under seal, Appx805-837, and another five
filed in the public record, Appx436-450.
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added), and further that other third-parties had asked Uniloc to relay their requests
and concerns. So, this Court wrote:

As to these third-party materials, we conclude that the district court

failed to make findings sufficient to allow us to adequately assess

whether it properly balanced the public’s right of access against the

interests of the third parties in shielding their financial and licensing
information from public view.

Id. In short, this Court recognized that the district court failed to consider the
wealth of information already before it and remanded for consideration of those
materials. Yet, the district court denigrated Uniloc’s attempt to argue on behalf of
those third-parties and the evidence they already submitted because nothing new
was added to the already voluminous record. This was a mistake of law.

The district court next held that it was “[c]onclusive” that “the dates and
dollar amounts involved in Uniloc’s patent licenses ‘go to the heart of” the primary
dispute, that of Uniloc’s standing (or lack thereof) to sue.” Appx34. But that is
demonstrably untrue. There was no relevance whatsoever to who paid Uniloc
licensing fees in the past. While the total amount paid was relevant to whether
there was a breach of the creditor agreement with Fortress, the individual payments

was not at issue.?? There was no “dispute” about the date and dollar amount under

22 As the district court previously recognized, “Apple’s motion to dismiss for
lack of standing did not directly depend upon information regarding the specific
dollar amounts, financial terms, and names of the licensees in the various
agreements (with Fortress or third-party licensees).” Appx42. Instead, it was the
aggregate of them all that mattered.
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the agreement. As the district court stated in its order dismissing the -358 case:
“Our facts are uncontested.” Appx897. This is because no one disputed that the
licensing target was $20,000,000. No one disputed that the deadline was March
31, 2017. And no one disputed that by March 31, 2017, Uniloc only gathered
about $14,000,000 in aggregate revenues. See, e.g., Appx892 & Appx897. By the
district court’s own account, all that remained in dispute was a question of law: In
light of the uncontested facts, did Uniloc lack standing to enforce its patents?

The district court then turned to the materials at issue. Based upon the
foregoing, it concluded that the table of licensing information would be unsealed,
as would be all references to any of those licenses in the deposition transcripts and
briefing. Appx35. The compelling reasons to seal these documents will be
discussed infra at Argument § 111.B.

Lastly, the district court considered the Fortress Memorandum, submitted in
the -358 case. The district court concluded that it should be unsealed because
“Fortress has not submitted a declaration in support of its sealing request. Instead,
Uniloc filed the hearsay declaration here, merely reporting what Fortress’s counsel
apparently said (No. C 18-00358, Dkt. No. 173 at 1 3, 19-22).” Appx35. This
was a mistake of fact, as is evident from the cited paragraphs; the declaration was
expressly submitted on behalf of Uniloc and Fortress. The compelling reason to

seal this document will be discussed infra at Argument § 111.C.
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In sum, the district court made mistakes of law—and thereby vitiated the
abuse of discretion standard—by (1) relying upon a new theory that patent licenses
hold a special place in the firmament of filing materials under seal; (2) ignoring the
dictates of the Ninth Circuit (and this Court’s application of Ninth Circuit law); (3)
disregarding the uniform holdings of the other judges of the Northern District of
California; (4) contravening its own prior holdings on the subject; (5) asserting that
all of those prior decisions were wrong; (6) announcing a new requirement for
third-parties seeking to keep their information confidential, to wit, that they must
individually file declarations close in time to the court’s consideration; (7) ignoring
this Court’s directions on remand; (8) ignoring (again) the evidence presented by
the more than 100 third-party licensees; (9) bypassing its own statement that the
facts were uncontested; and (10) misreading the declaration in support of Fortress.
Any one of these should warrant reversal, in part or whole. The correct outcome
was reached by Judge Gonzalez Rogers—also of the Northern District of
California—just five hours later, when she ordered sealed the same list of 109
licensees: “Pricing terms and confidential financial information are routinely
sealed as materials that may be used to harass or harm a party's competitive

standing.” Uniloc v. Google, 2020 WL 7626430, at *21 n.23.

* * %
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We will now turn to the individual documents and information to be sealed,
starting with the third-party licenses and related information, and then the Fortress
Memorandum.

B. There are compelling reasons to redact the references to
third-party licensees and their licensing information.

1. The Conformed Revenue Sharing and Note and
Warrant Purchase Agreement should remain
redacted.

The Conformed Revenue Sharing and Note and Warrant Purchase
Agreement—submitted as Exhibit A to Apple’s motion to dismiss in the -360
case—relates to the financial relationship between non-party Fortress and Uniloc.
Appx708-734. The first twenty-two pages have been made public, so the only
remaining issue relates to the last three pages. Appx732-734. Those pages include
a table listing 109 licenses. Each row discloses the third-party licensee’s name, the
date of the license and the amount paid for the license. Each such set of
information is covered by a separate agreement. Most of these agreements include
express confidentiality provisions. And, these confidentiality provisions are in
almost every instance founded upon court-issued protective orders.

Disclosure of these three pages would make public the confidential financial
and business information of more than 100 third-parties. In the cases cited herein,

see supra nn.5-19, the to-be-sealed information almost always related to just one
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third-party. So, there will be more third-party licensing information made public
through this one event than was at issue in all of the other cited cases combined.

Following the district court’s original refusal to seal this licensing
information, Uniloc’s counsel reached out to the licensees to ask for their positions
as to publication of this information. Appx764 § 5. Just two of the more than 100
agreed to the disclosure of their information. Appx764-765 1 7-7.b. Eight others
agreed to disclose their identities, but asked to maintain the confidentiality of their
license payments; they described their reasons in declarations submitted by them or
by Uniloc with their explicit requests. Appx436-450 (third-party declarations);
Appx765-767 11 8-8.h.

Twenty-three licensees asked that all information about them remain
confidential; they described their reasons in the accompanying declarations
submitted by them or by Uniloc with their explicit requests. Appx805-837 (sealed
third-party declarations); Appx767-772 1 9-9.w.i. These entities explained that
confidentiality, including of their identities, was important to the licensing
negotiations. See Huawei Techs., Co, Ltd v. Samsung Elecs. Co, Ltd., 340 F. Supp.
3d 934, 1004 (N.D. Cal. 2018) (“Percentages of royalties sought or secured in
negotiations or resulting licensing agreements may remain under seal at this
juncture, if those terms are not otherwise publicly known. This includes references

to the identities of third-parties to those agreements, assuming the existence of the
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agreement itself is not otherwise publicly known.”) (emphasis added). They further
asserted that the disclosure of their identities and the existence and terms of the
licenses would cause competitive harm.

As all the third-party licensees explained, they go to great lengths to
maintain the confidentiality of their licensing information. For, among other
reasons, disclosure of their licensing information would be used by other patentees
In license negotiations with those third-parties. This information asymmetry would
put these third-parties at a permanent disadvantage. Appx436-450; Appx805-837;
Appx765-772 11 8-9.w.i; see, e.g., Finjan, Inc. v. Sophos, Inc., No. 14-cv-01197-
WHO, 2016 WL 7911365, at *1 (N.D. Cal. Aug. 30, 2016) (granting patentee’s
request to protect the identity of its licensees during trial by using codenames when
referring to the licensee and redacting the licensee’s name from the license
agreements submitted as evidence in the trial).

Uniloc is obliged to similarly protect the information of any entity that did
not respond or whose response was not sufficiently definite. Appx764 6. That
some licensees did not respond does not mean they do not care, nor does it vitiate
Uniloc’s contractual obligations to abide by those third-parties’ previously
expressed wishes (and court-ordered protective orders). Rather, it could be that the

licensees moved from the addresses identified in the agreements; or, the in-house
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or outside counsel no longer receive email at the listed addresses; or, any number
of other alternatives. Silence cannot be taken as assent for disclosure.

Further, the identity of any given third-party and the terms of its individual
license agreement are not relevant to the issues considered by the district court, so
the public’s interest in this information is substantially outweighed by the third-
party’s interest in maintaining its confidentiality. See Foltz, 331 F.3d at 1135.
Whether the proverbial Blackacre Corporation paid Uniloc a peppercorn or
$10,000,000 was irrelevant to Apple’s motion. The issue behind Apple’s motion
was wWhether, in the aggregate, Uniloc’s licenses hit a certain threshold. Appx42
(“Apple’s motion to dismiss for lack of standing did not directly depend upon
information regarding the specific dollar amounts, financial terms, and names of
the licensees in the various agreements (with Fortress or third-party
licensees) . ...”). And that issue was not in dispute.

Nonetheless, the district court ordered this information unsealed.

If this Court will forgive the rhetorical questions, how could the district
court below hold that the declarations it considered in Oracle, Finjan v. Juniper
Network and Rembrandt were sufficient, see supra at 34-36, but the declarations in
this case were not? And how could the district court below conclude that the
license in Plantronics should be filed under seal in its entirety—even without a

declaration in support, see supra at 36—but the third-parties’ requests here were
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insufficient? The district court gave its answer: The district court concluded that it
and every other court must have been wrong. Appx33.2 If a district court cannot
cite a single appellate case in support of its conclusion that it and every other
district court’s uniform practice to date has been wrong, then that district court
must have made a mistake of law.

To the extent there is any question of whether the district court abused its
discretion, Uniloc asks this Court to compare the declarations that were found
sufficient—Dby the same district court—in Finjan v. Juniper Network, Appx1038-
1041, and in Oracle, Appx965-967, with the declarations submitted in this case
that were deemed lacking, Appx436-450 (unsealed third-party declarations);
Appx805-833 (sealed third-party declarations); Appx766-772 11 8-10 (Uniloc
declaration). Sealing the financial terms in the earlier cases, but not these cases, is

not an exercise in discretion; it is an abrogation of precedent and practice.?*

23 The district court seemed to suggest that this Court came to the wrong
conclusion in Apple v. Samsung, 727 F.3d 1214. See Appx33.

24 Again, in Finjan v. Juniper Network, the same district court sealed the
“confidential license agreement between Juniper and a third-party, which is
information that falls within the definition of ‘trade secret,’” with far less evidence.
Appx1042-1044, Finjan v. Juniper Network, No. 3:17-cv-05659-WHA, Dkt. No.
485 at 2. In Oracle, the same district court sealed “non-public information about
licensing arrangements with third-parties, which are protected by confidentiality
clauses with those third-parties,” with far less evidence. Appx963-964, Oracle,
No. 3:10-cv-03561-WHA, Dkt. No. 687 at 2. In Rembrandt, the same district court
sealed “the amounts of royalty payments negotiated in licenses,” with far less
evidence. Appx989-990, No. 3:14-cv-05094 WHA, Dkt. No. 144 at 2 (N.D. Cal.
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In light of the thirteen third-party declarations and the more than 3500 words
of the Uniloc declaration which address this document in particular, Appellants
asks the Court to recognize that the third-parties and Uniloc identified more than
simple, “generalized assertions of potential competitive harm.” Appx43; see, e.g.,
Apple v. Samsung (N.D. Cal. November Order), 2012 WL 5988570, at *4 (“The
Ninth Circuit has held, and [the Northern District of California] has previously
ruled, that pricing terms, royalty rates, and minimum payment terms of licensing
agreements plainly constitute trade secrets and thus are sealable.”) (emphasis
added). Rather, as the district court below wrote in Oracle, these pages “contain|]
non-public information about licensing arrangements with third-parties, which are
protected by confidentiality clauses with those third-parties. [The third-parties]
do[] not make this information available to the public. Public disclosure of this
confidential information would cause great and undue harm to [those third-parties],
and place [them] at a competitive disadvantage.” Appx963-964, Oracle, No. 3:10-
cv-03561-WHA, Dkt. No. 687 at 2; cf. Microsoft Corp. v. Hon Hai Precision

Indus. Co., No. 5:19-cv-01279-LHK, 2020 WL 4901610, at *3 (N.D. Cal. Aug. 20,

Jan. 12, 2016). And, in Plantronics, the same district court sealed an entire license
agreement with absolutely no evidence.

Even if the district court were wrong in each of those earlier cases, the third-
party licensees were at least entitled to rely upon those prior, consistent precedents
at the time they submitted their evidence and requests in the cases on appeal.
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2020) (“Exhibit 3 is a small, one-page excerpt from Microsoft’s damages expert’s
supplemental expert report. Exhibit 3 contains a single table replete with
confidential trade secret information concerning royalty rates and pricing terms.
As a result, the Court holds that Exhibit 3 is sealable in its entirety.”). This
constitutes compelling reasons shown and so Appellants respectfully request that

this Court overrule the district court and order that these lines remain redacted.

2. The excerpts of the Settlement and License
Agreement between Microsoft and Uniloc should
remain redacted.

Apple filed a two-page excerpt from the confidential settlement and license
agreement between third-party Microsoft and Uniloc. Appx759-760. The
document is redacted to cover only the license fees.

Even EFF did not ask that these redactions be lifted. Nonetheless, the
district court ordered it unsealed.

As detailed in the Microsoft and Uniloc declarations, terms of the license
agreement constitute Microsoft’s trade secret information, disclosure of which
would cause competitive harm to Microsoft. Appx449-450; Appx766  8.e.
Disclosure of this information would lead to information asymmetry between
third-party Microsoft and potential licensors, indelibly damaging Microsoft. See,
e.g., Appx963-964, Oracle, No. 3:10-cv-03561-WHA, Dkt. No. 687 at 2. This

information is also covered by a Protective Order from another court. Appx941-
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962 Uniloc USA, Inc. v. Microsoft Corp., No. 03-cv-440 (WES), Dkt. No. 23
(D.R.I. Apr. 30, 2004). These constitute compelling reasons shown to redact the
identified terms.

As such, Appellants respectfully request that the Court overrule the district
court and order that these few words remain redacted. See, e.g., Apple v. Samsung
(N.D. Cal. November Order), 2012 WL 5988570, at *4 (“The Ninth Circuit has
held, and [the Northern District of California] has previously ruled, that pricing
terms, royalty rates, and minimum payment terms of licensing agreements plainly
constitute trade secrets and thus are sealable.”).

3. Apple’s Reply Brief should remain redacted.

After remand from this Court, Uniloc proposed to redact only a few phrases
in Apple’s reply brief, specifically on page 10 regarding Uniloc’s licenses with
Microsoft. Appx 853. The to-be-redacted information does not disclose the exact
dollar figures in the Uniloc-Microsoft licenses. But, in conjunction with other
information that has been made public, the disclosure of these lines would
effectively disclose the exact dollar figures of those licenses.

Even EFF did not seek the disclosure of this information. Nonetheless, the
district court ordered it unsealed.

For the reasons discussed immediately above with respect to the Uniloc-

Microsoft agreement, see supra Argument 8 I11.B.2, Appellants respectfully
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request that the Court overrule the district court and order that these few words

remain redacted.

4. The Jacobs Revised Redactions Declaration should
remain redacted.

The Jacobs Revised Redactions Declaration was submitted with Uniloc’s
motion for reconsideration. Appx761-776. The portions that Uniloc sought to
redact are those that relate solely to information from third-parties who expressly
asked that their information and requests remain confidential. In short, the to-be-
redacted sections are the pleas and explanations from twenty-three third-party
licensees, asking the district court to seal their licensing information.

Even EFF did not seek the disclosure of the redacted information.
Nonetheless, the district court ordered it unsealed.

As detailed in the declarations, this information constitutes trade secrets of
those third-party licensees, the disclosure of which would cause competitive harm
to them. Appx764-772 11 4, 8-11; Appx436-450 (unsealed third-party
declarations); Appx805-833 (sealed third-party declarations). Disclosure of this
information would lead to information asymmetry between those third-parties and
potential licensors. See, e.g., Appx963-964, Oracle, No. 3:10-cv-03561-WHA,
Dkt. No. 687 at 2. This information is also covered by Protective Orders from
other courts. And, refusing to seal this information would likely result in a chilling

effect on future third-parties coming forward to advocate for their interests.
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Unsealing this information will provide no benefit at all to anyone and only harm
those third-parties that petitioned the district court for its assistance. These
constitute compelling reasons shown to redact the identified information. As such,
Appellants respectfully request that the Court overrule the district court and order
this declaration remain redacted. Apple v. Samsung (N.D. Cal. November Order),

2012 WL 5988570, at *4.
5. The sealed declarations should remain under seal.

Exhibits G through N of Uniloc’s motion for reconsideration were sealed
and redacted declarations from third-party licensees. Appx805-833 (sealed third-
party declarations).

Even EFF did not seek the disclosure of these declarations. Nonetheless, the
district court ordered them unsealed.

In each declaration, an executive from the given licensee explained in detail
the damage that would be caused by publication of the information that relates to
it. This information constitutes trade secrets of those third-parties, the disclosure
of which would cause competitive harm to those third-parties. Disclosure of this
information would lead to information asymmetry between the third-parties and
potential licensors. See, e.g., Appx963-964, Oracle, No. 3:10-cv-03561-WHA,
Dkt. No. 687 at 2. This information is also covered by Protective Orders from

other courts. And refusing to seal this information would likely result in a chilling
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effect on future third-parties coming forward to protect their interests. Unsealing it
will provide no benefit at all to anyone and only harm those third-parties that
petitioned the district court for its assistance. These constitute compelling reasons
shown to seal and redact these documents. As such, Appellants respectfully
request that the Court overrule the district court and order these declarations sealed
and redacted. Apple v. Samsung (N.D. Cal. November Order), 2012 WL 5988570,
at *4.

6. The Palmer deposition excerpts should remain
redacted.

Apple’s motion to dismiss in the -358 case was accompanied by sixty-three
pages of transcript from the deposition of James Palmer, a Managing Director at
Fortress Investment Group.?® Appx549-612. Uniloc sought to seal just a few
words across three lines, which disclose the identity of third-party licensees.
Appx555. For these reasons and those discussed above, see supra Argument §
111.B.1, Appellants respectfully request that this Court overrule the district court

and order these three lines redacted.

25 Fortress Investment Group is an affiliate of Fortress Credit Co. LLC, i.e.,
“Fortress.”
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C. There are compelling reasons to seal the Fortress
Memorandum and redact Apple’s Motion to Dismiss in the
-358 case.

The Fortress Memorandum is a detailed analysis of Uniloc created by non-
party Fortress, Appx613-616, which Apple submitted as an exhibit with its motion
to dismiss the -358 case. That motion discussed the Fortress Memorandum at page
15, from lines 13 to 17. Appx538. Fortress and Uniloc sought to seal the
Memorandum and the four lines of excerpts regarding Fortress in Apple’s brief.

Starting with the first two pages of the Fortress Memorandum, the document
summarizes Fortress’s prior interactions and business dealings with Uniloc;
analyzes Uniloc in depth; and proposes additional investments in Uniloc, based
upon Fortress’s internal, proprietary analyses of Uniloc. Appx614-615. This
information has not been shared outside of Fortress. Fortress’s proposal includes
terms which are not publicly available and which are considered proprietary to
Fortress. Disclosure of the information contained in the Fortress Memorandum
would harm Fortress’s ability to negotiate and further deal with Uniloc—which has
not seen the information—as well as other third-parties with whom Fortress might
seek to deal. Fortress considers its investment criteria among the most valuable—
and thus confidential—information available to it. Appx623-624 {{ 19-23; see,
e.g., In re Koninklijke, 2020 WL 1865294, at *2 (sealing “information related to

business operations”); Appx989-990, Rembrandt, No. 14-cv-05094-WHA, Dkt.
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No. 144 at 2 (N.D. Cal. Jan. 12, 2016) (sealing “business model” information);
Arista Networks, 2018 WL 2010622, at *2-3 (sealing “highly confidential and
sensitive information relating to Cisco’s financial information and internal
development strategies,” “highly confidential and sensitive information relating to
Avrista’s financial and customer information,” and “confidential settlement terms
between Cisco and third-party, Huawei Technologies™); Juicero, 2017 WL
8294276, at *2 (sealing “confidential financial and business information”);
Transperfect Global, 2014 WL 4950082, at *1 (sealing “confidential financial and
marketing information™).

Moreover, disclosure of this information would not aid the public. Whatever
personal interest one might have in reading non-party Fortress’s analyses of its
existing and potential investments, these particulars will play no part in verifying
the propriety of the district court’s order. Center for Auto Safety, 809 F.3d at 1096
(“The presumption of access is ‘based on the need for federal courts, although
independent—indeed, particularly because they are independent—to have a
measure of accountability and for the public to have confidence in the
administration of justice.”””). Unsurprisingly, the district court did not cite the
Fortress Memorandum its order dismissing the case. See Appx891-904. As such,

the public’s interest in it is de minimis. Cf. Kamakana, 447 F.3d at 1179.
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The third page of the Fortress Memorandum includes a list of fifty-five
third-party licenses taken from the larger list of 109 licenses in the Conformed
Revenue Sharing and Note and Warrant Purchase Agreement. For the reasons
discussed above with respect to the larger list, this licensing information should
remain under seal. See supra Argument 8 I11.B.1.

Finally, the district court was mistaken when it stated that the document
should not be sealed because Fortress did not submit a declaration in support. As
the district court recognized, a declaration was submitted by (at least) counsel for
Uniloc. Appx35. However, Prince Lobel Tye LLP, counsel for Uniloc, also
represents Fortress with respect to production of the Fortress Memorandum in
these cases. As such, the declarant spoke with an individual at Fortress and
another attorney at the firm regarding the Fortress Memorandum in preparing the
declaration. And, on this basis, and on behalf of Fortress, that declarant identified
the confidential information, the harm that could come from disclosure of it, and
requested on behalf of Fortress that the court seal it. Appx619-625 | 3, 19-23.

These constitute compelling reasons shown to seal the Fortress
Memorandum. As such, Appellants and Fortress respectfully request that the

Court overrule the district court and order these declarations sealed and redacted.
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CONCLUSION

For the foregoing reasons, this Court should reverse the district court’s order
and remand with instructions to redact and seal the documents as proposed in

Uniloc’s motion.

April 2, 2021 Respectfully submitted,

UNILCO USA, INC. AND UNILOC
LUXEMBOURG, S.A,, by their attorneys,

/s/ Aaron S. Jacobs

Aaron S. Jacobs

Prince Lobel Tye LLP

One International Place, Suite 3700
Boston, MA 02110

(617) 456-8000
ajacobs@princelobel.com

Counsel for Plaintiffs-Appellees
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ATTACHMENT A

Docket Item Description Proposed Treatment
-360 case, Winnard Decl. Exhibit Redactions to the third-party
222-3 A: Conformed Revenue licensing information from
Sharing and Note and UNILOC_APPLE 2017 18337 to
Warrant Purchase UNILOC_APPLE 2017 18339.
& Agreement. See Argument § 111.B.1.
-360 case, Jacobs Decl. re Revised
222-11 Redactions Ex. B: Revised
redactions for Conformed
Revenue Sharing and Note
and Warrant Purchase
Agreement
-360 case, Apple’s Reply Redactions to the dollar values and
222-5 percentages related to the
& Microsoft agreements, on page 10
-360 case, Jacobs Decl. re Revised at lines 15, 16, 17, 24 and 25,
222-29 Redactions Ex. U: Revised | which shall remain redacted. See
redactions for Apple Reply in| Argument § 111.B.3.
Support of Motion to Dismiss
-360 case, Winnard Reply Decl. Exhibit | Redactions to cover the financial
222-7 DD: Settlement and License | terms of this agreement with
Agreement between Microsoft. See Argument 8
& Microsoft and Uniloc 111.B.2.
-360 case, Jacobs Decl. re Revised
222-25 Redactions Ex. W: [Sealed]
Settlement and License
Agreement between
Microsoft Corporation and
Uniloc
-360 case, Decl. of Aaron S. Jacobs Redactions to third-party
222-9 (“Jacobs Revised Redactions | information from page 5, line 16,

Decl.”) in Support of
Plaintiff’s Motion for
Reconsideration of the

Court’s January 17, 2019,

through page 10, line 8. See
Argument § 111.B.4




Docket Item

Description

Proposed Treatment

Order re Sealing of Order on
Motion to Dismiss and
Motion to Join Party, and
Order re Administrative
Motions to File Under Seal
and Motion to Intervene

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-13 Redactions Ex. G: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-15 Redactions Ex. H: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-17 Redactions Ex. I: [Redacted] | redacted. See Argument § 111.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-19 Redactions Ex. J: [Sealed] sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-21 Redactions Ex. K: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-23 Redactions Ex. L: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-25 Redactions Ex. M: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-360 case, Jacobs Decl. re Revised Third-party information to remain

222-27 Redactions Ex. N: [Sealed] | sealed. See Argument § I11.B.5.
Decl.

-358 case, Apple’s Motion to Dismiss | Third-party information to remain

No. 165 redacted at 15:13-17. See

Argument § 111.C.
-358 case, Winnard Decl. Ex. A: Palmer| Third-party information to remain
No. 165-2 Deposition Excerpts redacted at 119:14-16. See
Argument § 111.B.6.
-358 case, Fortress Memorandum Third-party information to remain
No. 165-10 sealed. See Argument § 111.C.
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UNITED STATES DISTRICT COURT

NORTHERN DISTRICT OF CALIFORNIA

UNILOC USA, INC,, et al.,
No. C 18-00358 WHA

Plaintiffs, No. C 18-00360 WHA
No. C 18-00363 WHA
V. No. C 18-00365 WHA
No. C 18-00572 WHA
APPLE, INC.,
Defendant.

ORDER RE SEALING

INTRODUCTION

This order addresses the sealing of evidence submitted in a patent infringement suit.
Accepting that several courts of appeal have held certain licensing and financial records
sealable at times, on the record provided, the sealing motions are DENIED.

STATEMENT

Previous orders detail the background (No. C 18-00358, Dkt. No. 186, No. C 18-00360,
Dkt. No. 157). In brief, these patent infringement suits have been funded by an entity called
Fortress Credit Co. LLC, which took a broad license in the asserted patents as security and
imposed annual monetization goals on plaintiff Uniloc. Accused-infringer Apple later
discovered that when Uniloc filed these cases, it had failed to meet its monetization goals for
the preceding twelve months, which released the sole condition on Fortress’s license, letting it

sub-license the asserted patents to the world. After several rounds of briefing and decision, and
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a remand by the Court of Appeals for the Federal Circuit to take a fresh look, a December 4
order concluded that Uniloc indeed lacked standing to sue here (No. C 18-00358, Dkt. No. 186).

Several sets of sealing motions now converge here because of the piecemeal manner in
which Uniloc’s lack of standing has surfaced across these cases. We address both Uniloc’s
request to seal portions of Apple’s most recent motion to dismiss and its requests to seal similar
material in the related cases, Nos. C 18-00360 ef seq., where Apple first raised the standing
issue. The Federal Circuit largely affirmed denial of those sealing requests, but has remanded
for our reconsideration of third party confidentiality interests. Uniloc 2017 LLC v. Apple, Inc.,
964 F.3d 1351, 1364 (Fed. Cir. 2020). The Electronic Frontier Foundation again moves to
intervene in opposition to Uniloc’s sealing requests. This order follows full briefing and a
hearing (held telephonically due to COVID-19).

ANALYSIS

Federal courts are public tribunals, not private mediators. They belong to the people, not
to corporate America. The public has legitimate interests in looking over our shoulders to see
why and how we grant relief (or not) and specifically what record justified (or not) that relief.
So our court of appeals has recognized a strong presumption of public access to our records.
On a dispositive motion, sealing any part of a record requires, without “hypothesis or
conjecture,” a compelling factual basis which outweighs the public interest in disclosure. Ctr.

Jfor Auto Safety v. Chrysler Grp., 809 F.3d 1092, 1096-97 (9th Cir. 2016); Kamakana v. City &
County of Honolulu, 447 F.3d 1172, 1178-79 (9th Cir. 2006).

In our present case, a second public interest also favors access. The United States
Supreme Court “has long recognized that the grant of a patent is a matte[r] involving public
rights.” A patent is not a private agreement between private parties. Rather, as a creature of
statute, the national government grants the patent in derogation of the usual free flow of goods
and ideas. See Oil States Energy Servs. v. Greene’s Energy Grp., 584 U.S. | 138 S. Ct.

1365, 1373 (2018) (quotation marks omitted). Thus, the undersigned has recognized that:

Because [a patentee’s] rights flow directly from this government-
conferred power to exclude, the public in turn has a strong interest
in knowing the full extent of the terms and conditions involved in

2
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[the patentee’s] exercise of its patent rights and in seeing the extent
to which [the patentee’s] exercise of the government grant affects
commerce.

The impact of a patent on commerce is an important consideration
of public interest. One consideration is the issue of marking by
licensees. Another is recognition of the validity (or not) of the
inventions. Another is in setting a reasonable royalty. In the latter
context, patent holders tend to demand in litigation a vastly bloated
figure in “reasonably royalties” compared to what they have
earned in actual licenses of the same or comparable patents. There
is a public need to police this litigation gimmick via more public
access. We should never forget that every license has force and
effect only because, in the first place, a patent constitutes a public
grant of exclusive rights.

(No. C 18-00360, Dkt. No. 187) (emphasis added).

We turn first to the Federal Circuit’s task on remand, to reconsider the “sealing or
redaction of the purportedly confidential information of third parties” and to “make
particularized determinations as to whether and, if so, to what extent, the materials of each of
these parties should be made public.” Uniloc, 964 F.3d at 1364. Uniloc seeks to seal the details
of its patent licensing agreements, taking the form of: (i) tables containing the names of
Uniloc’s licensees and the dates and dollar amounts of the deals; (ii) brief references to data
from that table in an Apple brief; (iii) a licensing agreement between Uniloc and Microsoft; (iv)
eight declarations from various licensees requesting the Court keep their license details under
seal; and (v) a declaration summarizing similar requests from many licensees.

Uniloc argues that judges, including many in this district, routinely find patent licensing
data sealable. Our court of appeals has found a videogame publisher’s licensing agreements
with a professional athletes’ union sealable; and the Federal Circuit has found profit and cost
data for patented and infringing goods sealable. But the crux of the problem is not just whether
the information falls within categories of sealable information. It is, rather, whether the
particular bases offered by our third parties outweigh the presumption of public access. If
these bases exist here, they come not from Uniloc, but from the third parties. After all, the
Federal Circuit affirmed the rejection of Uniloc’s requests for sealing and remanded solely for
this Court to consider third party interests. See Uniloc, 964 F.3d at 1364; Chrysler, 809 F.3d at
1096-97; see, e.g., Apple v. Samsung, 727 F.3d 1214, 1225-26 (Fed. Cir. 2013); In re Elect.

3
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Arts, 298 Fed. App’x 568 (9th Cir. 2008); Parrish v. Nat’l Football League Players Ass’n, No.
C 07-0943 WHA, Dkt. No. 498 (N.D. Cal. Oct. 21, 2008) (EA’s motion to seal).

Moreover, Uniloc’s reliance on the numerous district court orders which have sealed
similar information underscores the larger problem of indiscriminate oversealing in patent and
commercial cases nationwide. This order readily acknowledges that this Court, among the
many Uniloc cites, has at times fallen into the habit, as a concession to the shortness of life, of
oversealing information that in truth should be made public. But the culprits seem plain. Our
adversarial system collapses when, as often occurs in these suits, both parties seek to seal more
information than they have any right to and so do not police each other’s indiscretion. Perhaps
no case better illustrates this collusive oversealing so much as the one upon which Uniloc
continually relies, Apple v. Samsung. There, both Apple and Samsung bombarded the
Honorable Lucy H. Koh with excessive and unopposed sealing motions, took full advantage of
the judge’s patience in permitting them to revise and narrow their motions, and then appealed
the partial denial of their sealing motions to the Federal Circuit, where they again refused to
oppose each other’s motions, leaving that task to amici curiae. 727 F.3d 1218-20.

True to form, given the opportunity to oppose Uniloc’s oversealing at oral argument here,
Apple abandoned the Court in its enforcement of the local rules and circuit precedent, further
confirmed that it would not oppose the sealing on appeal, and opted instead to grab its
December 4 victory on the standing issue and head for the hills. This is why EFF must be
permitted to intervene. Without EFF, the public’s right of access will have no advocate. Our
court of appeals has permitted similar permissive intervention by parties seeking record access.
See Beckman Indus. v. Int’l Ins. Co., 966 F.2d 470, 473—74 (9th Cir. 1992). EFF’s timely
motion to intervene is thus granted.

Uniloc solicited the views of all one hundred nine licensees regarding the sealing of their
patent license details. It reports that two agreed to disclosure, eight offered to disclose their
identities but asked to keep the remaining details under seal, and twenty three asked to keep all
information under seal. All of this is hearsay, and again, moreover, Uniloc’s argument on
behalf of third parties rings hollow. Uniloc’s own interests appear sprinkled throughout its

4
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argument and, unlike Electronic Arts, who appeared and argued its own confidentiality interests
before both the district court and court of appeals, no third party has, despite notice, filed any
request or statement on our docket in connection with the instant sealing motions. Contra In re
Elect. Arts, 298 Fed. App’x 568; see Parrish, Dkt. No. 498. Given the Federal Circuit’s public
remand to more carefully consider their interests, the third parties’ silence speaks volumes. We
are left to balance the public interest against either stale declarations from nearly two years ago
(for those eight who provided them) or Uniloc’s hearsay.

That said, the theme among Uniloc’s third party licensees who did previously request
sealing is a concern that disclosure of their identities and license details will expose them to
other non-practicing patent holders. It remains true that information tending to harass may
support sealing. Chrysler, 809 F.3d at 1097. Nevertheless, the identities of the patent licensees
and the dates and natures of their patent licenses should and will be disclosed here. Again, a
patent is a public grant of rights. A patent owner is a tenant on a plot within the realm of public
knowledge, and a licensee is her sub-tenant. The public has every right to account for all its
tenants, all its sub-tenants, and (more broadly) anyone holding even a slice of the public grant.

It also remains true that image licensing or product financial information may be sealed
where circumstances warrant. See Apple, 727 F.3d at 1225-26; Elect. Arts, 298 Fed. App’x
568. Again, however, patent licenses carry unique considerations. The public has an interest in
inspecting the valuation of the patent rights as revealed by Uniloc’s transactions, particularly
given secrecy so often plays to the patentee’s advantage in forcing bloated royalties. It may
even be that disclosure of prior patent licenses better illuminates the parties’ positions, offering
up-front cost evaluations of potentially infringing conduct and driving license values to a more
accurate representation of the technological value of the patent. In addition, the patent license
values here may inform reasonable royalties in other courts.

Conclusive here, though, is the fact that the dates and dollar amounts involved in Uniloc’s
patent licenses “go to the heart of”” the primary dispute, that of Uniloc’s standing (or lack of) to
sue. Cf. Chrysler, 809 F.3d at 1098. The dates and amounts of the licenses revealed Uniloc’s
failure to meet its time-based monetization goals which, in turn, resulted in Uniloc’s default,

5
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released the restriction on Fortress’s broad license, and divested Uniloc of standing to sue.
Uniloc argues that only the aggregate value of its patent licensing revenue over the relevant
time period matters to the analysis of the December 4 order. This misses the point. The public
owes little deference to this Court’s statements of fact and has every right to inspect the bases
for those statements. Review of the parties’ and the Court’s calculation of Uniloc’s actual
monetization requires public access to the underlying amounts and dates of Uniloc’s patent
licenses. This information will be unsealed in full.

Turning to Apple’s most recent motion to dismiss, Uniloc first seeks to seal references to
three specific patent licensees in the excerpts of a deposition transcript. As above, this
information will be unsealed.

Uniloc next seeks to seal a three-page extract of an internal Fortress memorandum and
brief references to it in Apple’s motion. Uniloc’s counsel describes the memorandum as
Fortress’s internal deliberations on whether to invest more in Uniloc’s litigation campaign.
Thus, counsel asserts, disclosure of the memorandum would broadcast Fortress’s business
model and criteria for investment to the world, placing it at a competitive disadvantage in
negotiations with future investment prospects.

But, as EFF correctly notes, this sealing interest is Fortress’s, not Uniloc’s. Yet Fortress
has not submitted a declaration in support of its sealing request. Instead, Uniloc filed the
hearsay declaration here, merely reporting what Fortress’s counsel apparently said (No. C 18-
00358, Dkt. No. 173 at 9/ 3, 19-22). Rule 79-5 does not require much to seal. But it does
require that “the Designating Party must file a declaration . . . establishing that all of the
designated material is sealable.” Civ. L.R. 79-5(e)(1) (emphasis added). Uniloc and Fortress
are more than on notice of the requirements of our local rules regarding sealing. Their
continued incapacity to follow or take seriously our local rules has already caused the bulk of
their sealing headaches herein. Uniloc, 964 F.3d at 1361. Their noncompliance with our local
rules has struck again. The investment memorandum and references to it in Apple’s brief will

be disclosed, and the table of licenses will be disclosed also for the reasons above.
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CONCLUSION

EFF’s motion to intervene is GRANTED. The Court thanks EFF for its most helpful
briefing and willingness to vindicate the public’s right of access.

Apple’s administrative motion to seal its motion to dismiss (No. C 18-00358, Dkt. Nos.
164, 173) is DENIED. Uniloc’s renewed motion to seal (No. 18-00360, Dkt. No. 222) is
DENIED. Uniloc waived sealing of Apple’s opposition to Uniloc’s renewed motion for
declaration of subject matter and joinder of Uniloc 2017 (No. C 18-00358, Dkt. Nos. 162, 172).
This motion is DENIED.

As the Federal Circuit affirmed the denial of Uniloc’s previous sealing requests, the
motion to place documents in the public record (No. 18-00360, Dkt. No. 220) is GRANTED.

The contested denials herein shall be STAYED until 28 days after all appeals of this order
are exhausted. The parties shall please advise the Court when this period has run and remind
the Court to effect the unsealing.

IT IS SO ORDERED.

Dated: December 22, 2020.
I N A%

&Al - J L ¥
w
{ILLIAM ALSUP

UNITED STATES DISTRICT JUDGE
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environment that approaches its design operating tempera-
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temperature range. A temperature sensor (18) is coupled to
a controller (6) to sense the battery (2) temperature. The
temperature information is used to set a suitable charging or
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BATTERY CHARGING AND DISCHARGING
SYSTEM OPTIMIZED FOR HIGH
TEMPERATURE ENVIRONMENTS

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to apparatus and methods
for charging rechargeable batteries. More specifically, the
present invention relates to apparatus and method for
charging, discharging and recharging rechargeable batteries
under adverse thermal conditions.

2. Description of the Related Art

Reliable electric power sources are needed to meet the
continued growth of electric and electronic business, com-
mercial and personal applications. For portable applications,
the chemical storage battery is most commonly employed.
For fixed location applications, the public power grid is the
most common source of electrical power. Also, alternative
sources of power are often employed to produce electric
power, such as solar-voltaic, thermal, wind, water and other
power sources.

For many applications, a high degree of reliability is
required. Although public power grids are highly reliable,
these grids are not perfect. Nor are alternative sources of
electric power. Therefore, storage batteries are frequently
employed in conjunction with, and as a back-up to, the
public power grid and alternative sources of electrical
power.

Chemical storage batteries have been produced using a
variety of technologies. Each technology comprises a num-
ber of defining characteristics that should be considered in
selecting a suitable technology for a particular application.
These include, but are not limited to, size, weight, cost,
power density, environmental constraints, voltage, current,
power, and so forth.

In many applications, the ability to be recharged is a
critical requirement of a chemical storage battery. Recharge-
ability reduces cost, extends useful life, and adds reliability
to both battery and system design. Some common chemical
technologies employed in rechargeable batteries are Nickel-
Metal Hydride, Lithium Ion, Lithium Ion Polymer, Lead-
Acid, and Nickel Cadmium among other unique and hybrid
technologies.

Rechargeable batteries are charged by delivering electric
current to positive and negative terminals of the battery for
a duration of time sufficient to fully charge the battery. Later,
current is drawn from the battery as a power source to some
particular device or application.

However, the conditions of charging and discharging are
not without limitations. The limitations are typically defined
by the battery manufacturer or supplier. In applications
where a battery is maintained as a back up to another
primary source of electrical power, the battery may rest for
long periods of time in a fully charged (“standby”) state,
awaiting an interruption of the primary power source. When
this occurs, the electric power stored in the battery is
consumed in lieu of the primary power source.

A chemical battery resting in the standby state for long
periods of time may degrade due to various factors. The total
power available may be reduced, the terminal voltage may
change, and the ability to determine the amount of power
available may be compromised.

Smart battery charge algorithms have been developed to
alleviate some of the problems associated with long term
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standby operation of a battery. Such chargers periodically
‘condition’ the battery by applying an artificial load to
discharge the battery to some predetermined level, and then
recharge the battery to full charge. During such a condition-
ing process, certain metrics may be measured and used to
calibrate the battery for later determination of the available
power during a battery discharge cycle. It is desirable to
process a discharge cycle in as short a period of time as
possible so that the battery can quickly be returned to
standby operation. Similarly, it is generally desirable to
charge a battery as quickly as possible so that it can be
readied for use as quickly as possible.

When a battery is being charged or discharged, a certain
amount of internal heat is generated as current flows through
the battery. This heat is proportional to the amount of current
flowing within the battery. In ambient conditions where the
amount of heat generated is small compared to the heat loss
from the battery, the internal heat generation is usually not
significant. Often, a battery is located in close physical
proximity to the device it powers or to which it provides
standby service. An example of this is occurs when a battery
is used to provide standby power to a computing device. In
most instances, the device with which the battery operates
also generates heat during operation.

Electrical energy discharged from the battery can cause
thermal problems at high temperature, for both the battery
and the adjacent circuitry. For example, a battery may be
subjected to heat energy produced by the device it powers as
well as the heat the battery produces internally. In addition,
the components adjacent to the battery conditioning circuit
(often a resistive load) may be pushed close to thermal limits
due to joule heating of the discharge load at high tempera-
ture.

In addition, other heat sources in the vicinity of the battery
may affect ambient conditions and raise the operating tem-
perature of the environment. Thus, it is not uncommon for
a battery to be operated at substantially elevated tempera-
tures.

When a battery is operating at or near its maximum
operating temperature, designers are faced with a dilemma.
If the battery charge and discharge currents are maintained
at levels normally applied for the lower ranges of expected
operating temperatures, the battery life and reliability can be
greatly compromised when temperatures become elevated.
On the other hand, if the designer takes a conservative
approach, and sets the charge and discharge currents at
levels consistent with a reasonable maximum operating
temperature, then charge and discharge currents may be so
low that the time required to accomplish these operations
become unacceptably long.

Alternatives presently available to address this dilemma
include locating the battery in a cooler environment, usually
distant from the device being powered and providing addi-
tional cooling equipment. Each of these alternatives is
typically undesirable due to increased cost, greater systems
complexity, or reduced reliability, inter alia.

Thus there is a need in the art for an apparatus and method
for efficiently charging, discharging and recharging batteries
in environments with variable thermal conditions.

SUMMARY OF THE INVENTION

The need in the art is addressed by the apparatus and
methods taught by the present invention. An apparatus for
charging a battery according to its temperature is taught. The
apparatus includes a charging circuit adapted to charge a
battery and a temperature sensor positioned to sense a
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battery temperature, i.e., adjacent environmental tempera-
ture. The apparatus includes a controller coupled to the
temperature sensor and the charging circuit. The controller
operates to set the charging current in accordance with the
sensed temperature.

In a refinement, the controller continuously sets the charg-
ing current in accordance with the sensed temperature. In a
further refinement, the controller periodically sets the charg-
ing current in accordance the sensed temperature. In a
further refinement, the apparatus further includes a memory
coupled to the controller having a temperature and charging
current look up table stored therein. In this embodiment, the
controller accesses the look up table to set the charging
current. In a further refinement, the controller operates to set
the charging current to a maximum value when the tem-
perature is lower than a first predetermined threshold value.
In a further refinement, the maximum value is the battery’s
maximum specified charging current and the first predeter-
mined threshold value is the battery’s maximum charging
temperature. In a further refinement, the controller sets the
charging current to zero when the temperature is higher than
a second predetermined threshold value. In a further
refinement, the battery is coupled to a load and the tempera-
ture sensor senses the temperature of the battery and the
load.

The present invention also teaches an apparatus for exer-
cising or conditioning a battery. This apparatus includes the
charging circuit and a temperature sensor. Also, a discharg-
ing circuit is coupled to the battery while a controller is
coupled to the temperature sensor, the charging circuit, and
the discharging circuit. The controller operates to set the
charging and discharging currents in accordance with tem-
perature.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a functional block diagram of an illustrative
embodiment of the present invention.

FIG. 2 is a flow diagram of an illustrative embodiment of
the present invention.

FIG. 3 is a flow diagram of an illustrative embodiment of
the present invention.

DESCRIPTION OF THE INVENTION

Illustrative embodiments and exemplary applications will
now be described with reference to the accompanying
drawings to disclose the advantageous teachings of the
present invention.

While the present invention is described herein with
reference to illustrative embodiments for particular
applications, it should be understood that the invention is not
limited thereto. Those having ordinary skill in the art and
access to the teachings provided herein will recognize
additional modifications, applications, and embodiments
within the scope thereof and additional fields in which the
present invention would be of significant utility.

The present invention advantageously utilizes a tempera-
ture sensor in combination with a battery charger, or a
battery conditioner, to control charging and discharging
current flow as a function of the battery temperature. As is
understood by those skilled in the art, rechargeable batteries
are characterized by a number of operational constraints.
Among these are terminal and charging voltage, maximum
charging current flow, maximum current draw, and a range
of environmental constraints, including maximum
operation, charging and discharging temperatures. Imple-
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mentation of a battery in a system that operates outside the
bounds of such constraints will lead to a number of delete-
rious effects. These include reduced battery life, reduced
battery capacity, and certain potentials for dangerous situa-
tions including overheating, fire, and chemical leakage.
Thus, designers strive to maintain operational factors within
design constraints. Yet, in certain practical applications,
designers are forced to implement batteries in environments
that push the limits of these constraints. The present inven-
tion allows designers to move closer to the absolute limits,
while still maintaining maximum performance from the
battery and the system into which it is installed.

As discussed above, a number of chemical technologies
are employed in modern rechargeable batteries. Each tech-
nology is constrained as noted above. In an illustrative
embodiment, a lithium ion battery is employed.
Nonetheless, it will be understood by those of ordinary skill
in the art that the teachings provided herein are not limited
to a particular battery technology.

When a battery is charged or discharged, current flows
through the battery and a certain amount of internal heat is
produced. When the battery is being charged or discharged
in an environment near its maximum operating temperature,
the internal heat generated can push the battery beyond it
design constraints, leading to the aforementioned deleterious
effects. Operating environments that are near a battery’s
operating extremes are rather common. For example, a
battery back-up system for a computing device, such as a
computer or mass storage system, is often times located in
close proximity to the computing device. The heat produced
by the computing device contributes to the heat of the
environment that the battery operates within. Also ambient
conditions may be warm or hot, exacerbating the thermal
environment. There are many other applications that push
the thermal constraints, including outdoor, mobile,
industrial, non-air conditioned, and other similar environ-
ments. The present invention advantageously balances the
current flow in the battery, thus balancing the internal heat
generation and build-up, with the battery and local environ-
mental temperature.

In an illustrative embodiment, a lithium ion smart battery
is employed in a computer storage disk array system and the
present invention is implemented to allow the system to
extract maximum performance from the battery without
exceeding safe operational constraints for the battery.

The Smart Battery industry standard describes one or
more battery cells in conjunction with a controlling device
that enables the battery to measure and communicate certain
information about its operation to a user or an external
device. An implementation of a Smart Battery, which is the
battery employed in an illustrative embodiment of the
present invention, is the Moltech Power Systems model
NI2040A17 Rechargeable Lithium Ion Battery, specifica-
tions for which are available from Moltech Power Systems,
Inc., 12801 NW Highway 441, Alachua, Fla. 32615. This
Smart Battery employs lithium ion chemistry in nine storage
cells that are arranged in a three by three series-parallel
configuration to yield a nominal terminal voltage of 10.8
volts and a power rating of 5000 milli-Ampere hours
(“mAhr”). The Smart Battery employs a controller and a
“fuel gauge” which is coupled to a display that indicates the
battery’s power reserve in twenty percent increments. The
Smart Battery comprises a thermistor temperature sensor
within its housing. The Smart Battery also comprises an
SMBus two-wire serial communications port, as is under-
stood by those possessing ordinary skill in the art. The
SMBus interface generally applies the industry standard I°C
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signaling levels. The SMbus is operable to communicate the
smart battery’s terminal voltage, the rate of current flow into
or out of the battery, the charges state, including whether the
battery is fully charged or fully discharged, and the tem-
perature of the battery, according to the aforementioned
thermistor temperature sensor. In the illustrative
embodiment, the SMBus is coupled to a host controller, as
will be more fully discussed herein after. The illustrative
embodiment Smart Battery specifications provide a maxi-
mum charge current to 3 amperes at 12.6 volts in the range
of temperatures from 0° C. to 45° C. Discharge is rated at 3
amperes from 0° C. to 50° C. Full charge is realized when
the charging current drops below 150 milli-amperes.

Reference is directed to FIG. 1, which is a functional
block diagram of an illustrative embodiment of the present
invention. The aforementioned Smart Battery 2 comprises a
plurality of lithium ion cells 24 that are arranged in a
series-parallel configuration. A thermistor 18 is located
within the battery 2 at a position enabling it to sense the
temperature immediately adjacent to the battery cells 24.
The thermistor 18 is coupled to a controller 16, which is
operable to read the temperature via the thermistor 18. The
controller 16 is coupled to a current sensor 20 that enables
the controller 16 to monitor the current flow through the
battery 2. The controller 16 is also coupled to a voltage
sensor 22 that enables the controller 16 to monitor the
battery 2 terminal voltage. A fuel gauge 26 is provided that
displays the remaining battery capacity, as well as making
this information available to the controller 16.

The battery 2 controller 16 is coupled to an SMBus 4
enabling communications of the aforementioned parameters
through the SMBus 4. The positive and negative output
terminals of battery 2 are coupled though relay 12 to a load,
which is a computing device 10 in this illustrative embodi-
ment. A programmable charger 8 is coupled to the battery 2
and enables the supply of charging current to the battery 2.
The charger 8 comprises an SMBus interface coupled to
SMBus 4, which interface allows the charger 8 to be
programmed to deliver a specified current and voltage to the
battery 2 for charging thereof. A host controller 6 is coupled
to the SMBus 4 and is operable to control the operation of
this embodiment of the present invention. The host control-
ler 6 is also coupled 14 to actuate relay 12, which may be
accomplished either directly (as shown) or through an
SMBus interface (not shown). The host controller 6 may be
any of a variety of processors, microprocessors, controllers,
microcontrollers, or other programmable devices as are
presently understood, or later become available, to those
possessing ordinary skill in the art. The host controller
includes an amount of random access memory in the illus-
trative embodiment. The temperature sensor may be a
thermistor, a thermocouple, an infrared sensor, or any other
sensor having an output proportional to temperature that is
understood by those possessing ordinary skill in the art.

The host controller 6 memory is programmed with a look
up table of charging and discharging currents related to
temperatures. In the illustrative embodiment, these relations
are determined through empirical measurements. Table 1
below shows illustrative charging current and temperature
values:
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TABLE 1
Temperature Current
Less than 45° C. 2.0 Amps
45° C. to 55° C. 1.0 Amps
55° C. to 60° C. 0.5 Amps
Greater then 60° C. 0.0 Amps

In operation, the host controller 16 periodically requests
the battery temperature from the smart battery 2 and uses
this value to access the memory look up table to select a
charging current associated with that temperature. By apply-
ing these reduced current values, a corresponding reduction
in the self-heating of the battery cells is caused by the
current flow. This reduction allows the battery to function in
a correspondingly warmer environment at the system level.
For example, a reduction of the charge current by 50% will
reduce the power, and hence the self-heating term, by the
square of the charge, or 75%. This readily provides an
improvement of 5° C. compared to the battery suppliers
recommend extreme temperatures of operation.

As may be expected with respect to the charging cycle, a
self-heating term is associated with cell temperatures due to
the discharging cycle. When a battery is conditioned, or
exercised, the system discharges the battery to a predeter-
mined level. This allows the system to calibrate the battery
and assess capacity and useful life, as is understood by those
skilled in the art. The battery is then recharged, as discussed
above. The discharge rate is reduced in like fashion to the
charge rate, thus reducing self-heating and extending the
battery’s useful life. Also note that the discharge current is
directed to a load, such as a resistive load, that converts the
battery energy into heat as it is discharged. In the illustrative
embodiment, a variable impedance load, under control of the
host controller, is employed. A look up table in the memory
is used to recall empirically derived factors for suitable
discharge current rates, in like fashion with respect to the
charging approach. The load is typically located in close
proximity to the battery and thus the heat produced affects
the battery’s environment. The temperature sensor should be
positioned to detect this heat, thereby allowing the system to
respond accordingly.

Reference is directed to FIG. 2, which is a flow diagram
of an illustrative embodiment of a charging operation
according to the present invention. The process is called by
the host controller at step 30 and proceeds to read the battery
temperature at step 32. The battery temperature returned is
used to access the look up table in the memory at step 34.
The current associated with that temperature is recalled and
used to set the output current of the charger at step 36. At
step 38, the host controller reads the charge state over the
SMBus to determine whether the battery is fully charged or
not. If the battery is fully charged at step 38, then the process
returns to the calling routine at step 40. On the other hand,
if the battery is not fully charged at step 38, then the flow
returns to step 32 to repeat the process.

The foregoing describes an operation where the battery
temperature is effectively continuously tested by the reitera-
tive loop. In a practical application, it may be preferred to
add a fixed time delay because the thermal mass of the
battery will prevent sudden jumps in temperature. Thus, the
process can readily be adapted from a continuous test to a
periodic test, suitable for a given application and environ-
ment.

Reference is directed to FIG. 3, which is a flow diagram
of an illustrative embodiment of the conditioning, or
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exercise, operation taught by the present invention. The
process is called by the host controller at step 50 and
proceeds to read the battery temperature at step 52. The
battery temperature returned is used to access the look up
table in the memory at step 54. The discharge current
associated with that temperature is recalled and used to set
the load impedance, or discharge current at step 56. At step
58, the host controller reads the charge state over the SMBus
to determine whether the battery is fully discharged or not.
If the battery is fully discharged at step 58, then the process
proceeds to step 60 where the charging process of FIG. 2 is
executed. After the charging process is completed, flow
returns to the calling routine at step 62 in FIG. 3.

On the other hand, if the battery is not fully discharged at
step 58 in FIG. 2, then the flow returns to step 52 to repeat
the process. The foregoing describes an operation where the
battery temperature is effectively continuously tested by the
reiterative loop. In a practical application, it may be pre-
ferred to add a fixed time delay because the thermal mass of
the battery will prevent sudden jumps in temperature. Thus,
the process can readily be adapted from a continuous test to
a periodic test, suitable for the application and environment
at hand.

Thus, the present invention has been described herein
with reference to a particular embodiment for a particular
application. Those having ordinary skill in the art and access
to the present teachings will recognize additional modifica-
tions applications and embodiments within the scope
thereof.

It is therefore intended by the appended claims to cover
any and all such applications, modifications and embodi-
ments within the scope of the present invention.

What is claimed is:

1. An apparatus for charging a battery comprising

a charging circuit for providing a charging current to the

battery;

a temperature sensor positioned to sense a temperature of

said battery; and

a controller coupled to said temperature sensor and said

charging circuit and operable to control said charging
circuit in accordance with said temperature, said con-
troller operable to set said charging current to zero
when said temperature is higher than a first predeter-
mined threshold value.

2. The apparatus of claim 1 wherein said controller
continuously sets said charging current in accordance with
said temperature.

3. The apparatus of claim 1 wherein said controller
periodically sets said charging current in accordance with
said temperature.

4. The apparatus of claim 1 further comprising a memory
coupled to said controller having a temperature and charging
current look up table stored therein, and wherein said
controller accesses said look up table to set said charging
current.

5. The apparatus of claim 1 wherein said controller is
operable to set said charging current to a maximum value
when said temperature is lower than a second predetermined
threshold value.

6. The apparatus of claim 5 wherein said maximum value
is the battery’s maximum specified charging current, and
said second predetermined threshold value is the battery’s
maximum charging temperature.

7. The apparatus of claim 1 wherein the battery is coupled
to a load, and wherein said temperature sensor senses that
temperature of the battery and the load.
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8. An apparatus for exercising a battery, comprising

a charging circuit having a charging current output

coupled to the battery;

a temperature sensor positioned to sense a temperature

related to the battery temperature;

a discharging circuit having a discharging current input

coupled to the battery; and

a controller coupled to said temperature sensor, said

charging circuit, and said discharging circuit, said con-
troller operable to set said charging current in accor-
dance with said temperature, and operable to set said
discharging current in accordance with said
temperature, said controller being operable to set said
discharging current to zero when said temperature is
higher than a first predetermined threshold value.

9. The apparatus of claim 8 and wherein said controller
continuously sets said discharging current in accordance
with said temperature.

10. The apparatus of claim 8 and wherein said controller
periodically sets said discharging current in accordance with
said temperature.

11. The apparatus of claim 8 further comprising a memory
coupled to said controller having a temperature versus
discharging current look up table stored therein, and wherein
said controller accesses said look up table to set said
discharging current.

12. The apparatus of claim 11 and wherein said discharg-
ing circuit comprises a variable impedance load and wherein
said look up table values correspond to values of said
variable impedance load.

13. The apparatus of claim 8 and wherein said controller
is operable to set said discharging current to a maximum
value when said temperature is lower than a second prede-
termined threshold value.

14. The apparatus of claim 8 wherein said maximum
value is the battery’s maximum specified discharging cur-
rent and said second predetermined threshold value is the
battery’s maximum discharging temperature.

15. The apparatus of claim 8 wherein said temperature
sensor senses the temperature of the battery and said dis-
charging circuit.

16. A method of charging a battery, comprising the steps
of:

sensing a temperature related to the battery temperature;

setting a charging current in accordance with said sensed

temperature and setting said charging current to zero
when said temperature is higher than a first predeter-
mined threshold value; and

charging the battery at said charging current.

17. The method of claim 16 and wherein said sensing and
setting steps are repeated continuously during said charging
step.

18. The method of claim 16 and wherein said sensing and
setting steps are repeated periodically during said charging
step.

19. The method of claim 16 and wherein said setting step
further comprises the step of recalling a charging current
corresponding to said sensed temperature from a look up
table.

20. The method of claim 16 and wherein set setting step
includes setting said charging current to a maximum value
if said temperature is lower than a second predetermined
threshold.

21. The method of claim 20 and wherein said maximum
value is the battery’s maximum specified charging current,
and said second predetermined threshold is the battery’s
maximum charging temperature.

Appx212



US 6,661,203 B2

9

22. The method of claim 16 wherein the battery is coupled
to a load, and wherein said sensing step includes sensing the
temperature of the battery and the load.

23. Amethod of exercising a battery, comprising the steps
of:

sensing a temperature related to the battery temperature;

setting a discharging current in accordance with said
temperature;

discharging the battery at said discharging current;

discontinuing said discharging step when a predetermined
battery voltage is reached;

setting a charging current in accordance with said
temperature, said setting step further including the step
of setting said discharging current to zero when said
temperature is higher than a first predetermined thresh-
old value; and

charging the battery at said charging current.

24. The method of claim 23 and wherein said sensing and
setting a discharge current steps are repeated continuously
during said discharging step.

25. The method of claim 23 and wherein said sensing and
setting a discharge current steps are repeated periodically
during said discharging step.

26. The method of claim 23 and wherein said setting step
further comprises the step of recalling a discharging current
corresponding to said sensed temperature from a look up
table.

27. The method of claim 23 and wherein said setting step
includes setting said discharging current to a maximum
value if said temperature is lower than a second predeter-
mined threshold.

28. The method of claim 27 and wherein said maximum
value is the battery’s maximum specified discharging
current, and said second predetermined threshold is the
battery’s maximum discharging temperature.

29. The method of claim 23 wherein the battery is coupled
to a load, and wherein said sensing step includes sensing the
temperature of the battery and the load.
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30. An apparatus for exercising a battery, comprising

a charging circuit having a charging current output
coupled to the battery;

a temperature sensor positioned to sense a temperature
related to the battery temperature;

a discharging circuit having a discharging current input
coupled to the battery; and

a controller coupled to said temperature sensor, said
charging circuit, and said discharging circuit, said con-
troller operable to set said charging current in accor-
dance with said temperature, and operable to set said
discharging current in accordance with said
temperature, said controller being operable to set said
discharging current to a maximum value when said
temperature is lower than a first predetermined thresh-
old value, said maximum value being the battery’s
maximum specified discharging current, and said first
predetermined threshold value being the battery’s
maximum discharging temperature.

31. Amethod of exercising a battery, comprising the steps

of:

sensing a temperature related to the battery temperature;

setting a discharging current in accordance with said
temperature;

discharging the battery at said discharging current;

discontinuing said discharging step when a predetermined
battery voltage is reached,

setting a charging current in accordance with said
temperature, said setting step further including the step
of setting said discharging current to a maximum value
if said temperature is lower than a first predetermined
thresholds said maximum value being the battery’s
maximum specified discharging current and said first
predetermined threshold value being the battery’s
maximum discharging temperature; and

charging the battery at said charging current.

* & * & *

Appx213



US007092671B2

United States Patent

(12) (10) Patent No.: US 7,092,671 B2
Lunsford et al. (45) Date of Patent: Aug. 15, 2006
(549) METHOD AND SYSTEM FOR WIRELESSLY 6,282,433 Bl1* 872001 Holshouser .............. 455/556.2
AUTODIALING A TELEPHONE NUMBER 6,331,972 B1* 12/2001 Harris et al. ................ 370/313
FROM A RECORD STORED ON A 6,374,079 BL*  4/2002 HSU w.ovvovveeeeeereran. 455/11.1
PERSONAL INFORMATION DEVICE 6,424,820 B1* 7/2002 Burdick et al. ... 455/41.1
6,484,027 BL* 11/2002 Mauney et al. ... 455/421
A =y 6,515,575 B1* 2/2003 Kataoka ....... ... 340/58
(75) " Inventors: E. M'Ch“el Lunsford, San Carlos, CA 6,577,877 BL*  6/2003 Chalier et al. ... 455/557
(US); Steve Parker, Centerville, UT 6,584,080 BL* 62003 Ganz ct al. ...ccooccrrce 370/315
(US): David Kammer, Seattle, WA 6,600,902 BL*  7/2003 Bell ............ o 455/411
(US); David Moore, Riverton, UT (US) 6,650,871 B1* 11/2003 Cannon et al. ... 455/41.2
6,728,531 BL* 4/2004 Lee etal. ..ococooonee..... 455/419
(73) Assignee: 3Com Corporation, Marlborough, MA . .
(US) * cited by examiner
(*) Notice:  Subject to any disclaimer, the term of this Primary Examiner—Marceau Milord
patent is extended or adjusted under 35 (57) ABSTRACT
U.S.C. 154(b) by 615 days.
(21)  Appl. No.: 09/727,727 An automated telephone dialing system. The system enables
_ a handheld PID to automatically dial a telephone number
(22) Filed: Nov. 30, 2000 stored its memory by interacting with a telephone. The
. s telephone is equipped with a wireless port for short-range
(65) Prior Publication Data wireless data transfer. Similarly, the PID is equipped with a
US 2002/0065041 Al May 30, 2002 wireless port for short-range wireless data transfer. The PID
establishes a wireless communication with the telephone.
(51) Imt. ClL The PID is configured to control the telephone via the
HO04B 7/00 (2006.01) wireless communications such that the telephone dials a
(52) US.CL ... 455/41.2; 455/412.1; 455/418; telephone number stored on the PID. The telephone number
455/419; 455/414.3; 455/466; 455/565; 455/557, can be dialed in response to the user interacting with
455/563; 455/410; 455/411 application executing on the PID. The application can be a
(58) Field of Classification Search .................. 455/41, contact management or address management program. The
455/411, 418, 41.2,41.3,412.1, 419, 414 .3, user can interact with the program, select a contact, address,
455/557, 563 phone number, or the like, through a GUI of the PID, and
See application file for complete search history. have this number automatically dialed by the telephone. In
this manner, the user’s PID seamlessly interacts with the
(56) References Cited user’s telephone to dial numbers and establish phone calls

U.S. PATENT DOCUMENTS

5,109,403 A * 4/1992 Sutphin .........ccceeinnnn 455/419
5,655,219 A * 8/1997 Jusa et al ... 455/338
5,878,339 A *  3/1999 Zicker et al. ... 455/419
5,961,600 A * 10/1999 Ono et al. .. ... 709/228
5,983,100 A * 11/1999 Johansson et al 455/426.1
6,069,588 A * 5/2000 O°Neill, Jr. ... ... 343/713
6,122,523 A * 9/2000 Zicker et al. ............... 455/551

<o

§

without requiring the user to access controls of the tele-
phone. The wireless communication between the PID and
the telephone can be compatible with a version of the
Bluetooth specification. The wireless communication
between the PID and the telephone can also be compatible
with a version of the IrDA specification.

16 Claims, 9 Drawing Sheets

Initiate & wireless autodial
operation using the GUI of a PID

1

Select a person/organization for
lephone communication

ALY

[}

Vedly the specific number to dial

A$33

]

Confism the wireless autodial to
the specific number

S04

]

Using a wisless

communication
Tink with @ telephone, transfer the
apecific number 1o the telephone

08

R

tob

specific number

Control the telephone to dial the
and complete
telephona communication

e

Appx214



U.S. Patent Aug. 15,2006 Sheet 1 of 9 US 7,092,671 B2

O\/-M

S
0000 []u4s
. 0000 |85
\ 0000 )°E
A
LL
b
s

\

Appx215



¢ '9Old

Appx216

- k\m}.y ' < e
mm_ mm_
i !
JiL i
02— oF 8F
7 = i
| -M}.l ™
i LEH
g€ st s
JOVHOLS VLVC e N
1 , [
. - HIATIOHUINODS / HOSEID0Md
zo_.—s".:&v_m.z_ig_ ; =
UINOD SLOWTY R 0E :
y HLUNNRIO
% AMOWIIN SOV-RIALNI M3ASN
‘ =
/ ] ; "
Ly e o | o ity
AVESIY | AVBIO | g
d , \m - ,\...I_r
e - m G
. v P af
.N_. el . - r.m g _ fL_ \_‘




US 7,692,671 B2

TTEY ™ NN a4 Txm

£ "'Old
9
(O1) ¥3TIOMINOD YNIT ANVEISYH
) k7]
L r.uzz.a “T000.L0Ud HIDVNYIN MNIT
89
(dv2E ) 1090.L0Md NOLVLAVAY ANY TONINOD MNIT VD907
(7 &7 (1]
(das) 1000.10%d WD (804) 10001044
AYIAODSIA SOIAMAS . TOUINOD ANOHJTTAL
(73
{xz180) 1000.104d

FONVHIIE L)3Era0

09

- Appx217



U.S. Patent Aug. 15,2006 Sheet 4 of 9 US 7,092,671 B2

s z
g3l
2
&
. S |-
s | 33 | 2 |
2 | ¢ = B % ™
e L.
= =8l 2
=

ILAN
26

IAS
88

Appx218



S Dl

- [ - o - o= o9 g e o - o — - - i e Sut) e ae dum 1

! 1 1
“ — _
o S B |
FOVRIIINI
SNOLLYIINNWODSTAL y Jm@m‘@r: “
[ W =" || sovuousvva || [For 11
i ‘ !
! tl]
| _ /s |
Z | oo% _ - e
| | ANOHAOMOIN | | M3TIOHLNOD // & | Iy — cov :
i - !

| SSTTRIM | .un_u.mt GSFIRYIM [ | METIOWINOD [ | ") |
, ANOHdZTAL| | 0z~ 1l ad e oo !
| —— / P i
/ L NiE=gt

, ! _“ WA LAy
¥e ,\ “ ! o0F !
YINVADS | | SNOLLYOI1ddv)| |
| . BNOHdIAL | | ald !
“ oW )

T T T T NS - \M‘.
S~ S
~ Pk -

4 B

Appx219



nos 15 2004 Chant £ o€ 0O
LAuge ATy M4UUY DIITCL U UL 7
' nddre w iﬁ-«1
| - = - —_—
I Ohramanits laff LEA-277.L£2401m §
!IUIUIIIU‘HI\‘,NII VWP =T DT IFTT l
fAinderson, Bark  650-123-1234W 1§
O s dne o AL _CAN_aaraal |
Appleton, Sam R15-59¢-1233VW
frington, Ted  €50-538-1622W §
fish, Mariyn 650-860-1632W
a8 mbsmes WTA LEN-20A_2A2L 1AL
AL o o) -l Warw S W i1 Wi ae

LA OFC_AAPALILE
RIV OIITLIIITY

Bill 415-867-2302W

|

g

—
{
I
[

408-352-3523

((oma)  £50-560-0768

amm Smma =maa

fFax | 408-678-5863

Fom ANA_ 24 S8 AM

(Pager ) go5-4-5043

_Adall Bamnrnartam] o

| =S 4 - 1] R el I GW e Wil

— R N SOWA | al

1Donel | EQK | | ew] 2

e - 4 A d l
__ — ]

Appx220



1 S )
w

N—

1
(
% [

1
r
I
1




U.S. Patent Aug. 15,2006 Sheet 8 of 9 US 7,092,671 B2

.‘STARTrm

y

202
PID SENDS OUT GENERAL /
INQUIRY TO FIND WHICH DEVICES

ARE N ENVIRONMMENT

A 4

ADEVICE RESPONDS TO INQUIRY |~ 204

) WITH IT'S IDENTIFIER
' HAS PID INTERFACED
WITH DEVICE BEFORE ?
206
No
210
Yes 208 L 2 /_—
Yy 7~ PID CONNECTS TO THE DEVICE,
PID LOADS DEVICE NEGOTIATES A CONTROL PROTOCOL AND
CONTROLS FROM MEMORY DOWNLOADS THE DEVICE CONTROLS
Yos 4 _— 212
PID DISPLAYS DEVICE CONTROLS
7O USER FOR REMOTE CONTROL  [€
1 _— 214
PID CONTINUES TO POLL FOR DEVICES |+
216 PID DETECTS
NEW DEVICES?
E?MRONMENT No No
218

220
v

PID HIDES CONTROL OF DEVICE

CE;,‘D,— 22 FIG. 7

Appx222



U.S. Patent Aug. 15,2006 Sheet 9 of 9 US 7,092,671 B2

<on o\

Initiate a wireless autodial
operation .using the GUI of a PID

. fh}_
Select a person/organization for j
the telephone communication

L] T
Verify the specific number to dial
v oM
Confirm the wireless autodial to /
the specific number
! s

Using a wireless communication /
link with a telephone, transfer the
specific number to the telephone

v g0t

Control the telephone to dial the /(
specific number and complete the
telephone communication

FIG. 8

Appx223



US 7,092,671 B2

1
METHOD AND SYSTEM FOR WIRELESSLY
AUTODIALING A TELEPHONE NUMBER
FROM A RECORD STORED ON A
PERSONAL INFORMATION DEVICE

TECHNICAL FIELD

The present invention relates to a system and method by
which a personal information device (“PID”) may directly
control the operation functions of a mobile telephone.

BACKGROUND ART

Personal Information Devices include the class of com-
puters, personal digital assistants and electronic organizers
that tend both to be physically smaller than conventional
computers and to have more limited hardware and data
processing capabilities. PIDs include, for example, products
sold by Palm, Inc. of Santa Clara, Calif., under such trade-
mark as Pilot, and Pilot 1000, Pilot 5000, PalmPilot, PalmPi-
lot Personal, PalmPilot Professional, Palm, and Palm III,
Palm V, Palm VII, as well as other products sold under such
trade names as WorkPad, Franklin Quest, and Franklin
Convey.

PIDs are generally discussed, for example, in U.S. Pat.
Nos. 5,125,0398; 5,727,202; 5,832,489; 5,884,323, 5,889,
888; 5,900,875; 6,000,000; 6,006,274; and 6,034,686, which
are incorporated herein by reference. PIDs typically include
a screen and data processor, allowing the PID user to operate
a substantial variety of applications relating to, for example:
electronic mail, a calendar, appointments, contact data (such
as address and telephone numbers), notebook records,
expense reports, to do lists, or games. PIDs also often
include substantial electronic memory for storing such appli-
cations as well as data entered by the user. Due to their
substantial variety of applications and uses, personal infor-
mation devices are becoming increasingly widely used.

Another widely used handheld digital device is the cel-
lular telephone, or simply referred to as the cellphone.
Cellphones are portable handheld devices that share a num-
ber of attributes of the PIDs. Cellphones, of course, include
microphones and speakers with which to receive and send
sound signals, typically the user’s voices on either end of a
connection. When in association with a modem or other such
devices, the cellphone also may send and receive data
signals, (including audio data signals). Many cellphones
often include a screen in which to display information.
However, cellphones typically have, or can accommodate,
substantially fewer applications than many PIDs and user’s
find them much more difficult to use entering data, such as
names and phone numbers, than PIDs. Further, some cell-
phones have less available memory for storing data signals
than of many PIDs.

Because of this more limited functionality, cellphones are
typically used for communication as opposed to personal
information management (e.g., maintaining and updating
appointments, contact lists, addresses, telephone numbers,
and the like). Although many modern cellphones include
computer resources to run some form of contact or telephone
number lists, most users manage such information using
other resources, such as, for example, a PID, and access
cellphone (e.g., dial the correct number) once the proper
telephone number is obtained.

There is a problem with this approach in that telephone
numbers can be rather lengthy to dial, especially considering
the small keypads on some cellphones. If the user makes a
mistake while dialing, but doesn’t notice the mistake untill
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the call goes through, the user must typically terminate the
call (e.g., hang up) and start all over again. In addition, the
user must devote attention to devices, for example, obtaining
the correct telephone number from a PID and then correctly
punching in the number on the keypad of the cellphone. One
prior art solution to this problem involves the use an
automatic audible-tone dialer in conjunction with the cell-
phone. However, audible-tone dialers have met with only
limited success in the marketplace and do not work on all
cellphones.

Accordingly, what is required is a method whereby a
user’s handheld PID can automatically dial a telephone
number stored in its memory. What is required is a solution
that allows applications executed on the user’s PID, such as,
for example, an address book program, to access the user’s
telephone and automatically dial members stored in the
program. What is further required is a solution which
enables a user’s PID to seamlessly interact with the user’s
telephone to dial members and establish phone calls without
requiring the user to access controls of the telephone. The
present invention provides a novel solution to the above
requirements.

SUMMARY OF THE INVENTION

The present invention provides a method whereby a user’s
handheld PID can automatically dial a telephone number
stored in its memory. The present invention provides a
solution that allows applications executed on the user’s PID,
such as, for example, an address book program, to access the
user’s telephone and automatically dial members stored in
the program. The present invention further provides a solu-
tion which enables a user’s PID to seamlessly interact with
the user’s telephone to dial members and establish phone
calls without requiring the user to access controls of the
telephone.

In one embodiment, the present invention is implemented
as an automated telephone dialing system. The system
enables a handheld PID to automatically dial a telephone
number stored its memory by interacting with a telephone.
The telephone (e.g., a handheld cellular telephone) is
equipped with a wireless port for short range wireless data
transfer. Similarly, the PID is equipped with a wireless port
for short range wireless data transfer. The PID establishes a
wireless communication with the telephone. The PID is
configured to control the telephone via the wireless com-
munications such that the telephone dials a telephone num-
ber stored on the PID. The telephone number can be dialed
in response to the user interacting with an application
executing on the PID. The application can be a contact
management or address management program. The user can
interact with the program, select a contact, address, phone
number, or the like, through a GUI of the PID, and have this
number automatically dialed by the telephone.

In this manner, the user’s PID seamlessly interacts with
the user’s telephone to dial numbers and establish phone
calls without requiring the user to access controls of the
telephone. The wireless communication between the PID
and the telephone can be compatible with a version of the
Bluetooth specification. The wireless communication
between the PID and the telephone can also be compatible
with a version of the IrDA specification.

BRIEF DESCRIPTION OF THE DRAWINGS

The present invention is illustrated by way of example
and not by way of limitation in the figures of the accompa-
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nying drawings, in which like reference numerals refer to
similar elements, and in which:

FIG. 1 is a diagram illustrating an exemplary preferred
embodiment of the present system.

FIG. 2 is a block diagram illustrating the layers of a radio
frequency protocol stack used in the PID of FIG. 2.

FIG. 3 shows a stack layer diagram illustrating the layers
of an RF protocol stack in accordance with one embodiment
of the present invention.

FIG. 4 is a stack layer diagram illustrating layers of an
Infrared Data Association protocol stack used in the PID of
FIG. 2.

FIG. 5 is a block diagram of the system of FIG. 1.

FIG. 6A shows a diagram of a first GUI dialog box in
accordance with one embodiment of the present invention.

FIG. 6B shows a second GUI dialog box in accordance
with one embodiment of the present invention.

FIG. 6C shows a third GUI dialog box in accordance with
one embodiment of the present invention.

FIG. 6D shows a fourth GUI dialog box in accordance
with one embodiment of the present invention.

FIG. 7 is a flowchart illustrating on exemplary method for
a PID in accordance with one embodiment of the present
invention to establish a wireless link.

FIG. 8 is a flowchart illustrating the steps of an automatic
wireless dialing process in accordance with one embodiment
of the present invention.

DETAILED DESCRIPTION OF THE
INVENTION

In the following detailed description of the present inven-
tion, a method and system for wirelessly autodialing a
telephone number from a record stored on a personal infor-
mation device, numerous specific details are set forth in
order to provide a thorough understanding of the present
invention. However, it will be obvious to one skilled in the
art that the present invention may be practiced without these
specific details. In other instances well known methods,
procedures, components, and circuits have not been
described in detail as not to obscure aspects of the present
invention unnecessarily.

Some portions of the detailed descriptions which follow
are presented in terms of procedures, logic blocks, process-
ing, and other symbolic representations of operations on
data bits within a computer memory. These descriptions and
representations are the means used by those skilled in the
data processing arts to convey most effectively the substance
of their work to others skilled in the art. A procedure, logic
block, process, step, etc., is here, and generally, conceived to
be a self-consistent sequence of steps or instructions leading
to a desired result. The steps are those requiring physical
manipulations of physical quantities. Usually, though not
necessarily, these quantities take the form of electrical or
magnetic signals capable of being stored, transferred, com-
bined, compared, and otherwise manipulated in a computer
system. It has proven convenient at times, principally for
reasons of common usage, to refer to these signals as bits,
values, elements, symbols, characters, terms, numbers, or
the like.

It should be borne in mind, however, that all of these and
similar terms are to be associated with the appropriate
physical quantities and are merely convenient labels applied
to these quantities. Unless specifically stated otherwise as
apparent from the following discussions, it is appreciated
that throughout the present invention, discussions utilizing
terms such as “communicating” or “implementing,” “trans-
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ferring,” “executing,” “controlling,” “configuring,” “stor-
ing,” “initializing,” or the like, refer to the actions and
processes of an embedded computer system, or similar
embedded electronic computing device, that manipulates
and transforms data represented as physical (electronic)
quantities within the computer system’s registers and memo-
ries into other data similarly represented as physical quan-
tities within the computer system memories or registers or
other such information storage, transmission or display
devices.

The present invention is directed towards a method
whereby a user’s handheld PID can automatically dial a
telephone number stored in its memory. The present inven-
tion provides a solution that allows applications executed on
the user’s PID, such as, for example, an address book
program, to access the user’s telephone and automatically
dial members stored in the program. The present invention
further provides a solution which enables a user’s PID to
seamlessly interact with the user’s telephone to dial mem-
bers and establish phone calls without requiring the user to
access controls of the telephone. Embodiments of the
present invention and its benefits are further described
below.

FIG. 1 shows an exemplary embodiment of a system 10
in accordance with one embodiment of the present inven-
tion. The system 10 includes a hand-held PID 12 and a
mobile telephone 14. In one exemplary embodiment, the
mobile telephone 14 is a hand-held cellular telephone.

As described above, the preferred embodiment utilizes a
PID communicatively coupled to a mobile telephone. How-
ever, many electric devices, such as digital cameras, pagers,
limited capability laptop computers, and the like, are similar
to many PIDs in that they are unaware of the scheduling
information contained within a user personal information
device. Such limited-feature devices may also be enhanced
by coupling the devices with a personal information device
in accordance with present invention to implement the
functionality for automatically updating the operating
modes of the devices.

As shown in FIG. 1, the PID 12 of the present system 10
includes a wireless port, or transceiver, 16 (used herein to
mean some combination of a receiver and/or transmitter).
The telephone 14 has a corresponding wireless port, or
transceiver, 18 such that a wireless link 20 is established
between the telephone 14 and PID 12. The telephone 14
further includes a microphone 22 and speaker 24.

In one preferred embodiment, the wireless ports 16, 18
each include a short-range radio frequency (“RF”) trans-
ceiver. The wireless transceiver 16, 18 establish an RF link,
such as that defined by the Bluetooth communications
specification. However, the link 20 can also take other
forms, including an infrared communication link such as
that as defined by the Infrared Data Association (IrDA).

FIG. 2 is a function block diagram showing an exemplary
embodiment of the PID 12 that can communicate with the
telephone 14 or other such devices. The link interface
circuitry 26 illustrates, but is not limited to, two alternative
link interfaces for establishing a wireless link to another
device. One wireless link interface (or more than two link
interfaces) may, of course, be used with the present system
10.

The PID 10 includes a processor, or controller, 28 that is
capable of executing an RF stack 30 and an IrDA stack 32.
The stacks 30, 32 communicate with data interface circuitry
26 through a bus 34. The processor 28 is also connected
through the bus 34 to user interface circuitry 36, a data
storage module 38 and memory 40. As used herein, the data
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storage module 38 and memory 40 may both generally be
referred to as part of the PID memory 41.

The memory 40 may contain a specific remote control
loading application 42. The remote control loading applica-
tion 42 may operate, for example, after the processor 28
receives a message for the user to establish a wireless link
with the telephone 14 in the nearby environment. Alterna-
tively, the remote control loading application 42 may operate
in a PID default mode.

The data interface circuitry 26 includes, in this exemplary
embodiment, a first and second port, such as, infrared and
RF interface ports. The first wireless link interface, the RF
link interface, may include first connection 44 which
includes radio-frequency (RF) circuitry 46 for converting
signals into radio-frequency output and for accepting radio-
frequency input. The RF circuitry 46 can send and receive
RF data communications via a transceiver that is part of the
communication port 16. The RF communication signals
received by the RF circuitry 46 are converted to electrical
signals and relayed to the RF stack 30 in processor 28 via the
bus 34.

The mobile telephone 14 includes a corresponding port,
or transceiver, 18 for RF signals. Thus, the RF 24 and
wireless link 20 between the PID 12 and telephone 14 may
be implemented according to the Bluetooth specification,
described at www.bluetooth.com, which is incorporated in
its entirety into this document.

Bluetooth is the name for a short-range radio link
intended to replace the cable(s) connecting portable and/or
fixed electronic devices. Bluetooth technology features low
power, robustness, low complexity and low cost. It operates
in the 2.4 Ghz unlicensed ISM (Industrial, Scientific and
Medical) band. Devices equipped with Bluetooth are
capable of exchanging data at speeds up to 720 kbps at
ranges up to 10 meters. It should be noted that higher power
devices other than the typical Bluetooth enabled personal
information device, such as, for example, a network access
point, may communicate via Bluetooth with an RF-enabled
PID over a greater range, such as, for example, approxi-
mately 100 meters.

A frequency hop transceiver is used to combat interface
and fading. A shaped, binary FM modulation is applied to
minimize transceiver complexity. A slotted channel is
applied with a nominal slot length of 625 ps. For full duplex
transmission, a Time Division Duplex scheme is used. On
the channel, information is exchanged through packets. Each
packet is transmitted in a different hop frequency. A packet
nominally covers a single slot, but can be extended to cover
up to five slots.

The Bluetooth protocol uses a combination of circuit and
packet switching. Slots can be reserved for synchronous
packets. Bluetooth can support an asynchronous data chan-
nel, up to three simultaneous voice channels, or a channel
that simultaneously supports asynchronous data and syn-
chronous voice. Each voice channel supports a 64 kb/s
synchronous (voice) channel in each direction. The asyn-
chronous channel can support maximum 723.2 kb/s asyn-
chronous, or 433.9 kb/s symmetric.

The Bluetooth system consists of a radio unit, a link
control unit, and a support unit for link management and
host terminal interface functions. The link controller carries
out the baseboard protocol and other low-level routines.

The Bluetooth system also provides a point-to-point con-
nection (only two Bluetooth units involved) or a point-to-
multipoint connection. In the point-to-multipoint connec-
tion, the channel is shared among several Bluetooth units.
Two or more units sharing the same channel form a piconet.
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One Bluetooth unit acts as the master of the piconet, whereas
the other units act as slaves. Up to seven slaves can be active
in a piconet.

The Bluetooth link controller has two major states:
STANDBY and CONNECTION. In addition, there are
seven substances: page, page scan, inquiry, inquiry scan,
master response, slave response, and inquiry response. The
substances are interim states that are used to add new slaves
by piconet.

The STANDBY state is the default state in the Bluetooth
unit. In this state, the Bluetooth unit is in a low-power mode.
The controller may leave the STANDBY state to scan for
page or inquiry messages, or to page or inquiry itself When
responding to a page message, the unit enters the CON-
NECTION state as a master.

In order to establish new connections, the inquiry proce-
dures and paging are used. The inquiry procedures enable a
unit to discover which units are in range, and what their
device address and clocks are during an inquiry substrate.
The discovering unit collects the Bluetooth device addresses
and clocks of all units that respond to the inquiry message.
It can then, if desired, make a connection to any one of them.
The inquiry message broadcasted by the source does not
contain any information about the source. However, it may
indicate which class of devices should respond.

There is one general inquiry access code (GIAC) to
inquire for any Bluetooth device, and a number of dedicated
inquiry access codes (DIAC) that only inquire for a certain
type of devices. A unit that wants to discover other Bluetooth
units enters an inquiry substance. In this substance, it
continuously transmits the inquiry message (which is an
identification packet) at different hop frequencies. A unit that
allows itself to be discovered, regularly enters the inquiry
scan substance to respond to inquiry messages.

As noted above, the system 10 may operate with only one
wireless link. However, additional, or alternative, wireless
link interfaces may also be included in the system 10. A
second connection 46 includes infrared circuitry 48 for
converting signals into infrared output and for accepting
infrared input. Thus, the wireless link 28 may include an
infrared interface. The infrared circuitry 48 can send and
receive infrared data communications via the port, or trans-
ceiver, 16.

Infrared communication signals received by infrared cir-
cuitry 48 are converted into electrical signals that are relayed
to the IrDA stack 32 in the processor, or controller, 28 via the
bus 34. The telephone 14 may include a corresponding
infrared transceiver. The infrared circuitry 48 operates
according to the IrDA specifications available at
www.IrDA . org.

The two, alternative link interfaces described above are
merely exemplary, and additional means for implementing
the interface between a PID and telephone or other such
device may also be utilized. Although not required, more
than one wireless link interface may be included to improve
flexibility and to provide redundancy in case of failure of
one of the link interfaces.

User interface circuitry 36 in the PID 12 includes hard-
ware and software components that provide user input and
output resources for functions in the processor 28. The user
interface circuitry 36 includes display output 50, display
input 52, and additional input/output interface circuitry 54.

The display output 50 preferably receives digital infor-
mation representing graphical data from the processor 28
and converts the information to a graphical display, such as
text and or/images, for display on a display screen. The
display input 52 may receive data inputs, such as graphical
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data inputs, from a user of the PID 12. The graphical data
inputs are preferably entered by the user with a stylus on a
pressure sensitive display screen, and may include text,
drawings, or other objects that are capable of being graphi-
cally presented.

Typically, the additional input/output interface 54 permits
user input and commands to be input through buttons and
similar devices on the PID, e.g., buttons for scrolling
through data entries and activating applications. Alterna-
tively, the input/output interface 54 may allow the PID 12 to
accept audio data as well as other types of non-graphical
data. For example, audio data signals (or picture telephone
video input) may be entered through the additional input/
output interface 54.

FIG. 3 shows a diagram illustrating the layers of the
Bluetooth (RF) protocol stack 60 in accordance with one
embodiment of the present invention. An RF protocol stack
is implemented at each end of the connection endpoints of
an RF link. For example, a PID 12 and a telephone 14 could
each implement an RF stack to enable a link. The required
layers of the RF link using the Bluetooth system are the
Baseband layer 62, the Link Manager Protocol Layer (LMP)
64, the Logical Link Control and Adaptation Layer 68,
RFCOMM Layer 70, Service Discovery Protocol Layer 72,
and Object Exchange Protocol (OBEX) layer 74.

FIG. 4 is a protocol diagram 80, illustrating the layers of
the IrDA protocol stack that may be used with the system 10.
For example, the PID and the telephone 41 each implement
an IrDA protocol stack to enable the wireless link 20.

The required layers of an IrDA protocol stack are the
physical layer 82, the IrLMP layer 84, the IrL MP layer 86
and the IAS layer 88. The physical layer 82 specifies optical
characteristics of the link, encoding of the data, and framing
for various speeds. The IrL AP (Link Access Protocol) layer
84 establishes the basic reliable connection between the two
ends of the link. The IrLMP (Link Management Protocol)
layer 86 multiplexes services and applications on the IrL AP
connection. The IAS (Information Access Service) layer 88
provides a directory of services on an IrDA device.

The IrDA protocol also specifies a number of optional
protocol layers, these protocol layers being TINY TP90,
IrOBEX 92, IrCOMM 94 AND IrLAN 96. TINY TP (Tiny
Transport Protocol) 90 adds per-channel flow control to keep
traffic over the link 20 moving smoothly. IrOBEX (Infrared
Object Exchange Protocol) 92 provides for the easy transfer
of files and other data objected between the IrDA devices at
each end of the applications that use serial and parallel
communications to use IrDA without change. IrL AN (Infra-
red Object Exchange Protocol) 92 provides for the easy
transfer of files and other data objects between the IrDA
devices at each end of the link 20. IrCOMM 94 is a serial and
parallel communications to use IrDA without change.
IrLAN (Infrared Local Area Networks) 96 enables walk-up
infrared LAN access.

The use of the optional layers depends upon the particular
application in the IrDA device. The IrDA protocol stack is
defined by such standard documents as “IrDA Serial Infrared
Physical Layer Link Specification”, “IrDA ‘IrCOMM’:
Serial and Parallel Port Emulation over IR (wire replace-
ment)”, “IrDA Serial Infrared Link Access Protocol
(IrLAP)”, “IrDA Infrared Link Management Protocol
(IrLMP)”, and “IrDA ‘TINY TP”: A Flow-Control Mecha-
nism for use with IrLMP,: and related specifications pub-
lished by the IrDA. Such documents are available at
www.irda.org/standards/specifications.asp and are incorpo-
rated in their entirety in this document.
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As shown in FIG. 5, the PID 12 may include resident
applications 100, such as, for example, a contact manage-
ment program 101 for managing contact information. The
PID 12 may include as well, for example, an address book
program 109 for managing address and telephone number
information, a calendar program 102 for assisting in man-
aging scheduling and events, and a user preferences program
104 for configuring personal information device 12 in accor-
dance with the requirements of the user.

As described above, PID 12 can accept input from a user,
such as selecting a specific contact using contact manage-
ment program 101, and automatically dial a telephone
number stored in its memory via a wireless communication
with telephone 14. The wireless link 20 enables applications
executed on PID 12 (e.g., address book program 109) to
access the telephone 14 and automatically dial the number
stored in the application (e.g., within memory 40). The
wireless link 20 enables an application executing on PID 12
to access telephone 14, communicate the desired telephone
number, and control telephone 14 to dial the number and
established the telephone call. In the present embodiment,
the interactions are seamless, wherein the telephone 14 is
controlled by PID 12 without requiring any intervening steps
or actions by the user with any controls of telephone 14 (e.g.,
punching any keys on a keypad). The user can interact with
the program (e.g., address book program 109), select a
person, or the like, through the program’s GUI, and have this
number automatically dialed by the telephone 14. The
wireless communication link 20 between the PID 12 and the
telephone 14 can be an RF based Bluetooth link or and IR
based IrDA link.

Referring now to FIG. 6A through FIG. 6D, a user
interaction process with the GUI of an application in accor-
dance with one embodiment of the present invention is
shown. FIGS. 6A—6D depict an example process through
which a user has a telephone number stored within, for
example, address book program 109 in PID 12 that will be
automatically dialed by telephone 14.

FIG. 6A shows an address list as presented by address
book program 109 on PID 12. For example, address book
109 executes a “lookup” feature to call up contact informa-
tion for various people/organizations stored within memory.
The user can then select the person/organization to place a
call to. In this example, the user has selected “Bill Boomer”
by, for example, tapping on the entry with a stylus. In
response to the selection, address book program 109 then
presents information associated with the selection made in
FIG. 6A. The user can then confirm the correct selection is
presented in the GUI, and then select the appropriate button
for the specific telephone number to dial (e.g., work, home,
fax, or pager). Then, as shown in FIG. 6C, the user can once
again the confirm the correct number is presented in the
GUI, and select “OK” to initiate the automatic dialing
process. If the number shown is incorrect, the user can
modify the prefix by, for example, removing or altering the
area code, or correcting any of the other digits of the number,
or cancel the entire process. Subsequently, as shown in FIG.
6D, the automatic dialing process begins, with PID 12
setting up a communications link with telephone 14 for the
execution of the autodial. The communication can be IR
based or RF based, depending upon the last such commu-
nication, previous selection, default setting, etc.

FIG. 7 illustrates a process by which the PID 12 detects
and communicates with another device, such as the tele-
phone 14 that is in its environment (or other additional
mobile computing devices within range) using standard RF
protocols (e.g., Bluetooth). The process begins at Step 200
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when either the user manually initiates the process or the
process is implemented as a default. At step 202, the PID 12
sends out a general query to determine whether a corre-
sponding telephone is present in the nearby environment (for
example, in the room). According to Bluetooth terminology,
this step is analogous to the process of discovery.

At Step 204, the telephone 14 responds to the query with
its unique identifier using, but not limited to, the discovery
resins protocol defined by the Bluetooth specification. The
PID 12 then loads the controls of each device using at least
two methods. If it is determined at Step 206 that the PID 12
has interfaces with the telephone 14 before and the controls
had previously been downloaded, then, at step 208, the PID
12 accesses the controls from its memory. However, if it is
determined at Step 206 that the PID 12 has not interfaced
with the telephone 14 before, then, at Step 201, the PID 12
connects with the telephone 14 and negotiates a control
protocol. As an alternative, the PID 12 may be manufactured
with pre-stored controls for certain devices. These controls
may be accessed whenever the PID 12 detects the respective
devices or class of devices.

At Step 212, the PID 12 presents a notification to the user,
indicating that the link between the PID 12 and telephone 14
has been established. The PID 12 then continues to poll for
devices at regular time intervals, as set out in Step 214,
querying the environment to determine if any devices, like
the telephone 14, have appeared or any such devices have
left the PID environment. If the PID 12 detects a new device
in its environment at Step 218, the PID 12 hides the controls
for the telephone 14 from the user and transfers the controls
to a storage location, such as the memory 40 or data storage
module 38 (Step 220).

If the telephone 14 is still in the PID’s environment, as
determined at step 218, then the process returns to Step 214
and continues. The process ends at Step 222 if the user
disables the remote control loading applications. However,
if the user does not disable the application, then the process
returns to Step 214 and follows the process again.

FIG. 8 shows a flowchart of the steps of the wireless
autodialing process 800 in accordance with one embodiment
of the present invention. Process 800 shows the operating
steps of the autodial process after a wireless link (e.g.,
wireless link 20) has been established between the PID (e.g.,
PID 12) and the telephone (e.g., telephone 14) as described
in FIG. 7.

Process 800 begins in step 801, where the user initiates a
wireless autodial operation using the GUI of PID 12. As
described above, the user can access a large amount of
information stored and maintained within the memory of
PID 12. The information is maintained by one or more
applications resident within PID 12, such as address book
program 109 and contact manager program 101. Upon
initiation, the particular program can present a list of indi-
viduals/organizations from which the user can select the
desired individual/organization to contact. In step 802, from
the list, the user selects the desired contact, for example, as
depicted in FIGS. 6A and 6B above. In step 803, after
selection of the desired contact, the user verifies the specific
number to dial (e.g., as shown in FIG. 6C).

Referring still to FIG. 8, in step 804, the user confirms the
wireless autodial to the specific number, for example, as
shown in FIG. 6D. In step 805, using a wireless communi-
cation link (e.g., link 20 of FIG. 5) with the telephone 14, the
PID 12 transfers the specific number to telephone 14.
Subsequently, in step 806, PID 12 controls telephone 14 to
dial the specific number and complete the telephone com-
munication.
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Thus, the present invention provides a method whereby a
user’s handheld PID can automatically instruct a cellphone
to dial a telephone number stored in the PID’s memory. The
present invention provides a solution that allows applica-
tions executed on the user’s PID, such as, for example, an
address book program, to access the user’s telephone and
automatically dial members stored in the program. The
present invention further provides a solution which enables
a user’s PID to seamlessly interact with the user’s telephone
to dial members and establish phone calls without requiring
the user to access controls of the telephone.

It should be noted that the programs, processes, methods
and systems described herein are not related or limited to
any particular type of computer or network system (hard-
ware or software), unless indicated otherwise. In view of the
variety of embodiments to which the principles of the
present invention can be applied, it should also be under-
stood that the illustrated embodiments are exemplary only
and should not be taken as limiting the scope of the present
invention.

For example, the steps of the flow diagrams may be taken
in sequences other than those described, and more or fewer
elements may be used in the block diagrams. In addition,
protocols of various types are referenced throughout. While
preferred and alternate embodiments may implement
selected protocols, any suitable replacement protocol not
mentioned, or any function not part of a protocol used to
replace a corresponding function from a protocol, may be
implemented without departing from the scope of the inven-
tion. While various elements of the preferred embodiments
have been described as being implemented in software, in
other embodiments hardware or firmware implementations
may alternatively be used, and vice-versa. Also, while the
present invention has been described in the context of a
mobile telephone in communication with a PID, the prin-
ciples of the present invention may be applied to other
combinations of devices, such as a PID in communication
with a land-line telephone, without departing from the
teachings of the present invention.

The foregoing descriptions of specific embodiments of the
present invention have been presented for purposes of
illustration and description. They are not intended to be
exhaustive or to limit the invention to the precise forms
disclosed, and obviously many modifications and variations
are possible in light of the above teaching. The embodiments
were chosen and described in order best to explain the
principles of the invention and its practical application,
thereby to enable others skilled in the art best to utilize the
invention and various embodiments with various modifica-
tions as are suited to the particular use contemplated. It is
intended that the scope of the invention be defined by the
claims appended hereto and their equivalents.

What is claimed is:

1. An automated telephone dialing system, comprising:

a telephone having a wireless port for short range wireless
data transfer; and

a handheld computer system having a wireless port for
communication with the wireless port on the telephone,
wherein a specific telephone number is selectable from
a list displayed on the handheld computer system and
wherein the handheld computer system is operable to
transfer the specific telephone number to the telephone
using a wireless communication, and wherein the hand-
held computer system is configured to control the
telephone via the wireless communication such that the
telephone dials the specific telephone number.
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2. The system of claim 1 wherein the dialing of the
specific telephone number by the telephone is automatically
effected in response to a user interacting with the informa-
tion stored on the handheld computer system.

3. The system of claim 2 wherein the information stored
in the handheld computer system includes contact informa-
tion.

4. The system of claim 2 wherein the list is presented as
a list of contacts and the telephone number dialed by the
telephone corresponds to one of the contacts selected by the
user.

5. The system of claim 2 wherein the information stored
on the handheld computer system is maintained by a man-
agement program executing on the handheld computer sys-
tem and the management program controls the telephone via
the wireless communication.

6. The system of claim 5 wherein the management pro-
gram is an address book program.

7. The system of claim 1 wherein the wireless commu-
nication is compatible with a version of the Bluetooth
specification.

8. The system of claim 1 wherein the wireless commu-
nication is compatible with a version of the IrDA specifi-
cation.

9. An automatic wireless telephone dialing method, com-
prising the steps of:

a) establishing a wireless communications link for a short
range data transfer between a telephone and a handheld
computer system,

b) receiving a user input identifying a specific telephone
number from a list displayed on the handheld computer
system;
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c) transferring the specific telephone number from the
handheld computer system to the telephone using a
wireless communication; and

d) controlling the telephone using the handheld computer
system to cause the telephone to dial the specific
telephone number.

10. The method of claim 9 wherein step d) further
includes the step of dialing the specific telephone number
automatically in response to a user interacting with the
information stored on the handheld computer system.

11. The method of claim 10 wherein the information
stored in the handheld computer system includes contact
information.

12. The method of claim 10 wherein the list is presented
as a list of contacts and the telephone number dialed by the
telephone corresponds to one of the contacts selected by the
user.

13. The method of claim 10 wherein the information
stored on the handheld computer system is maintained by a
management program executing on the handheld computer
system and the management program controls the telephone
via the wireless communication.

14. The method of claim 13 wherein the management
program is an address book program.

15. The method of claim 9 wherein the wireless commu-
nication is compatible with a version of the Bluetooth
specification.

16. The method of claim 9 wherein the wireless commu-
nication is compatible with a version of the IrDA specifi-
cation.
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PORTABLE DEVICE CONTROL CONSOLE
WITH WIRELESS CONNECTION

TECHNICAL FIELD

The present invention relates to systems and devices
connected using wireless links, such as systems and devices
that use the Bluetooth technology. In particular, the present
invention pertains to a method and system for controlling
remote devices over a wireless connection.

BACKGROUND ART

Consider, for example, the number of devices and appli-
ances in the typical living room or family room of a
residential dwelling: lamps, light switches, a thermostat, and
consumer electronic devices such as televisions, video cas-
sette recorders, and stereos, some of these devices them-
selves comprising multiple devices such as compact disk
players, tape players, etc. Each of these devices requires
manual interaction by a user in order to turn them off or on,
to raise or lower levels, and so on. Other rooms of the house,
as well as factories and places of business, also have
countless devices and appliances that require manual inter-
action in order to use and control them.

Of course, many of these devices are or can be remotely
controlled. In the home, for example, remote control devices
for televisions, stereos and the like are very common.
Devices for controlling lights, etc., are also available
although generally not as commonly used.

Remote control devices in each of their present forms
have a number of associated shortcomings. For example, a
separate remote control device may be required for each
device to be controlled. In some instances the separate
remotes can be replaced with a universal remote control;
however, universal remotes still have their shortcomings.
Generally, current universal remotes often do not have the
resources (e.g., memory and computational logic) to allow
them to be used with all devices, or they may not be capable
of controlling a new device. In addition, in order to accom-
modate the variety of devices to be controlled, universal
remotes usually have a multiplicity of buttons and thus can
be difficult to use.

Another shortcoming associated with current remote con-
trol devices is their limited range. Commonly, remote con-
trol devices use infrared beams to communicate commands
to the device that is to be controlled, and so the remotes can
only be used for line-of-sight applications. Devices behind
an object, around a corner, or in another room cannot be
controlled if they are not in the line of sight of an infrared
remote.

A more modern solution is to wire devices together into
a network of some sort, so that they can be controlled from
a central location such as a personal computer. However, this
approach also has a number of shortcomings. For example,
the connections and cabling needed may be quite cumber-
some and complex. In addition, this approach is difficult and
expensive to backfit into existing homes and businesses.
Furthermore, such an approach is not necessarily conve-
nient. For instance, the central computer system is not a
practical or convenient replacement for a television remote,
nor is it portable enough to allow it to be easily moved from
one room to another whenever it is necessary to do so.

Accordingly, a need exists for a device and/or method that
can be used to remotely control a variety of different devices
and appliances, including new devices. A need also exists for
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a device and/or method that can satisfy the above need, that
is relatively simple to introduce into existing homes and
businesses, and that is user-friendly. In addition, a need
exists for a device and/or method that satisfies the above
needs, is portable, and is not limited to line-of-sight appli-
cations.

DISCLOSURE OF THE INVENTION

The present invention provides a system and method that
can be used to remotely control a variety of different devices,
including new devices. The present invention also provides
a system and method that is relatively easy to introduce into
existing homes and businesses and that is user-friendly. In
addition, the present invention provides a system and
method that is portable and that is not limited to line-of-sight
applications.

In the present embodiment, the present invention pertains
to a system and method for controlling remote devices over
a wireless connection (e.g., using a radio signal). In one
embodiment, a portable computer system (e.g., a palmtop or
hand-held computer) having a transceiver is used to control
compliant devices. In a preferred embodiment, the trans-
ceiver and the remote devices are Bluetooth-enabled
devices.

In the present embodiment of the present invention, a
wireless connection between the portable computer system
and one or more remote devices is established. Each of the
remote devices is manifested on a display device of the
portable computer system, and one of the devices is selected
using, for example, a stylus element.

In one embodiment, the stylus element can also be used
to specify commands for controlling the remote device. A
position where the stylus element makes contact with a
surface of the display device of the portable computer
system is registered. The particular position where the stylus
element makes contact with the display device is translated
into a particular command for controlling the remote device.
The command is then transmitted to the remote device over
the wireless connection.

In one embodiment, a rendering of the remote device or
of a mechanism that can be used to control the remote device
is displayed on the display device. The contact of the stylus
element with a position in the rendering is translated into a
particular command for controlling the remote device. In
another embodiment, a menu of commands for controlling
the remote device is displayed on the display device. The
contact of the stylus element with a position in the menu is
translated into a particular command for controlling the
remote device.

In yet another embodiment, the movement of the stylus
element over the surface of an input device is recognized and
translated into a particular command for controlling the
remote device. In another embodiment, by moving the stylus
element over the surface of the input device, motion is
imparted to the rendering on the display device of the remote
device or the mechanism for controlling the remote device.

The present invention thus provides a system (e.g., a
Bluetooth-enabled device, specifically a portable computer
system) that can be used to remotely control compliant
devices (e.g., other Bluetooth-enabled devices) over a wire-
less (radio) connection. With a radio connection, the system
of the present invention is not limited to line-of-sight
applications. Remote devices can be adapted to receive
commands over the wireless connection, obviating the need
for hardwire connections and making the system relatively
easy to implement in homes and businesses. The processing
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power and other features of the portable computer system
enable user-friendly interfaces, and also allow a variety of
remote devices to be controlled, including new devices
introduced into the home or business.

These and other objects and advantages of the present
invention will become obvious to those of ordinary skill in
the art after having read the following detailed description of
the preferred embodiments which are illustrated in the
various drawing figures.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in
and form a part of this specification, illustrate embodiments
of the invention and, together with the description, serve to
explain the principles of the invention:

FIG. 1 illustrates one embodiment of a network of devices
coupled using wireless connections in accordance with the
present invention.

FIG. 2 is a block diagram of one embodiment of a portable
computer system in accordance with the present invention.

FIG. 3 is a top-side perspective view of a portable
computer system in accordance with one embodiment of the
present invention.

FIGS. 4A and 4B are block diagrams showing one
embodiment of a wireless transceiver coupled to,
respectively, a portable computer system and an external
device in accordance with the present invention.

FIG. 5 illustrates the different operating modes of a
wireless transceiver in accordance with one embodiment of
the present invention.

FIG. 6 illustrates the flow of messages between a con-
trolling device and remote devices in accordance with one
embodiment of the present invention.

FIG. 7 illustrates one embodiment of a display used on a
controlling device in accordance with the present invention.

FIG. 8 illustrates another embodiment of a display used
on a controlling device in accordance with the present
invention.

FIG. 9 illustrates another embodiment of a display used
on a controlling device in accordance with the present
invention.

FIG. 10 illustrates a display on a controlling device
responding to movement on an input device in accordance
with one embodiment of the present invention.

FIG. 11 is a flowchart of the steps in a process for
controlling a remote device over a wireless connection in
accordance with one embodiment of the present invention.

BEST MODE FOR CARRYING OUT THE
INVENTION

Reference, will now be made in detail to the preferred
embodiments of the invention, examples of which are illus-
trated in the accompanying drawings. While the invention
will be described in conjunction with the preferred
embodiments, it will be understood that they are not
intended to limit the invention to these embodiments. On the
contrary, the invention is intended to cover alternatives,
modifications and equivalents, which may be included
within the spirit and scope of the invention as defined by the
appended claims. Furthermore, in the following detailed
description of the present invention, numerous specific
details are set forth in order to provide a thorough under-
standing of the present invention. However, it will be
obvious to one of ordinary skill in the art that the present
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invention may be practiced without these specific details. In
other instances, well-known methods, procedures,
components, and circuits have not been described in detail
so as not to unnecessarily obscure aspects of the present
invention.

Some portions of the detailed descriptions which follow
are presented in terms of procedures, logic blocks,
processing, and other symbolic representations of operations
on data bits within a computer memory. These descriptions
and representations are the means used by those skilled in
the data processing arts to most effectively convey the
substance of their work to others skilled in the art. A
procedure, logic block, process, etc., is here, and generally,
conceived to be a self-consistent sequence of steps or
instructions leading to a desired result. The steps are those
requiring physical manipulations of physical quantities.
Usually, though not necessarily, these quantities take the
form of electrical or magnetic signals capable of being
stored, transferred, combined, compared, and otherwise
manipulated in a computer system. It has proven convenient
at times, principally for reasons of common usage, to refer
to these signals as bits, bytes, values, elements, symbols,
characters, terms, numbers, or the like.

It should be borne in mind, however, that all of these and
similar terms are to be associated with the appropriate
physical quantities and are merely convenient labels applied
to these quantities. Unless specifically stated otherwise as
apparent from the following discussions, it is appreciated
that throughout the present invention, discussions utilizing
terms such as “establishing,” “registering,” “recognizing,”
“broadcasting,” “receiving,” “manifesting,” “transmitting,”
“displaying,” or the like, refer to the action and processes
(e.g., process 1100 FIG. 11) of a computer system or similar
intelligent electronic computing device, that manipulates
and transforms data represented as physical (electronic)
quantities within the computer system’s registers and memo-
ries into other data similarly represented as physical quan-
tities within the computer system memories or registers or
other such information storage, transmission or display
devices.

The present invention is discussed primarily in a context
in which devices and systems are coupled using wireless
links, and specifically with regard to devices and systems
compliant with the Bluetooth technology. Bluetooth is the
code name for a technology specification for small form
factor, low-cost, short-range radio links between personal
computers (PCs), mobile phones and other devices and
appliances. However, it is appreciated that the present inven-
tion may be utilized with devices and systems compliant
with standards different from Bluetooth, such as the IEEE
(Institute of Electronic and Electrical Engineering) 802.11
standard.

The Bluetooth technology allows cables that connect one
device to another to be replaced with short-range radio links.
Bluetooth is targeted at mobile and business users who need
to establish a link, or small network, between their computer,
cellular phone and other peripherals. The required and
nominal range of Bluetooth is thus set to approximately ten
(10) meters. To support other uses, for example the home
environment, Bluetooth can be augmented to extend the
range to up to 100 meters.

The Bluetooth technology is based on a high-
performance, yet low-cost, integrated radio transceiver. For
instance, Bluetooth transceivers built into both a cellular
telephone and a laptop computer system would replace the
cables used today to connect a laptop to a cellular telephone.
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Bluetooth radio technology can also provide: a universal
bridge to existing data networks, a peripheral interface, and
a mechanism to form small private ad hoc groupings of
connected devices away from fixed network infrastructures.

FIG. 1 illustrates the topology of a network of devices
coupled using wireless connections in accordance with one
embodiment of the present invention. In the parlance of
Bluetooth, a collection of devices connected in a Bluetooth
system are referred to as a “piconet” or a “subnet.” In the
present embodiment, a piconet starts with two connected
devices, and may grow to eight connected devices. All
Bluetooth devices are peer units; however, when establish-
ing a piconet, one unit will act as a master and the other(s)
as slave(s) for the duration of the piconet connection.

A Bluetooth system supports both point-to-point and
point-to-multi-point connections. Several piconets can be
established and linked together in a “scatternet,” where each
piconet is identified by a different frequency hopping
sequence. All devices participating on the same piconet are
synchronized to their respective hopping sequence.

Accordingly, devices 10, 20, 30 and 40 are coupled in
piconet 1 using wireless connections 80a—c. Similarly,
devices 50, 60 and 70 are coupled in piconet 2 using wireless
connections 80e—f. Piconet 1 and piconet 2 are coupled using
wireless connection 80d. Devices 10-70 can be printers,
personal digital assistants (PDAs), desktop computer
systems, laptop computer systems, cell phones, fax
machines, keyboards, and joysticks equipped with a Blue-
tooth radio transceiver or adapted to communicate with
Bluetooth devices (“Bluetooth-enabled”). In accordance
with the present invention, devices 10-70 can also be
virtually any type of device, including mechanical devices
and appliances, equipped with a Bluetooth radio transceiver
or Bluetooth-enabled. The Bluetooth radio transceiver may
be integrated into the device, or it may be coupled to the
device.

FIG. 2 is a block diagram of a portable computer system
100 (e.g., a PDA, a hand-held computer system, or palmtop
computer system) upon which embodiments of the present
invention can be implemented. Computer system 100
includes an address/data bus 110 for communicating
information, a central processor 101 coupled with the bus for
processing information and instructions, a volatile memory
102 (e.g., random access memory, RAM) coupled with the
bus 110 for storing information and instructions for the
central processor 101 and a non-volatile memory 103 (e.g.,
read only memory, ROM) coupled with the bus 110 for
storing static information and instructions for the processor
101. Computer system 100 also includes an optional data
storage device 104 (e.g., memory stick) coupled with the bus
110 for storing information and instructions. Data storage
device 104 can be removable.

Computer system 100 also contains a display device 105
coupled to the bus 110 for displaying information to the
computer user. The display device 105 utilized with com-
puter system 100 may be a liquid crystal display device, a
cathode ray tube,(CRT), a field emission display device (also
called a flat panel CRT) or other display device suitable for
generating graphic images and alphanumeric characters rec-
ognizable to the user. In the preferred embodiment, display
device 105 is a flat panel display.

Computer system 100 also includes a cursor control or
directing device (on-screen cursor control 107) coupled to
bus 110 for communicating user input information and
command selections to processor 101. In one
implementation, on-screen cursor control device 107 is a
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touch-screen device incorporated with display device 105.
On-screen cursor control device 107 is capable of registering
a position on display device 105 where a stylus makes
contact.

In accordance with the present invention, a stylus can be
used to select a command for controlling a remote device by
touching the stylus to display device 105. In one
embodiment, a command can be selected from a menu of
commands displayed on display device 105. In another
embodiment, a rendering of the remote device or of a
mechanism for controlling the remote device may be mani-
fested on display device 105, and a command can be
selected by touching the stylus to a prescribed location in the
rendering. The position where the stylus contacts display
device 105 is registered and fed to processor 101, which
translates this information into a command for controlling
the remote device. The command is then transmitted to the
remote device over a wireless connection using signal
transmitter/receiver device (“transceiver”) 108.

Also included in computer system 100 of FIG. 2 is an
input device 106 that in one implementation is a stroke or
character recognition pad (e.g., a “digitizer”). Input device
106 can communicate information and command selections
to processor 101. Input device 106 is capable of registering
a position where a stylus (or an element having the func-
tionality of a stylus) makes contact. Input device 106 also
has the capability of registering movements of a stylus (or an
element having the functionality of a stylus) across or above
the surface of input device 106.

In accordance with the present invention, in one
embodiment, a stylus can be used for making a stroke or
inscribing a character on the surface of input device 106. The
stroke or character information is then fed to a processor 101
for automatic character recognition. Once the stroke or
character information is recognized, it can be displayed on
display device 105 for verification and/or modification.

In accordance with the present invention, stroke informa-
tion entered onto input device 106 can correspond to a
command that can be used to control a remote device. That
is, particular strokes or characters can correspond to a
respective command. A stroke or character is recognized by
processor 101 and translated by processor 101 into a com-
mand for controlling a remote device. The command is then
transmitted to the remote device over a wireless connection
using transceiver 108.

With reference still to FIG. 2, transceiver 108 is coupled
to bus 110 and enables computer system 100 to communi-
cate wirelessly with other electronic devices coupled in a
piconet or scatternet (refer to FIG. 1). It should be appre-
ciated that within the present embodiment, transceiver 108
is coupled to an antenna and provides the functionality to
transmit and receive information over a wireless communi-
cation interface. In one embodiment, transceiver 108 is a
Bluetooth device. Additional information with regard to the
Bluetooth embodiment is provided in conjunction with
FIGS. 4A and 4B.

FIG. 3 is a perspective illustration of the top-side face
100a of one embodiment of the portable computer system
100 (FIG. 2) in accordance with the present invention. The
top-side face 100a contains one or more dedicated and/or
programmable buttons 75 for selecting information and
causing the computer system to implement functions. The
on/off button 95 is also shown.

In the present embodiment, the top-side face 100a con-
tains a display device 105 typically surrounded by a bezel or
cover. A removable stylus element 90 is also shown. The
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display device 105 is a touch screen capable of registering
contact between the screen and the tip of the stylus element
90. The top-side face 100a also contains an input device 106
that in one implementation is a stroke or character recogni-
tion pad. Input device 106 is a touch screen type of device
capable of registering contact with a tip of stylus element 90,
and also can register movements of the stylus element. The
stylus element 90 can be of any shape and material to make
contact with the display device 105 and input device 106.

FIGS. 4A and 4B are block diagrams of one embodiment
of a transceiver 108 in accordance with the present inven-
tion. In a preferred embodiment (the “Bluetooth
embodiment”, transceiver 108 is a Bluetooth device com-
prising a digital component (e.g., a Bluetooth controller) and
an analog component (e.g., a Bluetooth radio). In accor-
dance with the present invention, a transceiver 108 is
coupled via a system bus 110 to a system or device that will
be used to control remote devices (e.g., portable computer
system 100 of FIG. 2). Similarly, a transceiver 108 is
coupled via a connector 250 to each remote device that is to
be controlled (e.g., external device 290).

With reference to both FIGS. 4A and 4B, in the present
embodiment, transceiver 108 comprises an antenna 205 for
receiving or transmitting radio signals, a radio frequency
(RF) module 210, a link controller 220, a microcontroller (or
central processing unit) 230, and an external interface 240.

In the Bluetooth embodiment, RF module 210 is a Blue-
tooth radio. Bluetooth radios operate in the ISM (Industrial,
Scientific, Medical) band at 2.4 GHz. A frequency hop
transceiver is applied to combat interference and fading.
Bluetooth uses a packet-switching protocol based on a
frequency hop scheme with 1600 hops/second. Slots can be
reserved for synchronous packets. A packet nominally cov-
ers a single slot, but can be extended to cover up to five slots.
Each packet is transmitted in a different hop frequency. The
entire available frequency spectrum is used with 79 hops of
one (1) MHz bandwidth, defined analogous to the IEEE
802.11 standard. The frequency hopping scheme is com-
bined with fast ARQ (Automatic Repeat Request), cyclic
redundancy check (CRC) and Forward Error Correction
(FEQC) for data.

In the present embodiment, link controller 220 is a
hardware digital signal processor for performing baseband
processing as well as other functions such as Quality-of-
Service, asynchronous transfers, synchronous transfers,
audio coding, and encryption.

In one embodiment, microcontroller 230 is an application
specific integrated circuit (ASIC). In the Bluetooth
embodiment, microcontroller 230 is a separate central pro-
cessing unit (CPU) core for managing transceiver 108 and
for handling some inquiries and requests without having to
involve the host device. In the Bluetooth embodiment,
microcontroller 230 runs software that discovers and com-
municates with other Bluetooth devices via the Link Man-
ager Protocol (LMP). The LMP provides a number of
services including sending and receiving of data, inquiring
of and reporting a name or device identifier, making and
responding to link address inquiries, connection setup,
authentication, and link mode negotiation and setup. The
LMP also can be used to place transceiver 108 in “sniff”
mode, “hold” mode, “park” mode or “standby” mode (refer
to FIG. 5 below).

With reference still to FIGS. 4A and 4B, in the present
embodiment, interface 240 is for coupling transceiver 108 to
portable computer system 100 or to external device 290 in
a suitable format (e.g., USB, PCMCIA, PCI, CardBus, PC
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Card, etc.). In the present embodiment, interface 240 runs
software that allows transceiver 108 to interface with por-
table computer system 100 or external device 290.

FIG. 5 illustrates the different operating modes of a
wireless transceiver 108 (FIGS. 4A and 4B) in accordance
with one embodiment of the present invention. In the
Bluetooth embodiment, before any connections between
Bluetooth devices are created, all devices are in standby
mode (502). In this mode, an unconnected unit “listens” for
messages at a regular rate (e.g., every 1.28 seconds) on a set
of hop frequencies defined for that unit. The hold mode
(514) is a power saving mode that can be used for connected
units if no data need to be transmitted. The sniff mode (516)
and park mode (512) are also low power modes. In the sniff
mode, a device listens to the piconet at a reduced rate
(relative to the regular rate), thus reducing its duty cycle.
The sniff interval is programmable and depends on the
application. In the park mode, a device is still synchronized
to the piconet but does not participate in the traffic.

A connection between devices is made by a “page”
message (506) if the address is already known, or by an
“inquiry” message (504) followed by a subsequent page
message if the address is unknown. When connected (510),
data can be transmitted (508) between devices.

FIG. 6 illustrates the flow of messages between a con-
trolling device (e.g., portable computer system 100) and
remote devices to be controlled (610, 620 and 630) in
accordance with the present embodiment of the present
invention. In one embodiment, portable computer system
100 and remote devices 610—630 are Bluetooth devices or
Bluetooth-enabled devices.

In the present embodiment, when it is necessary to locate
and identify compliant devices, portable computer system
transmits a broadcast message 640 (c.g., an inquiry 504) that
is received by compliant remote devices 610-630. For
example, a user with portable computer system 100 enters a
room containing remote devices 610—630. Portable com-
puter system 100, either automatically or in response to a
user input, transmits broadcast message 640 for the purpose
of discovering compliant devices in the room.

As compliant devices, remote devices 610—-630 respond to
broadcast message 640 via responses 650a, 6505 and 650c,
respectively. In the present embodiment, responses 650a—c
include the Medium Access Control (MAC) address for
remote devices 610-630. Typically, each remote device is
assigned a temporary MAC address for the duration of the
connection. All communications between portable computer
system 100 and a remote device carry the MAC address of
the remote device. Responses 650@—c can also include
information characterizing, for example, the type and capa-
bilities of each remote device. This information may include
an identifier that can be used by portable computer system
100 to characterize the remote device based on information
stored in a database or lookup table.

Portable computer system 100 can then transmit a com-
mand 660 to a selected remote device (e.g., remote device B
620). Command 660 is a command for controlling the
remote device in some prescribed manner (e.g., turning the
device off or on, raising or lowering a level, etc.) based on
the type of device and its capabilities. In accordance with the
present invention, a second device can be sclected (e.g.,
remote device C 630), and a command 670 can be trans-
mitted to that device.

In the present embodiment, when a connection between
portable computer system 100 and a remote device has
already been established, or when the MAC address of the
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remote device is known, broadcast message 640 is a page
506 (FIG. 5) instead of an inquiry 504.

FIG. 7 illustrates one embodiment of a display used on a
controlling device (e.g., portable computer system 100) in
accordance with the present invention. As described above,
portable computer system 100 includes a display device 105,
an input device 106, and a stylus element 90.

In this embodiment, with reference also to FIG. 6, each of
the remote devices 610-630 have sent a response 650a—c,
respectively, to portable computer system 100 in response to
broadcast message 640. Accordingly, each of remote devices
610—630 are indicated on display device 105. For example,
an icon can be used to represent each remote device, each
remote device can be identified by its name in a menu, etc.
It is appreciated that other mechanisms may be used to
indicate a remote device on display device 105 in accor-
dance with present invention.

In the present embodiment, a user can then select one of
the remote devices by touching stylus element 90 to display
device 105. It is appreciated that an element other than stylus
element 90 can be used to make a selection, or that another
mechanism may be used to make a selection. For example,
the user may simply touch the screen, or an on-screen cursor
of some type may be used.

FIG. 8 illustrates another embodiment of a display used
on a controlling device (e.g., portable computer system 100)
in accordance with the present invention. In this
embodiment, a connection has been established between the
controlling device and the device to be controlled, and the
characteristics otfthe device to be controlled have been
identified. In this embodiment, display device 105 displays
a rendering of a mechanism that can be used to control the
remote device, such as an on/off switch. In the present
embodiment, a user can turn the remote device on by
touching stylus element 90 to position 802 in the rendering,
and can turn the remote device off by touching stylus
element 90 to position 804. However, it is appreciated that
an element other than stylus element 90 can be used to make
a selection, or that another mechanism may be used to make
a selection.

In one embodiment, a user can also control the remote
device using input device 106. As described above, input
device 106 is adapted to recognize movements of stylus 90
on or above the surface of input device 106, and to translate
particular movements into particular commands. Thus, for
example, a user might turn on the remote device by writing
the word “on” using input device 106. Alternatively, a user
might instead write a character that represents the command
“on” in some type of shortened version, or might make a
stroke that represents this command. It is appreciated that
other mechanisms, styles, and methods can be used to input
a command using input device 106 in accordance with the
present invention.

FIG. 9 illustrates another embodiment of a display used
on a controlling device (e.g., portable computer system 100)
in accordance with the present invention. In this
embodiment, a connection has been established between the
controlling device and the device to be controlled, and the
characteristics of the device to be controlled have been
identified. In this embodiment, display device 105 displays
a menu 910 of commands for the remote device, such as an
“on” command and an “off” command. In the present
embodiment, a user can turn the remote device on by
touching stylus element 90 to a particular position in the
menu 910. It is appreciated that an element other than stylus
element 90 can be used to make a selection, or that another
mechanism may be used to make a selection.
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FIG. 10 illustrates a display on a controlling device (e.g.,
portable computer system 100) responding to movement on
an input device 106 in accordance with one embodiment of
the present invention. In this embodiment, a connection has
been established between the controlling device and the
device to be controlled, and the characteristics of the device
to be controlled have been identified. In this embodiment,
for example, a variable level of the remote device is to be
controlled (e.g., a level of brightness if the remote device is
a light).

In the present embodiment, the level to be controlled is
indicated by an indicator 1020 displayed on display device
105. A user touches stylus element 90 to input device 106,
and moves the stylus as indicated by stroke 1010. In
response to the.motion of the stylus across input device 106,
indicator 1020 moves in a corresponding manner along the
path 1030. That is, motion is imparted to indicator 1020 by
moving stylus element 90 on input device 106. It is appre-
ciated that an element other than stylus element 90, or
another type of mechanism, can be used with input device
106.

It is appreciated that, in accordance with the present
invention, different mechanisms for controlling the remote
device can be rendered on display device 105, different types
of movement can be used with input device 106, and
different types of motion can be imparted to the rendering on
display device 105 in response to the movements on input
device 106. In accordance with the present embodiment of
the present invention, either the motion of the stylus itself or
the corresponding motion of the rendering can be translated
into a command for controlling the remote device.

FIG. 11 is a flowchart of the steps in a process 1100 for
controlling a remote device over a wireless connection in
accordance with one embodiment of the present invention.
In step 1110, a wireless connection is established between
the controlling device (e.g., portable computer system 100
of FIG. 6) and a remote device or remote devices to be
controlled (e.g., remote devices 610, 620 and 630 of FIG. 6).
As described above, if the MAC addresses of remote devices
610-630 arc known, then a page 506 (FIG. 5) is used by
portable computer system 100; otherwise, an inquiry 504
(FIG. 5) is used. In response to the broadcast message, cach
of remote devices 610-630 sends a response to portable
computer system 100. In the Bluetooth embodiment, the
broadcast message and the responses are transmitted using
radio signals.

In one embodiment, the characteristics and capabilities of
remote devices 610-630 are identified in the response. In
another embodiment, the characteristics and capabilities of
various types of devices are stored in a database or lookup
table in a memory unit of portable computer system 100. In
this latter embodiment, the responses from the remote
devices include an identifier that can be used by portable
computer system 100 to retrieve the characteristics and
capabilities of remote devices 610—-630 from memory.

In step 1120 of FIG. 11, each of the remote devices (e.g.,
remote devices 610-630) responding to the broadcast mes-
sage is manifested on portable computer system 100. In one
embodiment, each remote device is indicated on display
device 105 of portable computer system 100 (refer to FIG.
7). The characteristics and capabilities of each remote device
610—630 are linked to the indications (e.g., icons) on display
device 105.

In step 1130, one of the remote devices 610-630 is
selected by a user. In one embodiment, the user makes a
selection by touching a stylus (e.g., stylus element 90 of
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FIG. 7) to the screen of display device 105. It is appreciated
that, if only one remote device is present or if a response is
received from only one remote device, then step 1130 may
be bypassed.

In step 1140 of FIG. 11, as described above in conjunction
with FIGS. 8, 9 and 10, a user can input a command for
controlling any of remote devices 610—630 using display
device 105 and/or input device 106. In various
embodiments, display device 105 displays a rendering of the
remote device, a rendering of a mechanism for controlling
the remote device, or a menu of commands for controlling
the remote device. In one embodiment, a user can use stylus
element 90 to make contact with the surface of display
device 105. The position where stylus element 90 contacts
the surface of input device 105 is registered and translated
into a particular command.

In another embodiment, a user can input a command using
input device 106 and stylus element 90, by inscribing a
command or by using a character or stroke that represents a
command. In these cases, input device 106 registers the
movement of the stylus and translates the movement into a
particular command. In another embodiment, a user can
impart motion to the rendering of the remote device dis-
played on display device 105 by moving stylus element 90
on input device 106. The motion of the stylus or the
corresponding motion of the rendering can be translated into
a command for controlling the remote device.

In step 1150 of FIG. 11, the command (e.g., command 660
of FIG. 6) is transmitted to the remote device. In accordance
with the present invention, additional commands can also be
sent to the remote device. In the Bluetooth embodiment,
commands are transmitted via a radio signal.

In the case in which more than one remote device is to be
controlled, another remote device can be selected as in step
1130, and commands can be input and transmitted to that
device as described above. Furthermore, portable computer
system 100 can be transported to a new location (e.g.,
another room), and process 1100 can be repeated to locate
and identify compliant remote devices in the new location,
establish connections with those devices, and specify and
transmit commands for controlling those devices. The pro-
cessing power and intelligence of portable computer system
100 in combination with the processing power and intelli-
gence of each transceiver 108 (in both portable computer
system 100 and in the remote device; refer to FIGS. 4A and
4B) permit portable computer system 100 to be updated as
needed, so that it can operate as a universal remote control
device for a multiplicity of different devices, including new
devices.

Thus, the present invention provides a system and method
that can be used to remotely control a variety of different
devices. In one embodiment, the present invention provides
a system (e.g., a Bluetooth-enabled device, specifically a
portable computer system) that can be used to remotely
control compliant devices (e.g., other Bluetooth-enabled
devices) over a wireless (radio) connection. With a radio
connection, the system of the present invention is not limited
to line-of-sight applications. Remote devices can be adapted
to receive commands over the wireless connection, obviat-
ing the need for hardwire connections and making the
system relatively easy to implement in homes and busi-
nesses. The processing power and other features of the
portable computer system enable user-friendly interfaces,
and also allow a variety of remote devices to be controlled,
including new devices introduced into the home or business.

The preferred embodiment of the present invention, por-
table device control console with wireless connection, is
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thus described. While the present invention has been
described in particular embodiments, it should be appreci-
ated that the present invention should not be construed as
limited by such embodiments, but rather construed accord-
ing to the following claims.
What is claimed is:
1. A method for controlling a remote devices over a
wireless connection, said method comprising:
a) establishing said wireless connection between a trans-
ceiver and said remote device by:
broadcasting a message, said message for locating
remote devices within range of said transceiver; and
receiving a response from said remote device;
b) manifesting said remote device on a display device;
¢) registering a position where contact is made with a
surface of an input device, wherein a particular position
on said input device is translated into a particular
command for controlling said remote device; and
d) transmitting a command to said remote device over
said wireless connection.
2. The method as recited in claim 1 wherein said step ¢)
comprises the step of:
registering a position where a stylus element makes
contact with said surface of said input device.
3. The method as recited in claim 2 wherein said step c)
further comprises the step of:
recognizing a movement of said stylus element over said
surface of said input device, wherein a particular move-
ment of said stylus element is translated into a particu-
lar command for controlling said remote device.
4. The method as recited in claim 2 further comprising the
step of:
registering a position where said stylus element makes
contact with a screen of said display device, wherein a
particular position on said screen is translated into a
particular command for controlling said remote device.
5. The method as recited in claim 1 further comprising the
steps of:
receiving responses from a plurality of remote devices;
manifesting each of said plurality of remote devices on
said display device; and
selecting one of said plurality of remote devices.
6. The method as recited in claim 1 further comprising the
step of:
displaying on said display device a rendering of a mecha-
nism for controlling said remote device.
7. The method as recited in claim 6 further comprising the
step of:
contacting a particular position in said rendering, wherein
said contacting is translated into a particular command
corresponding to said particular position.
8. The method as recited in claim 6 further comprising the
step of:
imparting motion to said rendering in response to move-
ment of a stylus element over said surface of said input
device.
9. The method as recited in claim 1 further comprising the
steps of:
displaying on said display device a menu of commands
for controlling said remote device; and
contacting a particular position in said menu, wherein said
contacting is translated into a particular command
corresponding to said particular position.
10. The method as recited in claim 1 wherein said
transceiver and said remote device are Bluetooth-enabled
devices.
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11. A computer system comprising:

a bus;

a processor coupled to said bus;

a transceiver coupled to said bus;

a display device coupled to said bus; and
an input device coupled to said bus;

said processor for performing a method for controlling a
remote device over a wireless connection, said method
comprising the computer-implemented steps of:

a) establishing said wireless connection between said
transceiver and said remote device by:
broadcasting a message, said message for locating

remote devices within range of said transceiver;
and
receiving a response from said remote device;

b) manifesting said remote device on a display device;

¢) registering a position where contact is made with a
surface of an input device, wherein a particular
position on said input device is translated into a
particular command for controlling said remote
device; and

d) transmitting a command to said remote device over
said wireless connection.

12. The computer system of claim 11 wherein said step c)

of said method comprises the step of:

registering a position where a stylus element makes
contact with said surface of said input device.
13. The computer system of claim 12 wherein said step ¢)
of said method further comprises the step of:

recognizing a movement of said stylus element over said
surface of said input device, wherein a particular move-
ment of said stylus element is translated into a particu-
lar command for controlling said remote device.
14. The computer system of claim 12 wherein said
method further comprises the steps of:
registering a position where said stylus element makes
contact with a screen of said display device, wherein a
particular position on said screen is translated into a
particular command for controlling said remote device.
15. The computer system of claim 11 wherein said method
further comprises the steps of:
receiving responses from a plurality of remote devices;
manifesting each of said plurality of remote devices on
said display device; and
selecting one of said plurality of remote devices.
16. The computer system of claim 11 further comprising
the step of:
displaying on said display device a rendering of a mecha-
nism for controlling said remote device.
17. The computer system of claim 16 wherein said
method further comprises the step of:
contacting a particular position in said rendering, wherein
said contacting is translated into a particular command
corresponding to said particular position.
18. The computer system of claim 16 wherein said
method further comprises the step of:
imparting motion to said rendering in response to move-
ment of a stylus element over said surface of said input
device.
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19. The computer system of claim 11 wherein said method
further comprises the steps of:
displaying on said display device a menu of commands
for controlling said remote device; and

contacting a particular position in said menu, wherein said
contacting is translated into a particular command
corresponding to said particular position.

20. The computer system of claim 11 wherein said trans-
ceiver and said remote device are Bluetooth-enabled
devices.

21. Ahand-held computer system for controlling a remote
device over a radio connection, said system comprising:

a bus;

a processor coupled to said bus;

a transceiver coupled to said bus, said transceiver for
transmitting commands for controlling said remote
device over said radio connection, wherein said trans-
ceiver is adapted to broadcast a message for locating
remote devices within range of said transceiver,
wherein each remote device responding to said mes-
sage is indicated on said display device;

a display device coupled to said bus, said display device
adapted to register a position where a stylus element
makes contact with a screen of said display device,
wherein a particular position on said screen is trans-
lated into a particular command for controlling said
remote device; and

an input device coupled to said bus, said input device
adapted to register a position where a stylus element
makes contact with a surface of said input device,
wherein a particular position on said input device is
translated into a particular command for controlling
Said remote device.

22. The computer system of claim 21 wherein said input
device is adapted to recognize a movement of said stylus
element over said surface of said input device, wherein a
particular movement of said stylus element is translated into
a particular command for controlling said remote device.

23. The computer system of claim 21 wherein said
transceiver and said remote device are Bluetooth-enabled
devices.

24. The computer system of claim 21 wherein said display
device is adapted to display a rendering of a mechanism for
controlling said remote device.

25. The computer system of claim 24 wherein said display
device is adapted to register a position where said stylus
element makes contact within said rendering, wherein a
particular position within said rendering is translated into a
particular command for controlling said remote device.

26. The computer system of claim 24 wherein said display
device is adapted to impart motion to said rendering in
response to movement of said stylus element over said
surface of said input device.

27. The computer system of claim 21 wherein said display
device is adapted to display a menu of commands for
controlling said remote device.
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SYSTEM AND METHOD USING A PALM
SIZED COMPUTER TO CONTROL
NETWORK DEVICES

BACKGROUND OF THE INVENTION

1. Field of the Invention

This invention relates to the field of networked computer.
In particular, the invention relates to a system and method to
control network devices using a palm sized, or otherwise
reduced functionality, computer.

2. Description of the Related Art

Palm sized computers, also referred to as Personal Digital
Assistants (PDAs), are portable devices which perform an
array of personal management tasks such as calendar man-
agement and address book storage. The adoption of palm
sized computers has been rapid. Some palm sized computers
are able to interface with conventional computing devices,
such as PCs, on an as-needed basis. For example, palm sized
computers such as 3Com’s Palm Platform™ computers can
upload personal appointments to a PC-based calendar.

Palm sized computers generally have the following char-
acteristics. Relative to desktop and laptop computers, palm
sized computers have limited processing, display and input
capabilities. As a result of these limitations, palm sized
computers do not run the same applications as desktop or
laptop computers. Other limitations of palm sized computers
include limited battery life and lower bandwidth communi-
cations with other devices.

One big advantage of palm sized computers is their
portability. Therefore, it is desirable to be able to access
desktop functionality from palm sized computers.

SUMMARY OF THE INVENTION

Controlling network services using palm sized computers
is described. A program on the palm sized computer is used
to access a registry of network services that may be avail-
able. The registry includes descriptions for various services.
Each description includes at least a reference to program
code that can be downloaded to the palm sized computer.
Executing this program causes the palm sized computer to
issue commands directly to the specific network services
needed. In some cases, these network services include
application services for running desktop applications that the
palm sized computer could not execute.

In some embodiments, the device executing the network
services and the palm sized computer are executing middle-
ware applications for communicating with the registry. In
some embodiments, this middleware includes Jini technol-
ogy from Sun Microsystems. Additionally, the programs
downloaded can include Java program code.

BRIEF DESCRIPTION OF THE FIGURES

FIG. 1 illustrates a system having a palm sized computer
controlling operations of various network devices.

FIG. 2 illustrates a software architecture for use in the
system of FIG. 1.

FIG. 3 illustrates an example architecture for controlling
a PowerPoint presentation.

FIG. 4 illustrates a detailed software architecture for the
example of FIG. 3.

FIG. 5 illustrates a class hierarchy that can be used in the
example of FIG. 3.

FIG. 6 illustrates an example class hierarchy for network
services that can be provided in the system of FIG. 1.
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FIG. 7 illustrates an example class hierarchy for applica-
tion services that can be provided in the system of FIG. 1.

DETAILED DESCRIPTION
A. System Overview

A palm sized computer can serve as a network portal to
usher in a new generation of mobile computing. Palm sized
computers are the ideal next generation computing device in
that they are inherently mobile and have the lightweight
form factor necessary for mobile computing. The fundamen-
tal obstacle to palm sized computers as the next generation
computing device can be removed by viewing the network
as an extension of the palm sized computer’s resources.
Functions can be downloaded into the device as needed, and
overlaid after they have been used. This allows the palm
sized computer to adapt to a changing environment (as the
mobile user’s location changes) and to access exactly the set
of services it needs. These services are stored on the network
and can be used at will. Many of these services may never
reside on the device and are more suitable for execution by
a conventional computer. However, they are accessible and
can be controlled via a lightweight computing device, such
as a palm sized computer.

B. Building Blocks of Network-Enabled Palm Sized Com-
puters

The building blocks for lightweight mobile computing
include a palm sized computer, a compute/memory/storage-
intensive device(s), and a network.

Middleware allows palm sized computers to discover
network-based computing resources. Once discovered, this
middleware provides a mechanism for the palm sized com-
puter to use these resources. This middleware typically
includes a directory of resources (or services), a protocol for
storing and retrieving from the directory, and mechanisms to
transfer software from the directory to a palm sized com-
puter.

Control applications reside on a lightweight computing
device, such as a palm sized computer, but manipulate
computing services on the network. Control applications
assume the use of middleware, such as Sun Microsystems
Jini, for access to network-based resources. (Note in some
embodiments, the control application is distributed between
the palm sized computer and a control proxy server.)

Example Registry and Control Infrastructure: Jini

Jini™ is a technology developed by Sun Microsystems
which addresses the problem of computing and network
complexity. It eases the burden of accessing services by
providing seamless access and automatic registration of
network resources. Jini accomplishes this by adopting a
model in which devices announce their presence and capa-
bilities to the network, and access the same type of infor-
mation in order to locate services they wish to use.

The Jini approach relies on Java and a Jini “registry” (i.c.
database of services) as the underlying infrastructure. Each
device is expected to run a Java Virtual Machine (JVM), or
rely on a Jini proxy which runs a JVM on the device’s
behalf. Key to Java is the idea that software (as well as data)
can be dynamically downloaded to a device. The Java model
assumes a distributed, network-centric model in which the
behavior of a device can be dynamically altered to accom-
modate changing conditions.

Jini eases network connectivity problems. Jini acts as
middleware to access network resources, as it lets devices
locate services and download software for those services.
Other middleware could be substituted for Jini if it provides
discovery and software download for network-based ser-
vices.
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C. Definitions

Acontrol device is a device which runs Jini (or some other
discovery and software download technology) and is
capable of accessing a wide range of network-centric
services, including services which are incapable of running
on the control device. The control device is the access device
for a wide class of computing services otherwise inacces-
sible to devices with restricted computing power. 3Com’s
palm sized computer, the Palm Computing platform, is an
example of such a control device. Windows CE compatible
devices may also be used.

A control application is as an application that relies on
resources located off of the control device (e.g. on a
network), but uses a control device to initiate and control the
application. The resources are accessed and controlled, but
not resident, on the control device. Examples of such
compute/memory-intensive services include PowerPoint
slide presentations and speech recognition systems. These
services can be both invoked and controlled via a control
device.

Network-based services can be used by any control
device. Services offer a discrete task to the control device.
This contrasts with a traditional model in which devices,
such as a PC, house the entirety of resources a control device
might utilize. Services are fine-grained and represent a
distributed set of capabilities residing on a network. Services
may or may not be co-located with other services on the
same physical device. Services are offered (via a network
and a Directory of Services, such as the Jini Lookup) in as
small a unit as is justifiable given the application tasks users
will typically want to accomplish. Fine-grained services can
be used by a variety of consumers who need precisely that
function. The model that emerges is a network-based model
that offers a wide range of narrowly-defined computing
services of interest to a wide range of applications. Services
will be physically distributed across devices but accessible
via a central repository (e.g. database) of services. This
model of distributed computing is inherently scalable in that
the set of services offered via the network grows seamlessly
as devices “plug in” and announce their capabilities.

D. An Example of the Control Application

To help illustrate the use of a control device and a control
application, a PowerPoint slide presentation control is
described herein. (FIG. 1 illustrates a generalized view of
such an example.) In this example, a palm sized computer
100 accesses network 110 resources (via a Directory of
Services, such as the lookup service 120) to locate the
elements it requires to remotely control a presentation
located on the network. The palm sized computer 100 uses
three services to function as a control device to display a
PowerPoint presentation:

an application service 130 (to run PowerPoint)

a persistent storage service 150 (to store the presentation)

a display service 140 (to display the presentation images)

Each of these services will have registered with the
lookup service 100. A service in this example, is tied to
different hardware devices. However, this is not required.
Storage, processing, and/or display could be supported by
one or more computer systems.

None of these services are resident on the palm sized
computer 100. Once the palm sized computer 100 has
located the necessary services, it downloads the code
required to control those services (using the lookup and
download protocols). Middleware, such as Sun’s Java/Jini
technology, is used to move the code.

The palm sized computer 100 is then capable of directly
controlling the services it requires.
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In this example, all the devices can communicate on the
network 110, however, they need not all be connected to the
network in the same way.

Functionally, the devices play the following roles:

palm sized computer 100: the remote control device

application services: a set of resources and services, such
as compute power and applications

network 110: the physical medium which connects
devices and services

lookup service 120: a database of network services
E. Architecture

As noted above, the palm sized computer 100 functions as
the remote control device for the PowerPoint presentation. It
is a multi-function control device in that it can control a host
of resources accessible via the network. The palm sized
computer 100 accomplishes this via middleware (e.g. Jini)
and a generic control protocol capable of issuing control
commands to an offboard resource. The palm sized com-
puter 100 implements this control via the software compo-
nents depicted in FIG. 2. These software components rep-
resent a generic architecture for control of any network-
based resource using a reduced functionality computer such
as a palm sized computer. The software architecture,
middleware, and control protocol implement a new model
for lightweight mobile computing. This model of light-
weight mobile computing is particularly well-served by
devices such as a palm sized computer, as they possess the
requisite size and portability.

In FIG. 2, the control device 200 is able to control services
on the network 110, such as the network based service 250.
The directory of services 220 provides the registry functions
used to enable the system.

The control device 200 includes a control device operat-
ing system 201 which supports a network communications
program 202 and a control application 210. The network
communications program 202 allows the control device 200
to communicate with other devices on the network. The
control application 210 includes the following elements:

a GUI 212 to display the available network-based services

and accept user input

an application control protocol manager 214 which inter-
faces between the control device 200 and the network
based computer service 250 by requesting tasks from
that service (e.g. slide manipulation). This module is
responsible for generating the application control pro-
tocol to command the selected service,

a middleware protocol manager 216 to transfer data
between the control device 200 and the directory of
services 220 (e.g. communication between Palm plat-
form and the Jini Lookup). This module is responsible
for generating the syntax necessary to communicate
based on the type of middleware being used.

The service device operating system 251 includes a
service device communications program 252 and a service
control application 260. The service device communications
program 252 is responsible for communicating with the
network 110. The service control application 260 includes
the following components:

a service application control protocol manager 262 that

interfaces between the network based computer service
250 and the control device 200 and accepts control
tasks (e.g. slide manipulation) issued from the control
device 200. This module is capable of sending back a
response (e.g. status) to the control device 200,

a middleware protocol manager 266 to transfer data
between the network based computer service 250 and
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the directory service (e.g. communication between the
application service 130 and the Jini Lookup). This
module is responsible for generating the syntax used to
communicate based on the type of middleware being
used.
an application 268 to perform functions on the network.
The application 268 can be a desktop application that
would not execute on a palm sized computer.
Returning to the specific example of the PowerPoint
presentation, FIG. 3 illustrates the architecture that could be
used to implement such a system. In FIG. 3, the control
device 200 has been replaced with a palm sized computer

100 executing the Palm OS 301. The GUI 212 is specifically

for PowerPoint control (see FIG. 1 for an example of such

a GUI). The Java Virtual Machine 318 is executing on the

palm sized computer 100 and replaces the middleware 218.

The middleware protocol manager 216 supports Jini

discovery, lookup and download protocols. PowerPoint con-

trol commands are issued to the network based computer

service 250. The PowerPoint control protocol manager 364

provides the interface for these commands and controls the

PowerPoint application 368.

F. Control Flow
The process for accessing and controlling network-based

services is described below. The specific implementation

control of a PowerPoint Service via a 3Com Palm Comput-

ing platform is used as an example. Refer to FIG. 1.

1. Configure a computer hosting the directory of services
220 and connect it to the network 110. For instance, a Jini
lookup service is configured to listen at a preset TCP, or
UDP, port for service registration or service lookup
requests.

2. Establish a network connection from the network based
computer service 250 to the network 110.

3. Register the computing service with a directory of ser-
vices 220. For example, in the Jini model, the computing
service initially sends out a multicast packet announcing
its presence on the network. Once the directory service
220 receives the packet, it sends a unicast packet back to
the announcer. The packet includes an interface (e.g. Java
code) for uploading code back to the directory service 220
as well as for searching and downloading code from the
directory service 220.

4. Upload service description to the directory service 220. If
Jini is adopted as the middleware, the application service
130 receives the response from the directory service 220
and uses the included interface to upload its service
interface to the directory service 220. When the service
interface is called, it contacts the directory service 220
which in turn creates an entry (represented by an object)
for this new service and sets the proper fields such as
service name, attributes and optionally the corresponding
service interface. Other middleware may choose to use
protocol-based approaches such as FTP or TFTP for the
uploading process.

5. Register the storage service 150 and display service 140
via the same process.

6. Establish a network connection from the control device
200 to the network 110. For Palm computers, there are
multiple options for network connectivity. Possible solu-
tions include using the infrared (IR) port to talk to a
IR-LAN bridge or router, using the serial port to talk to a
serial-to-LLAN bridge or router, using either the IR or the
serial port to talk to a digital cell phone and dial up a
modem server, and/or using wireless data communica-
tions.

7. Launch the service control graphical user interface (GUI)
212 on the control device 200.
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8. Via the service control GUI 212, accept user input, such
as the selection of an application (for example, a Power-
Point application) to be controlled.

9. Optionally register the control device 200 with the direc-
tory service via a registration protocol, such as the Jini
Discovery Protocol. This step is the same as the above one
for the other services. It is executed only if the control
device 200 has resources to offer.

10. Search the directory service 220 and download the
desired service descriptor. In the case of Jini, after the
control device 200 receives the response from the direc-
tory service 220, it uses the included interface to search
the directory service 220 for an application service using
the object type representing the service (such as an object
type of PowerPoint presentation service) and the desired
service attributes (such as the name and the physical
location of the service). Once the directory service 220
finds such a service entry, the control device 200 is
notified, which in turn uses the downloading interface to
download the application service descriptor. One example
of these services is the GUI code for controlling a
PowerPoint presentation.

11. Send requests from the control device 200 to the network
based computer service 250 to control the desired appli-
cation. For example, a “next slide” request could be sent
from a palm sized computer 100 to an application service
130 running PowerPoint. The communication can be
based on a protocol such as the following one:

Control Type  Application File Name  Control Function

Where:

Control Type={Request, Reply}

Application={PowerPoint, FAX, Print, Email,
Phonebook, . . . }

File Name={3ComPalmVIISpecification}

Control function={File Load, Slide Forward, Slide
Backward, File Close, . . . }

Alternatively, techniques such as Java’s Remote Method
Invocation (RMI) can be used to achieve the same goal. In
this case, the control device makes a local function call such
as doForwardSlide( ). The RMI mechanism will transfer the
call to a remote machine which implements and carries out
the function call. The PowerPoint presentation service may
in turn use other services such as the storage service 150 and
the display service 140. The procedure to employ these
services is similar to steps 10-11 above.

12. Accept any response to requests sent from the control
device 200 to the network based computer server 250 and
process any errors.

G. Control Device GUI
An important element of the control application 210 is a

GUI front-end which accepts user input for controlling the
PowerPoint presentation (or other application) and a control
protocol manager backend which takes user input and trans-
lates it into commands to the CPU service. An example GUI
is depicted in FIG. 1. The example GUI allows the user to
click on “forward”, “backward”, “go-to-first-page” or “go-
to-last-page” buttons to control the slide show. The user can
also click a “get-list” button to get a full list of the slide titles
in the current presentation and choose to go to a particular
slide. By clicking the “scribble” button, the window
switches to graphics mode. In this mode, the user can draw
at random on the panel, and the result of the drawing will be
sent to the CPU service and eventually displayed on the
projection service.
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As explained in the software flow section, there are
multiple ways to implement the application control protocol
manager 214, the following illustrates one approach. The
protocol takes the following form:

Control Type  Application File Name  Control Function

Where:

Control Type={Request, Reply}

Application={PowerPoint, FAX, Print, Email,
Phonebook, . . . }

File Name={3ComPalmVIISpecification}

Control function ={File Load, Slide Forward, Slide
Backward, File Close,. . . . }

When the user clicks any button or draws something on
the GUI, the application control protocol manager 214
generates the corresponding field in the protocol and sends
a command to the network based computer service 250 via
a TCP/IP channel.

H. Service Control Application Design

FIG. 4 illustrates a detailed software architecture for the
service control application of FIG. 3. The architecture
includes three main elements: a CPU service 410
(corresponding to the application service 130), a storage
service 420 (corresponding to the storage service 150) and
a projector service 430 (corresponding to the display service
140). Each of the elements include middleware protocol
layer management modules. Each module has a correspond-
ing service application control module (e.g., PowerPoint
Control Protocol Manager). To control specific network
services, instances of those services are instantiated and are
used by the corresponding control protocol manager. The
following describes examples of such classes that can be
instantiated for specific network services.

PowerPoint Control

The PowerPoint control, through OLE automation,
instantiates and controls an instance of PowerPoint applica-
tion. The PowerPoint control also communicates with the
storage service 420 to store/retrieve presentations and the
projector service 430 to view slides.

The PowerPoint control has the ability to have many
presentations open at the same time and is capable of
switching between presentations. A presentation has a col-
lection of slides in it. Once open, the PowerPoint control
allows easy traversal of the slides either by commands like
previous, next slide or by direct access (e.g. slide number or
slide title). When any change in slide position occurs, the
PowerPoint application automatically generates the image
that needs to be shown by the projector control and invokes
the method on the projector control to show the changed
slide.

Once a presentation is open, the PowerPoint control can
have facilities such as Add Comments and Add Scribbled
Graphics to the current slide. Additionally, it can allow the
adding of new slides to the presentation.

FIG. 5illustrates an example object class hierarchy for the
PowerPoint control class. The following describes the ele-
ments of FIG. 5 in more detail.
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Property/Method Name ~ Type Description

PowerPoint

Presentations Collection List of open presentations

Presentation

Slides Collection  Array of slides in presentation
Location Storage Location where presentation loaded
from
View Projector  Projector where presentation is
viewed
Slide
Title String Title for the slide
AddComments Method Add given comments to slide at
given coordinates
AddScribble Method Add given graphics to slide at
given coordinates
Storage
Host String LDAP Server host where the
presentation stored
FileName String File name and other details for
presentation
Projector
Host String Projector host where slides shown
ShowsSlide Method Show slide image on projector

LDAP Database Control

The LDAP database control provides file system services
to store and retrieve presentations. This control gets com-
mands from the PowerPoint control through the LDAP
protocol, to search for presentations and return presenta-
tions.

An object class hierarchy for CLdapDB could include
CLdapDb having to a specific storage system reference.

Storage
Property/Method Name — Type Description
FileFilter String File filter used to get file list
FileList Collection List of files found on

storage

Projector Control

The projector control provides image viewing services
and has a simple image viewer that shows the image on a
projection screen, monitor, display device or canvas. The
control gets commands from the PowerPoint control.
Specifically, to display images, the projector control could
cause frames generated by the PowerPoint control to be
displayed at the device controlled by the projector control.
Other embodiments use more sophisticated techniques for
displaying the PowerPoint information (e.g., support win-
dowing system API calls that an application may make).

An object class hierarchy for CProjector could include
CProjector having to a specific image view reference.
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ImageView
Property/Method Name Type Description
FileName String File name to be displayed
View Method Show the image on the
projector
Mode Long FullScreen mode

I. Directory of Services Design
The directory of services 220 encodes the set of services
available on the network 110. The directory of services 220
describes the characteristics of these services and provides a
means to locate those services. To illustrate this concept, an
object-oriented directory service is used. The directory ser-
vice will have objects whose attributes describe the features
of available services and optionally include either code to
invoke those services or a reference to such code. A direc-
tory service will typically be one of several components
offered in the middleware a control device 200 will use.
FIG. 6 illustrates an object class hierarchy which models
several network-based services. These network-based ser-
vices are Application Service, Operating System Service,
Storage Service, Projection Service, and Service Location
Service. Examples of each of these services are now given.
Define-Class Service
Superclass: root
Attributes:
Name
Status
Define-Class NetworkService
Superclass: Service
Attributes:
Location
Physical Address
PhysicalMachine
Owner
Vendor
Version
Define-Class ApplicationService
Superclass: NetworkService
Attributes:
CodeLocation
SerialNumber
SupportedFeatures
Define-Class OperatingSystemService
Superclass: NetworkService
Attributes:
RealTimeOS?
Define-Class StorageService
Superclass: NetworkService
Attributes:
DatabaseType
Schema
Define-Class ProjectionService
Superclass: NetworkService
Attributes:
Resolution
Define-Class ServicelLocationService
Superclass: NetworkService
Attributes:
QueryProtocol
Schema
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FIG. 7 illustrates a partial object class hierarchy which
models Application Services, including the PowerPoint
Application Service:

Define-Class SlidePresentationService

Superclass: ApplicationService

Define-Class GroupwareService

Superclass: ApplicationService
Define-Class EmailService

Superclass: ApplicationService
Define-Class SpeechRecognitionService

Superclass: ApplicationService

Based on this object class hierarchy, objects which rep-
resent network services can be defined. These objects are
stored in a directory of services 220, such as a Jini Lookup.

An object to instantiate a SlidePresentationService could
look as follows:
Make-Instance SlidePresentationService

Name “PowerPoint”

Status “Active”

Location “3Com Intranet”

PhysicalAddress “Building300.Floor2.Cube323”

PhysicalMachine “PowerBook G3”

Owner “Elaine Lusher”

Vendor “Microsoft”

Version “98”

CodeLocation “system/applications/office/powerpoint:”

SerialNumber “169-43-4666"

SupportedFeatures “Scribble”

Other examples of objects which represent application
services include:
Make-Instance SpeechRecognitionService

Name “Naturally Speaking”

Status “Active”

Location “3Com Intranet”

PhysicalAddress “Building300.Floor2.Cube100”

PhysicalMachine “Solaris”

Owner “Wenjun Luo”

Vendor “Dragon Systems”

Version “4.1”

CodelLocation “system/applications/research/

dragonspeech”

SerialNumber “157-89-4323”

SupportedFeatures “Dictation for Microsoft Word”
Make-Instance GroupwareService

Name “Alta Vista Forum”

Status “Active”

Location “3Com Intranet”

PhysicalAddress “Building300.Floor2.Cube220”

PhysicalMachine “Windows NT”

Owner “Paul Huard”

Vendor “Microsoft”

Version “3.17

CodeLocation “http://3Community/code/groupware/
latest

SerialNumber “444-56-7777"

SupportedFeatures “Virtual Chat Room”
Make-Instance EmailService

Name “Netscape Mail”
Status “Active”
Location “3Com Intranet”
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PhysicalAddress “Building300.Floor2.Cube300”

PhysicalMachine “Solaris”

Owner “Rick Nottingham”

Vendor “Netscape”

Version “5.0”

CodeLocation “http://3Community/code/email/latest

SerialNumber “456-34-6786”

If middleware resides on a proxy device (rather than on
the control device 200), the control device 200 will need to
locate such a proxy service. An Operating System Service
class can encode services such as a JVM Service, a Linux
Service, or a Jini proxy.

Make-Instance OperatingSystemService

Name “Jini Proxy”

Status “Active”

Location “3Com Intranet”

PhysicalAddress “Building300.Floor2.Cube120”

PhysicalMachine “Solaris”

Owner “Rick Nottingham”

Vendor “Sun”

Version “5.0”

RealTimeOS? “no”

Finally, directory services 220 (such as the Jini Lookup)
are modeled. This could be encoded in a class such as the
Service Location Service.

Make-Instance ServiceLocationService

Name “Jini Lookup”

Status “Active”

Location “3Com Intranet”

PhysicalAddress “Building300.Floor2.Cube150”

PhysicalMachine “Solaris”

Owner “Rick Nottingham”

Vendor “Sun”

Version “5.0”

QueryProtocol “Jini Lookup Protocol”

Schema “Service Directory Schema 1.0”

J. Variations on the Network-based Control Application

Several variations of the general control paradigm can be
defined:

The middleware (Jini, in our example) may not be physi-
cally resident on the control device 200. In this case, a
proxy is used which runs middleware on behalf of the
control device 200. Functionally speaking, the same
design will still apply. One change to the design can be
used to support a modified GUI for the control device.
In these embodiments, the GUI program is modified by
the proxy device to account for specific limitations of
the control device. Also, in some embodiments, the
control device may include preset applications that
interface directly with the proxy device. Such an archi-
tecture would support a limited set of network services
but would likely result in very small and lightweight
applications on the control device.

The control paradigm is not limited to palm sized com-
puters. Any computing device with restricted comput-
ing power could be used as a control device 200 for any
network-based resource. Switches, hubs, routers, and
other networking devices are candidates for a control
device 200. The network-based resources they use
could include any service that cannot physically reside
on the networking device due to restrictions such as
limited memory.
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Some embodiments of the invention include only the
control device and the programs on the control device;
other embodiments include some and/or all of the
programs in computer readable media, or in electro-
magnetic waveforms.

K. Conclusion

The foregoing description of various embodiments of the

invention has been presented for purposes of illustration and
description. It is not intended to limit the invention to the
precise forms disclosed. Many modifications and equivalent
arrangements will be apparent.

What is claimed is:
1. A method of controlling a service on a network using

a palm sized computer, the palm sized computer being
coupled in communications with the network, the method
comprising:

accessing a description of the service from a directory of
services, the description of the service including at least
areference to program code for controlling the service;

downloading the program code to the palm sized com-
puter;

the palm sized computer executing at least a portion of the
program code; and

sending control commands to the service from the palm
sized computer in response to the executing, wherein
the service controls an application that cannot be
executed on the palm sized computer.

2. The method of claim 1 further comprising registering

the service in the directory of services by storing the
description of the service in the directory of services.

3. The method of claim 1 wherein the directory of services

includes a Jini Lookup directory, wherein the accessing the
description includes executing a Jini discovery protocol to
locate the Jini Lookup directory and executing a Jini Lookup
protocol to retrieve the description of the service.

4. The method of claim 1 wherein the description of the

service includes an object reference corresponding to an
object representing the service and a set of service attributes
including the name of the service and the physical location
of the service.

5. The method of claim 1 wherein the program code

includes Java code and wherein the palm sized computer is
executing a Java Virtual Machine to execute at least a
portion of the program code.

6. The method of claim 1 wherein the program code

includes code to implement a graphical user interface on the
palm sized computer.

7. The method of claim 1 wherein the application includes

a desktop program.

8. Amethod of controlling a program on a network device

from a palm sized computer, the computer is not capable of
executing the program by itself, the network device and
computer being coupled in communications via a network,
the method comprising:

accessing a directory of services, a service in the directory
of services corresponding to the program, the descrip-
tion of the service including at least a reference to
program code for controlling the service;

loading the program code;

issuing control commands to the network device using the
program code, the control commands causing the net-
work device to control the program.

9. The method of claim 8, wherein loading the program

code includes loading the program code onto the palm sized
computer and the issuing the control commands includes the
palm sized computer issuing the control commands.
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10. The method of claim 8, wherein a proxy device is
coupled to the network and wherein accessing the directory
of services includes the palm sized computer accessing the
proxy device, and the proxy device accessing the directory
of services, and wherein the loading the program code
includes loading the program code onto the proxy device,
and wherein the issuing the control commands includes the
palm sized computer issuing a set of first set of commands
to the proxy device and the proxy device issuing the control
commands.

11. The method of claim 10, wherein the program code
includes a user interface program and wherein the proxy
device receives the user interface program and generates a
second user interface for the palm sized computer.

12. The method of claim 8 wherein loading the program
code includes loading the program code onto the palm sized
computer from the directory of services.

13. The method of claim 8, wherein the palm sized
computer includes a Palm OS compatible computer, wherein
the program code includes Java code and wherein the
directory of services includes a Jini directory of services.

14. The method of claim 8 further comprising the network
device registering the description of the service with the
directory of services.

15. The method of claim 8 wherein the program includes
a desktop program.

16. The method of claim 8 wherein the program includes
a desktop program and wherein the services controlled
include a CPU service for executing the program, a storage
service for providing data to the CPU service and a display
service for displaying information generated from the CPU
service.

17. A system for controlling a network service compris-
ing:

a network based computer service for controlling an

application that cannot exectuted by a control device;

a directory of services including a registry of services,

each service in the registry of services corresponding to
a service on the network;

the control device having a program for sending control

commands to the network based computer service, the
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program being loaded onto the control device as a
result of locating a reference to the network based
computer service in the directory of services;

a network coupled in communications with the network
based computer service, the directory of services and
the control device;

wherein the control device includes a palm sized com-
puter having an operating system, a network commu-
nications program, a protocol program for communi-
cating with the directory of services and wherein the
program includes a graphical user interface.

18. The method of claim 17 wherein the network based
computer service includes a computer having an operating
system, a network communications program, a protocol
program for communicating with the directory of services
and the application.

19. A method for controlling a service in a network using
a palm sized computer, the method comprising:

accessing a description of a service, the description of the

service including at least a reference to program code
for controlling the service;

downloading the program code;

executing at least a portion of the program code; and

sending control commands to the service in response to

the executing, wherein the service includes a CPU
service.

20. A system comprising:

means for accessing a description of a service, the

description of the service including at least a reference
to program code for controlling a service;

means for downloading the program code;

means for executing at least a portion of the program

code; and

means for sending control commands to the service in

response to the means for executing, wherein the ser-
vice controls an application that cannot be executed on
the means for executing.
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[57] ABSTRACT

The invention provides an information appliance and a
network appliance (or telephone) that function indepen-
dently as well as with each other as companion appliances.
The information appliance stores user information corre-
sponding to a particular user. The telephone is linked to
network. In some embodiments, the companion appliances
are capable of simultaneously exchanging voice and data
messages with devices connected to the network. The appli-
ances are connected to each other physically through a
communications port, and exchange data link layer format-
ted data corresponding to user personalized information,
commands from the user, and responses including message
status information corresponding to action of the network
connected devices. The user information enables the tele-
phone to perform network communications according to
user specified settings, and enables the telephone to assume
the user specific information appliance network identifica-
tion. The information appliance is typically a portable com-
puter and in some embodiments is a palm-sized computer. In
some embodiments, the telephone is an Ethernet telephone.
One aspect of the invention provides a method for trans-
mitting data from a portable computer to a telephone. Other
aspects of the invention include: a method for exchanging
voice and data messages between a telephone and devices
connected to a network, a portable computer adapted for
connection to a telephone, a telephone adapted for connec-
tion to a portable computer, and a communications system
including the telephone connected to the portable computer.
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